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Empezar

Obtenga mas informacién sobre Azure NetApp Files

Azure NetApp Files permite a las empresas migrar y ejecutar sus aplicaciones esenciales
para el negocio, sensibles a la latencia y con alto rendimiento en Azure sin necesidad de
refactorizar para la nube.

Funciones
« La compatibilidad con multiples protocolos permite que las aplicaciones Linux y Windows se ejecuten sin
problemas en Azure.

* Los niveles de rendimiento multiples permiten una estrecha alineacion con los requisitos de rendimiento
de la carga de trabajo.

* Las certificaciones lideres, incluidas SAP HANA, GDPR y HIPAA, permiten la migracion de las cargas de
trabajo mas exigentes a Azure.

Funciones adicionales en la NetApp Console

* Migre datos NFS o SMB a Azure NetApp Files directamente desde la NetApp Console. Las migraciones de
datos estan impulsadas por NetApp Copy and Sync.

"Obtenga mas informacion sobre Copiar y sincronizar"

» Mediante tecnologia impulsada por Inteligencia Artificial (IA), NetApp Data Classification puede ayudarlo a
comprender el contexto de los datos e identificar datos confidenciales que residen en sus cuentas de
Azure NetApp Files .

"Obtenga mas informacion sobre la clasificacion de datos"

NetApp Console

Se puede acceder a Azure NetApp Files a través de la NetApp Console.

La NetApp Console proporciona una gestion centralizada de los servicios de datos y almacenamiento de
NetApp en entornos locales y en la nube a nivel empresarial. La consola es necesaria para acceder y utilizar
los servicios de datos de NetApp . Como interfaz de administracion, le permite administrar muchos recursos
de almacenamiento desde una sola interfaz. Los administradores de la consola pueden controlar el acceso al
almacenamiento y los servicios para todos los sistemas dentro de la empresa.

No necesita una licencia o suscripcion para comenzar a usar NetApp Console y solo incurre en cargos cuando
necesita implementar agentes de Console en su nube para garantizar la conectividad con sus sistemas de
almacenamiento o servicios de datos de NetApp . Sin embargo, algunos servicios de datos de NetApp
accesibles desde la consola requieren licencia o suscripcion.

Obtenga mas informacién sobre el"NetApp Console" .

Costo

"Ver precios de Azure NetApp Files"


https://docs.netapp.com/us-en/bluexp-copy-sync/concept-cloud-sync.html
https://docs.netapp.com/us-en/bluexp-classification/concept-cloud-compliance.html
https://docs.netapp.com/us-en/bluexp-setup-admin/concept-overview.html
https://azure.microsoft.com/pricing/details/netapp/

La suscripcion y la facturacion las mantiene el servicio Azure NetApp Files , no la consola.

Regiones compatibles

"Ver regiones de Azure compatibles"

Obtener ayuda

Para problemas de soporte técnico asociados con Azure NetApp Files, use el portal de Azure para registrar
una solicitud de soporte a Microsoft. Seleccione su suscripcion de Microsoft asociada y seleccione el nombre
del servicio * Azure NetApp Files* en Almacenamiento. Proporcione la informacion restante necesaria para
crear su solicitud de soporte de Microsoft.

Enlaces relacionados

+ "Sitio web de la NetApp Console : Azure NetApp Files"
* "Documentacién de Azure NetApp Files"

+ "Copiar y sincronizar documentacion"

Flujo de trabajo de introduccién

Comience a utilizar Azure NetApp Files configurando una aplicacion Microsoft Entra y
creando un sistema.

o "Configurar una aplicacion Microsoft Entra”

Desde Azure, otorgue permisos a una aplicacién Microsoft Entra y copie el identificador de la aplicacion
(cliente), el identificador del directorio (inquilino) y el valor de un secreto de cliente.

9 "Crear un sistema de Azure NetApp Files"

Desde la pagina Sistemas de la NetApp Console, seleccione Agregar sistema > Microsoft Azure > * Azure
NetApp Files* y luego proporcione detalles sobre la aplicacion de Active Directory.

Configurar una aplicacion Microsoft Entra

La NetApp Console necesita permisos para configurar y administrar Azure NetApp Files.
Puede otorgar los permisos necesarios a una cuenta de Azure creando y configurando
una aplicacion Microsoft Entra y obteniendo las credenciales de Azure que necesita la
consola.

Paso 1: Crear la aplicacion

Cree una aplicacion Microsoft Entra y una entidad de servicio que la consola pueda usar para el control de
acceso basado en roles.

Antes de empezar
Debe tener los permisos adecuados en Azure para crear una aplicacion de Active Directory y asignar la


https://bluexp.netapp.com/cloud-volumes-global-regions
https://bluexp.netapp.com/azure-netapp-files
https://learn.microsoft.com/azure/azure-netapp-files/
https://docs.netapp.com/us-en/bluexp-copy-sync/index.html

aplicacion a un rol. Para mas detalles, consulte "Documentacion de Microsoft Azure: Permisos necesarios" .

Pasos
1. Desde el portal de Azure, abra el servicio Microsoft Entra ID.

Microsoft Azure £ entr

Azl All Services (24) Resources (10) Resource Groups (12) W arks]

Microsoft Entra ID (1)

Services
& Microsoft Entra ID @ Microsoft Entra
I Central sergtl instances for SAP solutions . Microsoft Entra

2. En el menu, seleccione Registros de aplicaciones.
3. Crear la aplicacion:
a. Seleccione Nuevo registro.
b. Especifique detalles sobre la aplicacion:
= Nombre: Ingrese un nombre para la aplicacion.
= Tipo de cuenta: seleccione un tipo de cuenta (cualquiera funcionara con la consola).
= URI de redireccién: Puede dejarlo en blanco.
c. Seleccione Registrarse.

4. Copie el ID de la aplicacion (cliente) y el ID del directorio (inquilino).

Home > Netdpp HCL | App registrations >

i azu re-netapp-files =

|/D Search (Cirl+ | i« ?E’ Delete @ Endpoints
i#  overview Display name : azure-netapp-files
&b Quickstart Application (client} ID © eeeeeeee-0000-ecee-0000-ceceeeceeeee

Directory (tenant) ID ! cccccccc-1111-ccoc-1111-coccocecocece

#' Integration assistant (preview)

Object ID :aaaaaaaa-1111-aaaa-1111-a3aaaaaaaaaaa

Manage



https://learn.microsoft.com/en-us/azure/active-directory/develop/howto-create-service-principal-portal#required-permissions/

Al crear el sistema de Azure NetApp Files en la consola, debe proporcionar el identificador de la aplicacion
(cliente) y el identificador del directorio (inquilino) para la aplicacion. La consola utiliza los ID para iniciar
sesion mediante programacion.

5. Cree un secreto de cliente para la aplicacion para que la consola pueda usarlo para autenticarse con
Microsoft Entra ID:
a. Seleccione Certificados y secretos > Nuevo secreto de cliente.
b. Proporcione una descripcion del secreto y una duracion.
c. Seleccione Agregar.

d. Copia el valor del secreto del cliente.

Client secrets

A secret string that the application uses to prove its identity when reguesting a token. Also can
be referred to as application password.

| ‘|‘New client secret

Description Expires Value Copy to clipboard

Azure NetApp Files 7/30/2022 laaaMaaAlaaaaalaAlaaA.. % '

Resultado

Su aplicacion AD ahora esta configurada y deberia haber copiado el ID de la aplicacion (cliente), el ID del
directorio (inquilino) y el valor del secreto del cliente. Debe ingresar esta informacién en la consola cuando
agregue un sistema Azure NetApp Files .

Paso 2: Asignar la aplicacion a un rol

Debe vincular la entidad de servicio a su suscripcion de Azure y asignarle un rol personalizado que tenga los
permisos necesarios.

Pasos
1. "Crear un rol personalizado en Azure" .

Los siguientes pasos describen como crear el rol desde el portal de Azure.

a. Abra la suscripcion y seleccione Control de acceso (IAM).

b. Seleccione Agregar > Agregar rol personalizado.


https://learn.microsoft.com/en-us/azure/role-based-access-control/custom-roles

: Microsoft Azure A Search resources, services, and dg

Home > OCCM Dey

QR OCCM Dev | Access control (IAM)
5

ubscripticn

|/':-' Search (Cirl+ A | b4 - Add ¥ Download role assignments |
@ overview : Add role assignment
R ; nts R
B Activity log Add co-administrator (disabled)
PF& Access control (LAM) o I Addenstom rala {1 g
® Taos View my level of accestio soUrce.

: View my access
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O Secunty Check access

c. En la pestafia Basico, ingrese un nombre y una descripcion para el rol.

d. Seleccione JSON y luego Editar, que aparece en la parte superior derecha del formato JSON.

e. Agregue los siguientes permisos en acciones:

"actions": [
"Microsoft.NetApp/*",
"Microsoft.Resources/resources/read",

"Microsoft.Resources/subscriptions/resourceGroups/read",

"Microsoft.Resources/subscriptions/resourcegroups/resources/read",
"Microsoft.Resources/subscriptions/resourceGroups/write",
"Microsoft.Network/virtualNetworks/read",
"Microsoft.Network/virtualNetworks/subnets/read",
"Microsoft.Insights/Metrics/Read"

1y

f. Seleccione Guardar > Siguiente y luego Crear.

2. Asigna la aplicacién al rol que acabas de crear:

a
b

o o

0]

. Desde el portal de Azure, abra Suscripciones.

. Seleccione la suscripcion.

. Seleccione Control de acceso (IAM) > Agregar > Agregar asignacion de rol.
. En la pestafa Rol, seleccione el rol personalizado que cred y luego Siguiente.
. En la pestafia Miembros, complete los siguientes pasos:

= Mantenga seleccionado Usuario, grupo o entidad de servicio.



= Seleccionar Seleccionar miembros.

Add role assignment

l? Got feedback?

L ] - -
Role  Members Review + assign
Selected role ANF 2.0
Assign access to 'Z:E:Z' User, group, or service principal

O Managed identity

Members I Select mi?'ubers

= Busque el nombre de la aplicacion.

He aqui un ejemplo:

Select members X

Celect (1)

| azure netapp files

Azure Netdpp Files

il &

> Seleccione la aplicacion y luego Seleccionar.
o Seleccione Siguiente.

a. Seleccione Revisar + asignar.

La entidad de servicio de la consola ahora tiene los permisos de Azure necesarios para esa
suscripcion.

Paso 3: Agrega las credenciales a la consola

Cuando crea el sistema Azure NetApp Files , se le solicita que seleccione las credenciales asociadas con la
entidad de servicio. Debe agregar estas credenciales a la consola antes de crear el sistema.

Pasos



1. En la navegacion izquierda de la Consola, seleccione Administracion > Credenciales.
2. Seleccione Agregar credenciales y siga los pasos del asistente.
a. Ubicacion de credenciales: seleccione Microsoft Azure > NetApp Console.

b. Definir credenciales: ingrese informacion sobre la entidad de servicio de Microsoft Entra que otorga
los permisos necesarios:

= Secreto del cliente
= ID de la aplicacion (cliente)

= ID de directorio (inquilino)
Deberias haber capturado esta informacion cuandocreo la aplicacion AD .

c. Revisar: Confirme los detalles sobre las nuevas credenciales y luego seleccione Agregar.

Cree un sistema de Azure NetApp Files en la NetApp
Console

Después de configurar una aplicaciéon Microsoft Entra y agregar las credenciales a la
NetApp Console, cree un sistema de Azure NetApp Files para poder comenzar a crear
los volumenes que necesita.

Pasos
1. Desde la pagina Sistemas, seleccione Agregar sistema.

2. Seleccione Microsoft Azure.
3. Junto a Azure NetApp Files, seleccione Descubrir.

4. En la pagina Detalles, ingrese un nombre de sistema y seleccione las credenciales que configurd
previamente.

5. Seleccione Continuar.

Resultado
Ahora tiene un sistema de Azure NetApp Files .

HA

contoso_system
Azure NetApp Files

0 OB

Volumes Capacity | |

¢Que sigue?

"Comience a crear y administrar volumenes" .


https://docs.netapp.com/es-es/storage-management-azure-netapp-files/task-create-volumes.html
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