Administrar depésitos de Google Cloud
Storage

Google Cloud Storage

NetApp
November 11, 2025

This PDF was generated from https://docs.netapp.com/es-es/storage-management-google-cloud-
storage/task-add-gcp-bucket.html on November 11, 2025. Always check docs.netapp.com for the latest.



Tabla de contenidos

Administrar depésitos de Google Cloud Storage
Agregar depositos de Google Cloud Storage
Cambiar la configuracion del depodsito de Google Cloud Storage
Cambiar la clase de almacenamiento
Agregar o cambiar etiquetas para los objetos en el deposito
Cambiar si la replicacion turbo esta habilitada en ubicaciones de doble region
Utilice los servicios de datos de NetApp con los buckets de Google Cloud Storage

A A D OW-_A -~



Administrar depésitos de Google Cloud Storage

Agregar depoésitos de Google Cloud Storage

Cuando su sistema Google Cloud Storage esté disponible en la pagina Sistemas, podra
agregar depositos adicionales directamente desde la NetApp Console.

Pasos

1. Desde la pagina Sistemas, haga doble clic en el sistema Google Cloud Storage para ver la pagina
Descripcion general de los depdsitos de Google Cloud Storage y haga clic en Agregar depdésito.

Se muestra la pagina Agregar depdsito.

2. Ingrese la informacion requerida en la seccion Detalles del proyecto.

> Nombre del depésito: ingrese el nombre que desea utilizar para el depdsito. "Consulte la
documentacion de Google Cloud para conocer los requisitos de nombres." .

> Proyecto de Google: seleccione el proyecto de Google que sera el propietario del depdsito. Este
puede ser el proyecto principal donde se implemento el agente de consola o puede ser un proyecto
diferente. Si no ve ningun proyecto adicional en la lista desplegable, entonces aun no ha asociado la
cuenta de servicio de la NetApp Console con otros proyectos. Vaya a la consola de Google Cloud,
abra el servicio IAM y seleccione el proyecto. Agregue la cuenta de servicio con el rol de NetApp
Console a ese proyecto. Necesitaras repetir este paso para cada proyecto. NOTA: Esta es la cuenta
de servicio que configuré para la NetApp Console. "como se describe en esta pagina" .

o Etiquetas: Las etiquetas son metadatos para sus recursos de Google Cloud. Puede agregar hasta 10
pares clave:valor de etiqueta al crear un depdsito. "Consulte la documentacion de Google Cloud para
obtener mas informacion sobre las etiquetas.” .

3. En la seccion Ubicacion, seleccione el tipo de ubicacion y la region (o regiones) donde se creara el
depdsito. Puede seleccionar entre tres tipos diferentes de ubicaciones.

Si selecciona "Tipo de Luego seleccione...

ubicacion”...

Region Una sola region del campo "Regiones disponibles”.
Doble region La ubicacion geografica (un solo continente) en el campo

"Ubicaciones disponibles" y, a continuacion, seleccione dos
regiones en el campo "Regiones disponibles”.

Puede habilitar la "Replicacion Turbo" si desea garantizar la
redundancia geografica para todos los objetos recién escritos
dentro de un objetivo de 15 minutos.

Multiregién La multiregion geografica del campo “Multiregiones disponibles”.

Tenga en cuenta que todos los datos de almacenamiento en la nube son redundantes en al menos dos
zonas dentro de al menos un lugar geografico tan pronto como los carga. "Consulte la documentacion de
Google Cloud para obtener mas informacion sobre las ubicaciones de los buckets." .

4. En la seccion Clase de almacenamiento, seleccione la clase de almacenamiento que se utilizara para los
objetos en su deposito. Puede seleccionar entre cuatro clases de almacenamiento o puede seleccionar
Autoclass y Google ajustara la clase segun sea necesario.
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https://cloud.google.com/compute/docs/labeling-resources
https://cloud.google.com/storage/docs/locations
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o Estandar - Ideal para datos a los que se accede con frecuencia (datos "activos") o que se almacenan
solo por breves periodos de tiempo.

o Nearline: un servicio de almacenamiento de bajo costo y gran durabilidad para almacenar datos a los
gue se accede con poca frecuencia.

o Coldline: un servicio de almacenamiento muy duradero y de muy bajo costo para guardar datos a los
gue se accede con poca frecuencia.

o Archivo: el servicio de almacenamiento mas econémico y altamente duradero para archivado de
datos, respaldo en linea y recuperacion ante desastres.

o Autoclass - Transfiere automaticamente los objetos de su bucket a las clases de almacenamiento
adecuadas segun el patréon de acceso de cada objeto.

El costo y las tarifas de recuperacion son diferentes para cada clase de almacenamiento. "Consulte la
documentacion de Google Cloud para obtener mas informacién sobre las clases de almacenamiento.”

5. En la seccion Proteccion, elija si desea utilizar alguna herramienta de proteccion de datos para proteger
los objetos en el depdsito, o alguna configuracion de cifrado de datos para proteger el acceso a sus datos.

Herramientas de proteccién de datos

> Ninguno: de manera predeterminada, no hay herramientas de proteccion habilitadas en el depdsito.

o Control de versiones de objetos: el control de versiones de objetos es un medio para mantener
multiples versiones de un objeto en el mismo contenedor. El depdsito conserva una version de objeto
no actual cada vez que se actualiza, reemplaza o elimina una version de objeto activo, manteniendo
de forma continua una versién protegida del objeto. Al seleccionar "Control de versiones de objetos",
puede especificar dos opciones:

= Numero maximo de versiones por objeto: ingrese el nimero de versiones no actuales por
objeto que se crearan.

= Caducar versiones no actuales después de - Ingrese la cantidad de dias después de los cuales
se eliminaran los objetos mas antiguos y no actuales.

> Politica de retencién: una politica de retencién garantiza que todos los objetos actuales y futuros en
el dep6sito no se puedan eliminar ni reemplazar hasta que alcancen la antigiedad definida en la
politica de retencion. Al seleccionar "Politica de retencion”, puede especificar dos opciones:

= Conservar objetos durante: ingrese la cantidad de segundos, dias, meses o afos que se
conservaran los objetos.

= Marco de tiempo: seleccione si el tiempo esta en segundos, dias, meses o afios.

Las herramientas de proteccion de politicas de retencion y control de versiones de objetos no se
pueden habilitar al mismo tiempo. Consulte la documentacion de Google Cloud para "Mas
informacion sobre el control de versiones de objetos" , y "Mas informacion sobre las politicas de
retencion” .

Herramientas de cifrado de datos

> Clave de cifrado administrada por Google: de forma predeterminada, se utilizan claves de cifrado
administradas por Google para cifrar sus datos.

> Clave de cifrado administrada por el cliente: puede utilizar sus propias claves administradas por el
cliente para el cifrado de datos en lugar de utilizar las claves de cifrado predeterminadas administradas
por Google. Si planea utilizar sus propias claves administradas por el cliente, debera haberlas creado
previamente para poder seleccionar las claves en esta pagina.


https://cloud.google.com/storage/docs/storage-classes
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Las claves pueden estar en el mismo proyecto que el depdsito, o puedes seleccionar un proyecto
diferente.

Consulte la documentacion de Google Cloud para "Mas informacion sobre las claves de cifrado
administradas por Google" , y "Mas informacion sobre las claves de cifrado administradas por el cliente" .

6. Haga clic en Agregar y se creara el depdésito.

Cambiar la configuraciéon del depésito de Google Cloud
Storage

Cuando su sistema Google Cloud Storage esté disponible en la pagina Sistemas, podra
cambiar algunas propiedades del depdsito directamente desde la NetApp Console.

Tenga en cuenta que no puede cambiar el nombre del depdsito, el proyecto de Google ni la configuracion de
proteccion.

Las propiedades del depdsito que puedes cambiar incluyen:

 Clase de almacenamiento para todos los objetos futuros en el bucket.
* Puede elegir agregar, editar y eliminar etiquetas a los objetos en el depdsito.
* Modo de replicacion turbo: solo si el depdsito esta en una ubicacion de doble region.

Puede cambiar estas configuraciones de depdsito directamente desde la NetApp Console haciendo clic en===y
luego Editar detalles del depdsito para un depdsito.

Overview
158 =] 3.55 18
. Total buckets 0 Total capacity Tatal locations
Buckets (55) (@] Add bucket
Bucket name = Creation date % | Public Access = £ | Location T 5| |Locationtype ¥ 5 | Protection T3 Encryption T +| Labels % |
allenc-demo-tiveng November 8, 2021 Yes EU Muiti-region None Google-managed 2
amir-ocem December 28, 2021 Yes us Multi-region None Google-managed Edit bucket ﬁ‘ezans
4]
Edit lables
appstream-app-settings-us-east August 16, 2021 Yes us Muiti-region Naone Google-managed
Edit location
appstream2-36tb080bb8-us-ea March 19, 2019 Yes EU, US Dual-region Object versioning Google-managed
Edit storage class
Azure-logs-Sub1111-us-east-1 March 19, 2019 Yes EU, US Dual-region Object versioning Google-managed

Cambiar la clase de almacenamiento

La seccion de clase de almacenamiento le permite realizar solo ciertos cambios:

 Si se selecciond Autoclass cuando se cred el deposito, puede deshabilitar Autoclass y seleccionar otra
clase de almacenamiento.

 Si se seleccion¢ otra clase de almacenamiento cuando se creé el depdsito, puede cambiar a cualquier
otra clase de almacenamiento, excepto Autoclass.

Los objetos que estaban en una clase diferente permaneceran en esa clase, pero cualquier objeto nuevo


https://cloud.google.com/storage/docs/encryption/default-keys
https://cloud.google.com/storage/docs/encryption/default-keys
https://cloud.google.com/storage/docs/encryption/customer-managed-keys

usara la nueva configuracion de clase.

Agregar o cambiar etiquetas para los objetos en el depésito

Las etiquetas son metadatos que puede utilizar para agrupar recursos para identificar aplicaciones, entornos,
regiones, proveedores de nube y mas. Las etiquetas constan de una clave y un valor. Puede agregar etiquetas
a un depdsito para que se apliquen a los objetos cuando se agreguen al depdsito. También puede cambiar y
eliminar etiquetas y valores de etiquetas.

Después de agregar o editar una etiqueta, haga clic en Aplicar para guardar los cambios. Si desea agregar
mas etiquetas, haga clic en Agregar nueva etiqueta. Puede agregar hasta 10 etiquetas por contenedor.

Cambiar si la replicacién turbo esta habilitada en ubicaciones de doble regién

Si el deposito esta en una ubicacion de doble regidn, puede habilitar o deshabilitar si el modo de replicacion
turbo esta habilitado o deshabilitado. La "replicacion turbo" le permite garantizar redundancia geografica para
todos los objetos recién escritos dentro de un plazo de 15 minutos.

No se pueden cambiar otros detalles de ubicacién una vez creado el depdsito.

Utilice los servicios de datos de NetApp con los buckets de
Google Cloud Storage

Cuando descubres depdsitos de Google Cloud Storage en la NetApp Console, puedes
usar los servicios de datos de NetApp para realizar copias de seguridad, organizar en
niveles y sincronizar datos.

« Utilice * NetApp Backup and Recovery* para realizar copias de seguridad de los datos de sus sistemas
ONTARP locales y Cloud Volumes ONTAP en el almacenamiento de objetos de Google Cloud.

Para comenzar, vaya a la pagina Sistemas y arrastre y suelte un sistema ONTAP local o Cloud Volumes
ONTAP en su sistema Google Cloud Storage.

"Obtenga mas informacion sobre coémo realizar copias de seguridad de los datos de ONTAP en Google
Cloud Storage" .

« Utilice * NetApp Cloud Tiering* para organizar en niveles los datos inactivos desde los clusteres ONTAP
locales al almacenamiento de objetos de Google Cloud.

Para comenzar, vaya a la pagina Sistemas y arrastre y suelte un sistema ONTAP local en su sistema
Google Cloud Storage.

"Obtenga mas informacion sobre como organizar los datos de ONTAP en niveles en Google Cloud
Storage" .

« Utilice * NetApp Copy and Sync* para sincronizar datos hacia o desde los depdsitos de Google Cloud
Storage.

Para comenzar, vaya a la pagina Sistemas y arrastre y suelte el sistema de origen en el sistema de
destino. Su sistema de almacenamiento en la nube de Google puede ser el origen o el destino.

También puede seleccionar su sistema de Google Cloud Storage y hacer clic en Copiar y sincronizar en el
panel Servicios para sincronizar datos hacia o desde los depdsitos de Cloud Storage.


https://docs.netapp.com/us-en/data-services-backup-recovery/concept-ontap-backup-to-cloud.html
https://docs.netapp.com/us-en/data-services-backup-recovery/concept-ontap-backup-to-cloud.html
https://docs.netapp.com/us-en/data-services-cloud-tiering/task-tiering-onprem-gcp.html
https://docs.netapp.com/us-en/data-services-cloud-tiering/task-tiering-onprem-gcp.html

"Obtenga mas informacién sobre el servicio de NetApp Copy and Sync" .


https://docs.netapp.com/us-en/data-services-copy-sync/concept-cloud-sync.html
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