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Use Swift: Descripcion general

Las aplicaciones cliente pueden usar la AP| Swift de OpenStack para interactuar con el
sistema StorageGRID.

StorageGRID admite las siguientes versiones especificas de Swift y HTTP.

Elemento Version

Especificacion Swift OpenStack Swift Object Storage APl v1 a fecha de
noviembre de 2015

HTTP 1.1 para obtener mas informacion acerca de HTTP,
consulte HTTP/1.1 (RFC 7230-35).

Nota: StorageGRID no admite canalizacion
HTTP/1.1.

Informacion relacionada

"OpenStack: API de almacenamiento de objetos"

Historial de soporte de la APl de Swift en StorageGRID

Debe estar al tanto de los cambios en la compatibilidad del sistema StorageGRID con la
API DE REST de Swift.

Liberar Comentarios

11.6 Cambios editoriales menores.

1.5 Se ha eliminado el control de consistencia débil. En
su lugar, se utilizara el nivel de consistencia
disponible.

1.4 Se ha agregado compatibilidad con TLS 1.3 y se ha

actualizado la lista de conjuntos de cifrado TLS
compatibles. CLB esta en desuso. Se afadio la
descripcion de la relacion entre ILM y la configuracion
de consistencia.

11.3 Las operaciones de PUT Object actualizadas para
describir el impacto de las reglas de ILM que utilizan
la colocacion sincrona en el procesamiento (las
opciones equilibradas y estrictas del comportamiento
de procesamiento). Se ha agregado una descripcion
de las conexiones de cliente que utilizan extremos de
equilibrador de carga o grupos de alta disponibilidad.
Lista actualizada de conjuntos de cifrado TLS
admitidos. Ya no se admiten los cifrados TLS 1.1.


http://docs.openstack.org/developer/swift/api/object_api_v1_overview.html

Liberar Comentarios

1.2 Cambios editoriales menores en el documento.

111 Se afiadié compatibilidad con el uso de HTTP para
conexiones de clientes Swift a los nodos de grid. Se
han actualizado las definiciones de controles de
coherencia.

11.0 Se ha agregado soporte para 1,000 contenedores por
cada cuenta de inquilino.

10.3 Actualizaciones administrativas y correcciones en el
documento. Se han eliminado secciones para
configurar certificados de servidor personalizados.

10.2 Soporte inicial de la APl Swift por el sistema
StorageGRID. La version compatible actualmente es
la API de almacenamiento de objetos Swift de
OpenStack v1.

Cémo StorageGRID implementa la APl DE REST de Swift

Una aplicacion cliente puede usar llamadas APl DE REST de Swift para conectarse a
nodos de almacenamiento y nodos de puerta de enlace para crear contenedores, asi
como para almacenar y recuperar objetos. De este modo, las aplicaciones orientadas a
los servicios desarrolladas para OpenStack Swift pueden conectarse con el
almacenamiento de objetos en las instalaciones que proporciona el sistema
StorageGRID.

Gestion de objetos Swift

Una vez que se han ingerido objetos Swift en el sistema StorageGRID, se gestionan con las reglas de gestién
de ciclo de vida de la informacion (ILM) de la politica de ILM activa del sistema. Las reglas y politicas de ILM
determinan la manera en que StorageGRID crea y distribuye copias de datos de objetos y la manera en que
las administra. Por ejemplo, una regla de ILM puede aplicarse a los objetos en contenedores Swift especificos
y puede especificar que se guarden varias copias de objetos en varios centros de datos durante un
determinado numero de afnos.

Pongase en contacto con su administrador de StorageGRID si necesita comprender como las politicas y las
reglas de ILM de la cuadricula afectaran a los objetos de la cuenta de inquilino de Swift.

Solicitudes de clientes en conflicto

Las solicitudes de clientes en conflicto, como dos clientes que escriben en la misma clave, se resuelven en
funcion de las "ultimas victorias". El plazo para la evaluacion de "logros mas recientes" se basa en cuando el
sistema StorageGRID completa una solicitud determinada, y no en cuando los clientes de Swift inician una
operacion.



Garantias y controles de coherencia

De forma predeterminada, StorageGRID proporciona coherencia de lectura tras escritura para los objetos
recién creados y coherencia eventual para las actualizaciones de objetos y operaciones DE CABECERA.
Cualquier OBTENER después de un PUESTO completado correctamente podra leer los datos recién escritos.
Las sobrescrituras de objetos existentes, actualizaciones de metadatos y eliminaciones son coherentes en la
actualidad. Por lo general, las sobrescrituras tardan segundos o minutos en propagarse, pero pueden tardar
hasta 15 dias.

StorageGRID también le permite controlar la coherencia de cada contenedor. Puede cambiar el control de
coherencia para proporcionar un equilibrio entre la disponibilidad de los objetos y la coherencia de esos
objetos en diferentes nodos de almacenamiento y sitios, segun lo requiera la aplicacion.

Informacion relacionada
Gestidon de objetos con ILM

OBTENGA la solicitud de consistencia del contenedor

PONGA la solicitud de consistencia del contenedor

Recomendaciones para implementar la APlI DE REST de
Swift

Debe seqguir estas recomendaciones al implementar la API DE REST de Swift para usar
con StorageGRID.

Recomendaciones para las cabezas a los objetos no existentes

Si su aplicacion comprueba de forma rutinaria si existe un objeto en una ruta en la que no espera que el objeto
exista realmente, debe utilizar el control de consistencia "'disponible™. Por ejemplo, debe utilizar el control de
coherencia "disponible™ si la aplicacién realiza una OPERACION HEAD a una ubicacién antes de realizar una
operacion PUT en esa ubicacion.

De lo contrario, si la operacién HEAD no encuentra el objeto, es posible que reciba un numero elevado de 500
errores internos de Server si uno o mas nodos de almacenamiento no estan disponibles.

Puede establecer el control de coherencia "disponible
consistencia DEL contenedor PUT.

para cada contenedor utilizando la solicitud DE

Recomendaciones para los nombres de objetos

En el caso de los contenedores creados en StorageGRID 11.4 o posteriores, ya no es necesario restringir los
nombres de objetos para cumplir con las practicas recomendadas de rendimiento. Por ejemplo, ahora puede
utilizar valores aleatorios para los primeros cuatro caracteres de nombres de objetos.

Para los contenedores que se crearon en las versiones anteriores a StorageGRID 11.4, siga estas
recomendaciones para los nombres de objetos:

* No debe utilizar valores aleatorios como los primeros cuatro caracteres de nombres de objetos. Esto
contrasta con la anterior recomendaciéon de AWS para prefijos de nombres. En su lugar, debe utilizar
prefijos no aleatorios y no unicos, como image.

« Si sigue la recomendacioén anterior de AWS de utilizar caracteres aleatorios y unicos en prefijos de


https://docs.netapp.com/es-es/storagegrid-116/ilm/index.html
https://docs.netapp.com/es-es/storagegrid-116/swift/get-container-consistency-request.html
https://docs.netapp.com/es-es/storagegrid-116/swift/put-container-consistency-request.html

nombre, debe aplicar un prefijo a los nombres de objeto con un nombre de directorio. Es decir, utilice este
formato:

mycontainer/mydir/f8e3-image3132.jpg
En lugar de este formato:

mycontainer/f8e3-image3132.jpg

Recomendaciones para «lecturas de rango»

Si se selecciona la opcién Compress Stored Objects (CONFIGURATION > System > Grid options), las
aplicaciones cliente Swift deberian evitar realizar operaciones GET object que especifiquen un intervalo de
bytes. Estas operaciones de «lectura de rango» son ineficientes, ya que StorageGRID debe descomprimir de
forma efectiva los objetos para acceder a los bytes solicitados. LAS operaciones GET Object que solicitan un
rango pequefio de bytes de un objeto muy grande son especialmente ineficientes; por ejemplo, es muy
ineficiente leer un rango de 10 MB de un objeto comprimido de 50 GB.

Si se leen rangos de objetos comprimidos, las solicitudes del cliente pueden tener un tiempo de espera.

@ Si necesita comprimir objetos y su aplicacion cliente debe utilizar lecturas de rango, aumente el
tiempo de espera de lectura de la aplicacion.

Informacioén relacionada
OBTENGA la solicitud de consistencia del contenedor

PONGA la solicitud de consistencia del contenedor

Administre StorageGRID


https://docs.netapp.com/es-es/storagegrid-116/swift/get-container-consistency-request.html
https://docs.netapp.com/es-es/storagegrid-116/swift/put-container-consistency-request.html
https://docs.netapp.com/es-es/storagegrid-116/admin/index.html
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