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Archivado en el cloud mediante la APl de S3

Puede configurar un nodo de archivado para conectarse directamente a Amazon Web
Services (AWS) o a cualquier otro sistema que pueda conectarse al sistema
StorageGRID a través de la API de S3.

La compatibilidad con los nodos de archivo (tanto para archivar en la nube mediante la APl S3
como para archivar en cinta mediante el middleware TSM) esta obsoleta y se eliminara en una
version futura. Mover objetos de un nodo de archivado a un sistema de almacenamiento de

@ archivado externo ha sido reemplazado por ILM Cloud Storage Pools, que ofrecen mas
funcionalidad.

Consulte "Utilice Cloud Storage Pools".

Configure los ajustes de conexién para la APl de S3

Si se conecta a un nodo de archivado con la interfaz de S3, debe configurar los ajustes
de conexion para la APl de S3. Hasta que se hayan configurado estos ajustes, el servicio
ARC permanecera en un estado de alarma principal, ya que no puede comunicarse con
el sistema de almacenamiento de archivos externo.

La compatibilidad con los nodos de archivo (tanto para archivar en la nube mediante la APl S3
como para archivar en cinta mediante el middleware TSM) esta obsoleta y se eliminara en una
version futura. Mover objetos de un nodo de archivado a un sistema de almacenamiento de

@ archivado externo ha sido reemplazado por ILM Cloud Storage Pools, que ofrecen mas
funcionalidad.

Consulte "Utilice Cloud Storage Pools".

Antes de empezar
* Ha iniciado sesion en Grid Manager mediante un "navegador web compatible”.

 Tiene permisos de acceso especificos.
* Ha creado un bucket en el sistema de almacenamiento de archivado de destino:

o El bloque esta dedicado a un unico nodo de archivado. No puede ser utilizado por otros nodos de
archivo u otras aplicaciones.

o El cuchardn tiene la region adecuada seleccionada para su ubicacion.
> El bloque debe configurarse con el control de versiones suspendido.

» La segmentacién de objetos esta activada y el tamafio maximo de segmento es menor o igual a 4.5 GIB
(4,831,838,208 bytes). Las solicitudes de API S3 que superen este valor fallaran si se usa S3 como
sistema de almacenamiento de archivado externo.

Pasos
1. Seleccione SUPPORT > Tools > Topologia de cuadricula.

2. Seleccione nodo de archivo > ARC > objetivo.

3. Seleccione Configuracién > Principal.
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Wain Alarms

m Configuration: ARC (98-127) - Target

Updated: 2015-09-24 15:48:22 PDT

Target Type Cloud Tiering - Simple Storage Service (53) LI

Cloud Tiering ($3) Account

Bucket Name name
Region Virginia or Pacific Morthwest (us-east-1) LI
Endpaoint hitps:/10.10.10.123:8082 ™ Use AWS
Endpoint Authentication r

Access Key ABCD123EFG45AB

Secret Access Key ssssee

Storage Class Standard (Default) LI

Apply Changes .

4. Seleccione Cloud Tiering - simple Storage Service (S3) en la lista desplegable Target Type.

@ Los ajustes de configuracion no estaran disponibles hasta que seleccione un tipo de
destino.

5. Configure la cuenta de organizacién en niveles de cloud (S3) a través de la cual el nodo de archivado se
conectara al sistema de almacenamiento de archivado externo compatible con S3 de destino.

La mayoria de los campos en esta pagina son claros y explicativos. A continuacion, se describen los
campos que podrian presentar dificultades.

> Regidn: Solo esta disponible si se selecciona usar AWS. La regién que seleccione debe coincidir con
la region del bloque.

o Endpoint y Use AWS: Para Amazon Web Services (AWS), seleccione usar AWS. Endpoint se
rellena automaticamente con una direccion URL de extremo basada en los atributos Nombre de
blogue y Region. Por ejemplo:

https://bucket.region.amazonaws.com

En el caso de un destino que no sea AWS, introduzca la URL del sistema que aloja el bloque, incluido
el numero de puerto. Por ejemplo:

https://system.com:1080
o Autenticacion de punto final: Activada de forma predeterminada. Si la red al sistema de

almacenamiento de archivado externo es de confianza, puede desactivar la casilla de verificacion para
desactivar el certificado SSL de punto final y la verificacién de nombre de host para el sistema de



almacenamiento de archivado externo de destino. Si otra instancia de un sistema StorageGRID es el
dispositivo de almacenamiento de archivado de destino y el sistema esta configurado con certificados
firmados publicamente, puede mantener la casilla de verificacion seleccionada.

o Clase de almacenamiento: Seleccione Estandar (predeterminado) para almacenamiento normal.
Seleccione redundancia reducida solo para objetos que se puedan volver a crear facilmente.
Redundancia reducida proporciona almacenamiento de menor costo con menos confiabilidad. Si el
sistema de almacenamiento de archivado objetivo es otra instancia del sistema StorageGRID, clase
de almacenamiento controla cuantas copias provisionales del objeto se realizan durante el
procesamiento en el sistema de destino, si se utiliza el COMMIT doble cuando se ingieren objetos alli.

6. Seleccione aplicar cambios.

Los ajustes de configuracion especificados se validan y se aplican al sistema StorageGRID. Una vez
configurado, el destino no se puede cambiar.

Modifique la configuracion de conexion para la APl de S3

Una vez que se configura el nodo de archivado para conectarse a un sistema de
almacenamiento de archivado externo a través de la API S3, puede modificar algunos
ajustes si cambia la conexion.

Antes de empezar
* Ha iniciado sesion en Grid Manager mediante un "navegador web compatible".

» Tiene permisos de acceso especificos.

Acerca de esta tarea

Si cambia la cuenta de Cloud Tiering (S3), debe asegurarse de que las credenciales de acceso del usuario
tengan acceso de lectura/escritura al bloque, incluidos todos los objetos que el nodo de archivado habia
ingerido previamente en el bloque.

Pasos
1. Seleccione SUPPORT > Tools > Topologia de cuadricula.

2. Seleccione Archive Node > ARC > Target.

3. Seleccione Configuraciéon > Principal.
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Overview Alarms Reports | Configuration ‘\

Wain Alarms

m Configuration: ARC (98-127) - Target

Updated: 2015-09-24 15:48:22 PDT

Target Type Cloud Tiering - Simple Storage Service (53) LI

Cloud Tiering ($3) Account

Bucket Name name
Region Virginia or Pacific Morthwest (us-east-1) LI
Endpaoint hitps:/10.10.10.123:8082 ™ Use AWS
Endpoint Authentication r

Access Key ABCD123EFG45AB

Secret Access Key ssssee

Storage Class Standard (Default) LI

Apply Changes .

4. Modifique la informacioén de la cuenta, segin sea necesario.

Si cambia la clase de almacenamiento, se almacenan datos de objeto nuevos con la nueva clase de
almacenamiento. El objeto existente continia almacenado en la clase de almacenamiento definida cuando
se procesa.

@ Nombre de bloque, region y punto final, utilice valores de AWS y no se puede cambiar.

5. Seleccione aplicar cambios.

Modifique el estado del servicio de organizacion en niveles
del cloud

Puede controlar la capacidad de lectura y escritura del nodo de archivado en el sistema
de almacenamiento de archivado externo objetivo que se conecta a través de la APl de
S3 cambiando el estado del servicio de organizacion en niveles de cloud.

Antes de empezar
» Debe iniciar sesién en Grid Manager mediante un "navegador web compatible".

» Debe tener permisos de acceso especificos.

» Debe configurarse el nodo de archivado.

Acerca de esta tarea
Puede desconectar el nodo de archivado de forma efectiva cambiando el estado del servicio de organizacion
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en niveles en la nube a Read-Write Disabled.

Pasos
1. Seleccione SUPPORT > Tools > Topologia de cuadricula.
2. Seleccione Archive Node > ARC.

3. Seleccione Configuracion > Principal.

Overview Alarms Reports | Configuration l\

Wain Alarms
Configuration: ARC (98-127) - ARC
Updsted: 2015-09-24 17:18:28 FOT
ARC State | Online -
Cloud Tiering Service State | Read-Write Enabled ;l

4. Seleccione un Estado del servicio de organizacién en niveles de la nube.

5. Seleccione aplicar cambios.

Apply Changes .

Restablezca el numero de errores de almacén para la

conexion APl de S3

Si el nodo de archivado se conecta a un sistema de almacenamiento de archivado a
través de la APl de S3, puede restablecer el recuento de fallos de almacenamiento, que
se puede utilizar para borrar la alarma de ARVF (fallos de almacenamiento).

Antes de empezar

* Ha iniciado sesion en Grid Manager mediante un "navegador web compatible”.

 Tiene permisos de acceso especificos.

Pasos
1. Seleccione SUPPORT > Tools > Topologia de cuadricula.

2. Seleccione Archive Node > ARC > Store.

3. Seleccione Configuraciéon > Principal.
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Kain Alarms

5 Configuration: ARC (98-127) - Store

Updated: 2015-08-22 17:54:42 PDT

Reset Store Failure Count r

Apply Changes .

4. Seleccione Restablecer recuento de fallos de tienda.

5. Seleccione aplicar cambios.

El atributo fallos de almacén se restablece a cero.

Migrar objetos desde organizacién en niveles en el cloud:
S3 a un pool de almacenamiento en el cloud

Si actualmente esta utilizando la funciéon Cloud Tiering - Simple Storage Service (S3)
para organizar en niveles los datos de objetos en un bucket S3, debe migrar sus objetos
a un Cloud Storage Pool en su lugar. Los pools de almacenamiento en cloud
proporcionan un método escalable que aprovecha todos los nodos de almacenamiento
del sistema StorageGRID.

Antes de empezar

* Ha iniciado sesion en Grid Manager mediante un "navegador web compatible".
» Tiene permisos de acceso especificos.

* Ya ha almacenado objetos en el bloque de S3 configurado para la organizacion en niveles del cloud.

@ Antes de migrar datos de objetos, pdngase en contacto con su representante de cuenta de
NetApp para comprender y gestionar cualquier coste asociado.

Acerca de esta tarea

Desde el punto de vista de la gestion del ciclo de vida de la informacion, un pool de almacenamiento en cloud
es similar al de un pool de almacenamiento. Sin embargo, si bien los pools de almacenamiento constan de
nodos de almacenamiento o nodos de archivado dentro del sistema StorageGRID, un pool de
almacenamiento en cloud consta de un bloque S3 externo.

Antes de migrar objetos desde Cloud Tiering: S3 a un pool de almacenamiento en cloud, primero debe crear
un bucket de S3 vy, a continuacion, crear el Cloud Storage Pool en StorageGRID. A continuacion, se puede
crear una nueva politica de ILM y reemplazar la regla de ILM utilizada para almacenar objetos en el bloque de
niveles de cloud con una regla de ILM clonada que almacena los mismos objetos en el Cloud Storage Pool.
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Cuando los objetos se almacenan en un pool de almacenamiento en cloud, las copias de esos
objetos no se pueden almacenar también en StorageGRID. Si la regla de ILM que esta usando

@ actualmente para la organizacion en niveles del cloud esta configurada para almacenar objetos
en varias ubicaciones a la vez, considere si desea realizar esta migracion opcional porque
perdera esa funcionalidad. Si continda con esta migracion, debe crear nuevas reglas en lugar
de clonar las existentes.

Pasos

1.

Cree un pool de almacenamiento en el cloud.

Utilice un nuevo bloque de S3 para el Cloud Storage Pool a fin de garantizar que solo contenga los datos
gestionados por el Cloud Storage Pool.

Ubique cualquier regla de ILM en la politica activa de ILM que provoque que los objetos se almacenen en
el bloque de niveles del cloud.

3. Clonar cada una de estas reglas.

En las reglas clonadas, cambie la ubicacion de ubicacién a la nueva agrupacion de almacenamiento en
cloud.

Guarde las reglas clonadas.

Cree una nueva directiva que utilice las nuevas reglas.

Simular y activar la nueva directiva.

Cuando se activa la nueva politica y se realiza la evaluacion de ILM, los objetos se mueven desde el
blogque de S3 configurado para Cloud Tiering al bloque de S3 configurado para Cloud Storage Pool. El

espacio utilizable de la cuadricula no se ve afectado. Una vez que los objetos se mueven al Cloud Storage
Pool, se eliminan del bloque de almacenamiento en niveles del cloud.

Informacion relacionada

"Gestion de objetos con ILM"
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