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Conceptos

Aprovisionamiento

El aprovisionamiento en Trident tiene dos fases principales. La primera fase asocia una
clase de almacenamiento con el conjunto de pools de almacenamiento backend
adecuados y se produce como una preparacion necesaria antes del aprovisionamiento.
La segunda fase incluye la creacién del volumen propiamente dicha y requiere elegir un
grupo de almacenamiento de entre los asociados a la clase de almacenamiento del
volumen pendiente.

Asociacion de clase de almacenamiento

La asociacién de grupos de almacenamiento de backend con una clase de almacenamiento depende tanto de
los atributos solicitados de la clase de almacenamiento como de su storagePools,
additionalStoragePools, Yy excludeStoragePools liza. Cuando se crea una clase de
almacenamiento, Trident compara los atributos y los grupos que ofrece cada uno de sus backends con los que
solicita la clase de almacenamiento. Si los atributos y el nombre de un grupo de almacenamiento coinciden
con todos los atributos y nombres de grupo solicitados, Trident agrega ese grupo de almacenamiento al
conjunto de grupos de almacenamiento adecuados para esa clase de almacenamiento. Ademas, Trident
agrega todos los grupos de almacenamiento enumerados en el additionalStoragePools incluir en esa
lista, incluso si sus atributos no cumplen con todos o alguno de los atributos solicitados por la clase de
almacenamiento. Debes usar el excludeStoragePools lista para anular y eliminar grupos de
almacenamiento de uso para una clase de almacenamiento. Trident realiza un proceso similar cada vez que
se agrega un nuevo backend, comprobando si sus grupos de almacenamiento satisfacen los de las clases de
almacenamiento existentes y eliminando cualquiera que haya sido marcado como excluido.

Creacion de volumen

A continuacion, Trident utiliza las asociaciones entre clases de almacenamiento y grupos de almacenamiento
para determinar dénde aprovisionar voliumenes. Cuando se crea un volumen, Trident primero obtiene el
conjunto de grupos de almacenamiento para la clase de almacenamiento de ese volumen vy, si se especifica
un protocolo para el volumen, Trident elimina aquellos grupos de almacenamiento que no pueden
proporcionar el protocolo solicitado (por ejemplo, un backend NetApp HCI/ SolidFire no puede proporcionar un
volumen basado en archivos, mientras que un backend ONTAP NAS no puede proporcionar un volumen
basado en bloques). Trident aleatoriza el orden de este conjunto resultante para facilitar una distribucion
uniforme de los volumenes y, a continuacion, itera a través de él, intentando aprovisionar el volumen en cada
grupo de almacenamiento por turno. Si tiene éxito en una de las pruebas, devuelve un resultado exitoso,
registrando cualquier fallo encontrado en el proceso. Trident devuelve un error solo si no puede aprovisionar
en todos los grupos de almacenamiento disponibles para la clase de almacenamiento y el protocolo
solicitados.

Instantaneas de volumen

Obtenga mas informacién sobre como Trident gestiona la creacion de instantaneas de
volumen para sus controladores.



Aprenda sobre la creacion de instantaneas de volumen

* Parael ontap-nas, ontap-san, gcp-cvs, Y azure-netapp-files En cada controlador, cada
volumen persistente (PV) se asigna a un FlexVol volume . Como resultado, las instantaneas de volumen
se crean como instantaneas de NetApp . La tecnologia de instantaneas de NetApp ofrece mayor
estabilidad, escalabilidad, capacidad de recuperacion y rendimiento que las tecnologias de instantaneas
de la competencia. Estas copias instantaneas son extremadamente eficientes tanto en el tiempo necesario
para crearlas como en el espacio de almacenamiento.

* Para el ontap-nas-flexgroup controlador, cada Volumen Persistente (PV) se asigna a un FlexGroup.
Como resultado, las instantaneas de volumen se crean como instantaneas de NetApp FlexGroup . La
tecnologia de instantaneas de NetApp ofrece mayor estabilidad, escalabilidad, capacidad de recuperacion
y rendimiento que las tecnologias de instantaneas de la competencia. Estas copias instantaneas son
extremadamente eficientes tanto en el tiempo necesario para crearlas como en el espacio de
almacenamiento.

* Para el ontap-san-economy El controlador asigna los PV a las LUN creadas en volumenes FlexVol
compartidos. Las instantaneas de volumen de los PV se obtienen realizando FlexClones de la LUN
asociada. La tecnologia ONTAP FlexClone permite crear copias de incluso los conjuntos de datos mas
grandes de forma casi instantanea. Las copias comparten bloques de datos con sus padres, sin consumir
almacenamiento excepto el necesario para los metadatos.

* Para el solidfire-san controlador, cada PV se asigna a un LUN creado en el software NetApp Element
[cluster NetApp HCI . Las instantaneas de volumen estan representadas por instantaneas de elementos
del LUN subyacente. Estas instantaneas son copias puntuales y solo ocupan una pequefa cantidad de
recursos del sistema y espacio.

Al trabajar con el ontap-nas y ontap-san Los controladores, las instantaneas de ONTAP son copias
puntuales del FlexVol y consumen espacio en el propio FlexVol . Esto puede provocar que la cantidad de
espacio de escritura en el volumen se reduzca con el tiempo a medida que se crean o programan
instantaneas. Una forma sencilla de abordar esto es aumentar el volumen redimensionandolo a través de
Kubernetes. Otra opcion es eliminar las instantaneas que ya no son necesarias. Cuando se elimina un
VolumeSnapshot creado a través de Kubernetes, Trident eliminara la instantdnea ONTAP asociada.
También se pueden eliminar las instantaneas de ONTAP que no se hayan creado a través de Kubernetes.

Con Trident, puedes usar VolumeSnapshots para crear nuevos PV a partir de ellos. La creacion de PV a partir
de estas instantaneas se realiza utilizando la tecnologia FlexClone para los backends ONTAP y CVS
compatibles. Al crear un PV a partir de una instantanea, el volumen de respaldo es un FlexClone del volumen
principal de la instantanea. El solidfire-san El controlador utiliza clones de volumen de software Element
para crear PV a partir de instantaneas. Aqui se crea un clon a partir de la instantanea del elemento.

piscinas virtuales

Los pools virtuales proporcionan una capa de abstraccion entre los backends de
almacenamiento de Trident y Kubernetes. StorageClasses . Permiten a un
administrador definir aspectos, como la ubicacion, el rendimiento y la proteccion de cada
backend, de una manera comun e independiente del backend, sin necesidad de realizar
una configuracién especifica. StorageClass Especifique qué backend fisico, grupo de
backends o tipo de backend utilizar para cumplir con los criterios deseados.

Aprende sobre piscinas virtuales

El administrador de almacenamiento puede definir grupos virtuales en cualquiera de los backends de Trident
en un archivo de definicion JSON o YAML.
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Cualquier aspecto especificado fuera de la lista de grupos virtuales es global para el backend y se aplicara a
todos los grupos virtuales, mientras que cada grupo virtual puede especificar uno o mas aspectos
individualmente (anulando cualquier aspecto global del backend).

+ Al definir grupos virtuales, no intente reorganizar el orden de los grupos virtuales existentes
@ en una definicion de backend.

» Desaconsejamos modificar los atributos de un grupo virtual existente. Deberas definir un
nuevo grupo virtual para realizar cambios.

La mayoria de los aspectos se especifican en términos especificos del backend. Fundamentalmente, los
valores de aspecto no se exponen fuera del controlador del backend y no estan disponibles para la
comparacion en StorageClasses En cambio, el administrador define una o mas etiquetas para cada grupo
virtual. Cada etiqueta es un par clave:valor, y las etiquetas pueden ser comunes en diferentes sistemas
backend. Al igual que los aspectos, las etiquetas se pueden especificar por grupo o de forma global para el
backend. A diferencia de los aspectos, que tienen nombres y valores predefinidos, el administrador tiene plena
discrecion para definir las claves y los valores de las etiquetas segun sea necesario. Para mayor comodidad,
los administradores de almacenamiento pueden definir etiquetas por grupo virtual y agrupar volimenes por
etiqueta.

Las etiquetas del pool virtual se pueden desafiar usando estos caracteres:

* letras mayusculas A-2
* letras mindsculas a-z
* nimeros 0-9

* subraya



* guiones -

A storageClass identifica qué pool virtual utilizar haciendo referencia a las etiquetas dentro de un parametro
selector. Los selectores de grupos virtuales admiten los siguientes operadores:

Operador Ejemplo El valor de la etiqueta de un pool debe:
= rendimiento=premium Foésforo

1= rendimiento != extremo No coinciden

in ubicacion en (este, oeste) Pertenece al conjunto de valores

notin Nota de rendimiento (plata, bronce) No pertenecer al conjunto de valores
<key> proteccion Existe con cualquier valor

I<key> Iproteccion No existe

Grupos de acceso por volumen

Obtén mas informacién sobre como Trident utiliza "grupos de acceso por volumen" .

Ignore esta seccion si esta utilizando CHAP, lo cual se recomienda para simplificar la

@ administracion y evitar el limite de escalabilidad que se describe a continuacion. Ademas, si
esta utilizando Trident en modo CSI, puede ignorar esta seccién. Trident utiliza CHAP cuando
se instala como un aprovisionador CSI mejorado.

Obtenga informacién sobre los grupos de acceso por volumen.

Trident puede utilizar grupos de acceso a volumenes para controlar el acceso a los volumenes que
aprovisiona. Si CHAP esta deshabilitado, espera encontrar un grupo de acceso llamado trident a menos
que especifique uno o mas ID de grupo de acceso en la configuracion.

Si bien Trident asocia los nuevos volumenes con los grupos de acceso configurados, no crea ni administra los
grupos de acceso por si mismos. Los grupos de acceso deben existir antes de que se agregue el backend de
almacenamiento a Trident, y deben contener los IQN iSCSI de cada nodo del cluster de Kubernetes que
potencialmente podria montar los volimenes aprovisionados por ese backend. En la mayoria de las
instalaciones, esto incluye todos los nodos de trabajo del cluster.

Para clusteres de Kubernetes con mas de 64 nodos, se recomienda utilizar varios grupos de acceso. Cada
grupo de acceso puede contener hasta 64 IQN y cada volumen puede pertenecer a cuatro grupos de acceso.
Con un maximo de cuatro grupos de acceso configurados, cualquier nodo de un clister de hasta 256 nodos
podra acceder a cualquier volumen. Para conocer los limites mas recientes sobre los grupos de acceso por
volumen, consulte "aqui” .

Si estas modificando la configuracion de una que utiliza la predeterminada. trident Sitiene acceso a un
grupo que también utiliza otros, incluya el ID del mismo. trident grupo de acceso en la lista.


https://docs.netapp.com/us-en/element-software/concepts/concept_solidfire_concepts_volume_access_groups.html
https://docs.netapp.com/us-en/element-software/concepts/concept_solidfire_concepts_volume_access_groups.html
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