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Origenes de datos de OnCommand Workflow
Automation

OnCommand Workflow Automation (WFA) funciona con datos que se adquieren de
origenes de datos. Se proporcionan varias versiones de Active |IQ Unified Manager y
VMware vCenter Server como tipos de origen de datos de WFA predefinidos. Debe tener
en cuenta los tipos de origen de datos predefinidos antes de configurar los origenes de
datos para la adquisicién de datos.

Un origen de datos es una estructura de datos de sélo lectura que sirve como conexion al objeto de origen de
datos de un tipo de origen de datos especifico. Por ejemplo, un origen de datos puede ser una conexién a una
base de datos Active IQ Unified Manager de un tipo de origen de datos Active 1Q Unified Manager 6.3. Puede
anadir un origen de datos personalizado a WFA tras definir el tipo de origen de datos necesario.

Para obtener mas informacién sobre los tipos de origen de datos predefinidos, consulte matriz de
interoperabilidad.

Informacion relacionada

"Herramienta de matriz de interoperabilidad de NetApp"

Configuracion de un usuario de base de datos en
DataFabric Manager

Debe crear un usuario de base de datos en DataFabric Manager 5.x para configurar el
acceso de solo lectura de la base de datos de DataFabric Manager 5.x a OnCommand
Workflow Automation.

Configure un usuario de base de datos ejecutando ocsetup en Windows

Puede ejecutar el archivo ocsetup en el servidor DataFabric Manager 5.x para configurar
el acceso de solo lectura de la base de datos de DataFabric Manager 5.x a OnCommand
Workflow Automation.

Pasos

1. Descargue el archivo wfa_ocsetup.exe en un directorio del servidor DataFabric Manager 5.x desde la
siguiente ubicacion:

https://WFA_Server_IP/download/wfa_ocsetup.exe.
WFA_Server_IP es la direccion IP (direccion IPv4 o IPv6) de su servidor WFA.

Si ha especificado un puerto no predeterminado para WFA, debe incluir el numero de puerto de la
siguiente forma:

https://wfa_server_ip:port/download/wfa_ocsetup.exe.

Port es el numero de puerto TCP que ha utilizado para el servidor WFA durante la instalacion.


https://mysupport.netapp.com/matrix
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Si especifica una direccion IPv6, debe escribirla entre corchetes.

Haga doble clic en el archivo wfa_ocsetup.exe.

Lea la informacién del asistente de configuracion y haga clic en Siguiente.

Busque o escriba la ubicacion de OpendDK y haga clic en Siguiente.

Introduzca un nombre de usuario y una contrasefa para anular las credenciales predeterminadas.

Se crea una nueva cuenta de usuario de la base de datos con acceso a la base de datos DataFabric
Manager 5.x.

@ Si no crea una cuenta de usuario, se utilizan las credenciales predeterminadas. Debe crear
una cuenta de usuario con fines de seguridad.

Haga clic en Siguiente y revise los resultados.

7. Haga clic en Siguiente y, a continuacion, haga clic en Finalizar para completar el asistente.

Configurar un usuario de base de datos ejecutando ocsetup en Linux

Puede ejecutar el archivo ocsetup en el servidor DataFabric Manager 5.x para configurar
el acceso de solo lectura de la base de datos de DataFabric Manager 5.x a OnCommand

Workflow Automation.

Pasos

1.

Descargue el archivo wfa_ocsetup.sh en el directorio inicial del servidor DataFabric Manager 5.x mediante
el siguiente comando del terminal:

wget https://WFA Server IP/download/wfa ocsetup.sh
WFA_Server_IP es la direccion IP (direccion IPv4 o IPv6) de su servidor WFA.

Si ha especificado un puerto no predeterminado para WFA, debe incluir el nimero de puerto de la
siguiente forma:

wget https://wfa server ip:port/download/wfa ocsetup.sh
Port es el numero de puerto TCP que ha utilizado para el servidor WFA durante la instalacion.

Si especifica una direccion IPv6, debe escribirla entre corchetes.

. Utilice el siguiente comando de la terminal para cambiar el archivo wfa_ocsetup.sh a un ejecutable:

chmod +x wfa ocsetup.sh

. Ejecute el script introduciendo lo siguiente en la terminal:

./wfa ocsetup.sh OpenJDK path
OpendDK_PATH es la ruta de OpenJDK.
/Opt/NTAPdfm/java

La siguiente salida se muestra en el terminal, lo que indica que la configuracion se ha realizado



correctamente:

Verifying archive integrity... All good.

Uncompressing WFA OnCommand Setup.....

*** Welcome to OnCommand Setup Utility for Linux ***
<Help information>

*** Please override the default credentials below ***

Override DB Username [wfa]

4. Introduzca un nombre de usuario y una contrasefia para anular las credenciales predeterminadas.

Se crea una nueva cuenta de usuario de la base de datos con acceso a la base de datos DataFabric
Manager 5.x.

@ Si no crea una cuenta de usuario, se utilizan las credenciales predeterminadas. Debe crear
una cuenta de usuario con fines de seguridad.

La siguiente salida se muestra en el terminal, lo que indica que la configuracion se ha realizado
correctamente:

***x*x* Start of response from the database *****
>>> Connecting to database

<<< Connected

*** Dropped existing 'wfa' user

=== Created user 'username'

>>> Granting access

<<< Granted access

**x*x* End of response from the database ****x*

* Kk k k% End Of Setup * Kk k kX

Configurar un origen de datos

Debe configurar una conexion con un origen de datos en OnCommand Workflow
Automation (WFA) para adquirir datos del origen de datos.

« Para Active 1Q Unified Manager 6.0 y versiones posteriores, debe haber creado una cuenta de usuario de
base de datos en el servidor de Unified Manager.

Consulte la ayuda en linea de OnCommand Unified Manager para obtener mas detalles.
» El puerto TCP para conexiones entrantes en el servidor de Unified Manager debe estar abierto.
Consulte la documentacion del firewall para obtener mas detalles.

A continuacion, se muestran los nimeros de puerto TCP predeterminados:



Numero de puerto TCP La version del servidor de Descripcion
Unified Manager

3306 6.X. Servidor de bases de datos
MySQL

» Para Performance Advisor, debe haber creado una cuenta de usuario de Active IQ Unified Manager con
una funcién minima de GlobalRead.

Consulte la ayuda en linea de OnCommand Unified Manager para obtener mas detalles.
» El puerto TCP para conexiones entrantes en VMware vCenter Server debe estar abierto.

El nimero de puerto TCP predeterminado es 443. Consulte la documentacion del firewall para obtener
mas detalles.

Puede anadir varias fuentes de datos del servidor de Unified Manager a WFA utilizando este procedimiento.
Sin embargo, no debe utilizar este procedimiento si desea emparejar Unified Manager Server 6.3 y versiones
posteriores con WFA y utilizar la funcionalidad de proteccion en el servidor de Unified Manager.

Para obtener mas informacién sobre el emparejamiento de WFA con Unified Manager Server 6.x, consulte la
ayuda en linea de OnCommand Unified Manager.

Al configurar un origen de datos con WFA, debe tener en cuenta que los tipos de origen de
datos Active I1Q Unified Manager 6.0, 6.1 y 6.2 quedan obsoletos en la version WFA 4.0, por lo
que estos tipos de origen de datos no seran compatibles en futuras versiones.

Pasos
1. Acceda a WFA mediante un navegador web.

2. Haga clic en Configuracién y en Configuracion haga clic en fuentes de datos.

3. Elija la accion adecuada:

Para... Realice lo siguiente...

Cree un nuevo origen de datos Haga clic en & en la barra de herramientas.

Edite un origen de datos restaurado si ha Seleccione la entrada de origen de datos existente
actualizado WFA y haga clicen » en la barra de herramientas.

Si ha afiadido una fuente de datos del servidor de Unified Manager a WFA y, a continuacion, actualizado la
version del servidor de Unified Manager, WFA no reconocera la version actualizada del servidor de Unified

Manager. Debe eliminar la versién anterior del servidor de Unified Manager y, a continuacion, anadir la
version actualizada del servidor de Unified Manager a WFA.

4. En el cuadro de dialogo Nuevo origen de datos, seleccione el tipo de origen de datos necesario y escriba
un nombre para el origen de datos y el nombre de host.

Segun el tipo de origen de datos seleccionado, los campos de puerto, nombre de usuario, contrasefia y
tiempo de espera pueden completarse automaticamente con los datos predeterminados, si estan
disponibles. Puede editar estas entradas segun sea necesario.



5. Elija una accién adecuada:

6.
7.
8.

Durante... Realice lo siguiente...

Active 1Q Unified Manager 6.3 y posteriores Introduzca las credenciales de la cuenta de usuario
de la base de datos que creo en el servidor de
Unified Manager. Consulte Ayuda en linea de
Unified Manager de OnCommand para obtener
informacioén detallada sobre la creacion de una
cuenta de usuario de base de datos.

No debe proporcionar las
credenciales de una cuenta de

@ usuario de base de datos de Active
IQ Unified Manager que se cre6
mediante la interfaz de linea de
comandos o la herramienta ocsetup.

Haga clic en Guardar.
En la tabla origenes de datos, seleccione el origen de datos y haga clicen § en la barra de herramientas.

Compruebe el estado del proceso de adquisiciéon de datos.

Anada un servidor de Unified Manager actualizado como
origen de datos

Si el servidor de Unified Manager (5.x 0 6.x) se afiade como origen de datos a WFAYy, a
continuacioén, se actualiza el servidor de Unified Manager, Debe afiadir el servidor
actualizado de Unified Manager como origen de datos porque los datos asociados con la
version actualizada no se rellenan en WFA, a menos que se afiadan manualmente como
un origen de datos.

Pasos

1

2.
3.

. En el cuadro de didlogo Nuevo origen de datos, seleccione el tipo de origen de datos necesario y, a

Inicie sesion en la GUI web de WFA como administrador.
Haga clic en Configuraciéon y en Configuracion, haga clic en fuentes de datos.

Haga clic en '@ en la barra de herramientas.
continuacién, escriba un nombre para el origen de datos y el nombre de host.
Segun el tipo de origen de datos seleccionado, los campos de puerto, nombre de usuario, contrasefia y

tiempo de espera pueden completarse automaticamente con los datos predeterminados, si estan
disponibles. Puede editar estas entradas segun sea necesario.

5. Haga clic en Guardar.

Seleccione la versién anterior del servidor de Unified Manager y haga clic en /& en la barra de
herramientas.

En el cuadro de dialogo de confirmacion Eliminar tipo de origen de datos, haga clic en Si.

En la tabla origenes de datos, seleccione el origen de datos y, a continuacién, haga clicen § en la barra



de herramientas.

9. Compruebe el estado de la adquisicion de datos en la tabla Historial.
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