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Administrar Workload Factory

Inicie sesion en NetApp Workload Factory

Después de registrarse en NetApp Workload Factory, puede iniciar sesion en cualquier
momento desde la consola basada en web para comenzar a administrar sus cargas de
trabajo y los sistemas de archivos FSx for ONTAP .

Acerca de esta tarea
Puede iniciar sesion en la consola web de Workload Factory mediante una de las siguientes opciones:

» Sus credenciales existentes del sitio de soporte de NetApp (NSS)

* Un inicio de sesion en el cloud de NetApp con su direccion de correo electrénico y una contrasefia

Pasos

1. Abra un navegador web y vaya a "Consola de Workload Factory" .
2. En la pagina Iniciar sesion, introduzca la direccion de correo electrénico asociada a su inicio de sesion.

3. En funcion del método de autenticacion asociado a su inicio de sesion, se le pedira que introduzca sus
credenciales:

o Credenciales de cloud de NetApp: Introduzca su contrasefa

o Federated user: Introduzca las credenciales de identidad federadas

> Cuenta del sitio de soporte de NetApp: Introduzca sus credenciales del sitio de soporte de NetApp
4. Seleccione Iniciar sesion.

Si ha iniciado sesion correctamente en el pasado, vera la pagina de inicio de Workload Factory y utilizara
la cuenta predeterminada.

Si esta es la primera vez que inicia sesion, se le dirigira a la pagina Cuenta.

o Si eres miembro de una sola cuenta, selecciona Continuar.

> Si eres miembro de varias cuentas, selecciona la cuenta y selecciona Continuar.

Resultado

Ahora ha iniciado sesién y puede comenzar a usar Workload Factory para administrar FSx para sistemas de
archivos ONTAP y sus cargas de trabajo.

Gestionar cuentas de servicio

Cree cuentas de servicio para que actuen como usuarios de maquinas que automatizan
las operaciones de infraestructura. Puede revocar o cambiar el acceso a las cuentas de
servicio en cualquier momento.

Acerca de esta tarea

Las cuentas de servicio son una funcionalidad multiinquilino proporcionada por NetApp. Los administradores
de cuentas crean cuentas de servicio, controlan el acceso y eliminan cuentas de servicio. Puede administrar
cuentas de servicio en la consola de NetApp o en la consola de NetApp Workload Factory.


https://console.workloads.netapp.com

A diferencia de la administracion de cuentas de servicio en la consola de NetApp , donde puede recrear un
secreto de cliente, Workload Factory solo admite la creacién y eliminacion de cuentas de servicio. Si desea
volver a crear un secreto de cliente para una cuenta de servicio especifica en la consola de NetApp Workload
Factory, deberaelimine la cuenta de servicio , y luegocree uno nuevo .

Las cuentas de servicio utilizan un ID de cliente y un secreto para la autenticacién en lugar de una contrasena.
Los ID de cliente y los secretos se corrigen hasta que el administrador de la cuenta decide cambiarlos. Para
usar una cuenta de servicio, necesitara el ID de cliente y secreto para generar el token de acceso o no
obtendra acceso. Tenga en cuenta que los tokens de acceso son de corta duracién y solo se pueden utilizar
durante varias horas.

Antes de empezar

Decida si desea crear una cuenta de servicio en la consola de NetApp o en la consola de Workload Factory.
Hay ligeras diferencias. Las siguientes instrucciones describen como administrar cuentas de servicio en la
consola de Workload Factory.

Para administrar cuentas de servicio en la consola de NetApp ,"Aprenda como funciona la gestion de identidad
y acceso" y"Aprenda a agregar miembros de IAM y administrar sus permisos" .

Cree una cuenta de servicio

Cuando crea una cuenta de servicio, Workload Factory le permite copiar o descargar un ID de cliente y un
secreto de cliente para la cuenta de servicio. Este par de claves se utiliza para la autenticacion con Workload
Factory.

Pasos
1. En la consola de Workload Factory, selecciona el icono Cuenta y selecciona Cuentas de servicio.

E MyCOrganization 9

Service accounts

Switch account

2. En la pagina Cuentas de servicio, selecciona Crear cuenta de servicio.

3. En el cuadro de dialogo Crear cuenta de servicio, introduzca un nombre para la cuenta de servicio en el
campo Nombre de cuenta de servicio.

El rol esta preseleccionado como administrador de cuenta.

4. Seleccione continuar.
5. Copie o descargue el ID del cliente y el secreto del cliente.

El secreto del cliente solo es visible una vez y Workload Factory no lo almacena en ninguna parte. Copie o
descargue el secreto y guardelo de forma segura.

6. Opcionalmente, puede obtener un token de acceso para la APl de administracion de AuthO ejecutando un
intercambio de credenciales de cliente. El ejemplo curl muestra como se puede tomar el ID del cliente y el
secreto y usar una API para generar el token de acceso que tiene un limite de tiempo. El token


https://docs.netapp.com/us-en/console-setup-admin/concept-identity-and-access-management.html#how-iam-works
https://docs.netapp.com/us-en/console-setup-admin/concept-identity-and-access-management.html#how-iam-works
https://docs.netapp.com/us-en/console-setup-admin/task-iam-manage-members-permissions.html

proporciona varias horas de acceso a las APl de NetApp Workload Factory.

7. Seleccione Cerrar.

La nueva cuenta de servicio se crea y se muestra en la pagina Cuentas de servicio.

Eliminar una cuenta de servicio
Elimine una cuenta de servicio si ya no necesita utilizarla.

Pasos

1. En la consola de Workload Factory, selecciona el icono Cuenta y selecciona Cuentas de servicio.

E MyCrganization e
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2. En la pagina Cuentas de servicio, seleccione el menu de acciones y luego seleccione Eliminar.
3. En el cuadro de dialogo Eliminar cuenta de servicio, introduzca delete en el cuadro de texto.

4. Seleccione Eliminar para confirmar la eliminacion.

Construir y operar cargas de trabajo bien disefadas

Workload Factory, la suite de administracion de NetApp para Amazon FSx for NetApp
ONTAP, lo ayuda a mantener y operar configuraciones de almacenamiento y bases de
datos confiables, seguras, eficientes y rentables que se alinean con AWS Well-
Architected Framework. Workload Factory proporciona un analisis diario de sus cargas
de trabajo de almacenamiento y base de datos, recomendaciones y correcciones
automaticas para promover operaciones de carga de trabajo saludables. Al automatizar
este proceso, Workload Factory minimiza el error humano y garantiza la coherencia en la
gestion de la carga de trabajo.

Como funciona

Workload Factory analiza diariamente Amazon FSx for NetApp ONTAP file systems, Microsoft SQL Servery
las implementaciones de bases de datos Oracle. El analisis proporciona el estado bien arquitectado,
informacion y recomendaciones. Puedes solucionar automaticamente los problemas de configuracion para
cumplir con las mejores practicas y operar de manera eficiente.

Una vez completado el analisis diario, las configuraciones aparecen como "optimizadas" o "no optimizadas" en
el panel de control de buena arquitectura para la implementacion. Encontrara la puntuacion de optimizacion
total, los problemas de configuracion por categoria y una lista de problemas de configuracion y
recomendaciones. Puede revisar las recomendaciones para problemas de configuracion. Algunos problemas
pueden solucionarse automaticamente mediante Workload Factory, mientras que otros requieren intervencién
manual. En este caso, Workload Factory proporciona instrucciones detalladas para ayudarle a implementar los



cambios recomendados.

Puedes descartar el analisis de configuraciones que no se aplican a tus entornos. Esto evita alertas
innecesarias y resultados de optimizacion imprecisos. Cuando descartas el analisis de una configuracién
especifica, Workload Factory no incluye la configuracion en la puntuacion total de optimizacion.

Por qué es importante

Workload Factory aplica las mejores practicas a grandes entornos de almacenamiento o bases de datos
combinando la evaluacion continua con recomendaciones y remediacion. Las correcciones automatizadas
reducen el error humano, garantizan una gestién uniforme y mantienen el rendimiento y la fiabilidad. Las
correcciones aplicadas en la consola de Workload Factory reducen el error humano y garantizan una gestion
uniforme. La automatizacion garantiza que las configuraciones se aplican correctamente y se mantienen,
preservando el rendimiento y la fiabilidad en todas tus infraestructuras de cargas de trabajo.

Comience a utilizar Workload Factory para detectar y corregir configuraciones
incorrectas

Para comenzar con Workload Factory, registrate, agrega credenciales y establece conectividad para
administrar recursos de AWS y optimizar cargas de trabajo usando Amazon FSx for NetApp ONTAP.

"Inicio rapido"
Mejores practicas y recomendaciones para cargas de trabajo de almacenamiento

Workload Factory evalla las configuraciones de almacenamiento para proporcionar una visién en profundidad
de las mejores practicas de configuracion de ONTAP y para la conformidad con el AWS Well-Architected
Framework. La evaluacion también recomienda mejoras y correcciones.

El analisis bien disefado clasifica las configuraciones en los siguientes pilares del marco: confiabilidad,
sequridad, excelencia operativa, optimizacion de costos y eficiencia del rendimiento.

Fiabilidad

La confiabilidad garantiza que las cargas de trabajo realicen sus funciones previstas de manera correcta y
consistente, incluso cuando haya interrupciones.

* *Programar FSx para copias de seguridad de ONTAP *
FSx for ONTAP: Hacer copias de seguridad de tus volumenes ayuda a respaldar las necesidades de
retencion de datos y cumplimiento. Usa FSx for ONTAP backup para configurar copias de seguridad
automatizadas y la retencién de tus datos.

* Programar instantaneas locales

Programe instantaneas locales para realizar copias de seguridad eficientes y restauraciones rapidas. Las
instantaneas son imagenes instantaneas de sus volumenes en un punto determinado del tiempo.

* Replicacion entre regiones
La replicacion entre regiones asegura que tus datos se repliquen en otra region de AWS, lo que te da

mayor durabilidad y disponibilidad de los datos. Workload Factory recomienda configurar la replicacion
entre regiones para ayudarte con la recuperacion ante desastres y el cumplimiento.


https://docs.netapp.com/us-en/workload-setup-admin/quick-start.html

« Configurar la replicacion de datos

Para ampliar la confiabilidad de los datos, estos se pueden replicar en un sistema de archivos FSx para
ONTAP en la misma region o en otra regiéon. Configure la replicacion de datos para respaldar la migracion,
la recuperacion ante desastres y la retencion a largo plazo en todos los sistemas de archivos.

* Aumentar el umbral de capacidad SSD
La capacidad del nivel de almacenamiento SSD no debe superar el 80 % de utilizacion de forma continua.
Esto podria afectar las lecturas y escrituras de datos en el nivel de almacenamiento de su grupo de
capacidad y afectar la capacidad de rendimiento de su sistema de archivos. Si se agota la capacidad, los
volumenes de datos podrian quedar de solo lectura y los servicios que intenten escribir datos nuevos
podrian fallar.

« Coincidir con etiquetas para garantizar la fiabilidad de los datos

Las etiquetas de la politica de instantaneas del volumen de origen y las etiquetas de la politica de
replicacion deben coincidir para garantizar la confiabilidad de los datos.

* Aumentar el umbral de capacidad de archivo
Se debe aumentar el umbral de capacidad de archivo para evitar alcanzar el limite de capacidad de
volumen. La baja capacidad de archivo (inodos) impide escribir datos adicionales en el volumen. Workload

Factory recomienda mantener la utilizacion de la capacidad de archivos disponible por debajo del 80 % de
manera continua. Se requiere capacidad de archivo disponible para crear nuevos archivos en el volumen.

Seguridad

La seguridad enfatiza la proteccion de datos, sistemas y activos a través de evaluaciones de riesgos y
estrategias de mitigacion.

 Habilitar ARP/AI

NetApp Autonomous Ransomware Protection with Al (ARP/AI) te ayuda a proteger tus volumenes de las
amenazas de ransomware. Workload Factory recomienda habilitar ARP/AIl para todos los volumenes.

* Acceso no autorizado a voliumenes
Los volumenes que sirven datos de aplicaciones mediante iSCSI no deben permitir el acceso NAS en

paralelo. Workload Factory recomienda que los volumenes a los que se accede a través del protocolo
iISCSI se restrinjan a cualquier protocolo adicional.

Excelencia operativa

La excelencia operativa se centra en ofrecer la arquitectura y el valor comercial mas 6ptimos.
» Habilitar la gestion automatica de la capacidad

Se debe habilitar la gestion automatica de la capacidad para garantizar periédicamente que el nivel de
SSD no exceda el umbral.

* Umbral de utilizacion de la capacidad de volumen

Workload Factory recomienda que la capacidad de volumen no supere el 80 % de utilizacion de forma



continua. Esto podria afectar la lectura y escritura de datos en su aplicacion. Los aumentos de capacidad
de volumen pueden ser manuales o automaticos utilizando la funcién de crecimiento automatico del
volumen.

» La utilizacion del volumen se acerca a su maximo

Cuando un volumen se acerca a su capacidad maxima, Workload Factory recomienda tomar medidas para
aumentar la capacidad del volumen y evitar posibles interrupciones de las aplicaciones.

* Modo de escritura de relaciéon de caché

Para un rendimiento 6ptimo, Workload Factory recomienda el modo de escritura de la relacion de caché
que mejor se adapte a su carga de trabajo. El modo de escritura alternativa proporciona un mejor
rendimiento para cargas de trabajo de lectura intensiva con archivos pequefios, mientras que el modo de
escritura diferida proporciona un mejor rendimiento para cargas de trabajo de escritura intensiva con
archivos grandes.

* Optimiza el tamaiio del volumen de caché
NetApp Workload Factory recomienda activar el autodimensionado de volumenes y el scrubbing en los
volumenes de caché para mantener un tamafio éptimo y centrar la caché en los datos calientes para
lograr la maxima eficiencia.

* Informes légicos de Storage VM
Workload Factory recomienda que la configuracion de informes predeterminada se establezca en logical

para una VM de almacenamiento para ofrecer mejor visibilidad del uso del almacenamiento a nivel de
volumen.

Optimizaciéon de costes

La optimizacién de costes te ayuda a obtener el maximo valor para tu negocio mientras mantienes los costes
bajos.

» Optimice el TCO jerarquizando los datos frios
Se debe habilitar la clasificacion de datos frios para reducir la utilizacion del nivel de almacenamiento
SSD. Se recomienda aplicar una politica de niveles a cada volumen. FSx for ONTAP escanea los datos de
forma continua para detectar datos frios y moverlos al nivel de almacenamiento de capacidad sin
interrupciones.

» Habilitar eficiencias de almacenamiento

Se deben habilitar eficiencias de almacenamiento (compactacion, compresion y deduplicacion) para
optimizar la utilizacion del almacenamiento y reducir el costo del nivel SSD.

« Eliminacion innecesaria de instantaneas y copias de seguridad

Las instantaneas y copias de seguridad que ya no se necesitan deben eliminarse para reducir costos.
 Dispositivos de bloque huérfanos

Después de que un dispositivo de bloque no se use durante siete dias, Workload Factory recomienda

archivar los datos del dispositivo de bloque o eliminar el dispositivo de bloque no utilizado para reducir
costos.



Mejores practicas y recomendaciones para cargas de trabajo de bases de datos

Workload Factory proporciona un conjunto de mejores practicas y recomendaciones para operar cargas de
trabajo de bases de datos bien disefiadas. El analisis bien disefiado evalua las configuraciones y ajustes de
Microsoft SQL Server y Oracle Database relacionados con el tamafio del almacenamiento, el disefio del
almacenamiento, la configuracion del almacenamiento, el computo, la aplicacion (SQL Server) y la resiliencia.

Dimensionamiento del almacenamiento

* Nivel de almacenamiento

Para obtener el mejor rendimiento de almacenamiento, crea volimenes FSx para ONTAP en el nivel
primario de SSD. Usar el nivel de pool de capacidad puede hacer que el rendimiento sea mas lento y
aumentar la latencia.

* Margen libre del sistema de archivos

Para optimizar el rendimiento del almacenamiento, ajusta la capacidad del sistema de archivos a 1,35
veces el tamafio total de tus volumenes.

Los porcentajes de espacio libre del sistema de archivos son los siguientes:

o Aprovisionamiento insuficiente: < 35%
> Optimizado: 35-100%
> Sobreaprovisionamiento: > 100%
* Tamaiio de la unidad de registro
Asegurese de dimensionar con precision y supervisar regularmente la unidad de registro de SQL Server

para evitar problemas como reversiones de transacciones, falta de disponibilidad de la base de datos,
corrupcion de datos y degradacién del rendimiento causados por una unidad de registro llena.

Los porcentajes del tamafio de la unidad de registro son los siguientes:

o Aprovisionamiento insuficiente: < 20%
o Optimizado: 20-30%
o Sobreaprovisionamiento: > 30%
* Tamano de la unidad TempDB
Asegurese de que el tamafo sea preciso y que la base de datos temporal de SQL Server esté
supervisada periédicamente para optimizar el rendimiento y mantener la estabilidad general. TempDB
configurado correctamente evita problemas de rendimiento e inestabilidad. La falta de espacio o una alta

contencion pueden generar ralentizaciones en las consultas, tiempos de espera en las aplicaciones y
fallos del sistema.

Los porcentajes de tamafio de la unidad TempDB son los siguientes:

o Aprovisionamiento insuficiente: < 10%
o Optimizado: 10-20%

o Sobreaprovisionamiento: > 20%



Disposicion del almacenamiento

» Ubicacion de archivos de datos (.mdf)

Separa los archivos de datos y de registro en unidades diferentes para mejorar el rendimiento, permitir
programas de copia de seguridad independientes y mejorar la funcionalidad de restauracion. Para bases
de datos mas pequenfas, separa las rutas LUN de datos y de registro en volumenes diferentes. Esta
separacion es necesaria para mas de una base de datos grande (> 500 GiB).

» Ubicacion de archivos de registro (.Idf)

Separa los archivos de datos y de registro en unidades diferentes para mejorar el rendimiento, permitir
programas de copia de seguridad independientes y mejorar la funcionalidad de restauracion. Para bases
de datos mas pequefas, separa las rutas LUN de datos y de registro en volumenes diferentes. Esta
separacion es necesaria para mas de una base de datos grande (> 500 GiB).

» Ubicacion de TempDB

Aisle la E/S de TempDB vy evite la contencién de E/S de otras bases de datos colocando TempDB en su
propia unidad dedicada. Esta optimizacion mejora el rendimiento y la estabilidad general de SQL Server.
De no hacerlo, pueden producirse importantes cuellos de botella de E/S, un rendimiento de consultas mas
lento y una posible inestabilidad del sistema.

Configuracion de almacenamiento

» *Configuracion de ONTAP *

Entidad

Volumen .

Valor

Aprovisionamiento
fino (-garantia de
espacio = ninguna)

Tamafo automatico
activado

Modo de tamano
automatico = crecer

Reserva fraccionaria
=0%

Reserva de copia
instantanea = 0%
Eliminacion
automatica de
instantaneas

(volumen/mas
antiguo primero)

Gestion del espacio:
prueba primero =
crecimiento del
volumen

Recomendacion

Para optimizar la eficiencia y la rentabilidad del
almacenamiento, configure opciones de
aprovisionamiento fino, tamafio automatico y
administracion del espacio para sus volumenes FSx
for ONTAP . Sin aprovisionamiento fino, el
almacenamiento se asigna por adelantado, lo que
genera un uso ineficiente y mayores costos debido
al exceso de aprovisionamiento; la asignacion
estatica da como resultado el pago de capacidad no
utilizada, lo que aumenta los gastos; la falta de
asignacion dinamica obstaculiza la escalabilidad y
la flexibilidad, lo que afecta el rendimiento; y sin
recuperacion de espacio, los datos eliminados
ocupan espacio, lo que reduce la eficiencia.



Entidad Valor
Volumen * Politica de niveles =
solo instantaneas
* Dias minimos de
refrigeracion por
niveles = 7
LUN Tipo de sistema
operativo =
windows 2008
LUN Reserva de espacio
habilitada
LUN Asignacion de espacio

habilitada

» Configuracion de almacenamiento de Windows

Entidad Valor

E/S de rutas multiples de Estado = Habilitado

Microsoft (MP1O) « Politica = Round

Robin

* NUmero de sesiones
=5

Recomendacion

Para lograr un rendimiento 6ptimo de la base de
datos y una rentabilidad éptima, Workload Factory
recomienda mover solo instantaneas al nivel de
capacidad. Esta estrategia garantiza un alto
rendimiento y al mismo tiempo reduce los costos.
Se recomienda especialmente clasificar las
instantaneas que tengan mas de 7 dias de
antigliedad.

El valor del tipo de SO del LUN de ONTAP debe
coincidir con el esquema de particionamiento del
sistema operativo para lograr la alineacién de 1/0O.
Una configuracién incorrecta podria resultar en un
rendimiento subdptimo.

Cuando la reserva de espacio esta habilitada,
ONTAP reserva suficiente espacio en el volumen
para que las escrituras en esos LUN no fallen
debido a una falta de espacio en disco.

Esta opcion garantiza que FSx for ONTAP notifique
al host EC2 cuando el volumen esté lleno y no
pueda aceptar escrituras. Esta configuracion
también permite que FSx para ONTAP recupere
espacio automaticamente cuando SQL Server en el
host EC2 elimina datos. Si esta deshabilitado, es
posible que se produzcan errores de escritura y que
el espacio se utilice de manera ineficiente.

Recomendacion

Para garantizar un tiempo de actividad optimo y la
consistencia del acceso a los datos para las bases
de datos de Microsoft SQL Server en EC2 con LUN
subyacentes aprovisionados en FSx para ONTAP,
Workload Factory recomienda habilitar y configurar
Multipath 1/0 (MPI1O). MPIO proporciona multiples
rutas a FSx para ONTAP, lo que mejora tanto la
resiliencia como el rendimiento. Esta practica
recomendada protege contra posibles pérdidas de
datos o tiempos de inactividad al mantener el
acceso a los datos incluso si un componente falla.



Entidad Valor Recomendacion

Tamarfo de la unidad de Tamario de la unidad de Establece el tamafio de la unidad de asignacion

asignacioén asignacion NTFS = 64K NTFS en 64K para usar mejor el espacio en disco,
reducir la fragmentacion y mejorar el rendimiento de
lectura/escritura de archivos. Si no configuras esto
correctamente, podrias tener un uso ineficiente del
disco y un rendimiento degradado.

Calcular

 Calcular el tamaio correcto

Para garantizar un rendimiento optimo y una rentabilidad éptima para su instancia de SQL Server EC2,
recomendamos ajustar su tamano en funcion de las demandas de su carga de trabajo. Si su instancia
actual no cuenta con suficientes recursos, la actualizacion mejorara la capacidad de CPU, memoria y E/S.
Si hay exceso de aprovisionamiento, la degradacion mantendra el rendimiento y reducira los costos.

Parche del sistema operativo

Workload Factory recomienda aplicar los parches mas recientes para garantizar la seguridad, proteger las
bases de datos de SQL Server de vulnerabilidades y mejorar la fiabilidad del sistema.

Configuracion del adaptador de red

La configuracién precisa del escalamiento del lado de recepcion (RSS) es esencial para un rendimiento
6ptimo de la red en las instancias de Microsoft SQL Server. RSS distribuye el procesamiento de la red
entre multiples procesadores, evitando cuellos de botella y mejorando el rendimiento del sistema.
Workload Factory recomienda la siguiente configuracion RSS:

o Deshabilitar las funciones de descarga de TCP: asegurese de que todas las funciones de descarga de
TCP estén deshabilitadas.

> Numero de colas de recepcion: establezca en 8 si hay mas de 8 vCPU. Establezca el nimero de
vCPU si vCPU < 8.

o Perfil RSS: Establecer en NUMAStatic.
o Numero de procesador base: Establezca en 2.
Seguir estas configuraciones mejorara el rendimiento y la confiabilidad de sus instancias de Microsoft

SQL Server. Le sugerimos que pruebe la configuracién recomendada para determinar mejoras de
rendimiento antes de realizar cambios en su entorno de produccion.

Aplicaciéon (SQL Server)

* Licencia

10

La evaluacion y recomendacion de la licencia de SQL Server se proporcionan a nivel de host.

No optimizado: una licencia se considera "no optimizada" cuando Workload Factory detecta que su
infraestructura de base de datos no utiliza ninguna de las caracteristicas de la licencia de software

comercial por la que esta pagando. Una licencia no optimizada podria generar costos innecesarios.

Optimizado: una licencia se considera "optimizada" cuando la licencia del software comercial para sus



bases de datos cumple con sus requisitos de rendimiento.
» Parche de Microsoft SQL Server

Workload Factory recomienda aplicar los parches mas recientes para garantizar la seguridad, proteger las
bases de datos de SQL Server de vulnerabilidades y mejorar la fiabilidad del sistema.

« MAXDOP

Establezca el grado maximo de paralelismo (MAXDOP) para optimizar el rendimiento de la consulta
equilibrando el procesamiento paralelo. La configuracion precisa de MAXDOP mejora el rendimiento y la
eficiencia. Establecer MAXDOP en 4, 8 o 16 generalmente proporciona los mejores resultados en la
mayoria de los casos de uso. Le recomendamos que pruebe su carga de trabajo y controle cualquier tipo
de espera relacionado con el paralelismo, como CXPACKET.

Fiabilidad
* *Programar FSx para copias de seguridad de ONTAP *

Hacer copias de seguridad de tus volimenes de Microsoft SQL Server es crucial para cumplir con los
requisitos de retencion y cumplimiento de datos. Usa FSx for ONTAP backup para configurar copias de
seguridad automaticas y la retencion de tus datos de SQL Server.

* Programar instantaneas locales

Programe instantaneas locales para realizar copias de seguridad eficientes y restauraciones rapidas. Las
instantaneas son imagenes instantaneas de sus volumenes en un punto determinado del tiempo.

* Replicacion entre regiones

La replicacion entre regiones asegura que tus datos se repliquen en otra region de AWS, lo que te da
mayor durabilidad y disponibilidad de los datos. Workload Factory recomienda configurar la replicacion
entre regiones para ayudarte con la recuperacion ante desastres y el cumplimiento.

Mejores practicas y recomendaciones para cargas de trabajo EVS

Workload Factory proporciona las mejores practicas y recomendaciones para operar cargas de trabajo bien
arquitecturadas de Amazon Elastic VMware Service (EVS). El andlisis bien arquitecturado evalta las
configuraciones de EVS para ayudarte a asegurarte de que tus entornos de VMware estén optimizados para
la fiabilidad, la seguridad, la excelencia operativa, la optimizacién de costos y la eficiencia del rendimiento.
Desde la pestafia de estado bien arquitecturado en VMware, encontraras informacion y recomendaciones
para ayudarte a implementar las mejores practicas bien arquitecturadas en tus entornos de EVS.

El analisis bien disefiado clasifica las configuraciones en los siguientes pilares del framework: fiabilidad y
sequridad.

Fiabilidad

La confiabilidad garantiza que las cargas de trabajo realicen sus funciones previstas de manera correcta y
consistente, incluso cuando haya interrupciones.

» Resiliencia del entorno EVS

Asegurate de que tus nodos del cluster EVS estén distribuidos correctamente entre los grupos de
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colocacion de particiones. Todos los nodos deben ser miembros de un solo grupo de colocacion de
particiones configurado con cuatro o mas particiones. Una colocacion de particiones adecuada asegura
que tus nodos del cluster EVS estén distribuidos entre varias particiones de hardware aisladas ante fallos
dentro de una zona de disponibilidad de AWS. Si hay una desalineacion, podrias perder mucha potencia
de procesamiento o tener tiempo de inactividad si falla una particion.

Seguridad

La seguridad enfatiza la proteccion de datos, sistemas y activos a través de evaluaciones de riesgos y
estrategias de mitigacion.

» Gestiéon de nodos del cluster

Asegurate de que los nodos de tu cluster EVS tengan configurada la proteccion adecuada contra
detencion y terminacion en EC2. Los nodos ESXi de EVS deben gestionarse exclusivamente usando
vCenter u otras herramientas de gestion a nivel de VMware. Sin las protecciones adecuadas a nivel de
EC2, los nodos podrian detenerse o eliminarse accidentalmente desde la consola de EC2, lo que puede
causar la indisponibilidad de los datos de las maquinas virtuales o la pérdida de datos.

Informacion relacionada

* "Implementar FSx bien disefiado para sistemas de archivos ONTAP"
* "Implementar cargas de trabajo de bases de datos bien disefiadas"

* "Implementa configuraciones de EVS bien disefiadas"

Configurar las notificaciones de NetApp Workload Factory

Puede configurar el servicio de notificaciones de NetApp Workload Factory para enviar
notificaciones como alertas en la consola de NetApp o en un tema de Amazon SNS. Las
notificaciones enviadas como alertas aparecen en la consola de NetApp cuando tiene un
agente o un enlace de consola implementado. Cuando Workload Factory publica
notificaciones en un tema de Amazon SNS, los suscriptores del tema (como personas u
otras aplicaciones) reciben las notificaciones en los puntos finales configurados para el
tema (como mensajes de correo electronico o SMS).

Tipos de notificaciones y mensajes

Workload Factory envia notificaciones para los siguientes eventos:
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Evento

Algunas
instancias de
bases de datos
en su cuenta no
tienen una
buena
arquitectura

Implementacion
exitosa del
servidor
Microsoft SQL
Server/PostgreS
QL

Descripcion

Se han
analizado todas
las instancias de
Microsoft SQL
Server en su
cuenta para
detectar
problemas bien
disenados. La
descripcién de
este evento
proporciona la
cantidad de
instancias bien
disenadas e
instancias no
optimizadas.
Revise los
hallazgos y
recomendacione
s de estado bien
disenados en el
inventario de
bases de datos
desde la consola
de Workload
Factory.

La
implementacion
del host de
Microsoft SQL
Server o
PostgreSQL se
realizé
correctamente.
Para obtener
mas informacion,
consulte la
seccion sobre
supervision de
trabajos.

Tipo de
notificacion

Bien disenado

Puesta en
marcha

Gravedad

Carga de
trabajo

Recomendacion Oracle

Correcto

Oracle

Tipo de recurso

Instancia de
Microsoft SQL
Server

FSx para
ONTAP, host de
base de datos
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Evento

Error en la
implementacion
del servidor
Microsoft SQL
Server/PostgreS
QL

Fallé la creacion
de la relaciéon de
replicacion

Error en la
creacion de FSx
para ONTAP

14

Descripcion

Se produjo un
error en la
implementacion
del host de
Microsoft SQL
Server o
PostgreSQL.
Para obtener
mas informacion,
consulte la
seccion sobre
supervision de
trabajos.

Ha fallado la
creacion de una
relacion de
replicacion de
SnapMirror .
Para obtener
mas informacion,
vaya a
Rastreador.

Ha fallado un
proceso de
creacion del
sistema de
archivos FSx
para ONTAP .
Para obtener
mas informacion,
vaya a
Rastreador.

Tipo de
notificacion
Puesta en
marcha

Replicacion

Accion del
sistema de
archivos FSx
para ONTAP

Gravedad

Error

Critico

Critico

Carga de Tipo de recurso
trabajo
Oracle FSx para

ONTAP, host de
base de datos

Almacenamiento FSx para ONTAP
general

Almacenamiento FSx para ONTAP
general



Evento

La capacidad
SSD automatica
o los inodos
aumentan el
éxito

Falla automatica
en el aumento
de capacidad del
SSD o de los
inodos

Descripcion

Durante una
reciente
actualizacion de
administracion
de capacidad
automatica, el
sistema de
archivos FSx
para ONTAP
aumento la
capacidad SSD
o los inodos de
volumen con
éxito. Para
obtener mas
informacion,
vaya a
Rastreador.

Durante una
reciente
actualizacion de
administracion
de capacidad
automatica, el
sistema de
archivos FSx
para ONTAP no
pudo aumentar
la capacidad
SSD nilos
inodos de
volumen. Para
obtener mas
informacion,
vaya a
Rastreador.

Tipo de
notificacion

Gestion de la
capacidad

Gestion de la
capacidad

Gravedad Carga de Tipo de recurso
trabajo

Correcto Almacenamiento FSx para
general archivos ONTAP

Critico Almacenamiento FSx para

sistemas de
archivos ONTAP

general
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Evento

Se detectd un
problema con
FSx para ONTAP

Evento de
gestiéon
automatica de
capacidad para
FSx para ONTAP

Evento de
gestion
automatica de
inodos para FSx
para ONTAP

Descripcion Tipo de Gravedad
notificacion

Se han Andlisis bien

analizado todos disefiado

los sistemas de
archivos FSx
para ONTAP
para detectar
problemas de
buena
arquitectura. El
analisis detectd
uno o mas
problemas. Para
obtener mas
informacion,
revise el analisis
bien disenado
desde el panel
de
Almacenamiento
en la consola de
Workload
Factory.

El nivel de Gestion de la Advertencia
rendimiento SSD capacidad

para el sistema

de archivos FSx

para ONTAP

alcanzo el

umbral de

advertencia de

capacidad/porce

ntaje total.

Gestion de la Advertencia

capacidad

El recuento de
inodos para el
volumen FSx
para ONTAP
alcanzo el
umbral de
advertencia de
recuento/porcent
aje total.

Configurar las notificaciones de Workload Factory

Carga de
trabajo

general

Almacenamiento
general

Almacenamiento
general

Tipo de recurso

Recomendacion Almacenamiento FSx para

sistemas de
archivos ONTAP

FSx para
sistemas de
archivos ONTAP

FSx para
sistemas de
archivos ONTAP

Configure las notificaciones de Workload Factory mediante la consola de NetApp o la consola de Workload
Factory. Si usa la consola de NetApp , puede configurar Workload Factory para enviar notificaciones como
alertas en la consola de NetApp o a un tema de Amazon SNS. Puede configurar notificaciones desde la

Configuracion de notificaciones en la consola de NetApp .

Antes de empezar

16



* Debe configurar Amazon SNS y crear temas de Amazon SNS mediante la consola de Amazon SNS o la
AWS CLI.

» Tenga en cuenta que Workload Factory admite el tipo de tema Estandar. Este tipo de tema no garantiza
que las notificaciones se envien a los suscriptores en el orden en que se recibieron, asi que considere
esto si tiene notificaciones criticas o de emergencia.

Configurar notificaciones desde la consola de NetApp
Pasos
1. Iniciar sesion en el"Consola de NetApp" .

2. Desde el menu de la consola de NetApp , seleccione Cargas de trabajo, Administracion y, luego,
Configuracion de notificaciones.

3. En la pagina de configuraciéon de notificaciones, haga lo siguiente:

a. Opcional: seleccione *Habilitar notificaciones de la consola de NetApp * para configurar Workload
Factory para que envie notificaciones en la consola de NetApp .

b. Seleccione Habilitar notificaciones SNS.
c. Siga las instrucciones para configurar Amazon SNS desde la consola de Amazon SNS.

Después de crear el tema, copie el ARN del tema e ingréselo en el campo ARN del tema SNS en
la pagina Configuracion de notificaciones.

4. Después de verificar la configuracion enviando una notificacion de prueba, seleccione Aplicar.

Resultado

Workload Factory esta configurado para enviar notificaciones al tema de Amazon SNS que usted
especifico.

Configurar notificaciones desde la consola de Workload Factory

Pasos

1. Iniciar sesion en el"Consola de Workload Factory" .

2. Desde el menu de la consola de Workload Factory, seleccione Cargas de trabajo, Administracion y
luego Configuracion de notificaciones.

3. Seleccione Habilitar notificaciones SNS.
4. Siga las instrucciones para configurar Amazon SNS desde la consola de Amazon SNS.

5. Después de verificar la configuracién enviando una notificacion de prueba, seleccione Aplicar.

Resultado

Workload Factory esta configurado para enviar notificaciones al tema de Amazon SNS que usted
especifico.

Suscribete al tema de Amazon SNS

Después de configurar Workload Factory para enviar notificaciones a un tema, siga las "instrucciones" en la
documentacion de Amazon SNS para suscribirse al tema para poder recibir notificaciones de Workload
Factory.
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Filtrar notificaciones

Puede reducir el trafico de notificaciones innecesarias y orientar tipos de notificaciones especificos para
usuarios especificos aplicando filtros a las notificaciones. Puede hacerlo mediante una politica de Amazon
SNS para notificaciones de SNS y mediante la configuracion de notificaciones en la consola de NetApp .

Filtrar notificaciones de Amazon SNS

Cuando te suscribes a un tema de Amazon SNS, recibes todas las notificaciones publicadas en ese tema de
forma predeterminada. Si desea recibir solo notificaciones especificas del tema, puede utilizar una politica de
filtro para controlar qué notificaciones recibe. Las politicas de filtro hacen que Amazon SNS envie unicamente
las notificaciones que coinciden con la politica de filtro al suscriptor.

Puede filtrar las notificaciones de Amazon SNS segun los siguientes criterios:

Descripcion Nombre del campo de politica de Valores posibles
filtro
Tipo de recurso resourceType * DB

®* Microsoft SQL Server
host

®* PostgreSQL Server host

Carga de trabajo workload WLMDB
Prioridad priority * Success
* Info

* Recommendation
®* Warning
* Error

* Critical

Tipo de notificacion notificationType * Deployment

* Well-architected

Pasos
1. En la consola de Amazon SNS, edite los detalles de suscripcion para el tema de SNS.

2. En el area Politica de filtro de suscripcion, seleccione filtrar por Atributos del mensaje.
3. Habilite la opcion Politica de filtro de suscripciones.
4. Introduzca una politica de filtro JSON en el cuadro Editor JSON.
Por ejemplo, la siguiente politica de filtro JSON acepta notificaciones del recurso Microsoft SQL Server

que estan relacionadas con la carga de trabajo WLMDB, tienen una prioridad de Exito o Error y brindan
detalles sobre el estado de buena arquitectura:
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"accountId": [

"account-a"

1,

"resourceType": [
"Microsoft SQL Server host"

I
"workload": [
"WLMDB"

I
"priority": [
"Success",

"Error"

1,
"notificationType": [
"Well-architected"

5. Seleccione Guardar cambios.
Para conocer otros ejemplos de politicas de filtrado, consulte "Politicas de filiro de ejemplo de Amazon SNS" .

Para obtener mas informacién sobre la creacion de politicas de filtros, consulte la "Documentacion de Amazon
SNS".

Filtrar notificaciones en la consola de NetApp

Puede utilizar la configuracion de notificaciones de la consola de NetApp para filtrar las notificaciones que
recibe en la consola por nivel de gravedad, como Critico, Informacion o Advertencia.

Para obtener mas informacion sobre cémo filtrar notificaciones en la consola, consulte la "Documentacion de
la consola de NetApp" .

Automatizar tareas con CodeBox

Obtenga mas informacién sobre la automatizacion de codebox

Codebox es un copiloto de Infraestructura como Cadigo (laC) que ayuda a los
desarrolladores y a DevOps a generar el codigo necesario para ejecutar cualquier
operacion compatible con NetApp Workload Factory. Codebox se alinea con las politicas
de permisos de Workload Factory y establece una ruta clara para la preparacion de la
ejecucion, ademas de proporcionar un catalogo de automatizacion para una rapida
reutilizacion futura.
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Funciones de CodeBox

CodeBox ofrece dos funciones clave de IAC:

* CodeBox Viewer muestra el IAC generado por una operacion de flujo de trabajo especifica haciendo
coincidir las entradas y selecciones del asistente grafico o de la interfaz de chat conversacional. Mientras
que CodeBox Viewer admite codificacion de colores para facilitar la navegacion y el analisis, no permite
editar, solo copiar o guardar codigo en el catalogo de automatizacion.

» CodeBox Automation Catalog muestra todos los trabajos IAC guardados, lo que le permite hacer
referencia facilmente a ellos para su uso futuro. Los trabajos del catalogo de automatizacion se guardan
como plantillas y se muestran en el contexto de los recursos que se les aplican.

Ademas, al configurar las credenciales de Workload Factory, Codebox muestra dinamicamente los permisos
de AWS necesarios para crear politicas de IAM. Los permisos se proporcionan para cada capacidad de
Workload Factory que planee usar (bases de datos, IA, FSx para ONTAP, etc.) y son personalizables.
Simplemente copia los permisos de Codebox y pégalos en la consola de administracion de AWS para que
Workload Factory tenga los permisos correctos para administrar tus cargas de trabajo.

Formatos de cédigo admitidos

Los formatos de codigo admitidos incluyen:

* API REST de Workload Factory
« CLIDE AWS
» CloudFormation de AWS

» Terraformar

Informacion relacionada

"Aprende a usar CodeBox".

"Documentacion de la APl REST de Workload Factory" .

Utilice Codebox para la automatizacién en NetApp Workload Factory

Puede utilizar Codebox para generar el codigo necesario para ejecutar cualquier
operacion compatible con NetApp Workload Factory. Puede generar codigo que se
pueda consumir y ejecutar mediante las APl REST de Workload Factory, AWS CLIy
AWS CloudFormation.

Codebox se alinea con las politicas de permisos de Workload Factory al completar los datos apropiados en el
codigo segun los permisos de AWS proporcionados en la cuenta de Workload Factory para cada usuario. El
codigo se puede utilizar como una plantilla donde puedes completar la informacion faltante (por ejemplo,
credenciales) o personalizar ciertos datos antes de ejecutar el cédigo.

Como usar CodeBox

A medida que ingresa valores en los asistentes de interfaz de usuario de Workload Factory, puede ver la
actualizacion de datos en Codebox a medida que completa cada campo. Cuando complete el asistente, pero
antes de seleccionar el botdn Crear en la parte inferior de la pagina, seleccione copiar en Codebox para
capturar el codigo necesario para construir su configuracion. Por ejemplo, esta captura de pantalla de la
creacion de un nuevo Microsoft SQL Server muestra las entradas del asistente para VPC y zonas de
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disponibilidad y las entradas equivalentes en Codebox para una implementacion de API REST.

Create new Microsoft SQL server Load configuration Save configuration p 4
<[> Codebox
Region & VPC us-east-1| US East (N. Virginia) ~ VPC-1| 172.30.0.0/20 ~
Create database REST API
Availability zones ~
RESTAPI i}
Select an Availability Zone and subnet for each node. Ensure that each of the selected private subnets
have outbound connectivity enabled. The subnet for node 1 must be in the primary Availability Zone for curl —location --request POST https://api.workloads.netapp.com/accounts/acc
the FSx for ONTAP file system. ~-header “Authorization: Bearer <Tc \
—-header "Content-Type: application/json’ \
~-data-raw
Cluster configuration - Node 1:  Availability zone Subnet
us-east-1d HCL-CC-1] 192.168.16.0/24
Cluster configuration - Node 2 Availability zone Subnet
us-east-2d HCL-CC-2 | 192.168.17.0/24
Security group Use an existing security group  sg-ad2b38d1 ~

Con algunos formatos de cddigo también puedes seleccionar el boton de descarga para guardar el cédigo en
un archivo que puedes llevar a otro sistema. Si es necesario, puede editar el cédigo después de descargarlo
para poder adaptarlo a otras cuentas de AWS.

Utilice el cédigo CloudFormation de CodeBox

Puede copiar el cédigo de CloudFormation generado desde Codebox y luego iniciar la pila de Amazon Web
Services CloudFormation en su cuenta de AWS. CloudFormation realizara las acciones que definio en la
interfaz de usuario de Workload Factory.

Los pasos para usar el cédigo de CloudFormation pueden ser diferentes dependiendo de si esta
implementando un sistema de archivos FSx para ONTAP , creando credenciales de cuenta o realizando otras
acciones de Workload Factory.

Tenga en cuenta que el cédigo dentro de un archivo YAML generado por CloudFormation expira después de 7
dias por razones de seguridad.

Antes de empezar
* Necesitaras disponer de credenciales para iniciar sesion en tu cuenta de AWS.

* Necesitaras tener los siguientes permisos de usuario para usar una pila de CloudFormation:
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"Version": "2012-10-17",
"Statement": [
{
"Effect": "Allow",
"Action": [
"cloudformation:CreateStack",
"cloudformation:UpdateStack",
"cloudformation:DeleteStack",
"cloudformation:DescribeStacks",
"cloudformation:DescribeStackEvents",
"cloudformation:DescribeChangeSet",
"cloudformation:ExecuteChangeSet",
"cloudformation:ListStacks",
"cloudformation:ListStackResources",
"cloudformation:GetTemplate",
"cloudformation:ValidateTemplate",
"lambda:InvokeFunction",
"iam:PassRole",
"iam:CreateRole",
"iam:UpdateAssumeRolePolicy",
"iam:AttachRolePolicy",
"iam:CreateServiceLinkedRole"
I

"Resource": "x"

Pasos

1. Después de utilizar la consola Workload Factory para definir la operacién que desea realizar, copie el
codigo en Codebox.

. Seleccione Redirigir a CloudFormation y se mostrara la pagina Redirigir a CloudFormation.
. Abra otra ventana del explorador e inicie sesion en la consola de administracion de AWS.
. Seleccione Continuar en la pagina Redirigir a CloudFormation.

. Inicie sesién en la cuenta de AWS donde se debe ejecutar el cédigo.

o o~ WDN

. En la pagina Quick create stack, en Capacidades, seleccione Acepto que AWS CloudFormation podria

~

. Seleccione Crear pila.

8. Supervise el progreso desde AWS o desde Workload Factory.
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Utilice el codigo de API REST de CodeBox

Puede utilizar las APl REST de Workload Factory generadas desde Codebox para implementar y administrar
sus sistemas de archivos FSx para ONTAP y otros recursos de AWS.

Puede ejecutar las API desde cualquier host que admita cURL y que tenga conectividad a Internet.

Tenga en cuenta que los tokens de autenticacion estan ocultos en CodeBox, pero se rellenan al copiar y pegar
la llamada API.

Pasos

1. Después de haber utilizado la consola Workload Factory para definir la operacion que desea realizar, copie
el codigo API en Codebox.

2. Pegue el cadigo y ejecutelo en su sistema host.

Utilice el cédigo de la CLI de AWS de CodeBox

Puede usar la interfaz de linea de comandos de Amazon Web Services generada desde CodeBox para
implementar y administrar sus sistemas de archivos FSx para ONTAP y otros recursos de AWS.

Pasos

1. Después de haber utilizado la consola de Workload Factory para definir la operacion que desea realizar,
copie la AWS CLI en Codebox.

2. Abra otra ventana del explorador e inicie sesion en la consola de administracion de AWS.

3. Pega el cddigo y ejecutalo.

Utilice Terraform de CodeBox

Puedes utilizar Terraform para implementar y gestionar tus sistemas de archivos FSx para ONTAP y otros
recursos de AWS.

Antes de empezar
* Necesitaras un sistema donde Terraform esté instalado (Windows/Mac/Linux).

* Necesitaras disponer de credenciales para iniciar sesion en tu cuenta de AWS.

Pasos

1. Después de haber utilizado la consola Workload Factory para definir la operacion que desea realizar,
descargue el codigo Terraform desde Codebox.

2. Copie el archivo de script descargado en el sistema donde esta instalado Terraform.

3. Extraiga el archivo zip y siga los pasos del archivo README.md.

Utilice CloudShell en NetApp Workload Factory

Abra CloudShell para ejecutar comandos CLI de AWS o ONTAP desde cualquier lugar
de la consola de NetApp Workload Factory.

Acerca de esta tarea

CloudShell le permite ejecutar comandos de AWS CLI o comandos de ONTAP CLI en un entorno similar a un
shell desde la consola de Workload Factory. Simula sesiones de terminal en el navegador, brindando
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funciones de terminal y enviando mensajes a través del backend de Workload Factory. Le permite utilizar las
credenciales de AWS vy las credenciales de ONTAP que haya proporcionado en su cuenta de NetApp .

Las caracteristicas de CloudShell incluyen:

* Varias sesiones de CloudShell: Implemente varias sesiones de CloudShell a la vez para emitir varias
secuencias de comandos en paralelo,

Multiples vistas: Divida las sesiones de la pestafia CloudShell para que pueda ver dos o mas pestafas
horizontal o verticalmente al mismo tiempo

« Cambio de nombre de sesion: Cambie el nombre de las sesiones segun sea necesario

* Persistencia del contenido de la ultima sesion: Vuelva a abrir la ultima sesion si la cierra por error
 Preferencias de configuracion: Cambie el tamafio de fuente y el tipo de salida

* Respuestas de errores generadas por |IA para comandos de la CLI de ONTAP

» Soporte de Autocompletar: Comienza a escribir un comando y usa la tecla Tab para ver las opciones
disponibles

Comandos de CloudShell

Dentro de la interfaz GUI de CloudShell, puede ingresar help para ver los comandos de CloudShell
disponibles. Después de emitir he1p el comando, aparece la siguiente referencia.

Descripcion

NetApp CloudShell es una interfaz GUI integrada en NetApp Workload Factory que le permite ejecutar
comandos AWS CLI o comandos ONTAP CLI en un entorno similar a un shell. Simula sesiones de terminal en
el navegador, brindando funciones de terminal y enviando mensajes a través del backend en Workload
Factory. Le permite utilizar las credenciales de AWS y las credenciales de ONTAP que haya proporcionado en
su cuenta de NetApp .

Comandos disponibles
* clear
* help
¢ [--fsx <fsxId>] <ontap-command> [parameters]
* aws <aws-command> <aws-sub-command> [parameters]

Contexto

Cada sesion de terminal se ejecuta en un contexto especifico: Credenciales, region y, opcionalmente, FSX
para el sistema de archivos ONTAP.

+ Todos los comandos de AWS se ejecutan en el contexto proporcionado. Los comandos de AWS solo
tendran éxito si las credenciales proporcionadas tienen permisos en la region especificada.

+ Puede especificar comandos ONTAP con un opcional £sxId . Si proporciona una £sxId con un comando
ONTAP individual, entonces esta ID anula la ID en el contexto. Si la sesion de terminal no tiene un contexto de
ID de sistema de archivos FSx para ONTAP , entonces debe proporcionar £sxId con cada comando ONTAP .

+ Para actualizar diferentes detalles de contexto, haga lo siguiente: * Para cambiar las credenciales: "using

credentials <credentialld>" * Para cambiar la regidn: "using region <regionCode>" * Para cambiar FSx para el
sistema de archivos ONTAP : "using fsx <fileSystemId>"
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Mostrando elementos
» Para mostrar las credenciales disponibles: “Mostrar credenciales”
» Para mostrar las regiones disponibles: “Mostrar regiones”

» Para mostrar el historial de comandos: Mostrar historial

Variables

Los siguientes son ejemplos de configuracion y uso de variables. Si un valor de variable contiene espacios,
debe definirlo entre comillas.

+ * Para establecer una variable: $<variable> = <valor> * Para usar una variable: $<variable> * Ejemplo de
configuracion de una variable: $svm1 = svm123 * Ejemplo de uso de una variable: --fsx FileSystem-1 volumes
show --vserver $svm1 * Ejemplo de configuraciéon de una variable con valor de cadena $comment1 ="Un
comentario con espacios"

Operadores

No se admiten operadores de vaciado como tuberia |, ejecucion en segundo plano & y redireccion >. La
ejecucion del comando falla si incluye estos operadores.

Antes de empezar

CloudShell funciona en el contexto de sus credenciales de AWS. Para utilizar CloudShell, debe proporcionar al
menos una credencial de AWS.

CloudShell esta disponible para ejecutar cualquier comando de la CLI de AWS o ONTAP. Sin
embargo, si desea trabajar dentro del contexto de un sistema de archivos FSX for ONTAP,
asegurese de emitir el siguiente comando: using fsx <file-system-name>.

Implemente CloudShell

Puede implementar CloudShell desde cualquier lugar en la consola de NetApp Workload Factory. También
puede implementar CloudShell desde la consola de NetApp .
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Implementar desde la consola de Workload Factory

Pasos

1.
2.

Iniciar sesion en el "Consola de Workload Factory" .
Desde el menu, seleccione Administraciéon y luego CloudShell.

En la ventana de CloudShell, seleccione las credenciales y la region para la sesién de CloudShell y, a
continuacién, seleccione la flecha para continuar.

Cloudshell Session 1 + g S o

=

Select CloudShell context

Please select the credentials and region for your first session (you can change these later).

. - @

Introduzca help para ver las instrucciones disponibles o consulte los siguientes documentos de
referencia de la CLI para ver Comandos de CloudShelllos comandos disponibles:

o "Referencia de AWS CLI": Para los comandos relacionados con FSX para ONTAP, seleccione
fsx.

o "Referencia de ONTAP CLI"

. Emitir comandos dentro de la sesion de CloudShell.

Si se produce un error después de emitir un comando de la CLI de ONTAP, seleccione el icono de la
bombilla para obtener una breve respuesta de error generada por IA con una descripcion del fallo, la
causa del fallo y una resolucion detallada. Selecciona Leer mas para mas detalles.

Implementar desde la consola de NetApp

Pasos

1.

Iniciar sesién en el"Consola de NetApp" .

2. Desde el menu, seleccione Cargas de trabajo y luego Administracion.

3. Desde el menu Administracion, seleccione CloudShell.

4. En la ventana de CloudShell, seleccione las credenciales y la region para la sesion de CloudShell y, a

5.
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continuacion, seleccione la flecha para continuar.

Cloudshell Session 1 + g X

L
Select CloudShell context

Please select the credentials and region for your first session {you can change these later).

- - ®

Ingrese help para ver los comandos e instrucciones de CloudShell disponibles o consulte los
siguientes documentos de referencia de la CLI para los comandos disponibles:

o "Referencia de AWS CLI": Para los comandos relacionados con FSX para ONTAP, seleccione



https://console.workloads.netapp.com
https://docs.aws.amazon.com/cli/latest/reference/
https://docs.netapp.com/us-en/ontap-cli/
https://console.netapp.com
https://docs.aws.amazon.com/cli/latest/reference/

fsx.
o "Referencia de ONTAP CLI"

6. Emitir comandos dentro de la sesién de CloudShell.

Si se produce un error después de emitir un comando de la CLI de ONTAP, seleccione el icono de la
bombilla para obtener una breve respuesta de error generada por IA con una descripcion del fallo, la
causa del fallo y una resolucion detallada. Selecciona Leer mas para mas detalles.

Las tareas de CloudShell que se muestran en esta captura de pantalla se pueden completar seleccionando el
menu de acciones de una pestana de sesion de CloudShell abierta. A continuacion se detallan las
instrucciones para cada una de estas tareas.

CloudShell | Secg {ees)

Rename
Duplicate
Close other tabs

Close all

Cambie el nombre de una pestana de sesion de CloudShell
Puede cambiar el nombre de una pestafia de sesion de CloudShell para ayudarle a identificar la sesion.

Pasos
1. Seleccione el menu de acciones de la pestafia de sesion de CloudShell.

2. Seleccione Cambiar nombre.

3. Introduzca un nuevo nombre para el separador de sesiones y, a continuacion, haga clic fuera del nombre
del separador para definir el nuevo nombre.

Resultado
El nuevo nombre aparece en la pestafa de sesion de CloudShell.

Duplicar la pestana de sesion de CloudShell

Puede duplicar un separador de sesion de CloudShell para crear una nueva sesion con el mismo nombre,
credenciales y region. El codigo de la pestana original no esta duplicado en la pestaia duplicada.

Pasos
1. Seleccione el menu de acciones de la pestafia de sesion de CloudShell.

2. Seleccione Duplicar.

Resultado
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La nueva pestafia aparece con el mismo nombre que la pestafia original.

Cierre los separadores de sesidén de CloudShell

Puede cerrar las pestafias de CloudShell de una en una, cerrar otras pestanas en las que no esta trabajando
o cerrar todas las pestaias a la vez.

Pasos
1. Seleccione el menu de acciones de la pestafia de sesion de CloudShell.

2. Seleccione una de las siguientes opciones:
o Seleccione “X” en la ventana de la pestana CloudShell para cerrar una pestana a la vez.

o Selecciona Cerrar otras pestanas para cerrar todas las demas pestafias que estén abiertas excepto
la que estés trabajando.

o Seleccione Cerrar todas las pestaias para cerrar todas las pestafias.
Resultado
Se cierran los separadores de sesion de CloudShell seleccionados.
Dividir las pestainas de sesién de CloudShell

Puede dividir las pestafias de sesion de CloudShell para ver dos o mas pestafias al mismo tiempo.

Paso

Arrastre y suelte las pestafias de sesion de CloudShell en la parte superior, inferior, izquierda o derecha de la
ventana de CloudShell para dividir la vista.

rol... -+ rol... + {é}

[ role@ap-southeast-1] [ role@ap-southeast-1] |

Actualizar la configuracion de una sesién de CloudShell

Puede actualizar la configuracion del tipo de fuente y de salida para las sesiones de CloudShell.

Pasos
1. Despliegue una sesion de CloudShell.

2. En la pestafia CloudShell, seleccione el icono de configuracion.
Se mostrara el cuadro de dialogo de configuracion.

3. Actualice el tamano de fuente y el tipo de salida segun sea necesario.

@ La salida enriquecida se aplica a los objetos JSON y al formato de tabla. El resto de la
salida aparece como texto sin formato.
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4. Seleccione aplicar.

Resultado
La configuracion de CloudShell se actualiza.

Eliminar credenciales de NetApp Workload Factory

Si ya no necesita un conjunto de credenciales, puede eliminarlas de Workload Factory.
Solo puede eliminar credenciales que no estén asociadas con un sistema de archivos
FSx para ONTAP .

Pasos
1. Inicie sesién con uno de los "experiencias de consola"botones .

2. Desde el menu, seleccione Administracion y luego Credenciales.
3. En la pagina Credenciales, haga lo siguiente:

> En la consola de Workload Factory, seleccione el menu de acciones para un conjunto de credenciales
y luego seleccione Eliminar. Seleccione Eliminar para confirmar.

o En la consola de NetApp , seleccione el menu de acciones para un conjunto de credenciales y luego
seleccione Eliminar. Seleccione Eliminar para confirmar.
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