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Planificacion de la migracién de datos

Planificacion de la migracion de datos

Puede planificar la migracion mediante la CLI o la GUI de analisis de archivos.
Utilice los siguientes comandos para planificar la migracion:

e Mostrar

» Exploracion

Utilice File Analytics para visualizar las estadisticas de exportaciones y recursos compartidos.

Planifique la migracién de datos NFS

Planifique las migraciones de datos NFS.

mostrar
La show Command consulta los servicios RPC y las exportaciones NFS de uno o varios servidores de
almacenamiento. El comando enumera los servicios y exportaciones disponibles con la capacidad libre y
usada de cada exportacion, seguidos por los atributos raiz de cada exportacion.
Ejemplo:

* xcp show <NFS file server IP/FQDN>

* xcp show nfs server(Ol.netapp.com

Ejecucidon xcp help show para obtener mas detalles.

escanee

La scan El comando explora de forma recursiva todas las rutas exportadas de NFSv3 de origen e imprime las
estadisticas de la estructura de archivos al final del analisis. NetApp recomienda poner los montajes de
exportacion NFS de origen en modo de solo lectura durante la operacién de exploracion.

Si un nombre de archivo o directorio contiene caracteres que no sean UTF-8, estos caracteres

(D se convierten al formato UTF-8 y se muestran al ejecutar el xcp-scan comando. Dependiendo
de la traduccion de la codificacion de origen a UTF-8, es posible que los caracteres no se
muestren como se esperaba.

Ejemplo:

°* xcp scan NFS [server:/export path | file:// ]
* xcp scan nfs server(Ol.netapp.com:/exportl

* xcp scan file:///mnt/nfs-source

Ejecucion xcp help scan para obtener mas detalles.



De forma opcional, utilice Andlisis de archivos para ver los resultados graficamente.

Planifique la migracién de datos de SMB

Planifique las migraciones de datos de SMB.

Mostrar

La show El comando muestra todos los recursos compartidos de SMB disponibles en el servidor con los
permisos y el espacio disponibles. Ejemplo:

* xcp show \\<SMB file server IP/FQDN>

* xcp show smb server(Ol.netapp.com

Ejecuciéon xcp help show para obtener mas detalles.

Exploracién

La scan Comando escanea de forma recursiva todo el recurso compartido SMB y enumera todos los archivos
al final del analisis.

(D Durante la operacion de exploracion, puede utilizar -preserve-atime marcar con la scan
comando para conservar el tiempo de acceso en el origen .

Ejemplo:

* xcp scan \\SMB server\sharel

° xcp scan smb_serverOl.netapp.com:/sharel
Ejecucion xcp help scan para obtener mas detalles.

De forma opcional, utilice Andlisis de archivos para ver los resultados graficamente.

Planifique la migracion de datos HDFS

Planifique las migraciones de datos HDFS.

Exploracion

La scan command explora recursivamente todas las rutas de origen e imprime las estadisticas de la
estructura de archivos al final de la exploracion.

®* xcp scan HDFS [hdfs://<hdfs mounted path> ]
* xcp scan hdfs:///demo/userl
* xcp scan s3://my-bucket

* xcp scan -s3.profile <s3 profile name> -s3.endpoint <endpoint-url> s3://my-
bucket



Ejecuciéon xcp help scan para obtener mas detalles.

Planificar mediante Analisis de archivos

Planificar la migracion de los datos

Planifique la migracion de datos con File Analytics.

@ XCP es una interfaz de linea de comandos, mientras que File Analytics tiene una interfaz
grafica de usuario.

Descripcién general

XCP File Analytics utiliza la API de exploracion XCP para recopilar datos de hosts NFS o SMB. A
continuacion, estos datos se muestran en la GUI de analisis de archivos XCP. El analisis de archivos XCP
incluye tres componentes principales:

» Servicio XCP
* Base de datos de analisis de archivos

» GUI de analisis de archivos para gestionar y ver datos
El método de implementacion de los componentes de XCP File Analytics depende de la solucidn necesaria:

* Implementacion de soluciones de analisis de archivos XCP para sistemas de archivos NFS:

o Puede implementar la GUI de File Analytics, la base de datos y el servicio XCP en el mismo host
Linux.

» Implementacion de soluciones de analisis de archivos XCP para sistemas de archivos SMB: Debe
implementar la GUI y la base de datos de analisis de archivos en un host Linux e implementar el servicio
XCP en un host de Windows.

Acceda a File Analytics

Analisis de archivos proporciona una vista grafica de los resultados del analisis.

Inicie sesidn en la GUI de File Analytics

La GUI de XCP File Analytics proporciona un panel de control con graficos para visualizar el analisis de
archivos. La GUI de analisis de archivos XCP se activa al configurar XCP en una maquina Linux.

@ Para consultar los exploradores admitidos para acceder a File Analytics, consulte "IMT de
NetApp".

Pasos

1. Utilice el enlace https://<IP address of linux machine>/xcp Para acceder ala GUI de analisis
de archivos. Cuando se le solicite, acepte el certificado de seguridad:

a. Seleccione Avanzado debajo de la declaracion de privacidad.
b. Seleccione el Proceder To <IP address of linux machine> enlace.

2. Inicie sesion en la GUI de analisis de archivos.


https://mysupport.netapp.com/matrix/
https://mysupport.netapp.com/matrix/

Hay dos formas de iniciar sesion en la GUI de File Analytics:

Inicie sesién con las credenciales de usuario

a. Inicie sesién en la GUI con las credenciales de usuario obtenidas al instalar File Analytics.

1 NetApp
XCP File Analytics

NetApp Support | NetApp

b. De manera opcional, cambie la contrasefia por su propia contrasena.

Si desea cambiar la contrasefia obtenida durante la instalacién a su propia contrasena,
seleccione el icono de usuario y seleccione Cambiar contrasena.

La nueva contrasefia debe tener al menos ocho caracteres de longitud y contener al menos un
numero, una letra mayuscula, una letra mintscula y un caracter especial (| @ #$ % * & * - ).

@ Después de cambiar la contrasefia, se cerrara automaticamente la sesion en la GUI y
debera volver a iniciar sesion con la nueva contrasefia que creo.

Configure y habilite la funcionalidad SSO

Puede utilizar esta funcién de inicio de sesidn para configurar XCP File Analytics en un equipo en
particular y compartir la URL de la interfaz de usuario web en toda la empresa, lo que permite a los
usuarios iniciar sesién en la interfaz de usuario con sus credenciales de inicio de sesién unico (SSO).

El inicio de sesién SSO es opcional y se puede configurar y habilitar de forma

@ permanente. Para configurar el inicio de sesion SSO basado en el lenguaje de
marcado de asercion de seguridad (SAML), consulte Configure las credenciales de
SSO.

3. Después de iniciar sesion, puede ver el agente NFS; una marca verde esta presente que muestra una
configuracion minima del sistema del sistema Linux y la version XCP.

4. Si ha configurado un agente SMB, puede ver el agente SMB agregado en la misma tarjeta de agente.



Configure las credenciales de SSO

La funcionalidad de inicio de sesion SSO se implementa en XCP File Analytics con SAML y es compatible con
el proveedor de identidades de Active Directory Federation Services (ADFS). SAML descarga la tarea de
autenticacion en el proveedor de identidades (IDP) de terceros de la empresa, que puede utilizar cualquier
numero de métodos para la MFA (autenticacion multifactor).

Pasos
1. Registre la aplicacion XCP File Analytics con su proveedor de identidades empresarial.

El analisis de archivos se ejecuta ahora como proveedor de servicios y, por lo tanto, debe registrarse en el
proveedor de identidades de su empresa. En general, existe un equipo en la empresa que se encarga de
este proceso de integracion SSO. El primer paso es buscar y contactar con el equipo pertinente y
compartir con ellos los detalles de metadatos de la aplicacion File Analytics.

A continuacién se muestran los detalles obligatorios que debe compartir para registrarse en su proveedor
de identidades:

° ID de entidad de proveedor de servicios: https://<IP address of linux machine>/xcp

° URL del Servicio de consumidores de asercion del proveedor de servicios (ACS): https://<IP
address of linux machine>:5030/api/xcp/SAML/sp

También puede verificar estos detalles iniciando sesion en la interfaz de usuario de File Analytics:

i. Inicie sesion en la GUI mediante los pasos descritos en Inicie sesion en la GUI de File Analytics.

ii. Seleccione el icono Usuario en la esquina superior derecha de la pagina y, a continuacion,
seleccione Configuracion de SAML.

Compruebe Ajustes del proveedor de servicios en el menu desplegable que aparece.

* + — -

Not secure | hitps/ xcp/dashboard 2 1 & 0O

e Analytics Dashboard @ &

Autologout settings

Job Status File Servers Count

Change password

XCPVersion _ XCP fires a job in the background when file share Total NFS file servers

CPU-Cores  Version Dist scan is run. Any running jobs will be available - Logout

here.
Red Hat
8 8.8 Enterprise

: Na jebs running. Total SMB file servers
Linux

Después del registro, recibira los detalles de los extremos de IDP de su empresa. Debe proporcionar estos
metadatos de extremo de IDP a la interfaz de usuario de analisis de archivos.

2. Proporcione los detalles del IDP:

a. Vaya a Panel. Seleccione el icono Usuario en la esquina superior derecha de la pagina y seleccione
Configuracion de SAML.

b. Introduzca los detalles de IDP que obtuvo después del registro.



ejemplo

SAML Settings

SAML SETTINGS:
Enable SAML

Identity Provider Setting

ISR ENTITY ED ®

0P SINGLE SIGNON SERVICE URL ™

0P SINGLE LOGOUT SERVICE URL "

DR XSoacEsT *

0P SINGLE LOGOUT SERVICE BINDING

IDP SINGLE SIGNON SERVICE BINDING

a. Active la casilla de verificacion Habilitar SAML para habilitar de forma permanente SSO basado en
SAML.

b. Seleccione Guardar.

c. Cierre la sesion en File Analytics y vuelva a iniciarla.

Se le redirigira a su pagina SSO de empresa.

Agregar servidores de archivos

Puede configurar sistemas de archivos exportados NFS y SMB en la GUI de analisis de
archivos XCP.

Esto permite a XCP File Analytics analizar y analizar datos en el sistema de archivos. Siga estos pasos para
afadir servidores de archivos NFS o SMB.

Paso

1. Para agregar servidores de archivos, seleccione Agregar servidor de archivos.



Add File Server ¥

NFS SMB

CEHEEI “

Agregue la direccion IP del servidor de archivos, seleccione la opcion NFS o SMB y haga clic en Agregar.
@ Si no puede ver un agente SMB en la GUI, no podra agregar un servidor SMB.

Después de agregar el servidor de archivos, XCP muestra:

 Total de recursos compartidos de archivos disponibles

» Archivos compartidos con datos de analisis (el recuento inicial es “0”, se actualiza cuando se ejecuta un
analisis correcto)

» Uso total del espacio: La suma del espacio utilizado por todas las exportaciones

* Los datos para recursos compartidos de archivos y aprovechamiento del espacio son datos en tiempo real
directamente desde el servidor NFS/SMB. La recogida y el procesamiento de los datos tarda varios
segundos.

El espacio disponible frente al espacio utilizado en Analisis de archivos se calcula a partir de

@ cada sistema de archivos exportado disponible a través de NFS. Por ejemplo, si los volumenes
constan de gtrees y las exportaciones se crean a través de un qtree, el espacio general es el
espacio acumulativo del tamafio del volumen y del tamano del gtree.

Ejecute una exploracion

Cuando el sistema de archivos NFS/SMB se agrega a la GUI de analisis de archivos
XCP, puede iniciar un analisis del sistema de archivos para analizar y representar los
datos.

Pasos

1. Seleccione la flecha de la tarjeta del servidor de archivos agregada para ver los recursos compartidos de
archivos en el servidor de archivos.
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2. En la lista de archivos compartidos, seleccione el nombre del recurso compartido de archivos que desea
analizar.

3. Seleccione Escanear para iniciar la exploracion.
XCP muestra una barra de progreso para la exploracion.

4. Una vez finalizada la exploracién, se activan las fichas stat View y distribucion de archivos para que
pueda ver los graficos.
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Mas informacion acerca de los graficos

El panel GUI de File Analytics muestra varios graficos para visualizar el analisis de archivos.

Grafico de recuento en frio caliente

XCP File Analytics categoriza los archivos a los que no se acceda durante 90 dias como datos inactivos. Los
archivos a los que se accede en los ultimos 90 dias son datos activos. Los criterios para definir los datos
activos e inactivos se basan unicamente en el tiempo de acceso.

Hot Cold Count (Millions)

3.22M 11.7M

HOT COLD

0% 20% 40% 60% 80% 100%

El grafico Hot Cold Count muestra el nimero de inodos (en millones) que estan activos o inactivos en XCP
NFS. En XCP SMB, este grafico indica el numero de archivos activos o inactivos. La barra de colores
representa los datos activos y muestra el porcentaje de archivos a los que se accede en un plazo de 90 dias.

Grafico de tamaiio frio caliente

Hot Cold Size
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El grafico Hot Cold Size muestra el porcentaje de archivos activos e inactivos y el tamanfo total de los archivos
de cada categoria. La barra de colores representa los datos activos y la parte sin color representa los datos
frios. Los criterios para definir los datos activos e inactivos se basan Unicamente en el tiempo de acceso.

Entradas en Grafico de directorios



Entries In Directory

Depth Count
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El grafico Entradas en directorios muestra el nimero de entradas en los directorios. La columna Depth
contiene diferentes tamafios de directorio y la columna Count indica el numero de entradas en cada
profundidad de directorio.

Distribucién de archivos por grafico de tamaio

File Distribution By Size

File Size Count
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El grafico distribucion de archivos por tamafo muestra el numero de archivos que estan debajo de los
tamafos de archivo especificados. La columna Tamafo de archivo contiene las categorias de tamafio de
archivo y la columna numero indica la distribucion del numero de archivos.

Grafico de profundidad del directorio
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Directory Depth

Depth Count
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El grafico profundidad de directorios representa la distribucion del niumero de directorios en varios rangos de

profundidad de directorios. La columna Depth contiene varias profundidades de directorio y la columna Count

contiene el recuento de cada profundidad de directorio en el recurso compartido de archivos.

Espacio de archivos utilizado por grafico de tamafio

File Space Used By Size

File Size Space Used
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El gréafico espacio de archivos utilizado por Tamafio muestra el nimero de archivos en diferentes rangos de
tamano de archivo. La columna Tamafio de archivo contiene distintos rangos de tamafio de archivo y la
columna espacio utilizado indica el espacio utilizado por cada intervalo de tamafo de archivo.

Grafico espacio ocupado por usuarios

11



Space Occupied By Users
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El grafico espacio ocupado por los usuarios muestra el espacio utilizado por los usuarios. La columna Nombre
de usuario contiene los nombres de los usuarios (UID cuando no se pueden recuperar los nombres de
usuario) y la columna espacio utilizado indica el espacio utilizado por cada nombre de usuario.

Grafico de archivos accedidos, modificados o creados
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Files Accessed/Modified/Created
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El grafico Archivos accedidos/modificados/creados muestra el recuento de archivos modificados a lo largo del
tiempo. El eje X representa el periodo de tiempo en el que se realizaron los cambios y el eje Y representa el
numero de archivos modificados.

@ Para obtener el grafico de tiempo de acceso (atime) en los analisis de SMB, marque la casilla
de verificacion conservar atime antes de ejecutar un analisis.

Grafico de tamaiio de archivo accedido/modificado/creado
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File Size Accessed/Madified/Created
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El grafico Tamano de archivo al que se ha accedido/modificado/creado muestra el tamafio de los archivos
modificados con el tiempo. El eje X representa el periodo de tiempo en el que se realizaron los cambios y el
eje Y representa el tamafio de los archivos modificados.

@ Para obtener el grafico de tiempo de acceso (atime) en los analisis de SMB, marque la casilla
de verificacion conservar atime antes de ejecutar un analisis.

Distribucion de archivos por grafico de extensién

File Distribution By Extension
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El grafico distribucion de archivos por extension representa el recuento de las diferentes extensiones de
archivo de un recurso compartido de archivos. El tamafio de las divisiones que representan las extensiones se
basa en el numero de archivos con cada extension.

Ademas, para los recursos compartidos SMB, puede obtener el nimero de archivos de flujos de datos

alternativos para cada extension de archivo activando la casilla para los flujos de datos alternativos antes de
ejecutar un analisis.
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File Distribution By Extension
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El grafico Distribucion de tamafio de archivo por extension representa el tamafio acumulativo de las diferentes
extensiones de archivo en un recurso compartido de archivos. El tamafio de las divisiones que representan las
extensiones se basa en el tamafo de los archivos con cada extension.

Distribucién de archivos por grafico de tipo

[istribution by Type

Typa Couint
BEC (HECULAM) 1655744
DR {Dirsciory) FTre
(o]
(xaranis
LK {Lirk] T4
specialy 51

] (L]

El grafico distribucion por tipo representa el recuento de los siguientes tipos de archivos:

REG: Archivos regulares
* LNK: Archivos con vinculos
» Especiales: Archivos con archivos de dispositivos y archivos de caracteres.

* DIR: Archivos con directorios
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* Junction: Disponible unicamente en SMB

Ademas, para recursos compartidos SMB, puede obtener el nimero de archivos de flujos de datos
alternativos para diferentes tipos activando la casilla para flujos de datos alternativos antes de ejecutar una
exploracion.

Distribution by Type

Type Count ADS

REG (REGULAR) 18 18

DIR (Directory) 1 2

LNK (Link) 0 0

Filtros
XCP proporciona opciones de filtro que se pueden utilizar en operaciones XCP.
XCP utiliza filtros para -match y.. —exclude Opciones para NFS y SMB.

Para NFS, ejecute xcp help info Y consulte la seccion DE FILTROS para ver como usar -match y..
-exclude filtros.

Para SMB, ejecute xcp help -matchy.. xcp help -exclude para obtener mas informacién acerca de
match y.. exclude filtros.

Si desea utilizar filtros en los comandos XCP, ejecute xcp help <command> para ver si son opciones
compatibles.

Registro para NFS y SMB (opcional)
Registro para XCP NFS y SMB.

XCP admite la configuracion de varias funciones opcionales mediante el xcpLogConfig. json Archivo de
configuracion JSON. Para habilitar solo funciones especificas, cree manualmente la xcpLogConfig. json
archivo de configuracion. Puede utilizar el xcpLogConfig. json archivo de configuracion para habilitar:

* mensajes del registro de eventos

* Cliente syslog para XCP

* Registro XCP personalizado

Los mensajes del registro de eventos y el cliente de syslog estan deshabilitados en la configuracién
predeterminada. La configuracién es comun para NFS y SMB.
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Configurar la ubicacion del
archivo JSON

Ubicacion predeterminada del
archivo de configuracién

La ubicacion personalizada
requiere la XCP_CONFIG DIR
variable de entorno

NFS SMB
/Opt/NetApp/xFiles/xcp/ C:\NetApp\XCP\ConfigFile
Utilice la ubicacién que ha N.A.

establecido en XCP_ CONFIG DIR

variable

Las opciones del archivo de configuracién JSON distinguen mayusculas de minusculas. Estas opciones son
las mismas para XCP NFS y XCP SMB.

Nombre de las Tipo de datos Predetermina Descripcion

subopciones JSON
LogConfig

"nivel" Cadena

“Maxbytes” Entero

“nombre” Cadena

eventlog

“IsEnabled” Booleano

"nivel" Cadena

syslog

“IsEnabled” Booleano

"nivel" Cadena

“ServerlP” Cadena

do

INFORMACIO
N

52428800

xcp.log

verdadero

INFORMACIO
N

falso

INFORMACIO
N

Ninguno

Opcion para personalizar el registro XCP.

Nivel de filtro de gravedad de los mensajes de
registro. Los mensajes de registro XCP admiten cinco
niveles de gravedad por orden de disminucién de
gravedad: CRITICO, ERROR, ADVERTENCIA,
INFORMACION, DEPURACION (NetApp recomienda
encarecidamente utilizar INFO o DEBUG).

Tamario de cada archivo de registro giratorio. El
numero maximo de archivos de rotacién admitidos es
10.

Opcidn para establecer el nombre del archivo de
registro personalizado.

Opciodn para configurar el mensaje de registro de
eventos.

Esta opcion booleana se utiliza para habilitar la
mensajeria de eventos. Configuracion en false no
generara ningun mensaje de evento y no se publicara
ningun registro de eventos en el archivo de registro
de eventos.

Nivel de filtro de gravedad de mensajes de eventos.
La mensajeria de eventos admite cinco niveles de
gravedad en orden decreciente: CRITICO, ERROR,
ADVERTENCIA, INFORMACION, DEPURACION

Opcion para configurar la mensajeria de syslog.

Esta opcion booleana se utiliza para habilitar el cliente
de syslog en XCP.

Nivel del filtro de gravedad del mensaje. Los
mensajes de registro de sucesos XCP admiten cinco
niveles de gravedad en orden de disminucién de
gravedad: CRITICO, ERROR, ADVERTENCIA,
INFORMACION, DEPURACION

Nombre de host o direcciones IP del servidor de
syslog remoto.
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Nombre de las Tipo de datos Predetermina Descripcion

subopciones JSON do

“puerto” Entero 514 Puerto del receptor de syslog remoto. Los receptores
de syslog que aceptan datagramas de syslog en un
puerto diferente se pueden configurar con la opcion
de puerto UDP puerto 514, pero también se puede
configurar para el puerto deseado.

“higienizar” Booleano falso Una opcion comun para la compatibilidad con XCP; al

establecer su valor en true, se oculta la informacion
confidencial (IP y nombre de usuario) en los
mensajes que se van a admitir (registro, eventos,
syslog, etc.). Por ejemplo, con el sanitize opcién
como false:*2020-07-17 03:10:23,779 -
INFO - 12806 xcp xcp Paths:
['10.234.104.251:/cat vol']*2020-07-17
03:10:23,778 - INFO - 12806 xcp xcCp
User Name: root 'Con la “sanitize opcion
como true: *2020-07-17 03:13:51,596 -
INFO - 12859 xcp xcp Paths: ['IP:
XX.XX.XX.XX:/cat vol']*2020-07-17
03:13:51,595 - INFO - 12859 xcp xcp
User Name: * * *

Cree el archivo de configuracién JSON

Si desea habilitar los mensajes del registro de eventos, el cliente syslog o el registro de clientes, complete los
siguientes pasos.

Pasos
1. Abra cualquier editor de texto, como bloc de notas o vi.

2. Cree un archivo nuevo con la siguiente plantilla JSON.
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"logConfig": {

"level": "INFO",
"maxBytes": 52428800,
"name": "xcp.log"

bo

"eventlog": {
"isEnabled": false,
"level": "INFO"

by

"syslog": {
"isEnabled": false,
"level": "INFO",
"serverIp": "10.234.219.87",
"port": 514

by

"sanitize": false

3. Para las funciones que desee activar, cambie la i sEnabled valor a. true.

4. Asigne un nombre al archivo xcpLogConfig.json Y guardelo en la ubicacion predeterminada:
/Opt/NetApp/xFiles/xcp/

Sila XCP_CONFIG_ DIR se establece la variable de entorno, guarde la xcpLogConfig. json archivo en
la misma ubicacion que se establece en la XCP_CONFIG_DIR variable.
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Configuracion predeterminada

{
"logConfig": {
"level": "INFO",
"maxBytes": 52428800,
"name": "xcp.log"
br
"sanitize": false
}
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Archivo de configuracion del json de ejemplo

"logConfig": {

"level":

"INFO" ,

"maxBytes": 52428800,

"name": "xcp.log"

y

"eventlog":

{

"isEnabled": false,

"level":

by
"syslog": {

n INFO "

"isEnabled": false,

"level":

"INEQ" ,

"serverIp": "10.234.219.87",
"port": 514

by

"sanitize":

false
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