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Ajouter des alertes
Vous pouvez configurer des alertes pour vous avertir lorsqu’un événement particulier est
généré. Vous pouvez configurer les alertes pour une seule ressource, pour un groupe de
ressources ou pour les événements d’un type de sévérité particulier. Vous pouvez
spécifier la fréquence à laquelle vous souhaitez être averti et associer un script à l’alerte.

Avant de commencer

• Vous devez avoir configuré des paramètres de notification tels que l’adresse e-mail de l’utilisateur, le
serveur SMTP et l’hôte d’interruption SNMP pour permettre au serveur Active IQ Unified Manager d’utiliser
ces paramètres pour envoyer des notifications aux utilisateurs lorsqu’un événement est généré.

• Vous devez connaître les ressources et les événements pour lesquels vous souhaitez déclencher l’alerte,
ainsi que les noms d’utilisateur ou adresses e-mail des utilisateurs que vous souhaitez notifier.

• Si vous souhaitez que le script soit exécuté en fonction de l’événement, vous devez l’avoir ajouté à Unified
Manager à l’aide de la page scripts.

• Vous devez avoir le rôle Administrateur d’applications ou Administrateur de stockage.

Vous pouvez créer une alerte directement à partir de la page Détails de l’événement après avoir reçu un
événement en plus de créer une alerte à partir de la page Configuration de l’alerte, comme décrit ici.

Étapes

1. Dans le volet de navigation de gauche, cliquez sur Storage Management > Alert Setup.

2. Dans la page Configuration des alertes, cliquez sur Ajouter.

3. Dans la boîte de dialogue Ajouter une alerte, cliquez sur Nom, puis entrez un nom et une description
pour l’alerte.

4. Cliquez sur Ressources, puis sélectionnez les ressources à inclure ou à exclure de l’alerte.

Vous pouvez définir un filtre en spécifiant une chaîne de texte dans le champ Nom contient pour
sélectionner un groupe de ressources. En fonction de la chaîne de texte que vous spécifiez, la liste des
ressources disponibles n’affiche que les ressources qui correspondent à la règle de filtre. La chaîne de
texte que vous spécifiez est sensible à la casse.

Si une ressource est conforme à la fois aux règles inclure et exclure que vous avez spécifiées, la règle
d’exclusion est prioritaire sur la règle inclure et l’alerte n’est pas générée pour les événements liés à la
ressource exclue.

5. Cliquez sur Evénements, puis sélectionnez les événements en fonction du nom de l’événement ou du
type de gravité de l’événement pour lequel vous souhaitez déclencher une alerte.

Pour sélectionner plusieurs événements, appuyez sur la touche Ctrl pendant que vous
effectuez vos sélections.

6. Cliquez sur actions et sélectionnez les utilisateurs que vous souhaitez notifier, choisissez la fréquence de
notification, choisissez si une interruption SNMP sera envoyée au récepteur d’interruption et affectez un
script à exécuter lorsqu’une alerte est générée.
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Si vous modifiez l’adresse e-mail spécifiée pour l’utilisateur et rouvrez l’alerte pour
modification, le champ Nom apparaît vide car l’adresse e-mail modifiée n’est plus mappée à
l’utilisateur qui a été précédemment sélectionné. En outre, si vous avez modifié l’adresse e-
mail de l’utilisateur sélectionné à partir de la page utilisateurs, l’adresse e-mail modifiée
n’est pas mise à jour pour l’utilisateur sélectionné.

Vous pouvez également choisir de notifier les utilisateurs via les interruptions SNMP.

7. Cliquez sur Enregistrer.

Exemple d’ajout d’une alerte
Dans cet exemple, vous apprendrez à créer une alerte conforme aux exigences suivantes :

• Nom de l’alerte : HealthTest

• Ressources : inclut tous les volumes dont le nom contient « abc » et exclut tous les volumes dont le nom
contient « xyz »

• Événements : inclut tous les événements de santé critiques

• Actions : inclut « sample@domain.com », un script « Test » et l’utilisateur doit être averti toutes les 15
minutes

Effectuez les opérations suivantes dans la boîte de dialogue Ajouter une alerte :

1. Cliquez sur Nom et saisissez HealthTest Dans le champ Nom d’alerte.

2. Cliquez sur Ressources et, dans l’onglet inclure, sélectionnez volumes dans la liste déroulante.

a. Entrez abc Dans le champ Name contient pour afficher les volumes dont le nom contient "abc".

b. Sélectionnez <<All Volumes whose name contains 'abc'>> dans la zone Ressources disponibles, et
déplacez-la dans la zone Ressources sélectionnées.

c. Cliquez sur exclure, puis saisissez xyz Dans le champ Nom contient, puis cliquez sur Ajouter.

3. Cliquez sur Evénements, puis sélectionnez critique dans le champ gravité de l’événement.

4. Sélectionnez tous les événements critiques dans la zone événements de correspondance et déplacez-le
dans la zone événements sélectionnés.

5. Cliquez sur actions, puis saisissez sample@domain.com Dans le champ Alert ces utilisateurs.

6. Sélectionnez rappeler toutes les 15 minutes pour avertir l’utilisateur toutes les 15 minutes.

Vous pouvez configurer une alerte pour qu’elle envoie régulièrement des notifications aux destinataires
pendant une heure donnée. Vous devez déterminer l’heure à laquelle la notification d’événement est active
pour l’alerte.

7. Dans le menu Select script to Execute, sélectionnez Test script.

8. Cliquez sur Enregistrer.

Instructions d’ajout d’alertes

Vous pouvez ajouter des alertes en fonction d’une ressource, par exemple un cluster, un
nœud, un agrégat ou un volume, ainsi que les événements d’un type de sévérité
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spécifique. Pour bénéficier de cette meilleure pratique, vous pouvez ajouter une alerte à
l’un de vos objets stratégiques après avoir ajouté le cluster auquel cet objet appartient.

Vous pouvez utiliser les instructions et considérations suivantes pour créer des alertes afin de gérer
efficacement vos systèmes :

• Description de l’alerte

Vous devez fournir une description pour l’alerte afin qu’elle vous aide à suivre efficacement vos alertes.

• Ressources

Vous devez décider quelle ressource physique ou logique requiert une alerte. Vous pouvez inclure et
exclure des ressources, selon les besoins. Par exemple, si vous souhaitez surveiller de près vos agrégats
en configurant une alerte, vous devez sélectionner les agrégats requis dans la liste des ressources.

Si vous sélectionnez une catégorie de ressources, par exemple <<All User or Group Quotas>>, vous
recevrez alors des alertes pour tous les objets de cette catégorie.

La sélection d’un cluster comme ressource ne sélectionne pas automatiquement les objets
de stockage dans ce cluster. Par exemple, si vous créez une alerte pour tous les
événements critiques pour tous les clusters, vous recevrez des alertes uniquement pour les
événements critiques du cluster. Vous ne recevez pas d’alertes concernant les événements
critiques sur les nœuds, les agrégats, etc.

• Gravité de l’événement

Vous devez décider si un événement d’un type de gravité spécifié (critique, erreur, avertissement) doit
déclencher l’alerte et, le cas échéant, quel type de gravité.

• Événements sélectionnés

Si vous ajoutez une alerte en fonction du type d’événement généré, vous devez décider des événements
qui nécessitent une alerte.

Si vous sélectionnez une gravité d’événement, mais que vous ne sélectionnez aucun événement individuel
(si vous laissez la colonne « Evénements sélectionnés » vide), vous recevrez alors des alertes pour tous
les événements de la catégorie.

• Actions

Vous devez fournir les noms d’utilisateur et les adresses e-mail des utilisateurs qui reçoivent la notification.
Vous pouvez également spécifier un trap SNMP comme mode de notification. Vous pouvez associer vos
scripts à une alerte afin qu’ils soient exécutés lorsqu’une alerte est générée.

• Fréquence des notifications

Vous pouvez configurer une alerte pour qu’elle envoie une notification répétée aux destinataires pendant
une heure donnée. Vous devez déterminer l’heure à laquelle la notification d’événement est active pour
l’alerte. Si vous souhaitez que la notification d’événement soit répétée jusqu’à l’accusé de réception de
l’événement, vous devez déterminer la fréquence à laquelle vous souhaitez que la notification soit répétée.

• Exécuter le script

Vous pouvez associer votre script à une alerte. Votre script est exécuté lorsque l’alerte est générée.
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