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Configuration des relations de protection dans
Unified Manager
Il existe plusieurs étapes à effectuer pour utiliser Unified Manager et OnCommand
Workflow Automation afin de configurer les relations SnapMirror et SnapVault afin de
protéger vos données.

Avant de commencer

• Vous devez avoir le rôle Administrateur d’applications ou Administrateur de stockage.

• Vous devez avoir établi des relations entre deux clusters ou deux SVM (Storage Virtual machine).

• OnCommand Workflow Automation doit être intégré avec Unified Manager :

◦ "Configurer OnCommand Workflow Automation".

◦ "Vérification de la mise en cache des sources de données Unified Manager dans Workflow
Automation".

Étapes

1. Selon le type de relation de protection que vous souhaitez créer, effectuez l’une des opérations suivantes :

◦ "Créer une relation de protection SnapMirror".

◦ "Créer une relation de protection SnapVault".

2. Si vous souhaitez créer une stratégie pour la relation, en fonction du type de relation que vous créez,
effectuez l’une des opérations suivantes :

◦ "Création d’une règle SnapVault".

◦ "Créer une règle SnapMirror".

3. "Créer une planification SnapMirror ou SnapVault".

Configuration d’une connexion entre Workflow Automation
et Unified Manager

Vous pouvez configurer une connexion sécurisée entre OnCommand Workflow
Automation (WFA) et Unified Manager. La connexion à Workflow Automation vous permet
d’utiliser des fonctionnalités de protection, telles que les flux de travail de configuration
SnapMirror et SnapVault, ainsi que des commandes pour gérer les relations SnapMirror.

Avant de commencer

• La version installée de Workflow Automation doit être 5.1.1P6 ou supérieure.

Le pack WFA pour la gestion de clustered Data ONTAP est inclus dans WFA 5.1.1P6. Il
n’est donc pas nécessaire de télécharger ce pack sur le site NetApp Storage Automation
Store et de l’installer séparément sur votre serveur WFA, comme requis par le passé. "WFA
pack pour la gestion de ONTAP"

• Vous devez disposer du nom de l’utilisateur de base de données que vous avez créé dans Unified
Manager pour prendre en charge les connexions WFA et Unified Manager.
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Cet utilisateur de base de données doit avoir reçu le rôle utilisateur du schéma d’intégration.

• Vous devez être affecté soit au rôle Administrateur, soit au rôle architecte dans Workflow Automation.

• L’adresse de l’hôte, le numéro de port 443, le nom d’utilisateur et le mot de passe doivent être définis pour
Workflow Automation.

• Vous devez avoir le rôle Administrateur d’applications ou Administrateur de stockage.

Étapes

1. Dans le volet de navigation de gauche, cliquez sur général > Workflow Automation.

2. Dans la zone Database User de la page Workflow Automation, sélectionnez le nom et entrez le mot de
passe de l’utilisateur de base de données que vous avez créé pour prendre en charge les connexions
Unified Manager et Workflow Automation.

3. Dans la zone Workflow Automation Credentials de la page, entrez le nom d’hôte ou l’adresse IP (IPv4
ou IPv6), ainsi que le nom d’utilisateur et le mot de passe de la configuration de Workflow Automation.

Vous devez utiliser le port de serveur Unified Manager (port 443).

4. Cliquez sur Enregistrer.

5. Si vous utilisez un certificat auto-signé, cliquez sur Oui pour autoriser le certificat de sécurité.

La page Workflow Automation s’affiche.

6. Cliquez sur Oui pour recharger l’interface utilisateur Web et ajouter les fonctions Workflow Automation.

Informations connexes

"Documentation NetApp : OnCommand Workflow Automation (versions actuelles)"

Vérification de la mise en cache des sources de données
Unified Manager dans Workflow Automation

Vous pouvez déterminer si la mise en cache des sources de données Unified Manager
fonctionne correctement en vérifiant si l’acquisition des sources de données dans
Workflow Automation fonctionne correctement. Vous pouvez le faire lorsque vous
intégrez Workflow Automation à Unified Manager pour vous assurer que la fonctionnalité
Workflow Automation est disponible après l’intégration.

Avant de commencer

Pour effectuer cette tâche, vous devez être affecté soit au rôle Administrateur, soit au rôle architecte dans
Workflow Automation.

Étapes

1. Dans l’interface utilisateur Workflow Automation, sélectionnez exécution > sources de données.

2. Cliquez avec le bouton droit de la souris sur le nom de la source de données Unified Manager, puis
sélectionnez acquérir maintenant.

3. Vérifiez que l’acquisition réussit sans erreur.

Pour que l’intégration de Workflow Automation à Unified Manager réussisse, les erreurs d’acquisition
doivent être résolues.
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Que se passe-t-il lorsque OnCommand Workflow
Automation est réinstallé ou mis à niveau

Avant de réinstaller ou de mettre à niveau OnCommand Workflow Automation, vous
devez d’abord supprimer la connexion entre OnCommand Workflow Automation et
Unified Manager et vous assurer que toutes les tâches OnCommand Workflow
Automation en cours d’exécution ou planifiées sont arrêtées.

Vous devez également supprimer manuellement Unified Manager de OnCommand Workflow Automation.

Après avoir réinstallé ou mis à niveau OnCommand Workflow Automation, vous devez de nouveau configurer
la connexion avec Unified Manager.

Suppression de la configuration OnCommand Workflow
Automation depuis Unified Manager

Vous pouvez supprimer la configuration OnCommand Workflow Automation d’Unified
Manager si vous ne souhaitez plus utiliser Workflow Automation.

Avant de commencer

Vous devez avoir le rôle Administrateur d’applications ou Administrateur de stockage.

Étapes

1. Dans le volet de navigation de gauche, cliquez sur général > Workflow Automation dans le menu de
configuration de gauche.

2. Dans la page Workflow Automation, cliquez sur Supprimer la configuration.
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