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Protection des applications

Répertorier les snapshots

Vous pouvez afficher la liste des instantanés pris pour une application spécifique.

Avant de commencer

Vous devez disposer de I'ID de I'application pour laquelle vous souhaitez répertorier les instantanés. Si
nécessaire, vous pouvez utiliser le workflow "Répertorier les applications" pour localiser I'application.

1. Dressez la liste des instantanés

Effectuez I'appel suivant de 'API REST pour afficher la liste des snapshots.
Méthode HTTP Chemin

OBTENEZ /Accounts/{account_ID}/k8s/v1/apps/{app_I|D}/appSnaps

Paramétres d’entrée supplémentaires

Outre les paramétres communs a tous les appels APl REST, les parameétres suivants sont également utilisés
dans les exemples de boucles pour cette étape.

Paramétre Type Obligatoi Description

re
id de Chemin  Oui. Identifie I'application propriétaire des snapshots répertoriés.
I'application
nombre Requéte Non Si count=true le nombre de snapshots est inclus dans la section

meétadonnées de la réponse.

Exemple de curl : renvoie tous les snapshots de I'application

curl --location -i --request GET
'https://astra.netapp.io/accounts/<ACCOUNT ID>/k8s/v1/apps/<APP_ID>/appSna
ps' --header 'Accept: */*' --header 'Authorization: Bearer <API TOKEN>'

Exemple de boucle : renvoie tous les snapshots de I’application et du nombre

curl --location -i --request GET
'https://astra.netapp.io/accounts/<ACCOUNT ID>/k8s/v1/apps/<APP_ID>/appSna
ps?count=true' --header 'Accept: */*' --header 'Authorization: Bearer

<API TOKEN>'
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Exemple de sortie JSON

"items": [

{

"type": "application/astra-appSnap",

"version": "1.1",

"id": "lce34da4-bb0a-4926-b925-4a5d85dda8c2",

"hookState": "success",

"metadata": {
"createdBy": "ab530e865-23e8-4e2e-8020-e92c419a3867",
"creationTimestamp": "2022-10-30T22:44:20z2",
"modificationTimestamp": "2022-10-30T22:44:202",
"labels": []

by

"snapshotAppAsset": "Oebfe3f8-40ed-4bdc-88c4-2144fbda85a0",

"snapshotCreationTimestamp": "2022-10-30T22:44:332",

"name": "snapshot-david-1",

"state": "completed",

"stateUnready": []

1,

"metadata": {}

Répertoriez les sauvegardes

Vous pouvez afficher la liste des sauvegardes créées pour une application spécifique.

Avant de commencer

Vous devez disposer de I'ID de I'application pour laquelle vous souhaitez répertorier les sauvegardes. Si
nécessaire, vous pouvez utiliser le workflow "Répertorier les applications" pour localiser I'application.

1. Dressez la liste des sauvegardes

Effectuez I'appel de 'API REST suivant.

Méthode HTTP Chemin
OBTENEZ /Accounts/{account_ID}/k8s/v1/apps/{app_I|D}/appBackups

Parameétres d’entrée supplémentaires

Outre les parametres communs a tous les appels APl REST, les paramétres suivants sont également utilisés
dans les exemples de boucles pour cette étape.
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Paramétre Type Obligatoi Description
re

id de I'application Chemin  Oui. Identifie I'application gérée propriétaire des sauvegardes
répertoriées.

Exemple Curl : renvoie toutes les sauvegardes de I'application

curl --location -i —--request GET
'https://astra.netapp.io/accounts/<ACCOUNT ID>/k8s/v1/apps/<APP_ID>/appBac
kups' --header 'Accept: */*' --header 'Authorization: Bearer <API TOKEN>'

Exemple de sortie JSON

"items": [

"type": "application/astra-appBackup",
"version": "1.1",

"id": "8edeb4ad-fd8b-4222-a559-1013145b28fc",
"name": "backup-david-oct28-1",

"bucketID": "a443e58f-59bd-4d45-835a-1bc7813f659a",
"snapshotID": "dfe237cb-57b7-4576-af4d-00ba3a8£2828",
"state": "completed",
"stateUnready": [],
"hookState": "success",
"totalBytes": 205219132,
"bytesDone": 205219132,
"percentDone": 100,
"metadata": {
"labels": [
{
"name": "astra.netapp.io/labels/read-
only/triggerType",
"value": "backup"

I

"creationTimestamp": "2022-10-28T21:58:372",
"modificationTimestamp": "2022-10-28T21:58:552",
"createdBy": "ab530e865-23e8-4e2e-8020-e92c419%a3867"

1,

"metadata": {}



Créer un instantané pour une application

Vous pouvez créer un instantané pour une application spécifique.

Avant de commencer

Vous devez avoir I'ID de I'application pour laquelle vous souhaitez créer un snapshot. Si nécessaire, vous
pouvez utiliser le workflow "Répertorier les applications" pour localiser I'application.

1. Créer un snapshot

Effectuez I'appel de 'API REST suivant.

Méthode HTTP Chemin
POST /Accounts/{account_ID}/k8s/v1/apps/{app_ID}appSnaps

Parameétres d’entrée supplémentaires

Outre les parametres communs a tous les appels APl REST, les paramétres suivants sont également utilisés
dans les exemples de boucles pour cette étape.

Paramétre Type Obligatoi Description
re
id de I'application Chemin  Oui. Identifie I'application gérée ou le snapshot sera créé.
JSON Corps Oui. Fournit les paramétres de l'instantané. Voir 'exemple ci-
dessous.

Exemple d’entrée JSON

"type": "application/astra-appSnap",
"version": "1.1",
"name": "snapshot-david-1"

Exemple de curl : créez un snapshot pour I’application

curl --location -i --request POST
'https://astra.netapp.io/accounts/<ACCOUNT ID>/k8s/v1/apps/<APP_ID>/appSna
ps' --header 'Content-Type: application/astra-appSnap+json' —--header
'Accept: */*' --header 'Authorization: Bearer <API TOKEN>' --data
@JSONinput
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Créez une sauvegarde pour une application

Vous pouvez créer une sauvegarde pour une application spécifique, puis utiliser la
sauvegarde pour restaurer ou cloner I'application.

Avant de commencer

Vous devez avoir I'ID de I'application que vous souhaitez sauvegarder. Si nécessaire, vous pouvez utiliser le
workflow "Répertorier les applications" pour localiser I'application.

1. Créez une sauvegarde

Effectuez I'appel de 'API REST suivant.

Méthode HTTP Chemin

POST /Accounts/{account_ID}/k8s/v1/apps/{app_ID}/appBackups

Paramétres d’entrée supplémentaires

Outre les paramétres communs a tous les appels APl REST, les parametres suivants sont également utilisés
dans les exemples de boucles pour cette étape.

Paramétre Type Obligatoi Description
re
id de I'application Chemin  Oui. Identifie I'application ou la sauvegarde sera créée.
JSON Corps Oui. Fournit les parameétres de la sauvegarde. Voir 'exemple ci-
dessous.

Exemple d’entrée JSON

"type": "application/astra-appBackup",
"version": "1.1",
"name": "backup-david-1"

Exemple Curl : créez une sauvegarde pour I'application

curl --location -i --request POST
'https://astra.netapp.io/accounts/<ACCOUNT ID>/k8s/v1/apps/<APP ID>/appBac
kups' --header 'Content-Type: application/astra-appBackup+json' --header
'Accept: */*' --header 'Authorization: Bearer <API TOKEN>' --data
@JSONinput
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Supprime un snapshot

Vous pouvez supprimer un snapshot associé a une application.

Avant de commencer

Vous devez disposer des éléments suivants :

+ ID de I'application propriétaire de 'instantané. Si nécessaire, vous pouvez utiliser le workflow "Répertorier
les applications" pour localiser I'application.

* ID du snapshot a supprimer. Si nécessaire, vous pouvez utiliser le workflow "Répertorier les snapshots”
pour localiser l'instantané.

1. Supprimez le snapshot

Effectuez I'appel de 'API REST suivant.

Méthode HTTP Chemin
SUPPRIMER /Accounts/{account_ID}/k8s/v1/apps/{app_ID}appSnaps/{appSnap_ID}

Paramétres d’entrée supplémentaires

Outre les paramétres communs a tous les appels APl REST, les parametres suivants sont également utilisés
dans les exemples de boucles pour cette étape.

Paramétre Type Obligatoi Description

re
id de I'application Chemin  Oui. Identifie I'application gérée propriétaire du snapshot.
id de snapshot Chemin  Oui. Identifie le snapshot a supprimer.

Exemple de curl : supprimez un seul snapshot pour I’application

curl --location -i --request DELETE
'https://astra.netapp.io/accounts/<ACCOUNT ID>/k8s/v1/apps/<APP_ID>/appSna
ps/<SNAPSHOT ID>' --header 'Accept: */*' --header 'Authorization: Bearer

<API_ TOKEN>'

Supprimer une sauvegarde
Vous pouvez supprimer une sauvegarde associée a une application.
Avant de commencer

Vous devez disposer des éléments suivants :

+ ID de I'application propriétaire de la sauvegarde. Si nécessaire, vous pouvez utiliser le workflow
"Répertorier les applications" pour localiser I'application.
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* ID de la sauvegarde a supprimer. Si nécessaire, vous pouvez utiliser le workflow "Répertoriez les
sauvegardes" pour localiser l'instantané.

1. Supprimez la sauvegarde

Effectuez I'appel de 'API REST suivant.

@ Vous pouvez forcer la suppression d’'une sauvegarde ayant échoué a I'aide de I'en-téte de
demande facultatif comme décrit ci-dessous.

Méthode HTTP Chemin
SUPPRIMER /Accounts/{account_ID}/k8s/v1/apps/{app_I|D}appBackups/{appBackup_ID}

Parameétres d’entrée supplémentaires

Outre les paramétres communs a tous les appels APl REST, les parameétres suivants sont également utilisés
dans les exemples de boucles pour cette étape.

Paramétre Type Obligatoi Description
re
id de I'application Chemin  Oui. Identifie I'application gérée propriétaire de la sauvegarde.
id de sauvegarde Chemin  Oui. Identifie la sauvegarde a supprimer.
forcer la suppression En-téte  Non Utilisé pour forcer la suppression d’une sauvegarde ayant
échoué.

Exemple de curl : supprimez une sauvegarde unique pour I’application

curl --location -i --request DELETE
'https://astra.netapp.io/accounts/<ACCOUNT ID>/k8s/v1/apps/<APP_ID>/appBac
kups/<BACKUP_ ID>' --header 'Accept: */*' --header 'Authorization: Bearer

<API_TOKEN>'

Exemple de curl : supprimez une sauvegarde unique pour I’application avec I’option forcer

curl --location -i --request DELETE
'https://astra.netapp.io/accounts/<ACCOUNT ID>/k8s/v1/apps/<APP_ID>/appBac
kups/<BACKUP_ID>' --header 'Accept: */*' --header 'Authorization: Bearer
<API TOKEN>' --header 'Force-Delete: true'

Création d’une regle de protection des données

Vous pouvez créer une régle de protection des données basée sur une ou plusieurs
planifications.



1. Sélectionnez I'application

Exécutez le flux de travail "Répertorier les applications” et sélectionnez I'application souhaitée.

2. Créer la protection

Effectuez I'appel d’API REST suivant pour créer une stratégie de protection pour une application spécifique.

Méthode Chemin
HTTP
POST /accounts/{account_id}/k8s/v1/apps/{app_id}/programmations

Exemple d’entrée JSON

"type": "application/astra-schedule",
"version": "1.3",

"name": "Backup Schedule",

"enabled": "true",

"granularity": "monthly",

"minute": "0",

"hour": "0",

"dayOfMonth": "1",
"snapshotRetention": "12",

"backupRetention": "12"

Exemple de boucle

curl --location -i --request POST
'https://astra.netapp.io/accounts/<ACCOUNT ID>/k8s/v1/apps/<APP ID>/schedu
les' --header 'Accept: */*' --header 'Authorization: Bearer <API TOKEN>'

--data @JSONinput
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