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Modifications récentes dans la NetApp Console
Découvrez les modifications les plus récentes apportées aux fonctionnalités et aux
services de données qui font partie de la NetApp Console. Pour un historique complet
des versions, accédez au"ensemble complet de notes de version" pour chaque service
individuel.

Services obsolètes

Mise en cache de périphérie

Le service de mise en cache de périphérie a été supprimé le 7 août 2024.

Kubernetes

La prise en charge de la découverte et de la gestion des clusters Kubernetes a été supprimée le 7 août 2024.

Rapports de migration

Le service de rapports de migration a été supprimé le 7 août 2024.

Résilience opérationnelle

Les fonctionnalités de résilience opérationnelle ont été supprimées le 22 août 2025.

Assainissement

Le service de remédiation a été supprimé le 22 avril 2024.

04 février 2026

Conseiller numérique

Nouveau rapport de sécurité pour une supervision complète de la sécurité

Digital Advisor inclut désormais un rapport de sécurité offrant une vue unifiée des risques de sécurité ONTAP
au sein de votre environnement de stockage. Ce rapport permet une détection plus rapide des erreurs de
configuration, des lacunes de conformité et des problèmes de sécurité sur les clusters, les SVM et les
volumes, vous aidant à maintenir une infrastructure de stockage sécurisée.

Prise en charge améliorée de Upgrade Advisor pour les niveaux de correctifs mixtes

Upgrade Advisor génère désormais des rapports de mise à niveau pour les clusters dont les nœuds exécutent
différents niveaux de correctifs au sein d’une même version majeure d’ONTAP. Cette amélioration garantit que
les clients peuvent procéder aux mises à niveau sans interruption tant que le cluster n’est pas composé de
versions majeures mixtes, offrant ainsi une plus grande flexibilité dans la planification des mises à niveau.

2
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Prise en charge étendue pour les versions ONTAP en fin de support limité

Upgrade Advisor prend désormais en charge la génération de plans de mise à niveau pour les versions
ONTAP ayant atteint la fin du support limité, avec un délai de grâce de 9 mois. Cette fonctionnalité aide les
clients à agir rapidement et à éviter les interruptions de mise à niveau en leur fournissant des instructions
claires pendant la période de transition.

02 février 2026

Keystone

Nouvelles améliorations dans le tableau de bord Keystone dans la NetApp Console:

Filtrage interactif des données de pointe quotidiennes accumulées

Le tableau « Frais cumulés par jour » de l’onglet « Tendance de consommation » prend désormais en charge
le filtrage interactif. Sélectionnez une barre du graphique de facturation des frais cumulés pour afficher
uniquement les jours de cette période de facturation. Pour en savoir plus, consultez "Afficher l’utilisation
quotidienne des données en rafale".

Affichage amélioré de la plage de dates dans le graphique des rafales cumulées

Le graphique de facturation cumulée dans l’onglet Tendance de consommation affiche désormais des plages
de dates complètes pour chaque période de facturation, telles que du 01 oct. 2025 au 31 oct. 2025, au lieu du
mois et de l’année seulement.

Vue détaillée extensible de l’abonnement

L’onglet Abonnements propose une option permettant de développer tous les abonnements et d’afficher
simultanément les informations relatives aux niveaux de performance de chaque abonnement. Pour en savoir
plus, consultez "Consultez les détails de vos abonnements Keystone".

Nouvelle colonne Usage type

L’onglet Abonnements comprend une colonne Type d’utilisation qui indique si l’abonnement est facturé en
fonction de l’utilisation provisionnée, physique ou logique. Pour en savoir plus, consultez "Consultez les détails
de vos abonnements Keystone".

19 janvier 2026

Sauvegarde et récupération

Améliorations des charges de travail volumiques ONTAP

Cette version des charges de travail de volume ONTAP introduit la fonctionnalité améliorée suivante :

Prise en charge de plusieurs compartiments : (Aperçu privé) À partir d’ ONTAP 9.17.1 et versions
ultérieures, vous pouvez désormais protéger les volumes d’un système avec jusqu’à 6 compartiments par
système sur différents fournisseurs de cloud.

"Découvrez comment sauvegarder les données de volume ONTAP à l’aide de NetApp Backup and Recovery.".
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Améliorations des charges de travail VMware

Cette version des charges de travail VMware introduit les fonctionnalités améliorées suivantes :

• La prise en charge des charges de travail VMware est désormais disponible en disponibilité générale (GA)
dans NetApp Backup and Recovery.

• Vous pouvez désormais restaurer les fichiers et dossiers du système d’exploitation invité.

"Apprenez-en davantage sur la restauration des fichiers et dossiers invités.".

Améliorations de la préversion des charges de travail Hyper-V

Cette version des charges de travail Hyper-V introduit les fonctionnalités améliorées suivantes :

• Vous pouvez désormais restaurer les sauvegardes et les instantanés de machines virtuelles Hyper-V vers
un autre emplacement. Utilisez cette fonctionnalité pour gérer les versions de machines virtuelles sur
différents hôtes Hyper-V.

• NetApp Backup and Recovery prend désormais en charge les machines virtuelles Hyper-V provisionnées
par System Center Virtual Machine Manager (SCVMM) et hébergées sur un partage CIFS.

• Vous pouvez désormais modifier les groupes de protection.

Dans cette version uniquement, vous ne pouvez pas mettre à niveau les plugins NetApp pour
Hyper-V ou Windows à l’aide de l’option Mettre à niveau du menu Actions. Il faut plutôt
supprimer chaque hôte Hyper-V et l’ajouter à nouveau pour mettre à jour les plugins.

"Découvrez comment restaurer des machines virtuelles Hyper-V avec NetApp Backup and Recovery.".

Améliorations de la prévisualisation des charges de travail KVM

La préversion des charges de travail KVM protège désormais les hôtes KVM et les machines virtuelles qui sont
gérées par Apache CloudStack.

Pour plus de détails sur la protection des charges de travail KVM, reportez-vous à "Présentation de la
protection des charges de travail KVM" .

Résilience aux ransomwares

Volumes non pris en charge

Les rapports de résilience aux ransomwares capturent désormais des informations sur les volumes pris en
charge et non pris en charge dans le rapport Résumé. Utilisez ces informations pour diagnostiquer pourquoi
certains volumes d’un système pourraient ne pas être éligibles à la protection contre les ransomwares.

Pour plus d’informations, voir "Télécharger les rapports dans Ransomware Resilience".

14 janvier 2026

Classification des données
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Version 1.50

Cette version de Data Classification inclut des correctifs de bogues et les mises à jour suivantes :

Améliorations de la classification personnalisée

La classification des données prend désormais en charge la création de catégories personnalisées pour vos
données. Vous pouvez télécharger des fichiers pour affiner un modèle d’IA que la classification des données
utilise pour appliquer le marqueur de catégorie aux données. L’interface de toutes les classifications
personnalisées a été améliorée.

Pour plus d’informations, voir "Créer une classification personnalisée".

Définition de données obsolètes personnalisée

La classification des données vous permet désormais de personnaliser la définition des données obsolètes
afin qu’elle corresponde aux besoins de votre organisation. Auparavant, les données obsolètes étaient définies
comme toutes les données dont la dernière modification remontait à trois ans. Désormais, les données
obsolètes peuvent être identifiées en fonction de leur dernière consultation ou de leur dernière modification ;
cette période peut aller de 6 mois à 10 ans.

Pour plus d’informations, voir "Personnaliser la définition des données obsolètes".

Performances améliorées

Les temps de chargement de toutes les pages de la section Classification des données, du rapport de
cartographie des données et des filtres de la page Investigation ont été réduits.

Délai estimé pour les rapports d’enquête

Lorsque vous téléchargez un rapport d’enquête, la classification des données affiche désormais le temps
estimé pour la fin du téléchargement.

12 janvier 2026

Configuration et administration de la console

Agent de console 4.3.0

La version 4.3.0 prend en charge à la fois le mode standard et le mode restreint.

Cette version de l’agent Console inclut des améliorations de sécurité, des corrections de bugs et les
fonctionnalités suivantes :

Capacité à valider les connexions réseau des agents de la console

Vous pouvez désormais valider les connexions réseau des agents Console connectés directement depuis la
NetApp Console. Cette fonctionnalité permet de vérifier la connectivité et de résoudre les problèmes avec les
agents Console. Ceci s’ajoute à la possibilité existante d’exécuter des diagnostics réseau depuis la ligne de
commandes de la console de maintenance de l’agent Console (CLI).

"Apprenez à exécuter la configuration depuis la NetApp Console."

Administration de la NetApp Console

Cette version comprend les éléments suivants :

Contrôle d’accès basé sur les rôles pour les groupes fédérés dans la NetApp Console
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La NetApp Console prend en charge l’attribution de rôles aux groupes fédérés (par exemple, les groupes
Active Directory), permettant aux administrateurs d’automatiser l’intégration et la désintégration des utilisateurs
en fonction de leur appartenance à un groupe dans le fournisseur d’identité (IdP) de l’organisation. Cette
fonctionnalité réduit la charge administrative et garantit un accès sécurisé et cohérent en mettant à jour
instantanément l’accès à la console lorsque les appartenances aux groupes changent.

"Découvrez comment donner accès à un groupe fédéré à votre organisation."

Prise en charge de la fédération lorsque la NetApp Console est en mode restreint

Vous pouvez désormais activer la fédération pour une organisation NetApp Console en mode restreint. Cela
permet aux utilisateurs de se connecter à la console en utilisant leurs identifiants d’entreprise tout en
conservant les avantages de sécurité du mode restreint.

Mode lecture seule

Vous pouvez configurer une organisation NetApp Console en mode lecture seule. En mode lecture seule, les
utilisateurs peuvent consulter les ressources et les paramètres, mais ne peuvent apporter aucune modification.
Un administrateur ou un super administrateur d’organisation peut activer le mode lecture seule pour une
organisation. Lorsque le mode lecture seule est activé, les utilisateurs disposant de rôles d’administrateur
doivent élever manuellement leurs autorisations pour effectuer les modifications nécessaires.

"Découvrez comment activer le mode lecture seule pour une organisation Console."

"Découvrez comment rehausser votre rôle lorsque votre organisation est en mode lecture seule."

Reprise après sinistre

Prise en charge de plusieurs agents de console dans les environnements sur site

Si vous utilisez la reprise après sinistre sur site, vous pouvez désormais déployer un agent Console pour
chaque instance vCenter, ce qui améliore la résilience.

Par exemple, si vous avez deux sites (sites A et B), le site A peut avoir l’agent de console A attaché à vCenter
1, au déploiement ONTAP 1 et au déploiement ONTAP 2. Le site B peut avoir l’agent de console B attaché aux
déploiements vCenter 2 et ONTAP 3 et 4.

Pour plus d’informations sur l’agent Console dans le cadre de la reprise après sinistre, consultez "Créer l’agent
de console".

Ajoutez des machines virtuelles après le basculement pour les plans de réplication utilisant la
protection basée sur le datastore.

En cas de basculement, tout plan de réplication utilisant une protection basée sur la banque de données inclut
les machines virtuelles ajoutées à la banque de données, à condition qu’elles aient été découvertes. Vous
devez fournir les détails de mappage des machines virtuelles ajoutées avant que le basculement ne soit
terminé.

Pour plus d’informations, voir "Applications de basculement".

Nouvelles notifications par e-mail

Le service de reprise après sinistre envoie désormais des notifications par e-mail pour les événements
suivants :

• Limite d’utilisation de la capacité proche
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• Génération du rapport terminée

• échecs professionnels

• Expiration ou infractions au permis

Améliorations de Swagger

Vous pouvez désormais accéder à la documentation Swagger directement depuis le système de reprise après
sinistre. Dans la section Reprise après sinistre, sélectionnez Paramètres puis Documentation API pour
accéder à Swagger, ou consultez cette URL en mode navigation privée/incognito de votre navigateur :
"https://snapcenter.cloudmanager.cloud.netapp.com/api/api-doc/draas".

Interfaces utilisateur améliorées

La solution de reprise après sinistre offre désormais des avertissements et des résolutions d’erreurs améliorés.
Cette version corrige une erreur qui empêchait l’affichage des tâches annulées dans l’interface utilisateur. Les
tâches annulées sont désormais visibles. Un nouvel avertissement s’affiche également lorsque le même
réseau de destination est associé à plusieurs réseaux sources différents.

Conserver la structure de dossiers des machines virtuelles ajoutée par défaut dans les plans de
réplication

Lors de la création d’une réplication, le comportement par défaut consiste désormais à conserver la structure
des dossiers de la machine virtuelle. Si le répertoire cible de récupération ne possède pas l’arborescence de
dossiers d’origine, la fonction de récupération après sinistre la crée. Vous pouvez désélectionner cette option
pour ignorer l’arborescence des dossiers d’origine.

Pour plus d’informations, voir "Créer un plan de réplication".

Résilience aux ransomwares

Répliquer les instantanés sur ONTAP

Ransomware Resilience prend désormais en charge l’ajout de la réplication des instantanés vers un site
ONTAP secondaire. Avec les groupes de protection qui utilisent une stratégie de réplication, vous pouvez
répliquer vers la même destination ou vers des destinations différentes pour chaque charge de travail. Vous
pouvez créer une stratégie de protection contre les ransomwares incluant la réplication ou utiliser la stratégie
prédéfinie.

Pour plus d’informations, voir "Protéger les charges de travail grâce à la résilience contre les ransomwares".

Exclure les charges de travail de la résilience aux ransomwares

Ransomware Resilience prend désormais en charge l’exclusion de certaines charges de travail d’un système
de la protection et du tableau de bord Ransomware Resilience. Vous pouvez exclure les charges de travail
après leur découverte, puis les réinclure si vous souhaitez ajouter une protection contre les ransomwares. Les
charges de travail exclues ne vous seront pas facturées.

Pour plus d’informations, voir "Exclure les charges de travail".

Les alertes marquées comme étant en cours de révision

Ransomware Resilience vous permet désormais de marquer les alertes comme « En cours d’examen ».
Utilisez l’étiquette « En cours d’examen » pour améliorer la clarté au sein de votre équipe lors du tri et de la
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gestion des menaces de ransomware actives.

Pour plus d’informations, voir "Gérer les alertes dans Ransomware Resilience".

Cloud Volumes ONTAP

Option de facturation privilégiée pour Cloud Volumes ONTAP

Vous pouvez désormais sélectionner l’option de facturation qui vous convient le mieux pour calculer votre
consommation et vos dépassements Cloud Volumes ONTAP . Étant donné la disponibilité limitée du modèle
de licence Bring Your Own Licenses (BYOL) le 25 juin 2025, NetApp a ajouté des méthodes de facturation
préférées dans la section Licences et abonnements de la NetApp Console. Vous pouvez utiliser soit votre
abonnement annuel à la plateforme pour la facturation et les dépassements, soit le modèle BYOL existant
comme option privilégiée. Cela vous permet de choisir la méthode de facturation qui correspond le mieux à la
stratégie financière et aux habitudes d’utilisation de votre organisation.

"Préférences de facturation et dépassements".

10 décembre 2025

Configuration et administration de la console

Agent de console 4.2.0

La version 4.2.0 prend en charge à la fois le mode standard et le mode restreint.

Cette version de l’agent Console inclut des améliorations de sécurité, des corrections de bugs et les
fonctionnalités suivantes :

Prise en charge de Google Cloud Infrastructure Manager

NetApp utilise désormais Google Cloud Infrastructure Manager (IM) au lieu de Google Cloud Deployment
Manager pour déployer et gérer les agents dans Google Cloud. Ce changement a été effectué car Google va
déprécier "Gestionnaire de déploiement cloud".

• Tous les nouveaux agents 4.2.0 et supérieurs utilisent Infrastructure Manager et vous devez mettre à jour
les autorisations du compte utilisateur et du compte de service utilisés pour le déploiement. "Consultez le
journal des modifications d’autorisation."

• Lors du déploiement d’un agent, le système crée également un bucket Google Cloud pour stocker les
fichiers de déploiement.

Amélioration des contrôles de configuration pour les agents de console

• L’agent de la console vérifie désormais la présence de points de terminaison obsolètes lors de l’exécution
d’une vérification de configuration. Si vous n’avez pas mis à jour la liste des points de terminaison pour la
version 4.0.0 ou supérieure, les installations réussissent si le système peut atteindre la liste des points de
terminaison précédente. "Apprenez-en davantage sur les points de terminaison requis pour les agents de
la console."

• Effectuez des vérifications de configuration sur les agents de console installés depuis la console ou la
console de maintenance des agents afin de vérifier la connectivité et de résoudre les problèmes.
"Apprenez comment effectuer des vérifications de configuration sur les agents de la console."

Téléchargez directement le logiciel agent depuis la NetApp Console.

Lorsque vous devez installer manuellement un agent, vous pouvez accéder au logiciel de l’agent directement

8

https://docs.netapp.com/us-en/data-services-ransomware-resilience/rp-use-alert.html
https://docs.netapp.com/us-en/storage-management-cloud-volumes-ontap/concept-licensing-charging.html#billing-preferences-and-overages
https://docs.cloud.google.com/deployment-manager/docs/deprecations
https://docs.netapp.com/us-en/console-setup-admin/reference-permissions-gcp.html#gcp-permissions-change-log
https://docs.netapp.com/us-en/console-setup-admin/reference-permissions-gcp.html#gcp-permissions-change-log
https://docs.netapp.com/us-en/console-setup-admin/reference-networking-saas-console-previous.html#update-endpoint-list
https://docs.netapp.com/us-en/console-setup-admin/reference-networking-saas-console-previous.html#update-endpoint-list
https://docs.netapp.com/us-en/console-setup-admin/task-troubleshoot-agent.html#verify-network-access


depuis la NetApp Console , en plus du site de support NetApp . "Découvrez comment télécharger le logiciel
agent de la console directement depuis la NetApp Console."

Administration de la NetApp Console

Cette version comprend les éléments suivants :

Possibilité de configurer des notifications pour les identifiants expirant

Configurez les notifications d’expiration des identifiants sur les comptes de service et les fédérations.
Choisissez entre sept ou 30 jours. La console affiche des notifications et envoie des e-mails aux utilisateurs
ayant le rôle approprié. Les administrateurs de l’organisation reçoivent des notifications relatives aux comptes
de service. Les administrateurs d’organisation, les administrateurs de fédération et les utilisateurs de la
fédération reçoivent des notifications de fédération.

Les connexions locales ne sont plus disponibles après l’activation de la fédération.

Une fois la fédération activée pour une organisation Console, les utilisateurs ne peuvent plus utiliser les
identifiants locaux et sont redirigés vers les identifiants de fédération.

Améliorations de l’ergonomie des pages de gestion du stockage

Les informations détaillées concernant vos systèmes ONTAP sur site (et FSx pour ONTAP) sont désormais
plus faciles à consulter et à gérer à partir des pages de gestion du stockage.

• La page * Discoverable systems* sépare les informations récapitulatives de l’affichage par onglets des
systèmes disponibles, facilitant ainsi la consultation d’informations complètes sur les systèmes
détectables.

Clusters ONTAP sur site

Améliorations de l’ergonomie lors de la visualisation des systèmes ONTAP depuis la NetApp Console
(mode standard uniquement)

La page Systèmes de la NetApp Console a été améliorée pour une meilleure clarté et une utilisation plus
conviviale lors de la gestion des volumes et des clusters. Ces mises à jour permettent d’harmoniser davantage
l’expérience avec System Manager pour les versions ONTAP plus récentes et simplifient la navigation.

Capacité de cluster incluse pour les versions ONTAP 9.5 et supérieures (mode standard Console
uniquement)

La page Systèmes > Vue d’ensemble affiche la taille du cluster ainsi que la version ONTAP pour les clusters
exécutant ONTAP 9.5 et versions ultérieures.

Pour NetApp Console en mode restreint ou les versions ONTAP 9.5 et inférieures, les informations de
provisionnement du volume restent inchangées.

L’onglet Volumes de la page Systèmes affiche par défaut l’affichage en grille si vous avez plus de 20 clusters
ONTAP locaux.

Lorsque vous gérez plus de 20 clusters ONTAP sur site dans la NetApp Console, l’onglet Volume passe par
défaut en mode grille pour une navigation plus facile. L’affichage par carte est désactivé.

Cette modification s’applique uniquement au mode standard et aux versions ONTAP 9.6 et supérieures.

9 décembre 2025

9

https://docs.netapp.com/us-en/console-setup-admin/task-install-agent-on-prem.html#install-the-console-agent-manually
https://docs.netapp.com/us-en/console-setup-admin/task-install-agent-on-prem.html#install-the-console-agent-manually


Reprise après sinistre

conservation de la hiérarchie des dossiers

Par défaut, la reprise après sinistre conserve la hiérarchie d’inventaire des machines virtuelles (structure des
dossiers) lors d’un basculement. Si le dossier requis n’est pas présent sur la cible de récupération, la fonction
de récupération après sinistre le crée.

Vous pouvez désormais modifier ce paramètre en désignant un nouveau dossier parent pour la machine
virtuelle ou en décochant l’option Conserver la hiérarchie de dossiers d’origine.

Pour plus d’informations, voir "Créer un plan de réplication".

Mise à jour simplifiée de l’agent de console

La reprise après sinistre prend désormais en charge un processus simplifié pour l’utilisation de plusieurs
agents Console dans un environnement de travail. Pour changer d’agent de console, vous devez modifier la
configuration de votre vCenter, redécouvrir les informations d’identification et actualiser les plans de réplication
pour utiliser le nouvel agent de console.

Pour plus d’informations, voir "Agents de la console de commutation".

8 décembre 2025

Sauvegarde et récupération

Améliorations en avant-première des charges de travail VMware

La version préliminaire des charges de travail VMware introduit les fonctionnalités améliorées suivantes :

• Vous pouvez désormais restaurer les sauvegardes et les instantanés vers un autre emplacement. Ceci est
utile si vous souhaitez gérer des versions d’une machine virtuelle sur différents déploiements VMware
vCenter, hôtes VMware ESXi ou banques de données VMware.

"Découvrez comment restaurer des machines virtuelles VMware avec NetApp Backup and Recovery.".

• Vous pouvez désormais restaurer des disques virtuels VMware spécifiques (images VMDK) à partir d’un
emplacement principal ou secondaire, ce qui permet un contrôle plus précis de la restauration des
données de la machine virtuelle.

"Découvrez comment restaurer les disques virtuels VMware avec NetApp Backup and Recovery.".

Classification des données

Version 1.49

Cette version de Data Classification inclut des correctifs de bogues et les mises à jour suivantes :

Surveillez les indicateurs et les performances dans le tableau de bord de surveillance de la santé.

Data Classification propose désormais un tableau de bord de surveillance de l’état de santé, offrant une
surveillance en temps réel de vos ressources et des informations sur l’utilisation de la mémoire, l’utilisation du
disque, le taux d’utilisation du disque, et plus encore. Grâce aux informations fournies par le tableau de bord
de surveillance de l’état de santé, vous pouvez examiner l’infrastructure de votre déploiement et obtenir des

10

https://docs.netapp.com/us-en/data-services-disaster-recovery/use/drplan-create.html
https://docs.netapp.com/us-en/data-services-disaster-recovery/reference/switch-console-agent.html
https://docs.netapp.com/fr-fr/console-relnotes/br-use-vmware-restore.html
https://docs.netapp.com/fr-fr/console-relnotes/br-use-vmware-restore-vmdks-from-backups.html


informations permettant d’optimiser le stockage et les performances.

Pour plus d’informations, voir "Surveiller l’état de la classification des données".

Performances de chargement améliorées

Les performances de chargement de toutes les pages de la section Classification des données ont été
améliorées afin d’offrir une expérience utilisateur plus efficace.

Résilience aux ransomwares

Le blocage des extensions est activé au niveau de la charge de travail.

Lorsque vous activez le blocage des extensions, celui-ci est désormais activé au niveau de la charge de travail
et non plus au niveau de la machine virtuelle de stockage.

Modifier l’état d’alerte du comportement de l’utilisateur

Ransomware Resilience vous permet désormais de modifier le statut des alertes comportementales des
utilisateurs. Vous pouvez ignorer et résoudre manuellement les alertes.

Pour plus d’informations, voir "Gérer les alertes dans Ransomware Resilience".

Prise en charge de plusieurs agents de console

Ransomware Resilience prend désormais en charge l’utilisation de plusieurs agents Console pour gérer les
mêmes systèmes.

Pour plus d’informations sur les agents de console, consultez"Créer un agent de console" .

Cloud Volumes ONTAP

Possibilité d’améliorer les performances des disques SSD Premium v2 dans Azure

Vous pouvez désormais améliorer les performances des disques gérés Premium SSD v2 dans Azure en
modifiant les paramètres IOPS et de débit. Grâce à cette fonctionnalité, vous pouvez optimiser les
performances de stockage de vos systèmes en fonction des exigences de votre charge de travail.

"Gérer les performances des disques SSD Premium v2 pour Cloud Volumes ONTAP dans Azure".

La facturation des dépassements pour les licences Essentials a été simplifiée.

Pour les contrats annuels/offres privées du marché Cloud Volumes ONTAP , les calculs de dépassement pour
les licences Essentials sont désormais alignés sur les forfaits Bring Your Own License (BYOL). Auparavant, les
dépassements étaient facturés aux tarifs horaires du marché pour le forfait Essentiels exact. Désormais, si
votre contrat annuel sur le marché comprend plusieurs forfaits Essentials, la NetApp Console facture les
dépassements d’un forfait Essentials en fonction de la capacité disponible d’un forfait Essentials plus cher
dans votre abonnement. Cela simplifie les calculs de dépassement pour les forfaits Essentials et assure une
transition en douceur du modèle de licence BYOL vers un modèle par abonnement.

"Comment les dépassements sont facturés pour les licences Essentials"

Prise en charge des séries de tailles Azure Edsv6

À partir de Cloud Volumes ONTAP 9.17.1, vous pouvez déployer des machines virtuelles Azure Edsv6 via la
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NetApp Console pour les nouvelles instances Cloud Volumes ONTAP . Cloud Volumes ONTAP 9.17.1 et
versions ultérieures ne prendront en charge que les machines virtuelles de génération 2 pour les nouveaux
déploiements. Ces machines de deuxième génération sont compatibles avec les technologies les plus
récentes, telles que l’interface de microprogramme extensible unifiée (UEFI), les systèmes Azure Boost et
NVMe. Ils sont idéaux pour les systèmes et applications gourmands en mémoire qui nécessitent un stockage
local rapide, tels que les serveurs de bases de données et les moteurs d’analyse.

"Configurations prises en charge pour Cloud Volumes ONTAP dans Azure"

Keystone

Nouvelles améliorations dans le tableau de bord Keystone dans la NetApp Console:

Étiquette renommée « Capacité de rupture accumulée »

L’étiquette Capacité de pointe cumulée est renommée Capacité de pointe cumulée.

1er décembre 2025

Reprise après sinistre

Prise en charge de Google Cloud VMware Engine à l’aide de Google Cloud NetApp Volumes

NetApp Disaster Recovery prend désormais en charge Google Cloud VMware Engine utilisant Google Cloud
NetApp Volumes pour les opérations de migration, de basculement, de restauration et de test. Cette
intégration permet des flux de travail de reprise après sinistre transparents entre les environnements sur site et
Google Cloud.

Assurez-vous de consulter le"prérequis" et"limites" pour Google Cloud.

27 novembre 2025

Google Cloud NetApp Volumes

Modifications des identifiants Google Cloud Platform

À mesure que les clients configurent et autorisent davantage de systèmes Google Cloud NetApp Volumes , la
gestion des identifiants a évolué.

Les informations d’identification des systèmes NetApp Volumes sont désormais stockées sur un serveur cloud
Google, tel que le service Cloud Key Management ou un service similaire, et les informations d’identification
d’emprunt d’identité du compte de service sont utilisées lors de la création d’un nouveau système.

24 novembre 2025

Keystone

Nouvelles améliorations dans le tableau de bord Keystone dans la NetApp Console:
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Identifiant de suivi pour les abonnements avec interruption de couverture

Dans la boîte de notification Complétez votre couverture de Surveillance > Moniteurs d’alerte, chaque
abonnement affiche désormais son identifiant de suivi à côté du numéro d’abonnement.

17 novembre 2025

Amazon FSX pour ONTAP

Gestionnaire système disponible lors de l’utilisation d’un lien AWS Lambda

L’interface ONTAP System Manager peut être utilisée avec une liaison AWS Lambda pour effectuer des
opérations ONTAP avancées. Cela offre une alternative à l’utilisation d’un agent Console avec System
Manager pour gérer un système de fichiers FSx for ONTAP directement depuis la console. "Découvrez
comment utiliser les liens pour les opérations ONTAP avancées."

11 novembre 2025

Amazon FSX pour ONTAP

Prise en charge de la réplication entre les systèmes ONTAP sur site et les systèmes de fichiers FSx
pour ONTAP

La réplication des données est disponible entre un système ONTAP sur site et un système de fichiers FSx pour
ONTAP depuis la page Systèmes de la NetApp Console .

"Répliquer les données"

10 novembre 2025

Licenses and subscriptions

Gérer les préférences de facturation

Vous pouvez désormais configurer et gérer les préférences de facturation directement dans la NetApp
Console. Cette amélioration permet aux administrateurs de définir et de visualiser la facturation de l’utilisation
des capacités, des renouvellements et des coûts pour les licences NetApp directes, les abonnements à la
place de marché cloud et l’accord Keystone .

Pour plus d’informations, consultez le"Documentation relative aux préférences de facturation" .

Configuration et administration de la console

Agent de console 4.1.0

Cette version de l’agent Console inclut des améliorations de sécurité, des corrections de bugs et les
fonctionnalités suivantes :

La version 4.1.0 est disponible pour le mode standard et le mode restreint.

Indicateurs d’état d’agent renommés
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Les indicateurs d’état de l’agent de la console ont été renommés de Actif et Inactif à Connecté et
Déconnecté afin de rendre leur fonction plus claire.

Prise en charge de Red Hat Enterprise Linux (RHEL) 9.6 et de Podman 5.4.0

Lors de l’installation manuelle d’un agent Console, celui-ci prend désormais en charge RHEL 9.6 avec
Podman 5.4.0. De plus, lors de l’utilisation de RHEL 9 et versions supérieures, NetApp prend en charge
podman-compose 1.5.0. "Consultez les exigences du système d’exploitation".

Administration de la NetApp Console

Cette version comprend les éléments suivants :

Nouvelle adresse e-mail pour les notifications de la NetApp Console

L’adresse e-mail qui envoie les notifications de NetApp Console a changé et est désormais
service@console.netapp.com au lieu de service@console.bluexp.netapp.com. NetApp recommande de
mettre à jour vos règles de messagerie pour autoriser service@console.netapp.com afin de continuer à
recevoir les notifications par e-mail de NetApp Console .

Classification des données

Version 1.48

Cette version de la Classification des données inclut des correctifs de bogues, des améliorations de sécurité et
des optimisations de performances.

Clarté améliorée du suivi de la progression de l’analyse

Les configurations d’analyse incluent désormais des informations améliorées sur l’avancement de l’analyse.
Auparavant, une barre de progression ne s’affichait que pendant le déroulement de l’analyse. Désormais, la
barre de progression reste visible après la fin de l’analyse pour confirmer que les scans ont été effectués avec
succès. Vous pouvez également consulter le nombre de fichiers cartographiés et analysés.

Pour plus d’informations sur les paramètres de numérisation, consultez "Modifier les paramètres d’analyse de
NetApp Data Classification pour vos référentiels".

Reprise après sinistre

Prise en charge du basculement en cascade

Vous pouvez désormais configurer une relation en cascade dans ONTAP et utiliser n’importe quel segment de
cette relation de réplication pour la reprise après sinistre.

Rétrograder la prise en charge matérielle VMware lors de l’enregistrement

La solution de reprise après sinistre prend désormais en charge la rétrogradation du matériel VMware vers une
version antérieure de vSphere lors de l’enregistrement. Cela s’avère utile lorsque l’hôte ESX source exécute
une version plus récente que le site de reprise après sinistre.

Pour plus d’informations, voir "Créer un plan de réplication dans NetApp Disaster Recovery".

Arrêt en douceur

La reprise après sinistre arrête désormais les machines virtuelles en douceur au lieu de les éteindre
brutalement. Si une machine virtuelle donnée met plus de dix minutes à s’éteindre, la procédure de reprise
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après sinistre l’éteint.

Assistance à la création de scripts avant sauvegarde

Vous pouvez désormais injecter des scripts personnalisés dans le flux de travail de basculement pour qu’ils
s’exécutent avant la création d’une sauvegarde. Les scripts de pré-sauvegarde vous permettent de contrôler
l’état de la machine virtuelle avant la réplication d’un instantané et de préparer une machine virtuelle à une
transition. Par exemple, vous pouvez injecter un script qui démonte un montage NFS qui sera remonté à l’aide
d’un script différent après le basculement.

Pour plus d’informations, voir "Créer un plan de réplication dans NetApp Disaster Recovery".

Résilience aux ransomwares

Cette version comprend des améliorations générales.

Cloud Volumes ONTAP

Prise en charge NVMe-TCP améliorée

Auparavant, lors du déploiement d’instances Cloud Volumes ONTAP sur NVMe-TCP, il était nécessaire
d’obtenir et d’appliquer manuellement les licences NVMe avant le déploiement. Grâce à cette mise à jour,
Cloud Volumes ONTAP installe désormais automatiquement les licences NVMe requises lors du déploiement,
simplifiant ainsi le processus d’installation.

Pour les déploiements NVMe-TCP existants dépourvus de licences, Cloud Volumes ONTAP applique
automatiquement les licences. Vous devez redémarrer le système pour que les licences soient prises en
compte.

Pour plus d’informations, consultez "Protocoles clients pris en charge pour Cloud Volumes ONTAP: NVMe-
TCP" .

Keystone

Nouvelles améliorations dans le tableau de bord Keystone dans la NetApp Console:

Remplissez votre case de notification de couverture

L’onglet Surveillance des alertes de la page Surveillance comprend une boîte de notification Complétez
votre couverture qui apparaît en cas de lacunes de couverture. Cette section répertorie les abonnements
dont la capacité ou la date d’expiration est insuffisante, ainsi que les moniteurs sans abonnement. Vous
pouvez combler les lacunes en ajoutant des abonnements aux moniteurs existants, en créant de nouveaux
moniteurs ou en supprimant les moniteurs inutilisés. Pour en savoir plus, consultez "Gérer les lacunes de
couverture pour les moniteurs d’alerte".
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Index des notes de version
Consultez l’ensemble complet des notes de publication pour les fonctionnalités de la
NetApp Console et les services de données NetApp .

Administration
• "Installation et administration"

• "Alertes"

• "Catalogue d’automatisation"

• "Conseiller numérique"

• "Efficacité économique"

• "Licenses and subscriptions"

• "Mises à jour logicielles"

Stockage
• "Amazon FSx pour ONTAP"

• "Stockage Amazon S3"

• "Stockage d’objets blob Azure"

• "Azure NetApp Files"

• "Cloud Volumes ONTAP"

• "Gestion de Cloud Volumes ONTAP dans la NetApp Console"

• "Systèmes de la série E"

• "Google Cloud NetApp Volumes"

• "Stockage Google Cloud"

• "Clusters ONTAP sur site"

• "StorageGRID"

Stockage en tant que service
• "Keystone"

Services de données
• "Sauvegarde et récupération"

• "Classification des données"

• "Copier et synchroniser"

• "Reprise après sinistre"

• "Résilience aux ransomwares"

• "Réplication"
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https://docs.netapp.com/us-en/keystone-staas/whats-new.html
https://docs.netapp.com/us-en/data-services-backup-recovery/whats-new.html
https://docs.netapp.com/us-en/data-services-data-classification/whats-new.html
https://docs.netapp.com/us-en/data-services-copy-sync/whats-new.html
https://docs.netapp.com/us-en/data-services-disaster-recovery/release-notes/dr-whats-new.html
https://docs.netapp.com/us-en/data-services-ransomware-resilience/whats-new.html
https://docs.netapp.com/us-en/data-services-replication/whats-new.html


• "Hiérarchisation du cloud"

• "Mise en cache des volumes"

• "Usine de charge de travail"
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Mentions légales
Les mentions légales donnent accès aux déclarations de droits d’auteur, aux marques
déposées, aux brevets et bien plus encore.

Copyright
"https://www.netapp.com/company/legal/copyright/"

Marques de commerce
NETAPP, le logo NETAPP et les marques répertoriées sur la page Marques NetApp sont des marques
commerciales de NetApp, Inc. Les autres noms de sociétés et de produits peuvent être des marques
commerciales de leurs propriétaires respectifs.

"https://www.netapp.com/company/legal/trademarks/"

Brevets
Une liste actuelle des brevets détenus par NetApp est disponible à l’adresse suivante :

https://www.netapp.com/pdf.html?item=/media/11887-patentspage.pdf

Politique de confidentialité
"https://www.netapp.com/company/legal/privacy-policy/"

Open source
Les fichiers d’avis fournissent des informations sur les droits d’auteur et les licences tiers utilisés dans les
logiciels NetApp .

"Avis concernant la NetApp Console"
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Informations sur le copyright

Copyright © 2026 NetApp, Inc. Tous droits réservés. Imprimé aux États-Unis. Aucune partie de ce document
protégé par copyright ne peut être reproduite sous quelque forme que ce soit ou selon quelque méthode que
ce soit (graphique, électronique ou mécanique, notamment par photocopie, enregistrement ou stockage dans
un système de récupération électronique) sans l’autorisation écrite préalable du détenteur du droit de
copyright.

Les logiciels dérivés des éléments NetApp protégés par copyright sont soumis à la licence et à l’avis de non-
responsabilité suivants :

CE LOGICIEL EST FOURNI PAR NETAPP « EN L’ÉTAT » ET SANS GARANTIES EXPRESSES OU
TACITES, Y COMPRIS LES GARANTIES TACITES DE QUALITÉ MARCHANDE ET D’ADÉQUATION À UN
USAGE PARTICULIER, QUI SONT EXCLUES PAR LES PRÉSENTES. EN AUCUN CAS NETAPP NE SERA
TENU POUR RESPONSABLE DE DOMMAGES DIRECTS, INDIRECTS, ACCESSOIRES, PARTICULIERS
OU EXEMPLAIRES (Y COMPRIS L’ACHAT DE BIENS ET DE SERVICES DE SUBSTITUTION, LA PERTE
DE JOUISSANCE, DE DONNÉES OU DE PROFITS, OU L’INTERRUPTION D’ACTIVITÉ), QUELLES QU’EN
SOIENT LA CAUSE ET LA DOCTRINE DE RESPONSABILITÉ, QU’IL S’AGISSE DE RESPONSABILITÉ
CONTRACTUELLE, STRICTE OU DÉLICTUELLE (Y COMPRIS LA NÉGLIGENCE OU AUTRE) DÉCOULANT
DE L’UTILISATION DE CE LOGICIEL, MÊME SI LA SOCIÉTÉ A ÉTÉ INFORMÉE DE LA POSSIBILITÉ DE
TELS DOMMAGES.

NetApp se réserve le droit de modifier les produits décrits dans le présent document à tout moment et sans
préavis. NetApp décline toute responsabilité découlant de l’utilisation des produits décrits dans le présent
document, sauf accord explicite écrit de NetApp. L’utilisation ou l’achat de ce produit ne concède pas de
licence dans le cadre de droits de brevet, de droits de marque commerciale ou de tout autre droit de propriété
intellectuelle de NetApp.

Le produit décrit dans ce manuel peut être protégé par un ou plusieurs brevets américains, étrangers ou par
une demande en attente.

LÉGENDE DE RESTRICTION DES DROITS : L’utilisation, la duplication ou la divulgation par le gouvernement
sont sujettes aux restrictions énoncées dans le sous-paragraphe (b)(3) de la clause Rights in Technical Data-
Noncommercial Items du DFARS 252.227-7013 (février 2014) et du FAR 52.227-19 (décembre 2007).

Les données contenues dans les présentes se rapportent à un produit et/ou service commercial (tel que défini
par la clause FAR 2.101). Il s’agit de données propriétaires de NetApp, Inc. Toutes les données techniques et
tous les logiciels fournis par NetApp en vertu du présent Accord sont à caractère commercial et ont été
exclusivement développés à l’aide de fonds privés. Le gouvernement des États-Unis dispose d’une licence
limitée irrévocable, non exclusive, non cessible, non transférable et mondiale. Cette licence lui permet d’utiliser
uniquement les données relatives au contrat du gouvernement des États-Unis d’après lequel les données lui
ont été fournies ou celles qui sont nécessaires à son exécution. Sauf dispositions contraires énoncées dans
les présentes, l’utilisation, la divulgation, la reproduction, la modification, l’exécution, l’affichage des données
sont interdits sans avoir obtenu le consentement écrit préalable de NetApp, Inc. Les droits de licences du
Département de la Défense du gouvernement des États-Unis se limitent aux droits identifiés par la clause
252.227-7015(b) du DFARS (février 2014).

Informations sur les marques commerciales

NETAPP, le logo NETAPP et les marques citées sur le site http://www.netapp.com/TM sont des marques
déposées ou des marques commerciales de NetApp, Inc. Les autres noms de marques et de produits sont des
marques commerciales de leurs propriétaires respectifs.
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