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Azuré

En savoir plus sur les informations d’identification et les
autorisations Azure dans la NetApp Console

Découvrez comment la NetApp Console utilise les informations d’identification Azure
pour effectuer des actions en votre nom et comment ces informations d’identification sont
associées aux abonnements de la place de marché. Comprendre ces détails peut étre
utile lorsque vous gérez les informations d’identification d’un ou plusieurs abonnements
Azure. Par exemple, vous souhaiterez peut-étre savoir quand ajouter des informations
d’identification Azure supplémentaires a la console.

Informations d’identification Azure initiales

Lorsque vous déployez un agent de console a partir de la console, vous devez utiliser un compte Azure ou un
principal de service disposant des autorisations nécessaires pour déployer la machine virtuelle de I'agent de
console. Les autorisations requises sont répertoriées dans le"Politique de déploiement d’agent pour Azure" .

Lorsque la console déploie la machine virtuelle de I'agent de console dans Azure, elle active un "identité gérée
attribuée par le systeme" sur la machine virtuelle, crée un role personnalisé et I'attribue a la machine virtuelle.
Le réle fournit a la console les autorisations requises pour gérer les ressources et les processus au sein de cet
abonnement Azure. "Examiner comment la console utilise les autorisations" .

Azure account

NetApp Console °
Custom
role with
Choose the cloud provider where you permissions
want to run the console agent
Console agent Managed
Service
identity

Si vous créez un nouveau systeme pour Cloud Volumes ONTAP, la console sélectionne ces informations
d’identification Azure par défaut :

Details & Credentials

Managed Service Ide... OCCM QA1 o

Credential Name Azure Subscription Marketplace subscription

Vous pouvez déployer tous vos systemes Cloud Volumes ONTAP a l'aide des informations d’identification
Azure initiales ou ajouter des informations d’identification supplémentaires.


task-install-agent-azure-console.html#agent-custom-role
https://docs.microsoft.com/en-us/azure/active-directory/managed-identities-azure-resources/overview
https://docs.microsoft.com/en-us/azure/active-directory/managed-identities-azure-resources/overview
https://docs.netapp.com/fr-fr/console-setup-admin/reference-permissions-azure.html

Abonnements Azure supplémentaires pour une identité gérée

L'identité gérée attribuée par le systéme a la machine virtuelle de 'agent de console est associée a
'abonnement dans lequel vous avez lancé I'agent de console. Si vous souhaitez sélectionner un autre
abonnement Azure, vous devez"associer l'identité gérée a ces abonnements” .

Informations d’identification Azure supplémentaires

Si vous souhaitez utiliser différentes informations d’identification Azure avec la console, vous devez accorder
les autorisations requises en'"création et configuration d’'un principal de service dans Microsoft Entra ID" pour
chaque compte Azure. L'image suivante montre deux comptes supplémentaires, chacun configuré avec un
principal de service et un rble personnalisé qui fournit des autorisations :

Initial Azure account » Second account Third account
Custom
. [ 0
role with . .
o Service Service
permissions principal E principal E
Custom Custom
role role
Console agent Managed
Service
identity

Vous voudriez alors"ajouter les informations d’identification du compte a la console" en fournissant des détails
sur le principal du service AD.

Par exemple, vous pouvez basculer entre les informations d’identification lors de la création d’'un nouveau
systeme Cloud Volumes ONTAP :

Edit Account & Add Subscription

Credentials

| 1

cloud-manager-app | Application ID: 57c42424-88a0-480a.

Managed Service Identity

OCCM QA1 (Default) -


task-adding-azure-accounts.html#associate-additional-azure-subscriptions-with-a-managed-identity
task-adding-azure-accounts.html
task-adding-azure-accounts.html#add-credentials-azure

Informations d’identification et abonnements a la place de marché

Les informations d’identification que vous ajoutez a un agent de console doivent étre associées a un
abonnement Azure Marketplace afin que vous puissiez payer Cloud Volumes ONTAP a un tarif horaire
(PAYGO) ou des services de données NetApp ou via un contrat annuel.

"Découvrez comment associer un abonnement Azure" .

Notez les points suivants concernant les informations d’identification Azure et les abonnements a la place de
marché :

* Vous ne pouvez associer qu’un seul abonnement Azure Marketplace a un ensemble d’informations
d’identification Azure

» Vous pouvez remplacer un abonnement de marché existant par un nouvel abonnement

FAQ

La question suivante concerne les informations d’identification et les abonnements.

Puis-je modifier ’'abonnement Azure Marketplace pour les systémes Cloud Volumes ONTAP ?

Oui, tu peux. Lorsque vous modifiez 'abonnement Azure Marketplace associé a un ensemble d’informations
d’identification Azure, tous les systémes Cloud Volumes ONTAP existants et nouveaux seront facturés sur le
nouvel abonnement.

"Découvrez comment associer un abonnement Azure" .

Puis-je ajouter plusieurs informations d’identification Azure, chacune avec des abonnements de
marketplace différents ?

Toutes les informations d’identification Azure appartenant au méme abonnement Azure seront associées au
méme abonnement Azure Marketplace.

Si vous disposez de plusieurs informations d’identification Azure appartenant a différents abonnements Azure,
ces informations d’identification peuvent étre associées au méme abonnement Azure Marketplace ou a
différents abonnements Marketplace.

Puis-je déplacer des systémes Cloud Volumes ONTAP existants vers un autre abonnement Azure ?

Non, il n’est pas possible de déplacer les ressources Azure associées a votre systeme Cloud Volumes ONTAP
vers un autre abonnement Azure.

Comment fonctionnent les informations d’identification pour les déploiements sur le marché et les
déploiements sur site ?

Les sections ci-dessus décrivent la méthode de déploiement recommandée pour 'agent de console, qui
provient de la console. Vous pouvez également déployer un agent de console dans Azure a partir de la Place
de marché Azure et installer le logiciel de I'agent de console sur votre propre héte Linux.

Si vous utilisez la Place de marché, vous pouvez fournir des autorisations en attribuant un role personnalisé a
la machine virtuelle de I'agent de console et a une identité gérée attribuée par le systeme, ou vous pouvez
utiliser un principal de service Microsoft Entra.

Pour les déploiements sur site, vous ne pouvez pas configurer une identité gérée pour I'agent de console,



mais vous pouvez fournir des autorisations a 'aide d’un principal de service.
Pour savoir comment configurer les autorisations, reportez-vous aux pages suivantes :

* Mode standard
o "Configurer les autorisations pour un déploiement Azure Marketplace"
o "Configurer les autorisations pour les déploiements sur site"

* Mode restreint

o "Configurer les autorisations pour le mode restreint"

Gérer les informations d’identification Azure et les
abonnements a la place de marché pour la NetApp Console

Ajoutez et gérez les informations d’identification Azure afin que la NetApp Console
dispose des autorisations nécessaires pour déployer et gérer les ressources cloud dans
vos abonnements Azure. Si vous gérez plusieurs abonnements Azure Marketplace, vous
pouvez attribuer chacun d’eux a différentes informations d’identification Azure a partir de
la page Informations d’identification.

Apercu

Il existe deux maniéres d’ajouter des abonnements et des informations d’identification Azure supplémentaires
dans la console.
1. Associez des abonnements Azure supplémentaires a I'identité gérée Azure.

2. Pour déployer Cloud Volumes ONTAP a 'aide de différentes informations d’identification Azure, accordez
des autorisations Azure a I'aide d’un principal de service et ajoutez ses informations d’identification a la
console.

Associer des abonnements Azure supplémentaires a une identité gérée

La console vous permet de choisir les informations d’identification Azure et 'abonnement Azure dans lesquels
vous souhaitez déployer Cloud Volumes ONTAP. Vous ne pouvez pas sélectionner un autre abonnement
Azure pour le profil d’identité managée, sauf si vous I'associez "identité gérée" avec ces abonnements.

A propos de cette tache
Une identité gérée est'le compte Azure initial" lorsque vous déployez un agent de console a partir de la
console. Lorsque vous déployez I'agent de console, la console attribue le réle d’opérateur de console a la
machine virtuelle de I'agent de console.
Etapes

1. Connectez-vous au portail Azure.

2. Ouvrez le service Abonnements, puis sélectionnez 'abonnement dans lequel vous souhaitez déployer
Cloud Volumes ONTAP.

3. Sélectionnez Contréle d’acceés (IAM).
a. Sélectionnez Ajouter > Ajouter une attribution de roéle, puis ajoutez les autorisations :

= Sélectionnez le réle Opérateur de console.


https://docs.netapp.com/fr-fr/console-setup-admin/task-install-agent-azure-marketplace.html#step-3-set-up-permissions
https://docs.netapp.com/fr-fr/console-setup-admin/task-install-agent-on-prem.html#agent-permission-aws-azure
https://docs.netapp.com/fr-fr/console-setup-admin/task-prepare-restricted-mode.html#step-6-prepare-cloud-permissions
https://docs.microsoft.com/en-us/azure/active-directory/managed-identities-azure-resources/overview
concept-accounts-azure.html

L'opérateur de console est le nom par défaut fourni dans une stratégie d’agent de
@ console. Si vous avez choisi un nom différent pour le réle, sélectionnez plutét ce
nom.

= Attribuer I'accés a une machine virtuelle.

= Sélectionnez 'abonnement dans lequel une machine virtuelle d’agent de console a été créeée.
= Sélectionnez une machine virtuelle d’agent de console.

= Sélectionnez Enregistrer.

4. Répétez ces étapes pour des abonnements supplémentaires.

Résultat

Lors de la création d’'un nouveau systeéme, vous pouvez désormais choisir parmi plusieurs abonnements Azure
pour le profil d’identité géré.

Edit Account & Add Subscription

Credentials

Managed Service |dentity -

Azure Subscription
OCCM Dev

OCCM QA1 (Default)

Ajouter des informations d’identification Azure supplémentaires a la NetApp
Console

Lorsque vous déployez un agent de console a partir de la console, la console active une identité gérée
attribuée par le systéme sur la machine virtuelle qui dispose des autorisations requises. La console
sélectionne ces informations d’identification Azure par défaut lorsque vous créez un nouveau systéme pour
Cloud Volumes ONTAP.

Un ensemble initial d’informations d’identification n’est pas ajouté si vous avez installé
manuellement un logiciel d’agent de console sur un systéme existant. "En savoir plus sur les
informations d’identification et les autorisations Azure" .

Si vous souhaitez déployer Cloud Volumes ONTAP a l'aide de différentes informations d’identification Azure,
vous devez accorder les autorisations requises en créant et en configurant un principal de service dans



Microsoft Entra ID pour chaque compte Azure. Vous pouvez ensuite ajouter les nouvelles informations
d’identification a la console.

Accorder des autorisations Azure a I’aide d’un principal de service

La console a besoin d’autorisations pour effectuer des actions dans Azure. Vous pouvez accorder les
autorisations requises a un compte Azure en créant et en configurant un principal de service dans Microsoft
Entra ID et en obtenant les informations d’identification Azure dont la console a besoin.

A propos de cette tache

L'image suivante illustre comment la console obtient les autorisations pour effectuer des opérations dans
Azure. Un objet principal de service, lié a un ou plusieurs abonnements Azure, représente la console dans
Microsoft Entra ID et est attribué a un réle personnalisé qui autorise les autorisations requises.

curlhttp://localhost/occm/api/
azure/vsa/working-
NetApp Console > environments-XPOST--header
“Content-Type:application/jscn

v

Active Directory Azure REST API calls
authentication to manage resources
and authorization

Service
«— principal
object
Azure Service principal that Custom role
subscriptions represents Netapp Console

Etapes
1. Créer une application Microsoft Entra .
2. Affecter I'application a un réle .
3. Ajouter des autorisations a I'’API Windows Azure Service Management .
4. Obtenir I'ID de I'application et I'lD du répertoire .

5. Créer un secret client .

Créer une application Microsoft Entra

Créez une application Microsoft Entra et un principal de service que la console peut utiliser pour le controle
d’accés basé sur les rdles.

Etapes
1. Assurez-vous que vous disposez des autorisations dans Azure pour créer une application Active Directory
et attribuer I'application a un réle.



Pour plus de détails, reportez-vous a "Documentation Microsoft Azure : autorisations requises”

2. Depuis le portail Azure, ouvrez le service Microsoft Entra ID.

Mi:msnfl Azure £ entrd

All Services (24) Resources (10) Rescurce Groups (12) harks]

Az
Microsoft Entra ID (1)

Services
> Microsoft Entra ID & Microsoft Entra
I Central serﬂ instances for SAP solutions . Microsoft Entra

3. Dans le menu, sélectionnez Inscriptions d’applications.
4. Sélectionnez Nouvelle inscription.
5. Précisez les détails de I'application :

o Nom: Saisissez un nom pour 'application.

> Type de compte : sélectionnez un type de compte (n’importe lequel fonctionnera avec la NetApp
Console).

> URI de redirection: VVous pouvez laisser ce champ vide.

6. Sélectionnez S’inscrire.

Vous avez créé 'application AD et le principal de service.

Affecter ’application a un réle

Vous devez lier le principal du service a un ou plusieurs abonnements Azure et lui attribuer le réle personnalisé
« Opérateur de console » afin que la console dispose d’autorisations dans Azure.

Etapes
1. Créer un role personnalisé :
Notez que vous pouvez créer un réle personnalisé Azure a I'aide du portail Azure, d’Azure PowerShell,
d’Azure CLI ou de 'API REST. Les étapes suivantes montrent comment créer le réle a I'aide de I'interface

de ligne de commande Azure. Si vous préférez utiliser une méthode différente, reportez-vous a
"Documentation Azure"

a. Copiez le contenu du"autorisations de role personnalisées pour 'agent de la console" et les enregistrer
dans un fichier JSON.

b. Modifiez le fichier JSON en ajoutant des ID d’abonnement Azure a I'étendue attribuable.

Vous devez ajouter I'ID de chaque abonnement Azure a partir duquel les utilisateurs créeront des
systemes Cloud Volumes ONTAP .

Exemple


https://docs.microsoft.com/en-us/azure/active-directory/develop/howto-create-service-principal-portal#required-permissions/
https://learn.microsoft.com/en-us/azure/role-based-access-control/custom-roles#steps-to-create-a-custom-role
reference-permissions-azure.html

"AssignableScopes": [

"/subscriptions/d333af45-0d07-4154-943d-c25fbzzzzzzz",
"/subscriptions/54b91999-b3e6-4599-908e-416e0zzzzzzz",
"/subscriptions/398e471c-3b42-4ae7-9059-cebbbzzzzzzz"

]

c. Utilisez le fichier JSON pour créer un rble personnalisé dans Azure.
Les étapes suivantes décrivent comment créer le role a I'aide de Bash dans Azure Cloud Shell.

= Commencer "Azure Cloud Shell" et choisissez I'environnement Bash.

= Téléchargez le fichier JSON.

Bash v O ? @ ™My B

Requesting a Cloud Shell.sy
Connecting terminal...

Welcome to Azure Cloud Shell

Type "az"™ to use Lzure CLIT
Type "help" to learn about Cleoud Shell

beammettfAzure: ~5 D

= Utilisez l'interface de ligne de commande Azure pour créer le réle personnalisé :

az role definition create --role-definition agent Policy.json

Vous devriez maintenant avoir un role personnalisé appelé Opérateur de console que vous pouvez
attribuer a la machine virtuelle de I'agent de console.

2. Affecter I'application au réle :

a. Depuis le portail Azure, ouvrez le service Abonnements.

b. Sélectionnez 'abonnement.

c. Sélectionnez Controle d’accées (IAM) > Ajouter > Ajouter une attribution de réle.

d. Dans l'onglet Réle, sélectionnez le role Opérateur de console et sélectionnez Suivant.

e. Dans I'onglet Membres, procédez comme suit :

= Gardez Utilisateur, groupe ou principal du service sélectionné.


https://docs.microsoft.com/en-us/azure/cloud-shell/overview

= Sélectionnez Sélectionner les membres.

Add role assignment

l? (ot feedback?

L] - -
Role  Members Review = assign
Selected role Cloud Manager Operator 3.0.12_B
Assign access to (®) User, group, or service principal

O Managed identity

Members I~ Select members

= Recherchez le nom de l'application.

Voici un exemple :

Select members X

Sefect (1)

| test-service-principal

___  test-senvice-principal
dl

= Sélectionnez 'application et sélectionnez Sélectionner.

= Sélectionnez Suivant.
f. Sélectionnez Réviser + attribuer.

Le principal du service dispose désormais des autorisations Azure requises pour déployer I'agent de la
console.

Si vous souhaitez déployer Cloud Volumes ONTAP a partir de plusieurs abonnements Azure, vous devez
lier le principal de service a chacun de ces abonnements. Dans la NetApp Console, vous pouvez
sélectionner 'abonnement que vous souhaitez utiliser lors du déploiement de Cloud Volumes ONTAP.



Ajouter des autorisations a I’API Windows Azure Service Management

Vous devez attribuer les autorisations « API de gestion des services Windows Azure » au principal du service.

Etapes

1. Dans le service Microsoft Entra ID, sélectionnez Inscriptions d’applications et sélectionnez
I'application.

2. Sélectionnez Autorisations APl > Ajouter une autorisation.

3. Sous API Microsoft, sélectionnez Azure Service Management.

Request APl permissions

Select an API

Microsoft APls

Commonly used Microsoft APls

Microsoft Graph

APls my organization uses

My APls

Take advantage of the tremendous amount of data in Office 365, Enterprise Maobility +
Security, and Windows 10. Access Azure AD, Excel, Intune, Qutlook/Exchange, Onelirive,
OneMote, SharePoint, Planner, and more through a single endpoint.

Eh
& Azure Batch

Schadule large-scale parallel and HPC
applications in the cloud

i Azure Data Lake

Access to storage and compute for big
data analytic scenarios

‘ ' Azure Key Vault

Manage your key vaults as well as the
keys, secrets, and certificates withinyour
Key Vaults

| _i_i Azure Storage

Secure, massively scalable object and
data lake storage for unstructured and
semi-structured data

ﬁ Azure Data Catalog

Programmatic access to Data Catalog
resources to register, annotate and
search data assets

g Azure DevOps

Integrate with Azure DevOps and Azure
DevOps server

™y Azure Rights Management
Services

Allow validated users to read and write
protected content

D Customer Insights

Create profile and interaction models for
your products

2

&

s
> =B

; ‘ Azure Data Explorer
Perform ad-hoc quertes on terabytes of

data to build near real-time and complex
analytics solutions

‘P Azure Import/Export

Programmatic control of import/export
jobs

I_‘ Azure Service Management

Pregrammatic access to much of the
functionality available threugh the Azure
portal

Data Export Service for
Microsoft Dynamics 365

Export data from Microsoft Dynamics
CEM organization to an external
destination

4. Sélectionnez Accéder a Azure Service Management en tant qu’utilisateurs de I’organisation, puis
sélectionnez Ajouter des autorisations.
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Request APl permissions

€ All APIs

Azure Service Management
/_S https://management.azure.com/ Dacs [

What type of permissions does your application require?

Delegated permissions Application perm

Your application needs to access the APl as the signed-in user.

Select permissions expand all

| Type to search

PERMISSION ADMIN CONSENT REQUIRED

user_impersonation
Access Azure Service Management as organization users (preview) @

Obtenir I’'ID de I’application et I'ID du répertoire

Lorsque vous ajoutez le compte Azure a la console, vous devez fournir I'lD d’application (client) et I'ID de
répertoire (locataire) de I'application. La console utilise les identifiants pour se connecter par programmation.

Etapes

1.

Dans le service Microsoft Entra ID, sélectionnez Inscriptions d’applications et sélectionnez
I'application.

Copiez I'ID d’application (client) et I'ID de répertoire (locataire).
@ Delete @ Endpoints
0 Welcome to the new-and improved App registrations: Looking to learn

Display name : test-service-principal

F
i
i
|
|
|
|
|
i
i

Application (client) ID © 73de25f9-99be-4ael-8b24-538ca787a6b3

Directory (tenant) ID @ 4b0911a0-929b-4715-544b-c03745165b3a

. Chject ID : b374539a9-379f-49c2-b27c-2630514106a5

Lorsque vous ajoutez le compte Azure a la console, vous devez fournir I'lD d’application (client) et I'ID de
répertoire (locataire) de I'application. La console utilise les identifiants pour se connecter par
programmation.

Créer un secret client

Créez un secret client et fournissez sa valeur a la console pour I'authentification avec Microsoft Entra ID.

Etapes

11



1. Ouvrez le service Microsoft Entra ID.

Sélectionnez Inscriptions d’applications et sélectionnez votre application.
Sélectionnez Certificats et secrets > Nouveau secret client.

Fournissez une description du secret et une durée.

Sélectionnez Ajouter.

© o > w0 Db

Copiez la valeur du secret client.

Client secrets

A secret string that the application uses to prove its identity when reguesting a token. Also can be referred to as application password.

| + Mew client secret

DESCRIPTION EXPIRES VALUE Copy to dipboard
test secret 8/16/2020 *571)Se2By:D*-ZRoVANLIdACY7:+0vA [I-“
Résultat

Votre principal de service est maintenant configuré et vous devez avoir copié I'ID de I'application (client), I'ID
du répertoire (locataire) et la valeur du secret client. Vous devez saisir ces informations dans la console
lorsque vous ajoutez un compte Azure.

Ajoutez les informations d’identification a la console

Apres avoir fourni a un compte Azure les autorisations requises, vous pouvez ajouter les informations
d’identification de ce compte a la console. Cette étape vous permet de lancer Cloud Volumes ONTAP a l'aide
de différentes informations d’identification Azure.

Avant de commencer

Si vous venez de créer ces informations d’identification auprés de votre fournisseur de cloud, il faudra peut-
étre quelques minutes avant qu’elles soient disponibles pour utilisation. Attendez quelques minutes avant
d’ajouter les informations d’identification a la console.

Avant de commencer
Vous devez créer un agent de console avant de pouvoir modifier les parameétres de la console. "Apprenez a

créer un agent de console" .
Etapes
1. Sélectionnez Administration > Informations d’identification.
2. Sélectionnez Ajouter des informations d’identification et suivez les étapes de I'assistant.
a. Emplacement des informations d’identification : sélectionnez Microsoft Azure > Agent.

b. Définir les informations d’identification : saisissez les informations sur le principal du service
Microsoft Entra qui accorde les autorisations requises :

= ID de I'application (client)
= ID du répertoire (locataire)
= Secret client

c. Abonnement Marketplace : Associez un abonnement Marketplace a ces informations d’identification
en vous abonnant maintenant ou en sélectionnant un abonnement existant.

12


https://docs.netapp.com/fr-fr/console-setup-admin/concept-agents.html#agent-installation
https://docs.netapp.com/fr-fr/console-setup-admin/concept-agents.html#agent-installation

d. Révision : Confirmez les détails des nouvelles informations d’identification et sélectionnez Ajouter.

Résultat

Vous pouvez passer a un autre ensemble d’informations d’identification a partir de la page Détails et
informations d’identification. "lors de I'ajout d’'un systeme a la console"

Edit Account & Add Subscription

Credentials
| I
cloud-manager-app | Application ID: 57c42424-88a0-480a.

Managed Service Identity
OCCM QA1 (Default) -

Gérer les informations d’identification existantes

Gérez les informations d’identification Azure que vous avez déja ajoutées a la console en associant un
abonnement Marketplace, en modifiant les informations d’identification et en les supprimant.

Associer un abonnement Azure Marketplace aux informations d’identification

Apres avoir ajouté vos informations d’identification Azure a la console, vous pouvez associer un abonnement
Azure Marketplace a ces informations d’identification. Vous pouvez utiliser 'abonnement pour créer un
systéme Cloud Volumes ONTAP a la carte et accéder aux services de données NetApp .

Il existe deux scénarios dans lesquels vous pouvez associer un abonnement Azure Marketplace aprés avoir
ajouté les informations d’identification a la console :

* Vous n'avez pas associé d’abonnement lorsque vous avez initialement ajouté les informations
d’identification a la console.
* Vous souhaitez modifier 'abonnement Azure Marketplace associé aux informations d’identification Azure.

Le remplacement de 'abonnement actuel au marché le met a jour pour les systemes Cloud Volumes
ONTAP existants et nouveaux.

Etapes
1. Sélectionnez Administration > Informations d’identification.
2. Sélectionnez Informations d’identification de I’organisation.
3. Sélectionnez le menu d’action pour un ensemble d’'informations d’identification associées a un agent de
console, puis sélectionnez Configurer 'abonnement.

Vous devez sélectionner les informations d’identification associées a un agent de console. Vous ne pouvez

13


https://docs.netapp.com/us-en/bluexp-cloud-volumes-ontap/task-deploying-otc-azure.html

pas associer un abonnement au marché aux informations d’identification associées a la NetApp Console.
4. Pour associer les informations d’identification a un abonnement existant, sélectionnez 'abonnement dans
la liste déroulante et sélectionnez Configurer.
5. Pour associer les informations d’identification @ un nouvel abonnement, sélectionnez Ajouter un
abonnement > Continuer et suivez les étapes dans la Place de marché Azure :
. Si vous y étes invité, connectez-vous a votre compte Azure.

a
b. Sélectionnez S’abonner.

(9]

. Remplissez le formulaire et sélectionnez S’abonner.

d. Une fois le processus d’abonnement terminé, sélectionnez Configurer le compte maintenant.
Vous serez redirigé vers la NetApp Console.

e. A partir de la page Affectation d’abonnement :

= Sélectionnez les organisations ou les comptes de la console auxquels vous souhaitez associer cet
abonnement.

= Dans le champ Remplacer 'abonnement existant, choisissez si vous souhaitez remplacer
automatiquement 'abonnement existant pour une organisation ou un compte par ce nouvel
abonnement.

La console remplace I'abonnement existant pour toutes les informations d’identification de
I'organisation ou du compte par ce nouvel abonnement. Si un ensemble d’informations
d’identification n’a jamais été associé a un abonnement, ce nouvel abonnement ne sera pas
associé a ces informations d’identification.

Pour toutes les autres organisations ou comptes, vous devrez associer manuellement 'abonnement en
répétant ces étapes.

o Sélectionnez Enregistrer.

Modifier les informations d’identification

Modifiez vos informations d’identification Azure dans la console. Par exemple, vous pouvez mettre a jour le
secret client si un nouveau secret a été créé pour I'application principale de service.

Etapes
1. Sélectionnez Administration > Informations d’identification.
2. Sélectionnez Informations d’identification de I'organisation.

3. Sélectionnez le menu d’action pour un ensemble d’'informations d’identification, puis sélectionnez Modifier
les informations d’identification.

4. Apportez les modifications requises, puis sélectionnez Appliquer.
Supprimer les informations d’identification

Si vous n’avez plus besoin d’un ensemble d’informations d’identification, vous pouvez les supprimer. Vous ne
pouvez supprimer que les informations d’identification qui ne sont pas associées a un systéeme.

Etapes
1. Sélectionnez Administration > Informations d’identification.
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2. Sélectionnez Informations d’identification de I'organisation.

3. Sur la page Informations d’identification de I’organisation, sélectionnez le menu d’action pour un
ensemble d’'informations d’identification, puis sélectionnez Supprimer les informations d’identification.

4. Sélectionnez Supprimer pour confirmer.
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copyright.
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TELS DOMMAGES.

NetApp se réserve le droit de modifier les produits décrits dans le présent document a tout moment et sans
préavis. NetApp décline toute responsabilité découlant de I'utilisation des produits décrits dans le présent
document, sauf accord explicite écrit de NetApp. L'utilisation ou I'achat de ce produit ne concéde pas de
licence dans le cadre de droits de brevet, de droits de marque commerciale ou de tout autre droit de propriété
intellectuelle de NetApp.

Le produit décrit dans ce manuel peut étre protégé par un ou plusieurs brevets américains, étrangers ou par
une demande en attente.

LEGENDE DE RESTRICTION DES DROITS : L'utilisation, la duplication ou la divulgation par le gouvernement
sont sujettes aux restrictions énoncées dans le sous-paragraphe (b)(3) de la clause Rights in Technical Data-
Noncommercial Items du DFARS 252.227-7013 (février 2014) et du FAR 52.227-19 (décembre 2007).

Les données contenues dans les présentes se rapportent a un produit et/ou service commercial (tel que défini
par la clause FAR 2.101). Il s’agit de données propriétaires de NetApp, Inc. Toutes les données techniques et
tous les logiciels fournis par NetApp en vertu du présent Accord sont a caractére commercial et ont été
exclusivement développés a I'aide de fonds privés. Le gouvernement des Etats-Unis dispose d’une licence
limitée irrévocable, non exclusive, non cessible, non transférable et mondiale. Cette licence lui permet d’utiliser
uniquement les données relatives au contrat du gouvernement des Etats-Unis d’aprés lequel les données lui
ont été fournies ou celles qui sont nécessaires a son exécution. Sauf dispositions contraires énoncées dans
les présentes, I'utilisation, la divulgation, la reproduction, la modification, 'exécution, I'affichage des données
sont interdits sans avoir obtenu le consentement écrit préalable de NetApp, Inc. Les droits de licences du
Département de la Défense du gouvernement des Etats-Unis se limitent aux droits identifiés par la clause
252.227-7015(b) du DFARS (février 2014).

Informations sur les marques commerciales
NETAPP, le logo NETAPP et les marques citées sur le site http://www.netapp.com/TM sont des marques

déposées ou des marques commerciales de NetApp, Inc. Les autres noms de marques et de produits sont des
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