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Interface principale

En savoir plus sur SANtricity Unified Manager

SANItricity Unified Manager est une interface web qui vous permet de gérer plusieurs
baies de stockage dans une vue unique.

Page principale

Lorsque vous vous connectez & Unified Manager, la page principale s’ouvre sur Manage - All. A partir de cette
page, vous pouvez faire défiler la liste des matrices de stockage détectées sur votre réseau, afficher leur état
et effectuer des opérations sur une seule matrice ou sur un groupe de matrices.

Barre latérale de navigation

Vous pouvez accéder aux fonctionnalités et fonctions de Unified Manager a partir de la barre latérale de
navigation.

De service Description

Gérez Découvrez les baies de stockage de votre réseau, lancez SANTtricity System
Manager pour une baie, importez les parameétres d’'une baie a plusieurs baies et
gérez les groupes de baies. Cochez les cases en regard des noms de tableau
pour effectuer des opérations sur ces derniers, telles que I'importation de
parametres et la création de groupes de matrices. Les points de suspension a la
fin de chaque ligne fournissent un menu en ligne pour les opérations sur un
tableau unique, comme le renommer.

Exploitation Affichez la progression des opérations par lots, comme I'importation de
parametres d’'une matrice a une autre.

@ Certaines opérations ne sont pas disponibles lorsqu’'une matrice
de stockage présente un état non optimal.

Gestion des certificats Gérer les certificats pour s’authentifier entre les navigateurs et les clients.
Gestion des accés Définition de I'authentification utilisateur pour I'interface Unified Manager
Assistance Accédez aux options d’assistance technique, aux ressources et aux contacts.

Parameétres d’interface et aide

En haut a droite de I'interface, vous pouvez accéder a l'aide et a d’autres documents. Vous pouvez également
accéder aux options d’administration disponibles dans la liste déroulante située a cété de votre nom de
connexion.



Identifiants de connexion et mots de passe des utilisateurs

L'utilisateur actuel connecté au systéme s’affiche en haut a droite de l'interface.
Pour plus d’informations sur les utilisateurs et les mots de passe, voir :

« "Définissez la protection par mot de passe de I'administrateur”
* "Modifiez le mot de passe d’administration”

* "Modifiez les mots de passe des profils utilisateur locaux"

Navigateurs pris en charge pour SANtricity Unified Manager
SANTtricity Unified Manager est accessible depuis plusieurs types de navigateurs.

Les navigateurs et versions suivants sont pris en charge.

Navigateur Version minimale
Google Chrome 89
Mozilla Firefox 80
Safari 14
Microsoft Edge 90
@ Le proxy de services Web doit étre installé et accessible au navigateur.

En savoir plus sur la protection par mot de passe
administrateur dans SANtricity Unified Manager

Vous devez configurer SANtricity Unified Manager avec un mot de passe d’administrateur
pour le protéger contre tout acces non autorisé.

Mot de passe administrateur et profils utilisateur

Lorsque vous démarrez Unified Manager pour la premiere fois, vous étes invité a définir un mot de passe
administrateur. Tout utilisateur disposant du mot de passe administrateur peut modifier la configuration des
matrices de stockage.

En plus du mot de passe administrateur, l'interface Unified Manager inclut des profils utilisateur préconfigurés
avec un ou plusieurs roles qui leur sont mappés. Pour plus d’informations, voir "Fonctionnement de Access
Management".

Les utilisateurs et les mappages ne peuvent pas étre modifiés. Seuls les mots de passe peuvent étre modifiés.
Pour modifier les mots de passe, voir :

* "Modifiez le mot de passe d’administration”


https://docs.netapp.com/fr-fr/e-series-santricity/um-certificates/change-passwords-unified.html
https://docs.netapp.com/fr-fr/e-series-santricity/um-certificates/how-access-management-works-unified.html
https://docs.netapp.com/fr-fr/e-series-santricity/um-certificates/how-access-management-works-unified.html

* "Modifiez les mots de passe des profils utilisateur locaux"

Délais de connexion

Le logiciel vous demande le mot de passe une seule fois lors d’une seule session de gestion. Une session est
expirée au bout de 30 minutes d’inactivité par défaut. Vous devez alors saisir a nouveau le mot de passe. Si un
autre utilisateur accéde au logiciel a partir d’'un autre client de gestion et modifie le mot de passe pendant que
votre session est en cours, vous étes invité a saisir un mot de passe lors de la prochaine tentative d’opération
de configuration ou d’affichage.

Pour des raisons de sécurité, vous ne pouvez tenter de saisir un mot de passe que cing fois avant que le
logiciel n’entre dans un état de « verrouillage ». Dans cet état, le logiciel rejette les tentatives de mot de passe
suivantes. Vous devez attendre 10 minutes pour revenir a I'état « normal » avant d’essayer de saisir a
nouveau un mot de passe.

Vous pouvez régler les délais de session ou désactiver complétement les délais de session. Pour plus
d’'informations, voir "Gérer les délais d’expiration des sessions".

Modifier le mot de passe administrateur dans SANtricity
Unified Manager

Vous pouvez modifier le mot de passe d’administration utilisé pour accéder a SANTtricity
Unified Manager.

Avant de commencer

» Vous devez étre connecté en tant qu’administrateur local, qui inclut les autorisations d’administrateur
racine.

* Vous devez connaitre le mot de passe d’administration actuel.

Description de la tache
Suivez les consignes suivantes lorsque vous choisissez un mot de passe :

* Les mots de passe sont sensibles a la casse.

* Les espaces en fin de page ne sont pas supprimés des mots de passe lorsqu’ils sont définis. Veillez a
inclure des espaces s'ils étaient inclus dans le mot de passe.

» Pour renforcer la sécurité, utilisez au moins 15 caractéres alphanumériques et modifiez fréquemment le
mot de passe.

Etapes
1. Sélectionnez Paramétres > gestion des accés.
2. Sélectionnez I'onglet réles d’utilisateur local.

3. Sélectionnez I'utilisateur admin dans la table.
Le bouton Modifier le mot de passe devient disponible.
4. Sélectionnez Modifier le mot de passe.
La boite de dialogue modification du mot de passe s’ouvre.

5. Si aucun mot de passe minimum n’est défini pour les mots de passe d’utilisateur local, cochez la case pour


https://docs.netapp.com/fr-fr/e-series-santricity/um-certificates/change-passwords-unified.html

demander a l'utilisateur d’entrer un mot de passe pour accéder au systeme.
6. Saisissez le nouveau mot de passe dans les deux champs.

7. Entrez votre mot de passe administrateur local pour confirmer cette opération, puis cliquez sur Modifier.

Gérer les délais d’expiration des sessions dans SANtricity
Unified Manager

Vous pouvez configurer les délais d’expiration pour SANtricity Unified Manager de sorte
que les sessions inactives des utilisateurs soient déconnectées aprés une heure
spécifiée.

Description de la tache

Par défaut, le délai d’expiration de la session pour Unified Manager est de 30 minutes. Vous pouvez régler
cette heure ou désactiver completement les délais de session.

Si Access Management est configuré a I'aide des fonctionnalités SAML (Security assertion

@ Markup Language) intégrées a la baie, une expiration de session peut se produire lorsque la
session SSO de I'utilisateur atteint sa limite maximale. Cela peut survenir avant le délai
d’expiration de la session System Manager.

Etapes
1. Dans la barre de menus, sélectionnez la fleche de la liste déroulante a c6té de votre nom de connexion
utilisateur.

2. Sélectionnez Activer/Désactiver le délai de session.
La boite de dialogue Activer/Désactiver le délai d’expiration de session s’ouvre.
3. Utilisez les commandes de disque pour augmenter ou diminuer le temps en minutes.

Le délai minimum que vous pouvez définir est de 15 minutes.
@ Pour désactiver les délais de session, décochez la case définir la durée de la session....

4. Cliquez sur Enregistrer.
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