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Assistance

Obtenez de l’aide dans SANtricity System Manager

La page de support donne accès aux ressources de support technique.

Quelles sont les tâches du support disponibles ?

Dans support, vous pouvez afficher tous les contacts du support technique, effectuer des diagnostics,
configurer AutoSupport, consulter le journal des événements et effectuer des mises à niveau logicielles.

En savoir plus :

• "Présentation des fonctionnalités AutoSupport"

• "Présentation du journal des événements"

• "Présentation du centre de mise à niveau"

Comment contacter le support technique ?

Dans la page principale, cliquez sur menu :support[Centre de support > onglet Ressources de support]. Les
coordonnées du support technique sont répertoriées dans le coin supérieur droit de l’interface.

Afficher les informations et les diagnostics

Afficher le profil d’une baie de stockage dans SANtricity System Manager

Le profil de la matrice de stockage fournit une description de tous les composants et
propriétés de la matrice de stockage.

Description de la tâche

Vous pouvez utiliser le profil de la matrice de stockage comme aide lors de la récupération ou comme vue
d’ensemble de la configuration actuelle de la matrice de stockage. Vous pouvez enregistrer une copie du profil
de la baie de stockage sur le client de gestion et conserver une copie papier du profil de la baie de stockage
avec la baie de stockage. Créez une nouvelle copie du profil de la matrice de stockage si votre configuration
change.

Étapes

1. Sélectionnez l’onglet support[Centre de support > Ressources de support].

2. Faites défiler vers le bas jusqu’à lancer les informations détaillées de la matrice de stockage, puis
sélectionnez profil de la matrice de stockage.

Le rapport s’affiche à l’écran.
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Détails du champ

Section Description

Baie de stockage Affiche toutes les options que vous pouvez configurer et les options
statiques du système pour votre matrice de stockage. Ces options incluent
le nombre de contrôleurs, de tiroirs disques, de disques, de pools de
disques, de groupes de volumes, Volumes et disques de secours ; nombre
maximal de tiroirs disques, de disques, de disques SSD et de volumes
autorisés ; nombre de groupes de snapshots, d’images de snapshot, de
volumes et de groupes de cohérence ; informations sur les fonctionnalités ;
informations sur les versions de micrologiciel ; informations sur le numéro
de série du châssis ; informations sur le statut AutoSupport et informations
sur la planification AutoSupport ; Les paramètres de collecte automatique
des données de support et de collecte planifiée des données de support,
WWID (Storage array World Wide identifier) et les paramètres de cache et
d’analyse des supports.

Stockage Affiche la liste de tous les périphériques de stockage de la matrice de
stockage. Selon la configuration de votre matrice de stockage, la section
stockage peut afficher ces sous-sections.

• Pools de disques — affiche la liste de tous les pools de disques de la
matrice de stockage.

• Groupes de volumes — affiche la liste de tous les groupes de
volumes de la matrice de stockage. Les volumes et la capacité
disponible sont répertoriés dans l’ordre dans lequel ils ont été créés.

• Volumes — affiche la liste de tous les volumes de la matrice de
stockage. Les informations répertoriées incluent le nom du volume,
l’état du volume, la capacité, le niveau RAID, le groupe de volumes ou
le pool de disques, le type de disque et des informations
supplémentaires.

• Volumes manquants — affiche la liste de tous les volumes de la
matrice de stockage dont l’état est actuellement manquant. Les
informations répertoriées comprennent l’identifiant WWID (World Wide
identifier) pour chaque volume manquant.
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Section Description

Services de copie Affiche la liste de tous les services de copie utilisés pour la matrice de
stockage. Selon la configuration de votre matrice de stockage, la section
Copy Services peut afficher les sous-sections suivantes :

• Copies de volume — affiche la liste de toutes les paires de copies de
la matrice de stockage. Les informations répertoriées incluent le
nombre de copies, les noms des paires de copies, l’état, l’horodatage
de début et des détails supplémentaires.

• Groupes d’instantanés — affiche la liste de tous les groupes
d’instantanés de la baie de stockage.

• Images Snapshot — affiche la liste de tous les instantanés de la
matrice de stockage.

• Volumes de snapshot — affiche la liste de tous les volumes de
snapshot de la baie de stockage.

• Groupes de cohérence — affiche la liste de tous les groupes de
cohérence de la baie de stockage.

• Volumes membres — affiche la liste de tous les volumes membres du
groupe de cohérence dans la matrice de stockage.

• Mirror Groups — affiche la liste de tous les volumes mis en miroir.

• Capacité réservée — affiche la liste de tous les volumes de capacité
réservée dans la baie de stockage.

Affectations d’hôte Affiche la liste des affectations d’hôtes dans la matrice de stockage. Les
informations répertoriées incluent le nom du volume, le numéro d’unité
logique (LUN), l’ID de contrôleur, le nom d’hôte ou le nom du cluster d’hôte
et l’état du volume. Les informations supplémentaires répertoriées
comprennent les définitions de topologie et les définitions de types d’hôtes.
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Section Description

Sous-jacent Affiche la liste de tous les composants matériels de la matrice de stockage.
En fonction de la configuration de votre matrice de stockage, la section
matériel peut afficher ces sous-sections.

• Contrôleurs — affiche la liste de tous les contrôleurs de la matrice de
stockage et comprend l’emplacement, l’état et la configuration du
contrôleur. En outre, il inclut des informations sur le canal du lecteur, le
canal hôte et le port Ethernet.

• Lecteurs — affiche la liste de tous les lecteurs de la matrice de
stockage. Les disques sont répertoriés dans l’ID de tiroir, l’ID de tiroir
et l’ordre d’ID de slot. Les informations répertoriées incluent l’ID du
tiroir, l’ID du tiroir, l’ID du slot, le statut, la capacité brute, Le type de
support, le type d’interface, le débit de données actuel, l’ID du produit
et la version du micrologiciel pour chaque lecteur. La section disques
comprend également des informations sur les canaux des disques, des
informations sur la couverture du disque de secours et la durée de vie
des disques (uniquement pour les disques SSD). Les informations
relatives à la durée de vie des disques incluent le pourcentage
d’endurance utilisé, qui correspond au volume de données écrites sur
les disques SSD à ce jour, divisé par la limite théorique totale d’écriture
des disques.

• Canaux de lecteur — affiche des informations sur tous les canaux de
lecteur de la matrice de stockage. Les informations répertoriées
comprennent l’état du canal, l’état de la liaison (le cas échéant), le
nombre de lecteurs et le nombre d’erreurs cumulé.

• Clayettes — affiche les informations pour tous les tiroirs de la matrice
de stockage. Les informations répertoriées incluent les types de
disques et les informations d’état pour chaque composant du tiroir. Ses
blocs-batteries, émetteurs-récepteurs SFP (Small Form-Factor
Pluggable), boîtiers de ventilateurs d’alimentation ou blocs d’E/S (IOM)
peuvent être inclus. La section matériel indique également l’identifiant
de clé de sécurité si une clé de sécurité est utilisée par la matrice de
stockage.

Caractéristiques La présente une liste des packs de fonctionnalités installés et le nombre
maximal autorisé de groupes de snapshots, de snapshots (hérités) et de
volumes par hôte ou cluster hôte. Les informations de la section
fonctionnalités comprennent également la sécurité du lecteur, c’est-à-dire
si la matrice de stockage est activée ou désactivée.

3. Pour rechercher le profil de la matrice de stockage, saisissez un terme de recherche dans la zone de texte
Rechercher, puis cliquez sur Rechercher.

Tous les termes correspondants sont mis en évidence. Pour faire défiler tous les résultats un par un,
continuez à cliquer sur Rechercher.

4. Pour enregistrer le profil de la matrice de stockage, cliquez sur Enregistrer.

Le fichier est enregistré dans le dossier Téléchargements de votre navigateur portant le nom storage-
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array-profile.txt.

Afficher l’inventaire des logiciels et des micrologiciels dans SANtricity System
Manager

L’inventaire des logiciels et des micrologiciels répertorie les versions de micrologiciel de
chaque composant de la matrice de stockage.

Description de la tâche

Une matrice de stockage est composée de nombreux composants, dont des contrôleurs, des disques, des
tiroirs et des modules d’entrée/sortie (IOM). Chacun de ces composants contient du firmware. Certaines
versions du micrologiciel dépendent d’autres versions du micrologiciel. Pour capturer des informations sur
toutes les versions de micrologiciel de votre matrice de stockage, consultez l’inventaire des logiciels et
micrologiciels. Le support technique peut analyser l’inventaire des logiciels et des micrologiciels afin de
détecter les incohérences de micrologiciel.

Étapes

1. Sélectionnez l’onglet support[Centre de support > Ressources de support].

2. Faites défiler vers le bas jusqu’à lancer les informations détaillées de la matrice de stockage, puis
sélectionnez Inventaire des logiciels et micrologiciels.

Le rapport d’inventaire des logiciels et micrologiciels s’affiche à l’écran.

3. Pour enregistrer l’inventaire du logiciel et du micrologiciel, cliquez sur Enregistrer.

Le fichier est enregistré dans le dossier Téléchargements de votre navigateur avec le nom de fichier
firmware-inventory.txt.

4. Suivez les instructions fournies par le support technique pour leur envoyer le fichier.

Collecte des données de diagnostic

Collecter manuellement les données de support dans SANtricity System Manager

Vous pouvez rassembler plusieurs types de données d’inventaire, d’état et de
performance sur votre matrice de stockage dans un seul fichier. Le support technique
peut utiliser ce fichier pour le dépannage et une analyse plus approfondie.

Description de la tâche

Si la fonction AutoSupport est activée, vous pouvez également collecter ces données en
accédant à l’onglet AutoSupport et en sélectionnant Envoyer l’intervention AutoSupport.

Vous ne pouvez exécuter qu’une seule opération de collecte à la fois. Si vous tentez de démarrer une autre
opération, un message d’erreur s’affiche.

Effectuez cette opération uniquement lorsque le support technique vous y invite.

Étapes
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1. Sélectionnez l’onglet support[Centre de support > Diagnostics].

2. Sélectionnez collecter les données de support.

3. Cliquez sur collect.

Le fichier est enregistré dans le dossier Téléchargements de votre navigateur portant le nom support-
data.7z. Si votre tiroir contient des tiroirs, les données de diagnostic pour ce tiroir sont archivées dans un
fichier compressé distinct nommé tray-component-state-capture.7z.

4. Suivez les instructions fournies par le support technique pour leur envoyer le fichier.

Collecter les données de configuration dans SANtricity System Manager

Vous pouvez enregistrer les données de configuration RAID depuis le contrôleur, qui
inclut toutes les données des groupes de volumes et des pools de disques. Vous pouvez
ensuite contacter le support technique pour obtenir de l’aide sur la restauration des
données.

Description de la tâche

Cette tâche décrit comment enregistrer l’état actuel de la base de données de configuration RAID. Ces
données sont extraites de l’emplacement de mémoire RPA du contrôleur.

La fonction de collecte de données de configuration enregistre les mêmes informations que la
commande CLI pour save storageArray dbmDatabase.

Cette tâche doit être effectuée uniquement lors des instructions d’une opération Recovery Guru ou du support
technique.

Étapes

1. Sélectionnez l’onglet support[Centre de support > Diagnostics].

2. Sélectionnez collecter les données de configuration.

3. Dans la boîte de dialogue, cliquez sur collect.

Le fichier, configurationData-<arrayName>-<dateTime>.7z, Est enregistré dans le dossier
Téléchargements de votre navigateur.

4. Contactez le support technique pour plus d’informations sur leur envoi et leur chargement dans le système.

Récupérer les fichiers de support de récupération dans SANtricity System Manager

Le support technique peut utiliser les fichiers de support de récupération pour résoudre
les problèmes. SANtricity System Manager enregistre automatiquement ces fichiers.

Avant de commencer

Le support technique vous a demandé de leur envoyer des fichiers supplémentaires pour le dépannage.

Description de la tâche

Les fichiers de prise en charge de la récupération incluent les types de fichiers suivants :

• Prend en charge les fichiers de données
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• Historique de AutoSupport

• Journal AutoSupport

• Fichiers de diagnostic SAS/RLS

• Données de profil de récupération

• Fichiers de capture de base de données

Étapes

1. Sélectionnez l’onglet support[Centre de support > Diagnostics].

2. Sélectionnez récupérer les fichiers de support de récupération.

Une boîte de dialogue répertorie tous les fichiers de support de récupération que votre matrice de
stockage a collectés. Pour rechercher des fichiers particuliers, vous pouvez trier n’importe quelle colonne
ou saisir des caractères dans la zone Filter.

3. Sélectionnez un fichier, puis cliquez sur Download.

Le fichier est enregistré dans le dossier Téléchargements de votre navigateur.

4. Si vous devez enregistrer des fichiers supplémentaires, répétez l’étape précédente.

5. Cliquez sur Fermer.

6. Suivez les instructions fournies par le support technique pour leur envoyer le fichier.

Récupérer les tampons de trace dans SANtricity System Manager

Vous pouvez récupérer les tampons de trace depuis les contrôleurs et envoyer le fichier
au support technique pour analyse.

Description de la tâche

Le micrologiciel utilise les tampons de trace pour enregistrer le traitement, en particulier les conditions
d’exception, qui peuvent être utiles pour le débogage. Vous pouvez récupérer les tampons de trace sans
interrompre le fonctionnement de la matrice de stockage et avec un impact minimal sur les performances.

Effectuez cette opération uniquement lorsque le support technique vous y invite.

Étapes

1. Sélectionnez l’onglet support[Centre de support > Diagnostics].

2. Sélectionnez Retrieve Trace Buffers.

3. Cochez la case en regard de chaque contrôleur pour lequel vous souhaitez récupérer les tampons de
trace.

Vous pouvez sélectionner un ou les deux contrôleurs. Si le message d’état du contrôleur à droite d’une
case à cocher est en échec ou désactivé, la case est désactivée.

4. Cliquez sur Oui.

Le fichier est enregistré dans le dossier Téléchargements de votre navigateur avec le nom de fichier
trace-buffers.7z.

5. Suivez les instructions fournies par le support technique pour leur envoyer le fichier.

7



Collecter les statistiques de chemin d’E/S dans SANtricity System Manager

Vous pouvez enregistrer le fichier de statistiques du chemin d’E/S et l’envoyer au support
technique pour analyse.

Description de la tâche

Le support technique utilise les statistiques de chemin d’E/S pour vous aider à diagnostiquer les problèmes de
performance. Les problèmes de performances applicatives peuvent être causés par l’utilisation de la mémoire,
l’utilisation du CPU, la latence du réseau, la latence des E/S ou d’autres problèmes. Les statistiques de chemin
d’E/S sont collectées automatiquement lors de la collecte des données de support ou vous pouvez les
collecter manuellement. De plus, si AutoSupport est activé, les statistiques de chemin d’E/S sont collectées et
envoyées automatiquement au support technique.

Les compteurs des statistiques de chemin d’E/S sont réinitialisés une fois que vous avez confirmé la collecte
des statistiques de chemin d’E/S. Les compteurs sont réinitialisés même si vous annulez l’opération par la
suite. Les compteurs sont également réinitialisés lorsque le contrôleur se réinitialise (redémarre).

Effectuez cette opération uniquement lorsque le support technique vous y invite.

Étapes

1. Sélectionnez l’onglet support[Centre de support > Diagnostics].

2. Sélectionnez collecter les statistiques de chemin d’E/S.

3. Confirmez que vous souhaitez exécuter l’opération en tapant collect, Puis cliquez sur collect.

Le fichier est enregistré dans le dossier Téléchargements de votre navigateur avec le nom de fichier io-
path-statistics.7z.

4. Suivez les instructions fournies par le support technique pour leur envoyer le fichier.

Récupérer l’image de santé dans SANtricity System Manager

Vous pouvez vérifier une image d’état de santé du contrôleur. Une image de santé est un
« dump » de données brutes de la mémoire du processeur du contrôleur que le support
technique peut utiliser pour diagnostiquer un problème sur un contrôleur.

Description de la tâche

Le firmware génère automatiquement une image de l’état de santé lorsqu’il détecte certaines erreurs. Après la
génération d’une image de santé, le contrôleur qui a connu le redémarrage de l’erreur et un événement est
consigné dans le journal des événements.

Si AutoSupport est activé, l’image d’état de santé est automatiquement envoyée au support technique. Si vous
n’avez pas activé AutoSupport, vous devez contacter le support technique pour obtenir des instructions sur la
récupération de l’image de santé et son envoi à des fins d’analyse.

Effectuez cette opération uniquement lorsque le support technique vous y invite.

Étapes

1. Sélectionnez l’onglet support[Centre de support > Diagnostics].

2. Sélectionnez Retrieve Health image.
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Pour consulter la taille de l’image d’état de santé avant de télécharger le fichier, reportez-vous à la section
Détails.

3. Cliquez sur collect.

Le fichier est enregistré dans le dossier Téléchargements de votre navigateur portant le nom health-
image.7z.

4. Suivez les instructions fournies par le support technique pour leur envoyer le fichier.

Prenez des mesures de restauration

Afficher le journal des secteurs illisibles dans SANtricity System Manager

Vous pouvez enregistrer le journal secteurs illisibles et envoyer le fichier au support
technique pour analyse.

Description de la tâche

Le journal secteurs illisibles contient des enregistrements détaillés des secteurs illisibles provoqués par les
lecteurs qui génèrent des erreurs irrécupérables du support. Les secteurs illisibles sont détectés pendant les
E/S normales et pendant les opérations de modification, telles que les reconstructions. Lorsque des secteurs
illisibles sont détectés sur une matrice de stockage, une alerte nécessitant une attention s’affiche pour la
matrice de stockage. Le gourou de la récupération distingue quel état de secteur illisible a besoin d’attention.
Les données contenues dans un secteur illisible ne peuvent pas être récupérées et doivent être considérées
comme perdues.

Le journal secteurs illisibles peut stocker jusqu’à 1,000 secteurs illisibles. Lorsque le journal secteurs illisibles
atteint 1,000 entrées, les conditions suivantes s’appliquent :

• Si de nouveaux secteurs illisibles sont détectés pendant la reconstruction, la reconstruction échoue et
aucune entrée n’est consignée.

• Pour les nouveaux secteurs illisibles détectés pendant les E/S, les E/S échouent et aucune entrée n’est
consignée.

Ces actions incluent les écritures RAID 5 et RAID 6 qui auraient réussi avant le
débordement.

Perte possible de données — la récupération des secteurs illisibles est une procédure
compliquée qui peut impliquer plusieurs méthodes différentes. Effectuez cette opération
uniquement lorsque le support technique vous y invite.

Étapes

1. Sélectionnez l’onglet support[Centre de support > Diagnostics].

2. Sélectionnez Afficher/Effacer les secteurs illisibles.

3. Pour enregistrer le journal secteurs illisibles :

a. Dans la première colonne du tableau, vous pouvez sélectionner les volumes individuels pour lesquels
vous souhaitez enregistrer le journal des secteurs illisibles (cochez la case en regard de chaque
volume) ou sélectionnez tous les volumes (cochez la case dans l’en-tête du tableau).
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Pour rechercher des volumes particuliers, vous pouvez trier n’importe quelle colonne ou saisir des
caractères dans la zone Filter.

b. Cliquez sur Enregistrer.

Le fichier est enregistré dans le dossier Téléchargements de votre navigateur portant le nom
unreadable-sectors.txt.

4. Si le support technique vous demande d’effacer le journal secteurs illisibles, effectuez les opérations
suivantes :

a. Dans la première colonne de la table, vous pouvez sélectionner des volumes individuels pour lesquels
vous souhaitez effacer le journal secteurs illisibles (cochez la case en regard de chaque volume) ou
sélectionner tous les volumes (cochez la case dans l’en-tête de la table).

b. Cliquez sur Clear et confirmez que vous souhaitez effectuer l’opération.

Réactiver les ports de lecteur dans SANtricity System Manager

Vous pouvez indiquer au contrôleur que des mesures correctives ont été prises pour
récupérer un problème de câblage.

Étapes

1. Sélectionnez l’onglet support[Centre de support > Diagnostics].

2. Sélectionnez réactiver les ports de lecteur et confirmez que vous souhaitez effectuer l’opération.

Cette option s’affiche uniquement lorsque la matrice de stockage a désactivé les ports de lecteur.

Le contrôleur réactive tous les ports SAS qui ont été désactivés lorsqu’un mauvais fil a été détecté.

Effacer le mode de récupération dans le logiciel SANtricity

Après avoir restauré une configuration de matrice de stockage, utilisez l’opération Clear
Recovery mode (mode de restauration) pour reprendre les E/S sur la matrice de
stockage et la rétablir dans des conditions normales d’utilisation.

Avant de commencer

• Si vous souhaitez restaurer la matrice de stockage dans une configuration précédente, vous devez
restaurer la configuration à partir de la sauvegarde avant de désactiver le mode de récupération.

• Vous devez effectuer des vérifications de validation ou vérifier avec le support technique pour vous assurer
que la restauration a réussi. Après avoir déterminé que la restauration a réussi, le mode de récupération
peut être effacé.

Description de la tâche

La matrice de stockage contient une base de données de configuration qui inclut un enregistrement de sa
configuration logique (pools, groupes de volumes, volumes, etc.). Si vous effacez intentionnellement la
configuration de la matrice de stockage ou si la base de données de configuration est corrompue, la matrice
de stockage passe en mode de restauration. Le mode de récupération arrête les E/S et bloque la base de
données de configuration, ce qui vous donne le temps d’effectuer l’une des opérations suivantes :

• Restaurez la configuration à partir de la sauvegarde automatique enregistrée dans les périphériques Flash
du contrôleur. Pour ce faire, contactez le support technique.
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• Restaurez la configuration à partir d’une opération de sauvegarde de la base de données de configuration
précédente. Les opérations de sauvegarde de la base de données de configuration sont effectuées via
l’interface de ligne de commande (CLI).

• Reconfigurez la matrice de stockage à partir de zéro.

Après avoir restauré ou redéfini la configuration de la matrice de stockage et avoir vérifié que tout est bien,
vous devez désactiver manuellement le mode de récupération.

Vous ne pouvez pas annuler l’opération Effacer le mode de récupération après son démarrage.
L’effacement du mode de récupération peut prendre beaucoup de temps. Effectuez cette
opération uniquement lorsque le support technique vous y invite.

Étapes

1. Sélectionnez l’onglet support[Centre de support > Diagnostics].

2. Sélectionnez Effacer le mode de récupération et confirmez que vous souhaitez effectuer cette opération.

Cette option apparaît uniquement si la matrice de stockage est en mode de récupération.

Gérer AutoSupport

En savoir plus sur AutoSupport pour la série E

La fonction AutoSupport surveille l’état de santé d’une baie de stockage et envoie des
interventions automatiques au support technique.

Le support technique utilise les données AutoSupport de manière réactive afin d’accélérer le diagnostic et la
résolution des problèmes des clients et de détecter les problèmes potentiels et d’les éviter de manière
proactive.

Les données AutoSupport incluent des informations sur la configuration, l’état, les performances et les
événements système d’une baie de stockage. Les données AutoSupport ne contiennent aucune donnée
utilisateur. Les interventions peuvent être envoyées immédiatement ou selon un horaire (quotidien et
hebdomadaire).

Principaux avantages

Voici quelques avantages clés de la fonctionnalité AutoSupport :

• Un traitement rapide des demandes de support

• Une surveillance perfectionnée pour une gestion accélérée des incidents

• La création de rapports automatisés selon un planning, ainsi que la génération de rapports automatisés sur
les événements critiques

• Demandes de remplacement de matériel automatisées pour des composants tels que des disques

• Alertes non intrusives pour vous informer d’un problème et fournir des informations pour l’assistance
technique afin de prendre des mesures correctives

• Les outils d’analyse AutoSupport contrôlent les interventions pour détecter les problèmes de configuration
connus
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Fonctionnalités AutoSupport individuelles

La fonctionnalité AutoSupport comprend trois fonctions individuelles que vous pouvez activer séparément.

• AutoSupport de base — permet à votre matrice de stockage de collecter et d’envoyer automatiquement
des données au support technique.

• AutoSupport OnDemand — permet au support technique de demander la retransmission d’une
intervention AutoSupport précédente si nécessaire pour le dépannage d’un problème. Toutes les
transmissions sont lancées à partir de la baie de stockage, et non à partir du serveur AutoSupport. La baie
de stockage vérifie régulièrement avec le serveur AutoSupport pour déterminer s’il existe des demandes
de retransmission en attente et répond en conséquence.

• Diagnostics à distance — permet au support technique de demander une nouvelle intervention
AutoSupport à jour si nécessaire pour le dépannage d’un problème. Toutes les transmissions sont lancées
à partir de la baie de stockage, et non à partir du serveur AutoSupport. La baie de stockage s’effectue
régulièrement avec le serveur AutoSupport afin de déterminer s’il existe de nouvelles demandes en attente
et répond en conséquence.

Différence entre AutoSupport et collecte de données de support

Il existe deux méthodes de collecte des données d’assistance dans la matrice de stockage :

• Fonctionnalité AutoSupport — les données sont automatiquement collectées.

• Option de collecte de données de support — les données doivent être collectées et envoyées
manuellement.

La fonctionnalité AutoSupport est plus simple à utiliser, car les données sont collectées et envoyées
automatiquement. Les données AutoSupport peuvent être utilisées de façon proactive pour éviter les
problèmes avant qu’ils ne surviennent. AutoSupport accélère la résolution des problèmes, car le support
technique a déjà accès aux données. Pour cette raison, la fonctionnalité AutoSupport est la méthode de
collecte de données à utiliser.

Configurer AutoSupport dans SANtricity System Manager

Dans SANtricity System Manager, vous configurez la fonctionnalité AutoSupport en
suivant ces étapes.
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Activer ou désactiver les fonctionnalités AutoSupport dans SANtricity System
Manager

Vous activez la fonctionnalité AutoSupport et les fonctionnalités individuelles de
AutoSupport lors de la configuration initiale, ou vous pouvez les activer ou les désactiver
ultérieurement.

Avant de commencer

Si vous souhaitez activer AutoSupport OnDemand ou diagnostic à distance, la méthode de livraison
AutoSupport doit être définie sur HTTPS.

Description de la tâche

Vous pouvez désactiver la fonctionnalité AutoSupport à tout moment, mais il est vivement recommandé de la
laisser activée. L’activation de la fonctionnalité AutoSupport peut considérablement accélérer l’identification et
la résolution des problèmes sur la baie de stockage.

La fonctionnalité AutoSupport comprend trois fonctions individuelles que vous pouvez activer séparément.

• AutoSupport de base — permet à votre matrice de stockage de collecter et d’envoyer automatiquement
des données au support technique.

• AutoSupport OnDemand — permet au support technique de demander la retransmission d’une
intervention AutoSupport précédente si nécessaire pour le dépannage d’un problème. Toutes les
transmissions sont lancées à partir de la baie de stockage, et non à partir du serveur AutoSupport. La baie
de stockage vérifie régulièrement avec le serveur AutoSupport pour déterminer s’il existe des demandes
de retransmission en attente et répond en conséquence.

• Diagnostics à distance — permet au support technique de demander une nouvelle intervention
AutoSupport à jour si nécessaire pour le dépannage d’un problème. Toutes les transmissions sont lancées
à partir de la baie de stockage, et non à partir du serveur AutoSupport. La baie de stockage s’effectue
régulièrement avec le serveur AutoSupport afin de déterminer s’il existe de nouvelles demandes en attente
et répond en conséquence.

Étapes

1. Sélectionnez l’onglet [Centre de support > AutoSupport].

2. Sélectionnez Activer/Désactiver les fonctions AutoSupport.

3. Cochez les cases en regard des fonctions AutoSupport que vous souhaitez activer.

Les fonctions dépendent les unes des autres, comme indiqué par la mise en retrait des éléments dans la
boîte de dialogue. Par exemple, vous devez activer AutoSupport OnDemand avant de pouvoir activer les
diagnostics à distance.

4. Cliquez sur Enregistrer.

Si vous désactivez AutoSupport, une notification apparaît sur la page d’accueil. Vous pouvez ignorer la
notification en cliquant sur Ignorer.

Configurer la méthode de livraison AutoSupport dans SANtricity System Manager

La fonction AutoSupport prend en charge les protocoles HTTPS et SMTP pour la
livraison des interventions au support technique.

Avant de commencer
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• La fonctionnalité AutoSupport doit être activée. Vous pouvez vérifier si elle est activée ou non sur la page
AutoSupport.

• Un serveur DNS doit être installé et configuré sur votre réseau. L’adresse du serveur DNS doit être
configurée dans System Manager (cette tâche est disponible à partir de la page Hardware).

Description de la tâche

Étudiez les différents protocoles :

• HTTPS — vous permet de vous connecter directement au serveur d’assistance technique de destination
via HTTPS. Si vous souhaitez activer AutoSupport OnDemand ou diagnostic à distance, la méthode de
livraison AutoSupport doit être définie sur HTTPS.

• Email — vous permet d’utiliser un serveur de messagerie comme méthode de livraison pour envoyer des
interventions AutoSupport.

Différences entre les méthodes HTTPS et Email. La méthode de livraison par courrier
électronique, qui utilise SMTP, présente des différences importantes par rapport à la méthode
de livraison HTTPS. Tout d’abord, la taille des interventions pour la méthode E-mail est limitée à
5 Mo, ce qui signifie que certaines collections de données ASUP ne seront pas envoyées.
Deuxièmement, la fonction AutoSupport OnDemand est disponible uniquement sur la méthode
de distribution HTTPS.

Étapes

1. Sélectionnez l’onglet [Centre de support > AutoSupport].

2. Sélectionnez configurer la méthode de livraison AutoSupport.

Une boîte de dialogue s’affiche, qui répertorie les méthodes de livraison d’expédition.

3. Sélectionnez la méthode de livraison souhaitée, puis sélectionnez les paramètres pour cette méthode de
livraison. Effectuez l’une des opérations suivantes :

◦ Si vous avez sélectionné HTTPS, sélectionnez l’un des paramètres de livraison suivants :

▪ Directement — ce paramètre de distribution est la sélection par défaut. Cette option vous permet
de vous connecter directement au système de support technique de destination à l’aide du
protocole HTTPS.

▪ Via serveur proxy — la sélection de cette option vous permet de spécifier les détails du serveur
proxy HTTP requis pour établir la connexion avec le système de support technique de destination.
Vous devez spécifier l’adresse hôte et le numéro de port. Toutefois, vous devez uniquement saisir
les détails d’authentification de l’hôte (nom d’utilisateur et mot de passe) si nécessaire.

▪ Via le script de configuration automatique du proxy (PAC) — spécifiez l’emplacement d’un
fichier de script PAC (Proxy Auto-Configuration). Un fichier PAC permet au système de choisir
automatiquement le serveur proxy approprié pour établir une connexion avec le système
d’assistance technique de destination.

◦ Si vous avez sélectionné E-mail, saisissez les informations suivantes :

▪ L’adresse du serveur de messagerie en tant que nom de domaine complet, adresse IPv4 ou
adresse IPv6.

▪ Adresse e-mail affichée dans le champ de du courrier électronique d’intervention AutoSupport.

▪ Facultatif; si vous voulez effectuer un test de configuration: L’adresse e-mail où une
confirmation est envoyée lorsque le système AutoSupport reçoit l’intervention de test.

▪ Si vous souhaitez crypter les messages, sélectionnez SMTPS ou STARTTLS pour le type de
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cryptage, puis sélectionnez le numéro de port pour les messages cryptés. Sinon, sélectionnez
aucun.

▪ Si nécessaire, entrez un nom d’utilisateur et un mot de passe pour l’authentification avec
l’expéditeur sortant et le serveur de messagerie.

4. Si vous disposez d’un pare-feu qui bloque la livraison de ces interventions ASUP, ajoutez l’URL suivante à
votre liste blanche : https://support.netapp.com/put/AsupPut/

5. Cliquez sur Tester la configuration pour tester la connexion au serveur de support technique à l’aide des
paramètres de livraison spécifiés. Si vous avez activé la fonctionnalité AutoSupport On-Demand, le
système teste également la connexion pour la livraison de l’intervention AutoSupport OnDemand.

Si le test de configuration échoue, vérifiez vos paramètres de configuration et relancez le test. Si le test
continue à échouer, contactez le support technique.

6. Cliquez sur Enregistrer.

Planifier les envois AutoSupport dans SANtricity System Manager

SANtricity System Manager crée automatiquement un planning par défaut pour les
interventions AutoSupport. Si vous préférez, vous pouvez spécifier votre propre horaire.

Avant de commencer

La fonctionnalité AutoSupport doit être activée. Vous pouvez vérifier si elle est activée ou non sur la page
AutoSupport.

Description de la tâche

• Heure quotidienne — les interventions quotidiennes sont collectées et envoyées chaque jour pendant la
période que vous spécifiez. System Manager sélectionne une durée aléatoire dans la plage. Toutes les
heures sont exprimées en heure universelle (UTC), elle peut être différente de l’heure locale de la baie de
stockage. Vous devez convertir l’heure locale de la matrice de stockage en heure UTC.

• Jour hebdomadaire — les interventions hebdomadaires sont collectées et envoyées une fois par
semaine. System Manager sélectionne un jour aléatoire parmi les jours que vous spécifiez. Désélectionnez
les jours où vous ne souhaitez pas autoriser une intervention hebdomadaire. System Manager sélectionne
un jour aléatoire parmi les jours que vous autorisez.

• Heure hebdomadaire — les interventions hebdomadaires sont collectées et envoyées une fois par
semaine pendant la période spécifiée. System Manager sélectionne une durée aléatoire dans la plage.
Toutes les heures sont exprimées en heure universelle (UTC), elle peut être différente de l’heure locale de
la baie de stockage. Vous devez convertir l’heure locale de la matrice de stockage en heure UTC.

Étapes

1. Sélectionnez l’onglet [Centre de support > AutoSupport].

2. Sélectionnez Programmer les dispatch AutoSupport.

L’assistant programmation des correctifs AutoSupport s’affiche.

3. Suivez les étapes de l’assistant.

Envoyer des envois AutoSupport dans SANtricity System Manager

Le gestionnaire système SANtricity vous permet d’envoyer des interventions AutoSupport
au support technique, sans attendre une intervention planifiée.
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Avant de commencer

La fonctionnalité AutoSupport doit être activée. Vous pouvez vérifier si elle est activée ou non sur la page
AutoSupport.

Description de la tâche

Cette opération collecte les données d’assistance et les envoie automatiquement au support technique, de
sorte qu’ils puissent résoudre les problèmes.

Étapes

1. Sélectionnez l’onglet [Centre de support > AutoSupport].

2. Sélectionnez Envoyer l’intervention AutoSupport.

La boîte de dialogue Envoyer l’intervention AutoSupport s’affiche.

3. Confirmez l’opération en sélectionnant Envoyer.

Afficher l’état d’AutoSupport dans SANtricity System Manager

La page AutoSupport vous indique si la fonctionnalité AutoSupport et les fonctionnalités
AutoSupport individuelles sont actuellement activées.

Étapes

1. Sélectionnez l’onglet [Centre de support > AutoSupport].

2. Regardez la partie droite de la page juste en dessous des onglets pour voir si la fonction AutoSupport de
base est activée.

3. Passez le curseur sur le point d’interrogation pour vérifier si les fonctions AutoSupport individuelles sont
activées.

Afficher le journal AutoSupport dans SANtricity System Manager

Le journal AutoSupport fournit des informations sur le statut, l’historique d’intervention et
les erreurs rencontrées lors de la livraison des interventions AutoSupport.

Description de la tâche

Plusieurs fichiers journaux peuvent exister. Lorsque le fichier journal actuel atteint 200 Ko, il est archivé et un
nouveau fichier journal est créé. Le nom du fichier journal archivé est ASUPMessages.n, où n est un entier
compris entre 1 et 9. Si plusieurs fichiers journaux existent, vous pouvez choisir d’afficher le journal le plus
récent ou un journal précédent.

• Journal actuel — affiche une liste des derniers événements capturés.

• Journal archivé — affiche une liste des événements antérieurs.

Étapes

1. Sélectionnez l’onglet [Centre de support > AutoSupport].

2. Sélectionnez Afficher le journal AutoSupport.

Une boîte de dialogue apparaît, qui répertorie le journal AutoSupport actuel.

3. Pour afficher les journaux AutoSupport précédents, sélectionnez le bouton radio Archivé, puis
sélectionnez un journal dans la liste déroulante Sélectionner le journal AutoSupport.
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L’option Archivé apparaît uniquement si des journaux archivés existent sur la matrice de stockage.

Le journal AutoSupport sélectionné apparaît dans la boîte de dialogue.

4. Facultatif: pour effectuer une recherche dans le journal AutoSupport, tapez un terme dans la zone
Rechercher, puis cliquez sur Rechercher.

Cliquez à nouveau sur Rechercher pour rechercher d’autres occurrences du terme.

Activer la fenêtre de maintenance AutoSupport dans SANtricity System Manager

Activez la fenêtre de maintenance AutoSupport pour supprimer la création automatique
de ticket lors d’événements d’erreur. Dans le mode normal, la baie de stockage utilise
AutoSupport pour ouvrir un dossier auprès du service d’assistance en cas de problème.

Étapes

1. Sélectionnez l’onglet [Centre de support > AutoSupport].

2. Sélectionnez Activer la fenêtre de maintenance AutoSupport.

3. Saisissez l’adresse e-mail pour recevoir une confirmation du traitement de la demande de fenêtre de
maintenance.

Selon votre configuration, vous pouvez entrer jusqu’à cinq adresses e-mail. Si vous souhaitez ajouter
plusieurs adresses, sélectionnez Ajouter un autre e-mail pour ouvrir un autre champ.

4. Spécifiez la durée (en heures) d’activation de la fenêtre de maintenance.

La durée maximale prise en charge est de 72 heures.

5. Cliquez sur Oui.

La création automatique de ticket AutoSupport en cas d’événements d’erreur est temporairement
supprimée pour la fenêtre de durée spécifiée.

Une fois que vous avez terminé

La fenêtre de maintenance ne démarre pas tant que la requête de la baie de stockage n’est pas traitée par les
serveurs AutoSupport. Attendez que vous ayez reçu un e-mail de confirmation avant d’effectuer toute
opération de maintenance sur votre baie de stockage.

Désactiver la fenêtre de maintenance AutoSupport dans SANtricity System
Manager

Désactivez la fenêtre de maintenance AutoSupport pour permettre la création
automatique de tickets lors d’événements d’erreur. Lorsque la fenêtre de maintenance
AutoSupport est désactivée, la baie de stockage utilise AutoSupport pour ouvrir un
dossier auprès du service de support en cas de problème.

Étapes

1. Sélectionnez l’onglet [Centre de support > AutoSupport].

2. Sélectionnez Désactiver la fenêtre de maintenance AutoSupport.
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3. Saisissez l’adresse e-mail pour recevoir une confirmation du traitement de la demande de désactivation de
la fenêtre de maintenance.

Selon votre configuration, vous pouvez entrer jusqu’à cinq adresses e-mail. Si vous souhaitez ajouter
plusieurs adresses, sélectionnez Ajouter un autre e-mail pour ouvrir un autre champ.

4. Cliquez sur Oui.

La création automatique de ticket AutoSupport en cas d’événements d’erreur est activée.

Une fois que vous avez terminé

La fenêtre de maintenance ne se termine pas tant que la demande de la baie de stockage n’a pas été traitée
par les serveurs AutoSupport. Attendez que vous ayez reçu un e-mail de confirmation avant de continuer.

Afficher les événements

En savoir plus sur le journal des événements dans le logiciel SANtricity

Le journal des événements fournit un rapport historique des événements survenus sur la
baie de stockage, ce qui aide le support technique dans le cadre d’événements de
dépannage entraînant des défaillances.

Vous pouvez utiliser le journal des événements comme outil de diagnostic supplémentaire du Recovery Guru
pour le suivi des événements de la matrice de stockage. Référez-vous toujours au gourou de la restauration
lorsque vous tentez de récupérer des pannes de composants dans la baie de stockage.

Catégories d’événements

Les événements du journal des événements sont classés selon la catégorie des États. Les événements sur
lesquels vous devez prendre des mesures ont les États suivants :

• Primordial

• Avertissement

Les événements à titre informatif et ne nécessitant aucune action immédiate sont les suivants :

• Informatif

Événements critiques

Les événements critiques indiquent un problème au niveau de la baie de stockage. Si vous résolvez
immédiatement l’événement critique, vous risquez d’éviter toute perte d’accès aux données.

Lorsqu’un événement critique se produit, il est consigné dans le journal des événements. Tous les événements
critiques sont envoyés à la console de gestion SNMP ou au destinataire que vous avez configuré pour recevoir
des notifications d’alerte. Si l’ID du tiroir n’est pas connu au moment de l’événement, l’ID du tiroir est indiqué
par « tiroir inconnu ».

Lorsque vous recevez un événement critique, reportez-vous à la procédure Recovery Guru qui décrit la
description détaillée de l’événement critique. Suivez la procédure Recovery Guru pour corriger les événements
stratégiques. Pour corriger certains événements critiques, contactez le support technique.
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Afficher les événements à l’aide du journal des événements dans SANtricity
System Manager

Vous pouvez afficher le journal des événements, qui fournit un historique des
événements survenus sur la matrice de stockage.

Étapes

1. Sélectionnez support › Journal des événements.

La page Journal des événements s’affiche.
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Détails de la page

Élément Description

Afficher tout le champ Permet de basculer entre tous les événements et uniquement les
événements critiques et d’avertissement.

Champ de filtre Filtre les événements. Utile pour afficher uniquement les événements liés
à un composant spécifique, un événement spécifique, etc

Sélectionnez l’icône
colonnes.

Permet de sélectionner d’autres colonnes à afficher. D’autres colonnes
fournissent des informations supplémentaires sur l’événement.

Cases à cocher Permet de sélectionner les événements à enregistrer. La case à cocher
dans l’en-tête de la table sélectionne tous les événements.

Colonne Date/heure Date et heure de l’événement, en fonction de l’horloge du contrôleur.

Le journal des événements trie initialement les événements
en fonction du numéro de séquence. Généralement, cette
séquence correspond à la date et à l’heure. Toutefois, les
deux horloges de contrôleur de la matrice de stockage
peuvent être désynchronisées. Dans ce cas, des
incohérences apparaissent dans le journal des événements
en fonction des événements et de la date et de l’heure
affichées.

Colonne priorité Ces valeurs de priorité existent :

• Critique — il existe un problème avec la matrice de stockage.
Toutefois, si vous prenez des mesures immédiates, vous risquez
d’éviter de perdre l’accès aux données. Des événements critiques sont
utilisés pour les notifications d’alertes. Tous les événements critiques
sont envoyés à n’importe quel client de gestion réseau (via des
interruptions SNMP) ou au destinataire de l’e-mail que vous avez
configuré.

• Avertissement — une erreur s’est produite qui a dégradé les
performances et la capacité de la matrice de stockage à récupérer
après une autre erreur.

• Information — informations non critiques relatives à la baie de
stockage.

Type de composant Composant affecté par l’événement. Le composant peut être du matériel,
par exemple un lecteur ou un contrôleur, ou bien du logiciel, comme le
micrologiciel d’un contrôleur.

Emplacement des
composants

Emplacement physique du composant dans la matrice de stockage.
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Élément Description

Description Une description de l’événement.

Exemple — Drive write failure - retries exhausted

Numéro de séquence Numéro de 64 bits qui identifie de manière unique une entrée de journal
spécifique pour une matrice de stockage. Ce nombre est incrémenté d’une
entrée avec chaque nouvelle entrée de journal d’événements. Pour
afficher ces informations, cliquez sur l’icône Sélectionner colonnes.

Type d’événement Un numéro à 4 chiffres qui identifie chaque type d’événement enregistré.
Pour afficher ces informations, cliquez sur l’icône Sélectionner colonnes.

Codes spécifiques à
l’événement

Ces informations sont utilisées par le support technique. Pour afficher ces
informations, cliquez sur l’icône Sélectionner colonnes.

Catégorie d’événement • Défaillance – un composant de la matrice de stockage est défectueux,
par exemple, une panne de lecteur ou une défaillance de la batterie.

• Changement d’état – élément de la matrice de stockage qui a changé
d’état ; par exemple, un volume a été transféré à un état optimal, ou un
contrôleur a été transféré à l’état hors ligne.

• Interne – opérations du contrôleur interne qui ne nécessitent pas
d’action de l’utilisateur; par exemple, le contrôleur a terminé le début
de la journée.

• Commande – Commande émise vers la matrice de stockage, par
exemple un disque de secours a été affecté.

• Erreur – une condition d’erreur a été détectée sur la matrice de
stockage ; par exemple, un contrôleur ne peut pas synchroniser et
purger le cache, ou une erreur de redondance est détectée sur la
matrice de stockage.

• Général – tout événement qui ne correspond pas bien à une autre
catégorie. Pour afficher ces informations, cliquez sur l’icône
Sélectionner les colonnes.

Enregistré par colonne Nom du contrôleur qui a enregistré l’événement. Pour afficher ces
informations, cliquez sur l’icône Sélectionner les colonnes.

2. Pour récupérer de nouveaux événements de la matrice de stockage, cliquez sur Actualiser.

L’enregistrement d’un événement peut prendre plusieurs minutes et son affichage sur la page Journal des
événements.

3. Pour enregistrer le journal des événements dans un fichier :

a. Cochez la case en regard de chaque événement que vous souhaitez enregistrer.

b. Cliquez sur Enregistrer.
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Le fichier est enregistré dans le dossier Téléchargements de votre navigateur portant le nom major-
event-log-timestamp.log.

4. Pour effacer des événements du journal des événements :

Le journal des événements stocke environ 8,000 événements avant de remplacer un événement par un
nouvel événement. Si vous voulez conserver les événements, vous pouvez les enregistrer et les effacer du
journal des événements.

a. Tout d’abord, enregistrez le journal des événements.

b. Cliquez sur Effacer tout et confirmez que vous souhaitez effectuer l’opération.

Gérer les mises à niveau

En savoir plus sur la mise à niveau du logiciel SANtricity

Utilisez le Centre de mise à niveau pour télécharger les derniers logiciels et micrologiciels
et pour mettre à niveau vos contrôleurs et lecteurs.

Présentation de la mise à niveau du contrôleur

Vous pouvez mettre à niveau les logiciels et les micrologiciels de votre baie de stockage pour obtenir les
dernières fonctionnalités et correctifs de bogues.

Composants inclus dans la mise à niveau du contrôleur OS

Plusieurs composants de matrice de stockage contiennent des logiciels ou du matériel que vous pouvez
souhaiter mettre à niveau occasionnellement.

• Logiciel de gestion — System Manager est le logiciel qui gère la matrice de stockage.

• Micrologiciel de contrôleur — le micrologiciel de contrôleur gère les E/S entre les hôtes et les volumes.

• NVSRAM de contrôleur — NVSRAM de contrôleur est un fichier de contrôleur qui spécifie les paramètres
par défaut des contrôleurs.

• Micrologiciel IOM — le firmware du module d’E/S (IOM) gère la connexion entre un contrôleur et un tiroir
de disque. Il surveille également l’état des composants.

• Supervisor Software — le logiciel Supervisor est la machine virtuelle sur un contrôleur dans lequel le
logiciel s’exécute.
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1 tiroir contrôleur ; 2 tiroir disque ; 3 logiciel, micrologiciel de contrôleur, NVSRAM contrôleur, Logiciel de
supervision ; 4 microprogramme de lecteur ; 5 microprogramme de module d’E/S ; 6 microprogramme de lecteur

Vous pouvez afficher les versions actuelles de vos logiciels et micrologiciels dans la boîte de dialogue
Inventaire des logiciels et micrologiciels. Accédez au menu :support[Upgrade Center], puis cliquez sur le lien
Software and Firmware Inventory.

Dans le cadre du processus de mise à niveau, le pilote multivoie/relais et/ou le pilote HBA de l’hôte peuvent
également être mis à niveau afin que l’hôte puisse interagir correctement avec les contrôleurs. Pour
déterminer si c’est le cas, reportez-vous à la "Matrice d’interopérabilité NetApp".

Quand arrêter les E/S.

Si votre baie de stockage contient deux contrôleurs et qu’un pilote multivoie est installé, la baie de stockage
peut continuer à traiter les E/S pendant la mise à niveau. Lors de la mise à niveau, le contrôleur A bascule
tous ses volumes vers le contrôleur B, réeffectue les volumes et l’ensemble des volumes du contrôleur B, puis
procède à la mise à niveau du contrôleur B.

Vérification de l’état de pré-mise à niveau

Une vérification de l’état de pré-mise à niveau s’effectue dans le cadre du processus de mise à niveau. Un
contrôle avant la mise à niveau de l’état de santé vérifie tous les composants de la baie de stockage afin de
vérifier que la mise à niveau peut se poursuivre. Les conditions suivantes peuvent empêcher la mise à niveau :

• Disques affectés en panne

• Disques de secours en cours d’utilisation

• Groupes de volumes incomplets

• Opérations exclusives en cours d’exécution

• Volumes manquants

• Contrôleur en état non optimal

• Nombre excessif d’événements du journal des événements

• Échec de validation de la base de données de configuration
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• Lecteurs avec les anciennes versions de DACstore

Vous pouvez également exécuter le contrôle d’état de pré-mise à niveau séparément sans effectuer de mise à
niveau.

Présentation de la mise à niveau du lecteur

Le micrologiciel du lecteur contrôle les caractéristiques de fonctionnement d’un lecteur. Régulièrement, les
fabricants de disques publient des mises à jour de firmware pour générer de nouvelles fonctionnalités,
améliorer la performance et corriger les défauts.

Mises à niveau hors ligne et en ligne du firmware des disques

Il existe deux types de méthodes de mise à niveau du micrologiciel des lecteurs : en ligne et hors ligne.

En ligne

Lors d’une mise à niveau en ligne, les disques sont mis à niveau séquentiellement, un à la fois. La baie de
stockage continue de traiter les E/S pendant la mise à niveau. Il n’est donc pas nécessaire d’arrêter les E/S. Si
un lecteur peut effectuer une mise à niveau en ligne, la méthode en ligne est utilisée automatiquement.

Les lecteurs qui peuvent effectuer une mise à niveau en ligne sont les suivants :

• Disques dans un pool optimal

• Disques dans un groupe de volumes redondants optimal (RAID 1, RAID 5 et RAID 6)

• Disques non assignés

• Disques de secours de secours

L’exécution d’une mise à niveau du firmware de disque en ligne peut prendre plusieurs heures, exposant ainsi
la baie de stockage à des pannes de volume potentielles. Une défaillance de volume peut se produire dans les
cas suivants :

• Dans un groupe de volumes RAID 1 ou RAID 5, un disque tombe en panne pendant la mise à niveau d’un
autre disque du groupe de volumes.

• Dans un pool ou un groupe de volumes RAID 6, deux disques tombent en panne pendant la mise à niveau
d’un autre disque dans le pool ou le groupe de volumes.

Hors ligne (parallèle)

Lors d’une mise à niveau hors ligne, tous les lecteurs du même type sont mis à niveau en même temps. Cette
méthode nécessite l’arrêt de l’activité d’E/S sur les volumes associés aux disques sélectionnés. Comme
plusieurs disques peuvent être mis à niveau simultanément (en parallèle), les temps d’indisponibilité sont
considérablement réduits. Si un lecteur ne peut effectuer qu’une mise à niveau hors ligne, la méthode hors
ligne est utilisée automatiquement.

Les lecteurs suivants DOIVENT utiliser la méthode offline :

• Disques dans un groupe de volumes non redondant (RAID 0)

• Disques dans un pool ou un groupe de volumes non optimal

• Disques dans SSD cache

24



Compatibilité

Chaque fichier de micrologiciel de lecteur contient des informations sur le type de lecteur sur lequel le
micrologiciel s’exécute. Vous ne pouvez télécharger le fichier de micrologiciel spécifié que sur un lecteur
compatible. System Manager vérifie automatiquement la compatibilité lors du processus de mise à niveau.

Mettre à niveau le logiciel et le micrologiciel du contrôleur dans SANtricity System
Manager

Vous pouvez mettre à niveau le logiciel de votre matrice de stockage et, éventuellement,
le micrologiciel du module d’E/S et la mémoire NVSRAM (Nonvolatile Static Random
Access Memory) pour vous assurer que vous disposez de toutes les dernières
fonctionnalités et correctifs de bogues.

Avant de commencer

• Vous savez si vous souhaitez mettre à niveau le firmware du module d’E/S.

Normalement, vous devez mettre à niveau tous les composants en même temps. Toutefois, vous pouvez
décider de ne pas mettre à niveau le firmware du module d’E/S si vous ne souhaitez pas le mettre à niveau
dans le cadre de la mise à niveau du logiciel SANtricity OS ou si le support technique vous a demandé de
rétrograder le micrologiciel de votre module d’E/S (vous ne pouvez que le mettre à niveau à l’aide de
l’interface de ligne de commande).

• Vous savez si vous voulez mettre à niveau le fichier NVSRAM du contrôleur.

Normalement, vous devez mettre à niveau tous les composants en même temps. Toutefois, vous pouvez
décider de ne pas mettre à niveau le fichier NVSRAM du contrôleur si votre fichier a été corrigé ou est une
version personnalisée et que vous ne souhaitez pas le remplacer.

• Vous savez si vous souhaitez activer votre mise à niveau de système d’exploitation dès maintenant ou
ultérieurement.

Voici quelques raisons d’activer ultérieurement :

◦ Temps de jour — l’activation du logiciel et du micrologiciel peut prendre un certain temps, vous pouvez
donc attendre que les charges d’E/S soient plus légères. Les contrôleurs basculent pendant
l’activation, pour que les performances soient inférieures à la normale jusqu’à la fin de la mise à
niveau.

◦ Type de paquet — vous pouvez tester le nouveau logiciel et le nouveau micrologiciel sur une matrice
de stockage avant de mettre à niveau les fichiers sur d’autres matrices de stockage.

• Vous savez si vous voulez passer de disques non sécurisés ou de disques sécurisés internes pour utiliser
un serveur de gestion des clés externe (KMS) pour la sécurité des disques.

• Vous savez si vous souhaitez utiliser le contrôle d’accès basé sur des rôles dans votre baie de stockage.

Description de la tâche

Vous pouvez choisir de mettre à niveau uniquement le fichier du logiciel OS ou uniquement le fichier NVSRAM
du contrôleur ou de mettre à niveau les deux fichiers.

Effectuez cette opération uniquement lorsque le support technique vous y invite.
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Risque de perte de données ou de détérioration de la baie de stockage — ne modifiez pas
la matrice de stockage pendant la mise à niveau. Maintenez l’alimentation de la baie de
stockage.

Étapes

1. Si votre matrice de stockage ne contient qu’un seul contrôleur ou si aucun pilote multivoie n’est installé,
arrêtez l’activité d’E/S vers la matrice de stockage pour éviter les erreurs d’application. Si votre baie de
stockage est équipée de deux contrôleurs et qu’un pilote multivoie est installé, il n’est pas nécessaire
d’arrêter l’activité d’E/S.

2. Sélectionnez menu:support [Upgrade Center].

3. Téléchargez le nouveau fichier depuis le site de support vers votre client de gestion.

a. Cliquez sur NetApp support pour lancer le site Web de support.

b. Sur le site Web de support, cliquez sur l’onglet Téléchargements, puis sélectionnez
Téléchargements.

c. Sélectionnez logiciel de contrôleur de système d’exploitation SANtricity E-Series.

d. Suivez les instructions restantes.

Un firmware avec signature numérique est requis dans la version 8.42 et supérieure. Si
vous tentez de télécharger un firmware non signé, une erreur s’affiche et le téléchargement
est interrompu.

4. Si vous NE souhaitez PAS mettre à niveau le micrologiciel du module d’E/S à ce stade, cliquez sur
*suspendre la synchronisation automatique du module d’E/S.

Si vous possédez une baie de stockage avec un seul contrôleur, le firmware du module d’E/S n’est pas mis
à niveau.

5. Sous mise à niveau du logiciel SANtricity OS, cliquez sur commencer la mise à niveau.

La boîte de dialogue mise à niveau du logiciel SANtricity OS s’affiche.

6. Sélectionnez un ou plusieurs fichiers pour lancer le processus de mise à niveau :

a. Sélectionnez le fichier du logiciel SANtricity OS en cliquant sur Parcourir et accédez au fichier du
logiciel OS que vous avez téléchargé à partir du site Web de support.

b. Sélectionnez le fichier NVSRAM du contrôleur en cliquant sur Parcourir et accédez au fichier
NVSRAM que vous avez téléchargé à partir du site de support. Les fichiers NVSRAM du contrôleur ont
un nom de fichier similaire à N2800-830000-000.dlp.

Ces actions se produisent :

▪ Par défaut, seuls les fichiers compatibles avec la configuration actuelle de la matrice de stockage
apparaissent.

▪ Lorsque vous sélectionnez un fichier à mettre à niveau, le nom et la taille du fichier s’affichent.

7. Facultatif: si vous avez sélectionné un fichier logiciel SANtricity OS à mettre à niveau, vous pouvez
transférer les fichiers vers le contrôleur sans les activer en cochant la case transférer les fichiers
maintenant, mais ne pas mettre à niveau (Activer la mise à niveau plus tard).

8. Cliquez sur Démarrer et confirmez que vous souhaitez effectuer l’opération.
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Vous pouvez annuler l’opération pendant le contrôle d’intégrité de pré-mise à niveau, mais pas pendant le
transfert ou l’activation.

9. Facultatif: pour afficher la liste des mises à niveau, cliquez sur Enregistrer le journal.

Le fichier est enregistré dans le dossier Téléchargements de votre navigateur portant le nom
drive_upgrade_log-timestamp.txt.

Une fois que vous avez terminé

• Vérifiez que tous les composants apparaissent sur la page matériel.

• Vérifiez les nouvelles versions du logiciel et du micrologiciel en cochant la boîte de dialogue Inventaire du

logiciel et du micrologiciel (allez au support › Upgrade Center, puis cliquez sur le lien Software and
Firmware Inventory).

• Si vous avez mis à niveau la NVSRAM du contrôleur, tous les paramètres personnalisés que vous avez
appliqués à la NVSRAM existante sont perdus pendant le processus d’activation. Vous devez à nouveau
appliquer les paramètres personnalisés à la NVSRAM une fois le processus d’activation terminé.

Activer le logiciel et le micrologiciel du contrôleur dans SANtricity System Manager

Vous pouvez choisir d’activer les fichiers de mise à niveau immédiatement ou d’attendre
jusqu’à ce que le moment soit plus opportun.

Description de la tâche

Vous pouvez télécharger et transférer les fichiers sans les activer. Vous pouvez choisir de l’activer
ultérieurement pour les raisons suivantes :

• Temps de jour — l’activation du logiciel et du micrologiciel peut prendre un certain temps, vous pouvez
donc attendre que les charges d’E/S soient plus légères. Les contrôleurs basculent pendant l’activation,
pour que les performances soient inférieures à la normale jusqu’à la fin de la mise à niveau.

• Type de paquet — vous pouvez tester le nouveau logiciel et le nouveau micrologiciel sur une matrice de
stockage avant de mettre à niveau les fichiers sur d’autres matrices de stockage.

Lorsque le logiciel ou le micrologiciel a été transféré mais n’est pas activé, une notification s’affiche dans la
zone Notifications de la page d’accueil de System Manager, ainsi que sur la page Centre de mise à niveau.

Vous ne pouvez pas arrêter le processus d’activation après son démarrage.

Étapes

1. Sélectionnez menu:support [Upgrade Center].

2. Dans la zone mise à niveau du logiciel du contrôleur SANtricity OS, cliquez sur Activer et confirmez que
vous souhaitez effectuer l’opération.

Vous pouvez annuler l’opération pendant le contrôle d’état de pré-mise à niveau, mais pas pendant
l’activation.

La vérification préalable à la mise à niveau commence. Si le contrôle d’intégrité de pré-mise à niveau
réussit, le processus de mise à niveau procède à l’activation des fichiers. Si la vérification préalable à la
mise à niveau de l’état du système échoue, utilisez le gourou de la restauration ou contactez le support
technique afin de résoudre le problème. Pour certains types de conditions, le support technique peut vous
conseiller de continuer la mise à niveau malgré les erreurs en cochant la case Autoriser la mise à niveau.
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Une fois la vérification préalable à la mise à niveau terminée, l’activation a lieu. Le temps nécessaire à
l’activation dépend de la configuration de la matrice de stockage et des composants que vous activez.

3. Facultatif: pour afficher la liste des mises à niveau, cliquez sur Enregistrer le journal.

Le fichier est enregistré dans le dossier Téléchargements de votre navigateur portant le nom
drive_upgrade_log-timestamp.txt.

Une fois que vous avez terminé

• Vérifiez que tous les composants apparaissent sur la page matériel.

• Vérifiez les nouvelles versions du logiciel et du micrologiciel en cochant la boîte de dialogue Inventaire du

logiciel et du micrologiciel (allez au support › Upgrade Center, puis cliquez sur le lien Software and
Firmware Inventory).

• Si vous avez mis à niveau la NVSRAM du contrôleur, tous les paramètres personnalisés que vous avez
appliqués à la NVSRAM existante sont perdus pendant le processus d’activation. Vous devez à nouveau
appliquer les paramètres personnalisés à la NVSRAM une fois le processus d’activation terminé.

Mettre à niveau le micrologiciel du lecteur dans SANtricity System Manager

Vous pouvez mettre à niveau le micrologiciel de vos lecteurs pour vous assurer que vous
disposez de toutes les dernières fonctionnalités et correctifs.

Avant de commencer

• Vous avez sauvegardé vos données à l’aide de la sauvegarde disque à disque, de la copie de volume (sur
un groupe de volumes non concerné par la mise à niveau du micrologiciel planifiée) ou d’un miroir distant.

• La matrice de stockage présente un état optimal.

• Tous les disques ont un état optimal.

• Aucune modification de configuration n’est en cours sur la matrice de stockage.

• Si les lecteurs ne peuvent effectuer qu’une mise à niveau hors ligne, l’activité d’E/S de tous les volumes
associés aux lecteurs est interrompue.

Étapes

1. Sélectionnez menu:support [Upgrade Center].

2. Téléchargez les nouveaux fichiers du site de support sur votre client de gestion.

3. Sous mise à niveau du micrologiciel du lecteur, cliquez sur commencer la mise à niveau.

Une boîte de dialogue s’affiche, qui répertorie les fichiers du micrologiciel du lecteur actuellement utilisés.

4. Extrayez (décompresser) les fichiers téléchargés depuis le site de support.

5. Cliquez sur Parcourir, puis sélectionnez les nouveaux fichiers de micrologiciel de lecteur que vous avez
téléchargés à partir du site de support.

Les fichiers du micrologiciel du lecteur ont un nom de fichier similaire à
D_HUC101212CSS600_30602291_MS01_2800_0002 avec l’extension de .dlp.

Vous pouvez sélectionner jusqu’à quatre fichiers de micrologiciel de lecteur, un par un. Si plusieurs fichiers
de micrologiciel de lecteur sont compatibles avec le même lecteur, vous obtenez une erreur de conflit de
fichier. Choisissez le fichier de micrologiciel de lecteur que vous souhaitez utiliser pour la mise à niveau et
supprimez l’autre.
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6. Cliquez sur Suivant.

La boîte de dialogue Sélectionner les lecteurs apparaît, qui répertorie les lecteurs que vous pouvez
mettre à niveau avec les fichiers sélectionnés.

Seuls les lecteurs compatibles apparaissent.

Le micrologiciel sélectionné pour le lecteur s’affiche dans la zone d’informations du micrologiciel proposé.
Si vous devez modifier le micrologiciel, cliquez sur Retour pour revenir à la boîte de dialogue précédente.

7. Sélectionnez le type de mise à niveau que vous souhaitez effectuer :

◦ Online (par défaut) — affiche les lecteurs qui peuvent prendre en charge un téléchargement de
micrologiciel pendant que la matrice de stockage traite I/O. Il n’est pas nécessaire d’arrêter les E/S
vers les volumes associés à l’aide de ces lecteurs lorsque vous sélectionnez cette méthode de mise à
niveau. Ces disques sont mis à niveau un par un, alors que la baie de stockage traite des E/S vers ces
disques.

◦ Hors ligne (parallèle) — affiche les lecteurs qui peuvent prendre en charge un téléchargement de
micrologiciel uniquement pendant que toutes les activités d’E/S sont arrêtées sur tous les volumes qui
utilisent les lecteurs. Vous devez arrêter toutes les activités d’E/S sur les volumes qui utilisent les
lecteurs que vous mettez à niveau lorsque vous sélectionnez cette méthode de mise à niveau. Les
lecteurs qui ne sont pas redondants doivent être traités comme une opération hors ligne. Cette
configuration inclut tous les disques associés à un cache SSD, un groupe de volumes RAID 0 ou tout
pool ou groupe de volumes dégradé. La mise à niveau hors ligne (parallèle) est généralement plus
rapide que la méthode en ligne (par défaut).

8. Dans la première colonne du tableau, sélectionnez le ou les lecteurs que vous souhaitez mettre à niveau.

9. Cliquez sur Démarrer et confirmez que vous souhaitez effectuer l’opération.

Si vous devez arrêter la mise à niveau, cliquez sur Stop. Tous les téléchargements de micrologiciel en
cours sont terminés. Tous les téléchargements de micrologiciel qui n’ont pas démarré sont annulés.

L’arrêt de la mise à niveau du micrologiciel du lecteur peut entraîner une perte de données
ou l’indisponibilité des disques.

10. Facultatif: pour afficher la liste des mises à niveau, cliquez sur Enregistrer le journal.

Le fichier est enregistré dans le dossier Téléchargements de votre navigateur portant le nom
drive_upgrade_log-timestamp.txt.

11. Si l’une des erreurs suivantes se produit pendant la procédure de mise à niveau, effectuez l’action
recommandée appropriée.
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Erreurs et actions recommandées

Si vous rencontrez cette erreur de
téléchargement du micrologiciel…

Puis procédez comme suit…

Disques affectés en panne L’une des raisons de la défaillance est que le lecteur ne
possède pas la signature appropriée. Assurez-vous que le
disque concerné est un disque autorisé. Contactez le support
technique pour plus d’informations.

Lorsque vous remplacez un lecteur, assurez-vous que sa
capacité est supérieure ou égale à celle du lecteur défectueux
que vous remplacez.

Vous pouvez remplacer le disque défectueux alors que la
matrice de stockage reçoit des E/S.

Vérifier la matrice de stockage • Assurez-vous qu’une adresse IP a été attribuée à chaque
contrôleur.

• Assurez-vous que tous les câbles connectés au
contrôleur ne sont pas endommagés.

• Assurez-vous que tous les câbles sont bien connectés.

Disques de secours intégrés Ce problème d’erreur doit être corrigé avant de pouvoir mettre
à niveau le micrologiciel. Lancez System Manager et utilisez
le gourou de la restauration pour résoudre le problème.

Groupes de volumes incomplets Si un ou plusieurs groupes de volumes ou pools de disques
sont incomplets, vous devez corriger cette condition d’erreur
avant de pouvoir mettre à niveau le micrologiciel. Lancez
System Manager et utilisez le gourou de la restauration pour
résoudre le problème.

Opérations exclusives \(autres que
l’analyse de parité/support en arrière-
plan\) actuellement en cours d’exécution
sur n’importe quel groupe de volumes

Si une ou plusieurs opérations exclusives sont en cours, les
opérations doivent être effectuées avant la mise à niveau du
micrologiciel. Utilisez System Manager pour surveiller la
progression des opérations.

Volumes manquants Vous devez corriger la condition de volume manquant avant
de pouvoir mettre à niveau le micrologiciel. Lancez System
Manager et utilisez le gourou de la restauration pour résoudre
le problème.

L’un ou l’autre des contrôleurs est dans
un état autre que optimal

L’un des contrôleurs de la baie de stockage doit faire
attention. Ce problème doit être résolu avant la mise à niveau
du firmware. Lancez System Manager et utilisez le gourou de
la restauration pour résoudre le problème.
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Si vous rencontrez cette erreur de
téléchargement du micrologiciel…

Puis procédez comme suit…

Incohérence des informations de
partition de stockage entre les
graphiques d’objet du contrôleur

Une erreur s’est produite lors de la validation des données sur
les contrôleurs. Contactez le support technique pour résoudre
ce problème.

Échec de la vérification du contrôleur de
base de données SPM Verify Database
Controller

Une erreur de mappage de la base de données de mappage
des partitions de stockage s’est produite sur un contrôleur.
Contactez le support technique pour résoudre ce problème.

Validation de la base de données de
configuration \(si prise en charge par la
version du contrôleur de la matrice de
stockage\)

Une erreur de base de données de configuration s’est
produite sur un contrôleur. Contactez le support technique
pour résoudre ce problème.

Vérifications liées À MEL Contactez le support technique pour résoudre ce problème.

Plus de 10 événements MEL
informationnels ou critiques de DDE ont
été rapportés au cours des 7 derniers
jours

Contactez le support technique pour résoudre ce problème.

Plus de 2 pages 2C des événements
MEL critiques ont été rapportés au cours
des 7 derniers jours

Contactez le support technique pour résoudre ce problème.

Plus de 2 événements MEL critiques de
disque dur ont été signalés au cours des
7 derniers jours

Contactez le support technique pour résoudre ce problème.

Plus de 4 entrées MEL critiques au
cours des 7 derniers jours

Contactez le support technique pour résoudre ce problème.

Une fois que vous avez terminé

La mise à niveau du micrologiciel de votre lecteur est terminée. Vous pouvez reprendre les opérations
normales.

En savoir plus sur les erreurs de mise à niveau du logiciel et du micrologiciel
SANtricity

Des erreurs peuvent se produire lors de la mise à niveau du logiciel du contrôleur ou de
la mise à niveau du micrologiciel du lecteur.
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Erreur de
téléchargement du
micrologiciel

Description Action recommandée

Disques affectés en
panne

Echec de la mise à niveau d’un lecteur
affecté dans la matrice de stockage.

L’une des raisons de la défaillance est
que le lecteur ne possède pas la
signature appropriée. Assurez-vous que
le disque concerné est un disque
autorisé. Contactez le support
technique pour plus d’informations.

Lorsque vous remplacez un lecteur,
assurez-vous que sa capacité est
supérieure ou égale à celle du lecteur
défectueux que vous remplacez.

Vous pouvez remplacer le disque
défectueux alors que la matrice de
stockage reçoit des E/S.

Disques de secours
intégrés

Si le lecteur est marqué comme disque
de secours et est utilisé pour un groupe
de volumes, le processus de mise à
niveau du micrologiciel échoue.

Ce problème d’erreur doit être corrigé
avant de pouvoir mettre à niveau le
micrologiciel. Lancez System Manager
et utilisez le gourou de la restauration
pour résoudre le problème.

Groupes de volumes
incomplets

Si un lecteur faisant partie d’un groupe
de volumes est contourné, supprimé ou
ne répond pas, il est considéré comme
un groupe de volumes incomplet. Un
groupe de volumes incomplet empêche
les mises à niveau du micrologiciel.

Si un ou plusieurs groupes de volumes
ou pools de disques sont incomplets,
vous devez corriger cette condition
d’erreur avant de pouvoir mettre à
niveau le micrologiciel. Lancez System
Manager et utilisez le gourou de la
restauration pour résoudre le problème.

Opérations exclusives
(autres que l’analyse des
supports en arrière-
plan/parité) actuellement
en cours d’exécution sur
tous les groupes de
volumes

Impossible de mettre à niveau le
micrologiciel si des opérations
exclusives sont en cours sur un volume.

Si une ou plusieurs opérations
exclusives sont en cours, les opérations
doivent être effectuées avant la mise à
niveau du micrologiciel. Utilisez System
Manager pour surveiller la progression
des opérations.

Volumes manquants Impossible de mettre à niveau le
micrologiciel si un volume est
manquant.

Vous devez corriger la condition de
volume manquant avant de pouvoir
mettre à niveau le micrologiciel. Lancez
System Manager et utilisez le gourou de
la restauration pour résoudre le
problème.
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Erreur de
téléchargement du
micrologiciel

Description Action recommandée

L’un ou l’autre des
contrôleurs est dans un
état autre que optimal

Impossible de mettre à niveau le
firmware si l’un des contrôleurs est dans
un état autre que optimal.

L’un des contrôleurs de la baie de
stockage doit faire attention. Ce
problème doit être résolu avant la mise
à niveau du firmware. Lancez System
Manager et utilisez le gourou de la
restauration pour résoudre le problème.

Échec de la vérification du
contrôleur de base de
données SPM Verify
Database Controller

Impossible de mettre à niveau le
micrologiciel car la base de données
des mappages des partitions de
stockage est corrompue.

Une erreur de mappage de la base de
données de mappage des partitions de
stockage s’est produite sur un
contrôleur. Contactez le support
technique pour résoudre ce problème.

Validation de la base de
données de configuration
(si prise en charge par la
version du contrôleur de
la matrice de stockage)

Impossible de mettre à niveau le
micrologiciel car la base de données de
configuration est endommagée.

Une erreur de base de données de
configuration s’est produite sur un
contrôleur. Contactez le support
technique pour résoudre ce problème.

Vérifications liées À MEL Impossible de mettre à niveau le
micrologiciel car le journal des
événements contient des erreurs.

Contactez le support technique pour
résoudre ce problème.

Plus de 10 événements
MEL informationnels ou
critiques de DDE ont été
rapportés au cours des 7
derniers jours

Impossible de mettre à niveau le
micrologiciel car il y a plus de 10
événements MEL DDE informationnels
ou critiques signalés au cours des sept
derniers jours.

Contactez le support technique pour
résoudre ce problème.

Plus de 2 pages 2C des
événements MEL
critiques ont été rapportés
au cours des 7 derniers
jours

Impossible de mettre à niveau le
micrologiciel car il y a plus de deux
événements MEL critiques de page 2C
signalés au cours des sept derniers
jours.

Contactez le support technique pour
résoudre ce problème.

Plus de 2 événements
MEL critiques de disque
dur ont été signalés au
cours des 7 derniers jours

Impossible de mettre à niveau le
micrologiciel car il y a plus de deux
événements MEL critiques de canal de
disque dégradés signalés au cours des
sept derniers jours.

Contactez le support technique pour
résoudre ce problème.

Plus de 4 entrées MEL
critiques au cours des 7
derniers jours

Impossible de mettre à niveau le
micrologiciel car il y a plus de quatre
entrées critiques du journal des
événements signalées au cours des
sept derniers jours.

Contactez le support technique pour
résoudre ce problème.
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Erreur de
téléchargement du
micrologiciel

Description Action recommandée

Une adresse IP de
gestion valide est requise.

Une adresse IP de contrôleur valide est
requise pour effectuer cette opération.

Contactez le support technique pour
résoudre ce problème.

La commande nécessite
une adresse IP de gestion
active pour chaque
contrôleur à fournir.

Une adresse IP de contrôleur pour
chaque contrôleur associé à la matrice
de stockage est requise pour cette
opération.

Contactez le support technique pour
résoudre ce problème.

Type de fichier de
téléchargement non traité
renvoyé.

Le fichier de téléchargement spécifié
n’est pas pris en charge.

Contactez le support technique pour
résoudre ce problème.

Une erreur s’est produite
lors de la procédure de
téléchargement du
micrologiciel.

Le téléchargement du firmware a
échoué, car le contrôleur ne peut pas
traiter la demande. Vérifiez que la
matrice de stockage est optimale et
relancez l’opération.

Si cette erreur se produit à nouveau
après avoir vérifié que la baie de
stockage est optimale, contactez le
support technique pour résoudre ce
problème.

Une erreur s’est produite
lors de la procédure
d’activation du
micrologiciel.

L’activation du micrologiciel a échoué
car le contrôleur ne peut pas traiter la
demande. Vérifiez que la matrice de
stockage est optimale et relancez
l’opération.

Si cette erreur se produit à nouveau
après avoir vérifié que la baie de
stockage est optimale, contactez le
support technique pour résoudre ce
problème.

Le délai d’expiration a été
atteint en attente du
redémarrage du
contrôleur {0}.

Le logiciel de gestion ne peut pas se
reconnecter au contrôleur {0} après un
redémarrage. Vérifiez qu’il y a un
chemin de connexion opérationnelle à
la matrice de stockage et réessayez
l’opération si elle ne s’est pas terminée
correctement.

Si cette erreur se produit à nouveau
après avoir vérifié que la baie de
stockage est optimale, contactez le
support technique pour résoudre ce
problème.

Vous pouvez corriger certaines de ces conditions à l’aide de la fonctionnalité Recovery Guru dans System
Manager. Toutefois, pour certaines conditions, vous devrez peut-être contacter le support technique. Les
informations relatives au dernier téléchargement du micrologiciel du contrôleur sont disponibles sur la matrice
de stockage. Ces informations aident le support technique à comprendre les conditions d’erreur qui ont
empêché la mise à niveau et le téléchargement du firmware.

FAQ AutoSupport pour SANtricity System Manager

Cette FAQ peut vous aider si vous cherchez juste une réponse rapide à une question.

Quelles données puis-je collecter ?

La fonction AutoSupport et la fonction Manual support Data Collection permettent de collecter des données
dans un pack de support client afin de résoudre les problèmes à distance par le support technique.
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Le pack support client rassemble tous les types d’informations sur la matrice de stockage dans un seul fichier
compressé. Les informations collectées englobent la configuration physique, la configuration logique, les
informations de version, les événements, les fichiers journaux, et les données de performances. Ces
informations sont utilisées uniquement par le support technique pour résoudre des problèmes avec la matrice
de stockage.

Que me montrent les données des secteurs illisibles ?

Vous pouvez afficher des données détaillées sur les secteurs illisibles détectés sur les disques de votre
matrice de stockage.

Le journal secteurs illisibles montre d’abord le secteur illisible le plus récent. Le journal contient les
informations suivantes sur les volumes qui contiennent les secteurs illisibles. Les champs sont sortables.

Champ Description

Volume affecté Affiche le libellé du volume. Si un volume manquant contient des secteurs
illisibles, le World Wide identifier apparaît pour le volume manquant.

Numéro d’unité logique
(LUN)

Indique la LUN du volume. Si le volume ne dispose pas d’une LUN, la boîte de
dialogue affiche NA.

Affecté à Affiche les hôtes ou clusters hôtes qui ont accès au volume. Si le volume n’est
pas accessible par un hôte, un cluster hôte ou même un cluster par défaut, la
boîte de dialogue affiche NA.

Pour afficher des informations supplémentaires sur les secteurs illisibles, cliquez sur le signe plus (+) en
regard d’un volume.

Champ Description

Date/heure Indique la date et l’heure de détection du secteur illisible.

Adresse de bloc logique
du volume

Affiche l’adresse de bloc logique (LBA) du volume.

Emplacement du lecteur Le indique le tiroir disque, le tiroir (si votre tiroir disque est doté de tiroirs) et
l’emplacement de la baie.

Adresse du bloc logique
du lecteur

Indique la LBA du lecteur.
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Champ Description

Type de panne Affiche l’un des types de panne suivants :

• Physique — une erreur de support physique.

• Logique — une erreur de lecture ailleurs dans la bande causant des données
illisibles. Par exemple, secteur illisible en raison d’erreurs de support ailleurs
dans le volume.

• Incohérent — données de redondance incohérentes.

• Data assurance — une erreur Data assurance.

Qu’est-ce qu’une image de santé ?

Une image de santé est un « dump » de données brutes de la mémoire du processeur du contrôleur que le
support technique peut utiliser pour diagnostiquer un problème sur un contrôleur.

Le firmware génère automatiquement une image de l’état de santé lorsqu’il détecte certaines erreurs. Dans
certains scénarios de dépannage, le support technique peut vous demander de récupérer le fichier d’image
d’intégrité et de l’envoyer.

Quels sont les avantages des fonctionnalités AutoSupport ?

La fonctionnalité AutoSupport comprend trois fonctions individuelles que vous pouvez activer séparément.

• AutoSupport de base — permet à votre matrice de stockage de collecter et d’envoyer automatiquement
des données au support technique.

• AutoSupport OnDemand — permet au support technique de demander la retransmission d’une
intervention AutoSupport précédente si nécessaire pour le dépannage d’un problème. Toutes les
transmissions sont lancées à partir de la baie de stockage, et non à partir du serveur AutoSupport. La baie
de stockage vérifie régulièrement avec le serveur AutoSupport pour déterminer s’il existe des demandes
de retransmission en attente et répond en conséquence.

• Diagnostics à distance — permet au support technique de demander une nouvelle intervention
AutoSupport à jour si nécessaire pour le dépannage d’un problème. Toutes les transmissions sont lancées
à partir de la baie de stockage, et non à partir du serveur AutoSupport. La baie de stockage s’effectue
régulièrement avec le serveur AutoSupport afin de déterminer s’il existe de nouvelles demandes en attente
et répond en conséquence.

Quel type de données est collecté grâce à la fonctionnalité AutoSupport ?

La fonction AutoSupport contient trois types d’intervention standard : l’envoi d’événements, les interventions
planifiées et les interventions de diagnostic à la demande et à distance.

Les données AutoSupport ne contiennent aucune donnée utilisateur.

• Interventions d’événements

Lorsque des événements se produisent sur le système qui garantit une notification proactive au support
technique, la fonctionnalité AutoSupport envoie automatiquement une intervention déclenchée par un
événement.

◦ Envoyé lorsqu’un événement de support sur la baie de stockage gérée se produit.
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◦ Comprend un aperçu complet de ce qui se passait avec la baie de stockage au moment de
l’événement.

• Interventions programmées

La fonction AutoSupport envoie automatiquement plusieurs interventions selon un calendrier régulier.

◦ Interventions quotidiennes — envoyées une fois par jour pendant un intervalle de temps configurable
par l’utilisateur. Inclut les journaux d’événements du système et les données de performances.

◦ Interventions hebdomadaires — envoyées une fois par semaine pendant un intervalle de temps et un
jour configurables par l’utilisateur. Inclut des informations sur la configuration et l’état du système.

• Interventions de diagnostic à distance et AutoSupport OnDemand

◦ AutoSupport OnDemand — permet au support technique de demander la retransmission d’une
intervention AutoSupport précédente si nécessaire pour le dépannage d’un problème. Toutes les
transmissions sont lancées à partir de la baie de stockage, et non à partir du serveur AutoSupport. La
baie de stockage vérifie régulièrement avec le serveur AutoSupport pour déterminer s’il existe des
demandes de retransmission en attente et répond en conséquence.

◦ Diagnostics à distance — permet au support technique de demander une nouvelle intervention
AutoSupport à jour si nécessaire pour le dépannage d’un problème. Toutes les transmissions sont
lancées à partir de la baie de stockage, et non à partir du serveur AutoSupport. La baie de stockage
s’effectue régulièrement avec le serveur AutoSupport afin de déterminer s’il existe de nouvelles
demandes en attente et répond en conséquence.

Comment configurer la méthode de livraison pour la fonctionnalité AutoSupport ?

La fonction AutoSupport prend en charge les protocoles HTTPS et SMTP pour la fourniture d’interventions
AutoSupport au support technique.

Avant de commencer

• La fonctionnalité AutoSupport doit être activée. Vous pouvez vérifier si elle est activée ou non sur la page
AutoSupport.

• Un serveur DNS doit être installé et configuré sur votre réseau. L’adresse du serveur DNS doit être
configurée dans System Manager (cette tâche est disponible à partir de la page Hardware).

Description de la tâche

Étudiez les différents protocoles :

• HTTPS — vous permet de vous connecter directement au serveur d’assistance technique de destination
via HTTPS. Si vous souhaitez activer AutoSupport OnDemand ou diagnostic à distance, la méthode de
livraison AutoSupport doit être définie sur HTTPS.

• Email — vous permet d’utiliser un serveur de messagerie comme méthode de livraison pour envoyer des
interventions AutoSupport.

Différences entre les méthodes HTTPS et Email. La méthode de livraison par courrier
électronique, qui utilise SMTP, présente des différences importantes par rapport à la méthode
de livraison HTTPS. Tout d’abord, la taille des interventions pour la méthode E-mail est limitée à
5 Mo, ce qui signifie que certaines collections de données ASUP ne seront pas envoyées.
Deuxièmement, la fonction AutoSupport OnDemand est disponible uniquement sur la méthode
de distribution HTTPS.

Étapes
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1. Sélectionnez l’onglet [Centre de support > AutoSupport].

2. Sélectionnez configurer la méthode de livraison AutoSupport.

Une boîte de dialogue s’affiche, qui répertorie les méthodes de livraison d’expédition.

3. Sélectionnez la méthode de livraison souhaitée, puis sélectionnez les paramètres pour cette méthode de
livraison. Effectuez l’une des opérations suivantes :

◦ Si vous avez sélectionné HTTPS, sélectionnez l’un des paramètres de livraison suivants :

▪ Directement — ce paramètre de distribution est la sélection par défaut. Cette option vous permet
de vous connecter directement au système de support technique de destination à l’aide du
protocole HTTPS.

▪ Via serveur proxy — la sélection de cette option vous permet de spécifier les détails du serveur
proxy HTTP requis pour établir la connexion avec le système de support technique de destination.
Vous devez spécifier l’adresse hôte et le numéro de port. Toutefois, vous devez uniquement saisir
les détails d’authentification de l’hôte (nom d’utilisateur et mot de passe) si nécessaire.

▪ Via le script de configuration automatique du proxy (PAC) — spécifiez l’emplacement d’un
fichier de script PAC (Proxy Auto-Configuration). Un fichier PAC permet au système de choisir
automatiquement le serveur proxy approprié pour établir une connexion avec le système
d’assistance technique de destination.

◦ Si vous avez sélectionné E-mail, saisissez les informations suivantes :

▪ L’adresse du serveur de messagerie en tant que nom de domaine complet, adresse IPv4 ou
adresse IPv6.

▪ Adresse e-mail affichée dans le champ de du courrier électronique d’intervention AutoSupport.

▪ Facultatif; si vous voulez effectuer un test de configuration. adresse e-mail où une
confirmation est envoyée lorsque le système AutoSupport reçoit l’intervention de test.

▪ Si vous souhaitez crypter les messages, sélectionnez SMTPS ou STARTTLS pour le type de
cryptage, puis sélectionnez le numéro de port pour les messages cryptés. Sinon, sélectionnez
aucun.

▪ Si nécessaire, entrez un nom d’utilisateur et un mot de passe pour l’authentification avec
l’expéditeur sortant et le serveur de messagerie.

4. Cliquez sur Tester la configuration pour tester la connexion au serveur de support technique à l’aide des
paramètres de livraison spécifiés. Si vous avez activé la fonctionnalité AutoSupport On-Demand, le
système teste également la connexion pour la livraison de l’intervention AutoSupport OnDemand.

Si le test de configuration échoue, vérifiez vos paramètres de configuration et relancez le test. Si le test
continue à échouer, contactez le support technique.

5. Cliquez sur Enregistrer.

Qu’est-ce que les données de configuration ?

Lorsque vous sélectionnez collecter les données de configuration, le système enregistre l’état actuel de la
base de données de configuration RAID.

La base de données de configuration RAID inclut toutes les données des groupes de volumes et des pools de
disques du contrôleur. La fonction de collecte de données de configuration enregistre les mêmes informations
que la commande CLI pour save storageArray dbmDatabase.
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Que dois-je savoir avant de mettre à niveau le logiciel SANtricity OS ?

Avant de mettre à niveau le logiciel et le micrologiciel de votre contrôleur, tenez compte de ces éléments.

• Vous avez lu le document et le readme.txt et vous avez déterminé que vous souhaitez effectuer la mise
à niveau.

• Vous savez si vous souhaitez mettre à niveau le firmware du module d’E/S.

Normalement, vous devez mettre à niveau tous les composants en même temps. Toutefois, vous pouvez
décider de ne pas mettre à niveau le firmware du module d’E/S si vous ne souhaitez pas le mettre à niveau
dans le cadre de la mise à niveau du logiciel du contrôleur SANtricity OS ou si le support technique vous a
demandé de rétrograder le micrologiciel de votre module d’E/S (vous ne pouvez que le rétrograder en
utilisant l’interface de ligne de commande).

• Vous savez si vous voulez mettre à niveau le fichier NVSRAM du contrôleur.

Normalement, vous devez mettre à niveau tous les composants en même temps. Toutefois, vous pouvez
décider de ne pas mettre à niveau le fichier NVSRAM du contrôleur si votre fichier a été corrigé ou est une
version personnalisée et que vous ne souhaitez pas le remplacer.

• Vous savez si vous souhaitez activer maintenant ou ultérieurement.

Voici quelques raisons d’activer ultérieurement :

◦ Temps de jour — l’activation du logiciel et du micrologiciel peut prendre un certain temps, vous pouvez
donc attendre que les charges d’E/S soient plus légères. Les contrôleurs basculent pendant
l’activation, pour que les performances soient inférieures à la normale jusqu’à la fin de la mise à
niveau.

◦ Type de paquet — vous pouvez tester le nouveau logiciel et le nouveau micrologiciel sur une matrice
de stockage avant de mettre à niveau les fichiers sur d’autres matrices de stockage.

Ces composants font partie de la mise à niveau logicielle du contrôleur SANtricity OS :

• Logiciel de gestion — System Manager est le logiciel qui gère la matrice de stockage.

• Micrologiciel de contrôleur — le micrologiciel de contrôleur gère les E/S entre les hôtes et les volumes.

• NVSRAM de contrôleur — NVSRAM de contrôleur est un fichier de contrôleur qui spécifie les paramètres
par défaut des contrôleurs.

• Micrologiciel IOM — le firmware du module d’E/S (IOM) gère la connexion entre un contrôleur et un tiroir
de disque. Il surveille également l’état des composants.

• Supervisor Software — le logiciel Supervisor est la machine virtuelle sur un contrôleur dans lequel le
logiciel s’exécute.

Dans le cadre du processus de mise à niveau, le pilote multivoie/relais et/ou le pilote HBA de l’hôte peuvent
également être mis à niveau afin que l’hôte puisse interagir correctement avec les contrôleurs.

Pour déterminer si c’est le cas, reportez-vous à la "Matrice d’interopérabilité NetApp".

Si votre matrice de stockage ne contient qu’un seul contrôleur ou si aucun pilote multivoie n’est installé, arrêtez
l’activité d’E/S vers la matrice de stockage pour éviter les erreurs d’application. Si votre baie de stockage est
équipée de deux contrôleurs et qu’un pilote multivoie est installé, il n’est pas nécessaire d’arrêter l’activité
d’E/S.
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Ne modifiez pas la matrice de stockage pendant la mise à niveau.

Que dois-je savoir avant de suspendre la synchronisation automatique de l’IOM ?

L’interruption de la synchronisation automatique du module d’E/S empêche la mise à niveau du firmware du
module lors de la prochaine mise à niveau du logiciel du contrôleur SANtricity OS.

En principe, le logiciel du contrôleur et le firmware du module sont mis à niveau en tant que pack. Vous pouvez
suspendre la synchronisation automatique du module d’E/S si vous disposez d’une version spéciale du
firmware IOM que vous souhaitez conserver sur votre armoire. Si vous ne faites pas partie du firmware du
module d’E/S, celui-ci est inclus avec le logiciel du contrôleur lors de la prochaine mise à niveau du logiciel du
contrôleur.

Pourquoi ma mise à niveau du micrologiciel avance-t-elle si lentement ?

La progression de la mise à niveau du micrologiciel dépend de la charge globale du système.

Lors d’une mise à niveau en ligne du firmware d’un disque, si un transfert de volume a lieu pendant le
processus de reconstruction rapide, le système lance une reconstruction complète sur le volume transféré.
Cette opération peut prendre beaucoup de temps. Le temps de reconstruction complet réel dépend de
plusieurs facteurs, notamment la quantité d’activité d’E/S survenant pendant l’opération de reconstruction, le
nombre de disques du groupe de volumes, le paramètre de priorité de reconstruction et la performance du
disque.

Que dois-je savoir avant de mettre à niveau le micrologiciel du lecteur ?

Avant de mettre à niveau le micrologiciel de votre lecteur, tenez compte de ces éléments.

• Par mesure de précaution, sauvegardez vos données à l’aide de la sauvegarde disque à disque, de la
copie de volume (vers un groupe de volumes non affecté par la mise à niveau du micrologiciel planifiée) ou
d’un miroir distant.

• Il est possible que vous ne souhaitiez mettre à niveau que quelques lecteurs pour tester le comportement
du nouveau micrologiciel afin de vous assurer qu’il fonctionne correctement. Si le nouveau micrologiciel
fonctionne correctement, mettez à niveau les lecteurs restants.

• Si des disques défectueux sont défectueux, corrigez-les avant de lancer la mise à niveau du micrologiciel.

• Si les disques peuvent effectuer une mise à niveau hors ligne, arrêtez l’activité d’E/S sur tous les volumes
associés aux disques. Lorsque les E/S sont arrêtées, aucune opération de configuration associée à ces
volumes ne peut avoir lieu.

• Ne retirez aucun lecteur lors de la mise à niveau du micrologiciel du lecteur.

• Ne modifiez pas la configuration de la matrice de stockage lors de la mise à niveau du micrologiciel du
lecteur.

Comment choisir le type de mise à niveau à effectuer ?

Vous choisissez le type de mise à niveau à effectuer sur le lecteur en fonction de l’état du pool ou du groupe
de volumes.

• En ligne

Si le pool ou le groupe de volumes prend en charge la redondance et est optimal, vous pouvez utiliser la
méthode en ligne pour mettre à niveau le micrologiciel du lecteur. La méthode en ligne télécharge le
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micrologiciel pendant que la matrice de stockage traite les E/S aux volumes associés utilisant ces lecteurs.
Il n’est pas nécessaire d’arrêter les E/S vers les volumes associés à l’aide de ces lecteurs. Ces lecteurs
sont mis à niveau un par un vers les volumes associés aux lecteurs. Si le lecteur n’est pas affecté à un
pool ou à un groupe de volumes, son micrologiciel peut être mis à jour par la méthode en ligne ou hors
ligne. Les performances du système peuvent être affectées lorsque vous utilisez la méthode en ligne pour
mettre à niveau le micrologiciel du lecteur.

• Hors ligne

Si le pool ou le groupe de volumes ne prend pas en charge la redondance (RAID 0) ou s’il est dégradé,
vous devez utiliser la méthode hors ligne pour mettre à niveau le micrologiciel du lecteur. La méthode
Offline met à niveau le micrologiciel uniquement lorsque toutes les activités d’E/S sont arrêtées vers les
volumes associés utilisant ces lecteurs. Vous devez arrêter toutes les E/S de tous les volumes associés
utilisant ces lecteurs. Si le lecteur n’est pas affecté à un pool ou à un groupe de volumes, son micrologiciel
peut être mis à jour par la méthode en ligne ou hors ligne.
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