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Gérer SNMP
Vous pouvez configurer le protocole SNMP (simple Network Management Protocol) dans
votre cluster.

Vous pouvez sélectionner un demandeur SNMP, sélectionner la version de SNMP à utiliser, identifier
l’utilisateur SNMP user based Security Model (USM) et configurer les traps pour surveiller le cluster SolidFire.
Vous pouvez également afficher les fichiers de la base d’informations de gestion et y accéder.

Vous pouvez utiliser les adresses IPv4 et IPv6.

Détails SNMP

Sur la page SNMP de l’onglet Cluster, vous pouvez afficher les informations suivantes.

• MIB SNMP

Les fichiers MIB qui sont disponibles pour vous à visualiser ou télécharger.

• Paramètres SNMP généraux

Vous pouvez activer ou désactiver SNMP. Après avoir activé SNMP, vous pouvez choisir la version à
utiliser. Si vous utilisez la version 2, vous pouvez ajouter des requestors et, si vous utilisez la version 3,
vous pouvez configurer des utilisateurs USM.

• Paramètres de déroutement SNMP

Vous pouvez identifier les recouvrements que vous souhaitez capturer. Vous pouvez définir l’hôte, le port
et la chaîne de communauté pour chaque destinataire de l’interruption.

Configurez un demandeur SNMP

Lorsque SNMP version 2 est activé, vous pouvez activer ou désactiver un demandeur et
configurer les demandeurs pour qu’ils reçoivent les requêtes SNMP autorisées.

1. Cliquez sur Menu:Cluster[SNMP].

2. Sous Paramètres SNMP généraux, cliquez sur Oui pour activer SNMP.

3. Dans la liste version, sélectionnez version 2.

4. Dans la section Requetors, saisissez les informations Community String et Network.

Par défaut, la chaîne de communauté est publique, et le réseau est localhost. Vous pouvez
modifier ces paramètres par défaut.

5. Facultatif: pour ajouter un autre demandeur, cliquez sur Ajouter un demandeur et entrez les informations
chaîne de communauté et réseau.

6. Cliquez sur Enregistrer les modifications.
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Trouvez plus d’informations

• Configurer les traps SNMP

• Affichez les données d’objet géré à l’aide des fichiers de base d’informations de gestion

Configurez un utilisateur SNMP USM

Lorsque vous activez SNMP version 3, vous devez configurer un utilisateur USM pour
qu’il reçoive les requêtes SNMP autorisées.

1. Cliquez sur Cluster > SNMP.

2. Sous Paramètres SNMP généraux, cliquez sur Oui pour activer SNMP.

3. Dans la liste version, sélectionnez version 3.

4. Dans la section USM Users, entrez le nom, le mot de passe et la phrase de passe.

5. Facultatif: pour ajouter un autre utilisateur USM, cliquez sur Ajouter un utilisateur USM et entrez le nom,
le mot de passe et la phrase de passe.

6. Cliquez sur Enregistrer les modifications.

Configurer les traps SNMP

Les administrateurs système peuvent utiliser des traps SNMP, également appelés
notifications, pour contrôler l’état de santé du cluster SolidFire.

Lorsque les traps SNMP sont activés, le cluster SolidFire génère des traps associés à des entrées du journal
d’événements et à des alertes système. Pour recevoir des notifications SNMP, vous devez choisir les
interruptions qui doivent être générées et identifier les destinataires des informations d’interruption. Par défaut,
aucun traps n’est généré.

1. Cliquez sur Cluster > SNMP.

2. Sélectionnez un ou plusieurs types de pièges dans la section Paramètres de déroutement SNMP que le
système doit générer :

◦ Traps à la défaillance du cluster

◦ Trappe à l’erreur du cluster résolue

◦ N°1 : arguments concernant les événements de

3. Dans la section Trap Recipients , entrez les informations d’hôte, de port et de chaîne de communauté
pour un destinataire.

4. Facultatif : pour ajouter un autre destinataire d’interruption, cliquez sur Ajouter un destinataire
d’interruption et entrez les informations sur l’hôte, le port et la chaîne de communauté.

5. Cliquez sur Enregistrer les modifications.

Affichez les données d’objet géré à l’aide des fichiers de
base d’informations de gestion

Vous pouvez afficher et télécharger les fichiers de la base d’informations de gestion (MIB)
utilisés pour définir chacun des objets gérés. La fonctionnalité SNMP prend en charge
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l’accès en lecture seule aux objets définis dans SolidFire-StorageCluster-MIB.

Les données statistiques fournies dans la MIB montrent l’activité du système pour les éléments suivants :

• Statistiques du cluster

• Statistiques de volume

• Volumes par statistiques de compte

• Statistiques de nœud

• Autres données telles que les rapports, les erreurs et les événements système

Le système prend également en charge l’accès au fichier MIB contenant les points d’accès de niveau
supérieur (OID) aux produits SF-Series.

Étapes

1. Cliquez sur Cluster > SNMP.

2. Sous SNMP MIB, cliquez sur le fichier MIB que vous souhaitez télécharger.

3. Dans la fenêtre de téléchargement qui en résulte, ouvrez ou enregistrez le fichier MIB.
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