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Réplication entre le logiciel NetApp Element et
ONTAP

Réplication entre le logiciel NetApp Element et ONTAP en
vue d’ensemble

Assurez la continuité de l’activité sur les systèmes Element en répliquant les copies
Snapshot d’un volume Element vers une destination ONTAP à l’aide de SnapMirror. En
cas d’incident au niveau du système Element, vous pouvez délivrer les données aux
clients via le système ONTAP, puis réactiver ce système une fois que le service est
restauré.

Depuis la version ONTAP 9.4, vous pouvez répliquer les copies Snapshot d’une LUN créée sur un nœud
ONTAP vers un système Element. Vous pouvez avoir créé une LUN en cas de panne sur le site Element ou
utiliser un LUN pour migrer les données d’un système ONTAP vers le logiciel Element.

Vous devez travailler avec Element pour la sauvegarde ONTAP si les conditions suivantes s’appliquent :

• Vous voulez appliquer les bonnes pratiques, pas explorer toutes les options disponibles.

• Vous souhaitez utiliser l’interface de ligne de commandes ONTAP et non l’interface utilisateur d’Element,
System Manager, stockage/concept-élément-réplication-create-custom-Replication-policy ou un outil de
création de scripts automatisés.

• Vous utilisez le protocole iSCSI pour transmettre des données aux clients.

Si vous avez besoin d’informations de configuration SnapMirror ou conceptuelles supplémentaires, reportez-
vous à la section "Présentation de la protection des données".

À propos de la réplication entre Element et ONTAP

Depuis la version ONTAP 9.3, vous pouvez utiliser SnapMirror pour répliquer les copies Snapshot d’un volume
Element vers une destination ONTAP. En cas d’incident au niveau du système Element, vous pouvez délivrer
les données aux clients via le système ONTAP, puis réactiver le volume source Element une fois que le service
est restauré.

Depuis la version ONTAP 9.4, vous pouvez répliquer les copies Snapshot d’une LUN créée sur un nœud
ONTAP vers un système Element. Vous pouvez avoir créé une LUN en cas de panne sur le site Element ou
utiliser un LUN pour migrer les données d’un système ONTAP vers le logiciel Element.

Types de relation de protection des données

SnapMirror propose deux types de relation de protection des données. Pour chaque type, SnapMirror crée une
copie Snapshot du volume source Element avant d’initialiser ou de mettre à jour la relation :

• Dans une relation de protection des données Disaster Recovery (DR), le volume de destination contient
uniquement la copie snapshot créée par SnapMirror, à partir de laquelle vous pouvez continuer à
transmettre des données en cas de catastrophe sur le site principal.

• Dans une relation de protection des données conservation à long terme, le volume de destination contient
des copies Snapshot instantanées créées par le logiciel Element, ainsi que la copie Snapshot créée par
SnapMirror. Par exemple, vous pouvez conserver les copies snapshot mensuelles créées sur 20 ans.
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Règles par défaut

La première fois que vous appelez SnapMirror, il effectue un transfert de base du volume source vers le
volume de destination. La SnapMirror policy définit le contenu de la base et ses mises à jour.

Vous pouvez utiliser une règle par défaut ou personnalisée lors de la création d’une relation de protection des
données. Le type de règle détermine les copies d’instantané à inclure et le nombre de copies à conserver.

Le tableau ci-dessous présente les policies par défaut. Utilisez la MirrorLatest règle pour créer une relation
de DR classique. Utilisez la MirrorAndVault règle ou Unified7year pour créer une relation de réplication
unifiée, dans laquelle la reprise d’activité et la conservation à long terme sont configurées sur le même volume
de destination.

Politique Type de stratégie Comportement de mise à jour

MirrorLatest mise en miroir
asynchrone

Transférer la copie Snapshot créée par SnapMirror

MirrorAndVault coffre-fort Transférer la copie Snapshot créée par SnapMirror et
toutes les copies snapshot moins récentes effectuées
depuis la dernière mise à jour, à condition qu’elles
portent les étiquettes SnapMirror « quotidiennes » ou
« hebdomadaires ».

Unified7year coffre-fort Transférer la copie Snapshot créée par SnapMirror et
toutes les copies snapshot moins récentes effectuées
depuis la dernière mise à jour, à condition qu’elles
portent des étiquettes SnapMirror « quotidiennes », «
hebdomadaires » ou « mensuelles ».

Pour obtenir des informations de base complètes sur les politiques SnapMirror, notamment des
conseils sur la politique à utiliser, reportez-vous à "Présentation de la protection des données"la
section .

Présentation des étiquettes SnapMirror

Chaque règle de type « miroir-vault » doit avoir une règle qui spécifie les copies Snapshot à répliquer. La règle
« quotidienne », par exemple, indique que seules les copies snapshot attribuées au label SnapMirror «
quotidienne » doivent être répliquées. Attribuez une étiquette SnapMirror lorsque vous configurez les copies
Snapshot Element.

La réplication s’effectue depuis un cluster source Element vers un cluster cible ONTAP

Vous pouvez utiliser SnapMirror pour répliquer les copies Snapshot d’un volume Element vers un système de
destination ONTAP. En cas d’incident au niveau du système Element, vous pouvez délivrer les données aux
clients via le système ONTAP, puis réactiver le volume source Element une fois que le service est restauré.

Un volume Element équivaut à peu près à un LUN ONTAP. SnapMirror crée un LUN avec le nom du volume
Element lorsqu’une relation de protection des données entre le logiciel Element et ONTAP est initialisée.
SnapMirror réplique les données vers un LUN existant si le LUN répond aux besoins de réplication d’Element
vers ONTAP.

Les règles de réplication sont les suivantes :
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• Un volume ONTAP peut contenir uniquement des données d’un volume Element.

• Vous ne pouvez pas répliquer les données depuis un volume ONTAP vers plusieurs volumes Element.

Effectuer une réplication depuis un cluster source ONTAP vers un cluster cible Element

Depuis la version ONTAP 9.4, vous pouvez répliquer les copies Snapshot d’une LUN créée sur un système
ONTAP vers un volume Element :

• Si une relation SnapMirror existe déjà entre une source Element et une destination ONTAP, une LUN créée
pendant l’accès aux données de la destination est automatiquement répliquée lorsque la source est
réactivée.

• Sinon, vous devez créer et initialiser une relation SnapMirror entre le cluster source ONTAP et le cluster
destination Element.

Les règles de réplication sont les suivantes :

• La relation de réplication doit avoir une règle de type « async-mirror ».

Les règles de type "iroir-vault" ne sont pas prises en charge.

• Seules les LUN iSCSI sont prises en charge.

• Vous ne pouvez pas répliquer plusieurs LUN depuis un volume ONTAP vers un volume Element.

• Vous ne pouvez pas répliquer un LUN depuis un volume ONTAP vers plusieurs volumes Element.

Prérequis

Vous devez avoir effectué les tâches suivantes avant de configurer une relation de protection des données
entre Element et ONTAP :

• Le cluster Element doit exécuter NetApp Element version 10.1 ou ultérieure.

• Le cluster ONTAP doit exécuter ONTAP 9.3 ou version ultérieure.

• SnapMirror doit avoir été sous licence sur le cluster ONTAP.

• Vous devez disposer de volumes configurés sur les clusters Element et ONTAP suffisamment grands pour
gérer les transferts de données anticipés.

• Si vous utilisez le type de règle « miroir-vault », une étiquette SnapMirror doit avoir été configurée pour que
les copies Snapshot d’élément soient répliquées.

Vous pouvez effectuer cette tâche uniquement dans l’interface utilisateur Web du logiciel
Element.

• Vous devez vous assurer que le port 5010 est disponible.

• Si vous pensez avoir besoin de déplacer un volume de destination, vous devez vous assurer que la
connectivité full-mesh existe entre la source et la destination. Chaque nœud du cluster source Element doit
pouvoir communiquer avec chaque nœud du cluster cible ONTAP.

Détails du support

Le tableau suivant présente les informations de support pour la sauvegarde Element vers ONTAP.
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Ressource ou
fonctionnalité

Détails du support

SnapMirror • La fonctionnalité de restauration SnapMirror n’est pas prise en charge.

• Les MirrorAllSnapshots règles et XDPDefault ne sont pas prises en
charge.

• Le type de politique « coffre-fort » n’est pas pris en charge.

• La règle définie par le système « tous_source_snapshots » n’est pas prise en
charge.

• Le type de règle « miroir-coffre-fort » n’est pris en charge que pour la
réplication à partir du logiciel Element vers ONTAP. Utilisez le mot «
asynchrone-miroir » pour la réplication du logiciel ONTAP vers le logiciel
Element.

• Les -schedule options et -prefix pour snapmirror policy add-rule
ne sont pas prises en charge.

• Les -preserve options et -quick-resync pour snapmirror resync ne
sont pas prises en charge.

• L’efficacité du stockage n’est pas préservée.

• Les déploiements de protection des données « Fan-Out » et « cascade » ne
sont pas pris en charge.

ONTAP • ONTAP Select est pris en charge à partir de ONTAP 9.4 et Element 10.3.

• Cloud Volumes ONTAP est pris en charge à partir de ONTAP 9.5 et Element
11.0.

Elément • La taille maximale du volume est de 8 Tio.

• La taille de bloc du volume doit être de 512 octets. Une taille de bloc de 4 Ko
n’est pas prise en charge.

• La taille du volume doit être un multiple de 1 MIB.

• Les attributs de volume ne sont pas conservés.

• Le nombre maximal de copies Snapshot à répliquer est de 30.

Le réseau • Une connexion TCP unique est autorisée par transfert.

• Le nœud élément doit être spécifié en tant qu’adresse IP. La recherche de
nom d’hôte DNS n’est pas prise en charge.

• Les IPspaces ne sont pas prises en charge.

SnapLock Les volumes SnapLock ne sont pas pris en charge.

FlexGroup Les volumes FlexGroup ne sont pas pris en charge.

REPRISE APRÈS
INCIDENT DES SVM

Les volumes ONTAP d’une configuration SVM de reprise après incident ne sont
pas pris en charge.
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MetroCluster Les volumes ONTAP avec une configuration MetroCluster ne sont pas pris en
charge.

Workflow de réplication entre Element et ONTAP

Que vous répliquant des données d’Element vers ONTAP ou de ONTAP vers Element,
vous devez configurer une planification de tâche, spécifier une règle et créer et initialiser
la relation. Vous pouvez utiliser une stratégie par défaut ou personnalisée.

Le flux de travail suppose que vous avez terminé les tâches préalables répertoriées dans la section
"Prérequis". Pour obtenir des informations de base complètes sur les politiques SnapMirror, notamment des
conseils sur la politique à utiliser, reportez-vous à "Présentation de la protection des données"la section .
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Activez SnapMirror dans Element
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Activez SnapMirror sur le cluster Element

Vous devez activer SnapMirror sur le cluster Element avant de créer une relation de
réplication. Vous pouvez effectuer cette tâche uniquement dans l’interface utilisateur Web
du logiciel Element.

Avant de commencer

• Le cluster Element doit exécuter NetApp Element version 10.1 ou ultérieure.

• SnapMirror ne peut être activé que pour les clusters Element utilisés avec les volumes NetApp ONTAP.

Description de la tâche

Le système Element est fourni avec SnapMirror désactivé par défaut. SnapMirror n’est pas automatiquement
activé dans le cadre d’une nouvelle installation ou mise à niveau.

Une fois activé, SnapMirror ne peut pas être désactivé. Vous pouvez uniquement désactiver la
fonctionnalité SnapMirror et restaurer les paramètres par défaut en retournant le cluster à
l’image d’usine.

Étapes

1. Cliquez sur clusters > Paramètres.

2. Recherchez les paramètres cluster pour SnapMirror.

3. Cliquez sur Activer SnapMirror.

Activez SnapMirror sur le volume source Element

Vous devez activer SnapMirror sur le volume source Element avant de créer une relation
de réplication. Vous pouvez effectuer cette tâche uniquement dans l’interface utilisateur
Web du logiciel Element.

Avant de commencer

• Vous devez avoir activé SnapMirror sur le cluster Element.

• La taille de bloc du volume doit être de 512 octets.

• Le volume ne doit pas participer à la réplication à distance d’Element.

• Le type d’accès au volume ne doit pas être « cible de réplication ».

Description de la tâche

La procédure ci-dessous suppose que le volume existe déjà. Vous pouvez également activer SnapMirror
lorsque vous créez ou clonez un volume.

Étapes

1. Sélectionnez Management > volumes.

2. Sélectionnez le  bouton du volume.

3. Dans le menu déroulant, sélectionnez Modifier.

4. Dans la boîte de dialogue Modifier le volume, sélectionnez Activer SnapMirror.

5. Sélectionnez Enregistrer les modifications.
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Créer un terminal SnapMirror

Vous devez créer un terminal SnapMirror avant de pouvoir créer une relation de
réplication. Vous pouvez effectuer cette tâche uniquement dans l’interface utilisateur Web
du logiciel Element.

Avant de commencer

Vous devez avoir activé SnapMirror sur le cluster Element.

Étapes

1. Cliquez sur Data protection > SnapMirror Endpoints.

2. Cliquez sur Créer un point final.

3. Dans la boîte de dialogue Créer un nouveau point final, entrez l’adresse IP de gestion du cluster ONTAP.

4. Entrez l’ID utilisateur et le mot de passe de l’administrateur du cluster ONTAP.

5. Cliquez sur Créer un point final.

Configurer une relation de réplication

Créer une planification de tâche de réplication

Que vous répliquant des données d’Element vers ONTAP ou de ONTAP vers Element,
vous devez configurer une planification de tâche, spécifier une règle et créer et initialiser
la relation. Vous pouvez utiliser une stratégie par défaut ou personnalisée.

Sur l’interface de ligne de commandes de ONTAP, vous pouvez créer une planification des tâches de
réplication à l’aide de la job schedule cron create commande. La planification des tâches détermine
lorsque SnapMirror met automatiquement à jour la relation de protection des données à laquelle la planification
est attribuée.

Description de la tâche

Vous affectez un planning de travail lorsque vous créez une relation de protection des données. Si vous
n’attribuez pas de programme de travail, vous devez mettre à jour la relation manuellement.

Étape

1. Création d’un programme de travail :

job schedule cron create -name job_name -month month -dayofweek day_of_week

-day day_of_month -hour hour -minute minute

Pour -month, , -dayofweek et -hour, vous pouvez spécifier all d’exécuter le travail chaque mois, jour
de la semaine et heure, respectivement.

Depuis ONTAP 9.10.1, vous pouvez inclure le vServer dans votre calendrier des tâches :

job schedule cron create -name job_name -vserver Vserver_name -month month

-dayofweek day_of_week -day day_of_month -hour hour -minute minute

L’exemple suivant crée un horaire de travail nommé my_weekly qui s’exécute le samedi à 3 h 00 :
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cluster_dst::> job schedule cron create -name my_weekly -dayofweek

"Saturday" -hour 3 -minute 0

Personnaliser une règle de réplication

Création d’une règle de réplication personnalisée

Lors de la création d’une relation de réplication à l’aide de l’interface de ligne de
commandes de ONTAP, vous pouvez utiliser une règle par défaut ou personnalisée. Pour
une règle de réplication unifiée personnalisée, vous devez définir une ou plusieurs règles

qui déterminent quelles copies Snapshot sont transférées lors de l’initialisation et de la
mise à jour.

Vous pouvez créer une stratégie de réplication personnalisée si la stratégie par défaut d’une relation n’est pas
appropriée. Vous pouvez par exemple compresser les données dans un transfert réseau ou modifier le nombre
de tentatives effectuées par SnapMirror pour transférer des copies Snapshot.

Description de la tâche

Le policy type de la règle de réplication détermine le type de relation qu’elle prend en charge. Le tableau ci-
dessous présente les types de stratégies disponibles.

Type de règle Type de relation

mise en miroir asynchrone Reprise sur incident SnapMirror

coffre-fort Réplication unifiée

Étape

1. Création d’une règle de réplication personnalisée :

snapmirror policy create -vserver SVM -policy policy -type async-

mirror|mirror-vault -comment comment -tries transfer_tries -transfer-priority

low|normal -is-network-compression-enabled true|false

Pour connaître la syntaxe complète de la commande, reportez-vous à la page man.

À partir de ONTAP 9.5, vous pouvez spécifier la planification de la création d’une planification de copie
Snapshot commune pour les relations SnapMirror synchrone à l’aide du -common-snapshot-schedule
paramètre. Par défaut, la planification commune des copies Snapshot pour les relations SnapMirror
synchrone est d’une heure. La planification des copies Snapshot pour les relations SnapMirror synchrone
peut être définie sur une valeur comprise entre 30 minutes et deux heures.

L’exemple suivant crée une règle de réplication personnalisée pour SnapMirror DR qui permet la
compression réseau pour les transferts de données :
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cluster_dst::> snapmirror policy create -vserver svm1 -policy

DR_compressed -type async-mirror -comment “DR with network compression

enabled” -is-network-compression-enabled true

L’exemple suivant crée une règle de réplication personnalisée pour la réplication unifiée :

cluster_dst::> snapmirror policy create -vserver svm1 -policy my_unified

-type mirror-vault

Une fois que vous avez terminé

Pour les types de règles « miroir-vault », vous devez définir des règles qui déterminent quelles copies
Snapshot sont transférées au cours de l’initialisation et de la mise à jour.

Utilisez snapmirror policy show la commande pour vérifier que la règle SnapMirror a été créée. Pour
connaître la syntaxe complète de la commande, reportez-vous à la page man.

Définir une règle pour une règle

Pour les règles personnalisées avec le type de règle « miroir-vault », vous devez définir
au moins une règle qui détermine quelles copies Snapshot sont transférées au cours de
l’initialisation et de la mise à jour. Vous pouvez également définir des règles pour les
stratégies par défaut avec le type de stratégie "miroir-coffre-fort".

Description de la tâche

Chaque règle de type « miroir-vault » doit avoir une règle qui spécifie les copies Snapshot à répliquer. La règle
« bimensuelle », par exemple, indique que seules les copies snapshot attribuées au label SnapMirror «
bimensuel » doivent être répliquées. Attribuez une étiquette SnapMirror lorsque vous configurez les copies
Snapshot Element.

Chaque type de stratégie est associé à une ou plusieurs règles définies par le système. Ces règles sont
automatiquement attribuées à une règle lorsque vous spécifiez son type de stratégie. Le tableau ci-dessous
présente les règles définies par le système.

Règle définie par le système Utilisé dans les types de stratégie Résultat

sm_créé asynchrone-mirror, mirror-vault Une copie Snapshot créée par
SnapMirror est transférée lors de
l’initialisation et de la mise à jour.

tous les jours coffre-fort Les nouvelles copies snapshot sur
la source portant le label «
quotidien » SnapMirror sont
transférées lors de l’initialisation et
de la mise à jour.
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hebdomadaire coffre-fort Les nouvelles copies Snapshot sur
la source portant le libellé «
hebdomadaire » du SnapMirror
sont transférées au moment de
l’initialisation et de la mise à jour.

tous les mois coffre-fort Les nouvelles copies snapshot sur
la source portant le libellé «
mensuel » de SnapMirror sont
transférées lors de l’initialisation et
de la mise à jour.

Vous pouvez indiquer des règles supplémentaires selon vos besoins pour les règles par défaut ou
personnalisées. Par exemple :

• Pour la règle par défaut MirrorAndVault, vous pouvez créer une règle appelée « bimensuelle » pour
faire correspondre les copies Snapshot sur la source avec l’étiquette SnapMirror « bimensuelle ».

• Pour une règle personnalisée de type « miroir-vault », vous pouvez créer une règle appelée « bi-
hebdomadaire » pour faire correspondre les copies snapshot sur la source avec le libellé « bi-
hebdomadaire » SnapMirror.

Étape

1. Définir une règle pour une règle :

snapmirror policy add-rule -vserver SVM -policy policy_for_rule -snapmirror

-label snapmirror-label -keep retention_count

Pour connaître la syntaxe complète de la commande, reportez-vous à la page man.

L’exemple suivant ajoute une règle portant le libellé SnapMirror bi-monthly à la règle par défaut
MirrorAndVault :

cluster_dst::> snapmirror policy add-rule -vserver svm1 -policy

MirrorAndVault -snapmirror-label bi-monthly -keep 6

L’exemple suivant ajoute une règle portant le libellé SnapMirror bi-weekly à la règle personnalisée
my_snapvault :

cluster_dst::> snapmirror policy add-rule -vserver svm1 -policy

my_snapvault -snapmirror-label bi-weekly -keep 26

L’exemple suivant ajoute une règle portant le libellé SnapMirror app_consistent à la règle
personnalisée Sync :

cluster_dst::> snapmirror policy add-rule -vserver svm1 -policy Sync

-snapmirror-label app_consistent -keep 1
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Vous pouvez ensuite répliquer des copies snapshot à partir du cluster source correspondant à cette
étiquette SnapMirror :

cluster_src::> snapshot create -vserver vs1 -volume vol1 -snapshot

snapshot1 -snapmirror-label app_consistent

Créer une relation de réplication

Création d’une relation entre une source d’élément et une destination ONTAP

La relation entre le volume source du stockage primaire et le volume de destination du
stockage secondaire est appelée « relation de protection des données ». Vous pouvez
utiliser snapmirror create la commande pour créer une relation de protection des
données entre une source Element et une destination ONTAP, ou entre une source
ONTAP et une destination Element.

Vous pouvez utiliser SnapMirror pour répliquer les copies Snapshot d’un volume Element vers un système de
destination ONTAP. En cas d’incident au niveau du système Element, vous pouvez délivrer les données aux
clients via le système ONTAP, puis réactiver le volume source Element une fois que le service est restauré.

Avant de commencer

• Le nœud Element contenant le volume à répliquer doit avoir été accessible à ONTAP.

• Le volume Element doit avoir été activé pour la réplication SnapMirror.

• Si vous utilisez le type de règle « miroir-vault », une étiquette SnapMirror doit avoir été configurée pour que
les copies Snapshot d’élément soient répliquées.

Vous pouvez effectuer cette tâche uniquement dans l’interface utilisateur Web du logiciel
Element.

Description de la tâche

Vous devez spécifier le chemin source de l’élément sous la forme <hostip:>/lun/<name>, où « lun » est la
chaîne réelle « lun » et name le nom du volume d’élément.

Un volume Element équivaut à peu près à un LUN ONTAP. SnapMirror crée un LUN avec le nom du volume
Element lorsqu’une relation de protection des données entre le logiciel Element et ONTAP est initialisée.
SnapMirror réplique les données vers une LUN existante si la LUN répond aux exigences en matière de
réplication depuis le logiciel Element vers ONTAP.

Les règles de réplication sont les suivantes :

• Un volume ONTAP peut contenir uniquement des données d’un volume Element.

• Vous ne pouvez pas répliquer les données depuis un volume ONTAP vers plusieurs volumes Element.

Dans ONTAP 9.3 et versions antérieures, un volume de destination peut contenir jusqu’à 251 copies snapshot.
Dans ONTAP 9.4 et versions ultérieures, un volume de destination peut contenir jusqu’à 1019 copies
snapshot.

Étape
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1. Depuis le cluster destination, créer une relation de réplication depuis une source Element vers une
destination ONTAP :

snapmirror create -source-path <hostip:>/lun/<name> -destination-path

<SVM:volume>|<cluster://SVM/volume> -type XDP -schedule schedule -policy

<policy>

Pour connaître la syntaxe complète de la commande, reportez-vous à la page man.

L’exemple suivant illustre la création d’une relation SnapMirror DR à l’aide de la règle par défaut
MirrorLatest :

cluster_dst::> snapmirror create -source-path 10.0.0.11:/lun/0005

-destination-path svm_backup:volA_dst -type XDP -schedule my_daily

-policy MirrorLatest

L’exemple suivant illustre la création d’une relation de réplication unifiée à l’aide de la règle par défaut
MirrorAndVault :

cluster_dst:> snapmirror create -source-path 10.0.0.11:/lun/0005

-destination-path svm_backup:volA_dst -type XDP -schedule my_daily

-policy MirrorAndVault

L’exemple suivant illustre la création d’une relation de réplication unifiée à l’aide de la Unified7year
règle :

cluster_dst::> snapmirror create -source-path 10.0.0.11:/lun/0005

-destination-path svm_backup:volA_dst -type XDP -schedule my_daily

-policy Unified7year

L’exemple suivant illustre la création d’une relation de réplication unifiée à l’aide de la règle personnalisée
my_unified :

cluster_dst::> snapmirror create -source-path 10.0.0.11:/lun/0005

-destination-path svm_backup:volA_dst -type XDP -schedule my_daily

-policy my_unified

Une fois que vous avez terminé

Utiliser snapmirror show la commande pour vérifier que la relation SnapMirror a été créée. Pour connaître
la syntaxe complète de la commande, reportez-vous à la page man.

Création d’une relation entre une source ONTAP et une destination Element

Depuis la version ONTAP 9.4, vous pouvez utiliser l’interface de ligne de commandes
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ONTAP pour créer une relation utilisant SnapMirror pour répliquer à nouveau les copies
Snapshot d’une LUN créée dans une source ONTAP vers une destination Element. Il est
possible d’utiliser le LUN pour migrer les données d’ONTAP vers le logiciel Element.

Avant de commencer

• Le nœud de destination de l’élément doit avoir été accessible à ONTAP.

• Le volume Element doit avoir été activé pour la réplication SnapMirror.

Description de la tâche

Vous devez spécifier le chemin de destination de l’élément sous la forme <hostip:>/lun/<name>, où « lun
» est la chaîne réelle « lun » et name le nom du volume d’élément.

Les règles de réplication sont les suivantes :

• La relation de réplication doit avoir une règle de type « async-mirror ».

Vous pouvez utiliser une stratégie par défaut ou personnalisée.

• Seules les LUN iSCSI sont prises en charge.

• Vous ne pouvez pas répliquer plusieurs LUN depuis un volume ONTAP vers un volume Element.

• Vous ne pouvez pas répliquer un LUN depuis un volume ONTAP vers plusieurs volumes Element.

Étape

1. Créer une relation de réplication depuis une source ONTAP vers une destination Element :

snapmirror create -source-path <SVM:volume>|<cluster://SVM/volume>

-destination-path <hostip:>/lun/<name> -type XDP -schedule schedule -policy

<policy>

Pour connaître la syntaxe complète de la commande, reportez-vous à la page man.

L’exemple suivant illustre la création d’une relation SnapMirror DR à l’aide de la règle par défaut
MirrorLatest :

cluster_dst::> snapmirror create -source-path svm_1:volA_dst

-destination-path 10.0.0.11:/lun/0005 -type XDP -schedule my_daily

-policy MirrorLatest

L’exemple suivant illustre la création d’une relation SnapMirror DR à l’aide de la règle personnalisée
my_mirror :

cluster_dst::> snapmirror create -source-path svm_1:volA_dst

-destination-path 10.0.0.11:/lun/0005 -type XDP -schedule my_daily

-policy my_mirror

Une fois que vous avez terminé

Utiliser snapmirror show la commande pour vérifier que la relation SnapMirror a été créée. Pour connaître
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la syntaxe complète de la commande, reportez-vous à la page man.

Initialiser une relation de réplication

Pour tous les types de relation, l’initialisation effectue un transfert de base : elle crée une
copie snapshot du volume source, puis transfère cette copie et tous les blocs de données
qu’elle référence au volume de destination.

Avant de commencer

• Le nœud Element contenant le volume à répliquer doit avoir été accessible à ONTAP.

• Le volume Element doit avoir été activé pour la réplication SnapMirror.

• Si vous utilisez le type de règle « miroir-vault », une étiquette SnapMirror doit avoir été configurée pour que
les copies Snapshot d’élément soient répliquées.

Description de la tâche

Vous devez spécifier le chemin source de l’élément sous la forme <hostip:>/lun/<name>, où « lun » est la
chaîne réelle « lun » et name le nom du volume d’élément.

L’initialisation peut prendre beaucoup de temps. Vous pouvez exécuter le transfert de base en dehors des
heures creuses.

Si l’initialisation d’une relation entre une source ONTAP et une destination d’élément échoue
pour une raison quelconque, elle continuera à échouer même après avoir corrigé le problème
(un nom de LUN non valide, par exemple). La solution est la suivante :

1. Supprimer la relation.

2. Supprimez le volume de destination Element.

3. Créer un nouveau volume de destination Element.

4. Créez et initialisez une nouvelle relation entre la source ONTAP et le volume cible Element.

Étape

1. Initialiser une relation de réplication :

snapmirror initialize -source-path <hostip:>/lun/<name> -destination-path

<SVM:volume|cluster://SVM/volume>

Pour connaître la syntaxe complète de la commande, reportez-vous à la page man.

L’exemple suivant initialise la relation entre le volume source 0005 à l’adresse IP 10.0.0.11 et le volume de
destination volA_dst sur svm_backup:

cluster_dst::> snapmirror initialize -source-path 10.0.0.11:/lun/0005

-destination-path svm_backup:volA_dst
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Activation des données à partir d’un volume de destination
de reprise après incident SnapMirror

Rendre le volume de destination inscriptible

Lorsque l’incident désactive le site principal pour une relation SnapMirror DR, vous
pouvez transmettre les données à partir du volume de destination sans interruption
minimale. Vous pouvez réactiver le volume source une fois que le service est restauré au
niveau du site principal.

Vous devez rendre le volume de destination inscriptible avant de pouvoir transmettre les données du volume à
des clients. Vous pouvez utiliser snapmirror quiesce la commande pour arrêter les transferts programmés
vers la destination, la snapmirror abort commande pour arrêter les transferts en cours et la snapmirror
break commande pour rendre la destination inscriptible.

Description de la tâche

Vous devez spécifier le chemin source de l’élément sous la forme <hostip:>/lun/<name>, où « lun » est la
chaîne réelle « lun » et name le nom du volume d’élément.

Étapes

1. Arrêter les transferts programmés vers la destination :

snapmirror quiesce -source-path <hostip:>/lun/<name> -destination-path

<SVM:volume>|<cluster://SVM/volume>

Pour connaître la syntaxe complète de la commande, reportez-vous à la page man.

L’exemple suivant arrête les transferts programmés entre le volume source 0005 à l’adresse IP 10.0.0.11
et le volume de destination volA_dst sur svm_backup:

cluster_dst::> snapmirror quiesce -source-path 10.0.0.11:/lun/0005

-destination-path svm_backup:volA_dst

2. Arrêter les transferts en cours vers la destination :

snapmirror abort -source-path <hostip:>/lun/<name> -destination-path

<SVM:volume>|<cluster://SVM/volume>

Pour connaître la syntaxe complète de la commande, reportez-vous à la page man.

L’exemple suivant arrête les transferts en cours entre le volume source 0005 à l’adresse IP 10.0.0.11 et le
volume de destination volA_dst sur svm_backup:

cluster_dst::> snapmirror abort -source-path 10.0.0.11:/lun/0005

-destination-path svm_backup:volA_dst

3. Interrompre la relation SnapMirror DR :
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snapmirror break -source-path <hostip:>/lun/<name> -destination-path

<SVM:volume>|<cluster://SVM/volume>

Pour connaître la syntaxe complète de la commande, reportez-vous à la page man.

L’exemple suivant rompt la relation entre le volume source 0005 à l’adresse IP 10.0.0.11 et le volume de
destination volA_dst sur svm_backup et le volume de destination volA_dst sur svm_backup:

cluster_dst::> snapmirror break -source-path 10.0.0.11:/lun/0005

-destination-path svm_backup:volA_dst

Configurer le volume de destination pour l’accès aux données

Une fois le volume de destination inscriptible, vous devez configurer le volume pour
l’accès aux données. LES hôtes SAN peuvent accéder aux données à partir du volume
de destination jusqu’à ce que le volume source soit réactivé.

1. Mappez la LUN Element sur le groupe initiateur approprié.

2. Créer des sessions iSCSI entre les initiateurs d’hôte SAN et les LIFs SAN.

3. Sur le client SAN, effectuez une nouvelle analyse de stockage pour détecter la LUN connectée.

Réactiver le volume source d’origine

Vous pouvez rétablir la relation initiale de protection des données entre les volumes
source et destination lorsque vous n’avez plus besoin de transmettre des données depuis
la destination.

Description de la tâche

La procédure ci-dessous suppose que la ligne de base du volume source d’origine est intacte. Si la base n’est
pas intacte, vous devez créer et initialiser la relation entre le volume dont vous accédez aux données et le
volume source d’origine avant d’effectuer la procédure.

Vous devez spécifier le chemin source de l’élément sous la forme <hostip:>/lun/<name>, où « lun » est la
chaîne réelle « lun » et name le nom du volume d’élément.

Depuis ONTAP 9.4, les copies Snapshot d’une LUN créée pendant le transfert des données depuis la
destination ONTAP sont automatiquement répliquées lorsque la source de l’élément est réactivée.

Les règles de réplication sont les suivantes :

• Seules les LUN iSCSI sont prises en charge.

• Vous ne pouvez pas répliquer plusieurs LUN depuis un volume ONTAP vers un volume Element.

• Vous ne pouvez pas répliquer un LUN depuis un volume ONTAP vers plusieurs volumes Element.

Étapes

1. Supprimez la relation de protection des données d’origine :

snapmirror delete -source-path <SVM:volume>|<cluster://SVM/volume>
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-destination-path <hostip:>/lun/<name> -policy <policy>

Pour connaître la syntaxe complète de la commande, reportez-vous à la page man.

L’exemple suivant supprime la relation entre le volume source d’origine, 0005 à l’adresse IP 10.0.0.11, et
le volume depuis lequel vous traitez des données, volA_dst le svm_backup:

cluster_dst::> snapmirror delete -source-path 10.0.0.11:/lun/0005

-policy MirrorLatest -destination-path svm_backup:volA_dst

2. Inverser la relation de protection des données d’origine :

snapmirror resync -source-path <SVM:volume>|<cluster://SVM/volume>

-destination-path <hostip:>/lun/<name> -policy <policy>

Pour connaître la syntaxe complète de la commande, reportez-vous à la page man.

Bien que la resynchronisation ne nécessite pas de transfert de base, elle peut prendre du temps. Vous
pouvez exécuter la resynchronisation en dehors des heures de pointe.

L’exemple suivant inverse la relation entre le volume source d’origine, 0005 à l’adresse IP 10.0.0.11, et le
volume à partir duquel vous traitez les données, volA_dst on svm_backup:

cluster_dst::> snapmirror resync -source-path svm_backup:volA_dst

-destination-path 10.0.0.11:/lun/0005 -policy MirrorLatest

3. Mettre à jour la relation inversée :

snapmirror update -source-path <SVM:volume>|<cluster://SVM/volume>

-destination-path <hostip:>/lun/<name>

Pour connaître la syntaxe complète de la commande, reportez-vous à la page man.

Si aucune copie Snapshot commune n’existe sur la source et la destination, la commande
échoue. Utilisez snapmirror initialize pour réinitialiser la relation.

L’exemple suivant met à jour la relation entre le volume que vous traitez des données depuis, on
svm_backup et le volume source d’origine 0005, volA_dst à l’adresse IP 10.0.0.11 :

cluster_dst::> snapmirror update -source-path svm_backup:volA_dst

-destination-path 10.0.0.11:/lun/0005

4. Arrêter les transferts programmés pour la relation inversée :

snapmirror quiesce -source-path <SVM:volume>|<cluster://SVM/volume>

-destination-path <hostip:>/lun/<name>

Pour connaître la syntaxe complète de la commande, reportez-vous à la page man.
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L’exemple suivant arrête les transferts planifiés entre le volume que vous traitez des données depuis, sur
svm_backup et le volume source d’origine 0005, volA_dst à l’adresse IP 10.0.0.11 :

cluster_dst::> snapmirror quiesce -source-path svm_backup:volA_dst

-destination-path 10.0.0.11:/lun/0005

5. Arrêter les transferts en cours pour la relation inversée :

snapmirror abort -source-path <SVM:volume>|<cluster://SVM/volume> -destination

-path <hostip:>/lun/<name>

Pour connaître la syntaxe complète de la commande, reportez-vous à la page man.

L’exemple suivant arrête les transferts en cours entre le volume que vous traitez des données depuis, sur
svm_backup et le volume source d’origine 0005, volA_dst à l’adresse IP 10.0.0.11 :

cluster_dst::> snapmirror abort -source-path svm_backup:volA_dst

-destination-path 10.0.0.11:/lun/0005

6. Rompez la relation inversée :

snapmirror break -source-path <SVM:volume>|<cluster://SVM/volume> -destination

-path <hostip:>/lun/<name>

Pour connaître la syntaxe complète de la commande, reportez-vous à la page man.

L’exemple suivant rompt la relation entre le volume que vous traitez des données de, on svm_backup et le
volume source d’origine 0005, volA_dst à l’adresse IP 10.0.0.11:

cluster_dst::> snapmirror break -source-path svm_backup:volA_dst

-destination-path 10.0.0.11:/lun/0005

7. Supprimez la relation de protection des données inversée :

snapmirror delete -source-path <SVM:volume>|<cluster://SVM/volume>

-destination-path <hostip:>/lun/<name> -policy <policy>

Pour connaître la syntaxe complète de la commande, reportez-vous à la page man.

L’exemple suivant supprime la relation inversée entre le volume source d’origine, 0005 à l’adresse IP
10.0.0.11, et le volume à partir duquel vous traitez des données, volA_dst on svm_backup:

cluster_src::> snapmirror delete -source-path svm_backup:volA_dst

-destination-path 10.0.0.11:/lun/0005 -policy MirrorLatest

8. Rétablir la relation initiale de protection des données :
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snapmirror resync -source-path <hostip:>/lun/<name> -destination-path

<SVM:volume>|<cluster://SVM/volume>

Pour connaître la syntaxe complète de la commande, reportez-vous à la page man.

L’exemple suivant rétablit la relation entre le volume source d’origine, 0005 à l’adresse IP 10.0.0.11, et le
volume de destination d’origine, volA_dst on svm_backup:

cluster_dst::> snapmirror resync -source-path 10.0.0.11:/lun/0005

-destination-path svm_backup:volA_dst

Une fois que vous avez terminé

Utiliser snapmirror show la commande pour vérifier que la relation SnapMirror a été créée. Pour connaître
la syntaxe complète de la commande, reportez-vous à la page man.

Mettre à jour une relation de réplication manuellement

Vous devrez peut-être mettre à jour une relation de réplication manuellement si une mise
à jour échoue en raison d’une erreur réseau.

Description de la tâche

Vous devez spécifier le chemin source de l’élément sous la forme <hostip:>/lun/<name>, où « lun » est la
chaîne réelle « lun » et name le nom du volume d’élément.

Étapes

1. Mettre à jour une relation de réplication manuellement :

snapmirror update -source-path <hostip:>/lun/<name> -destination-path

<SVM:volume>|<cluster://SVM/volume>

Pour connaître la syntaxe complète de la commande, reportez-vous à la page man.

Si aucune copie Snapshot commune n’existe sur la source et la destination, la commande
échoue. Utilisez snapmirror initialize pour réinitialiser la relation.

L’exemple suivant met à jour la relation entre le volume source 0005 à l’adresse IP 10.0.0.11 et le volume
de destination volA_dst sur svm_backup:

cluster_src::> snapmirror update -source-path 10.0.0.11:/lun/0005

-destination-path svm_backup:volA_dst

Mettre à jour une relation de réplication manuellement

Vous devrez peut-être mettre à jour une relation de réplication manuellement si une mise
à jour échoue en raison d’une erreur réseau.
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Description de la tâche

Vous devez spécifier le chemin source de l’élément sous la forme <hostip:>/lun/<name>, où « lun » est la
chaîne réelle « lun » et name le nom du volume d’élément.

Étapes

1. Mettre à jour une relation de réplication manuellement :

snapmirror update -source-path <hostip:>/lun/<name> -destination-path

<SVM:volume>|<cluster://SVM/volume>

Pour connaître la syntaxe complète de la commande, reportez-vous à la page man.

Si aucune copie Snapshot commune n’existe sur la source et la destination, la commande
échoue. Utilisez snapmirror initialize pour réinitialiser la relation.

L’exemple suivant met à jour la relation entre le volume source 0005 à l’adresse IP 10.0.0.11 et le volume
de destination volA_dst sur svm_backup:

cluster_src::> snapmirror update -source-path 10.0.0.11:/lun/0005

-destination-path svm_backup:volA_dst
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