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Cisco Intersight avec le stockage ONTAP NetApp

Guide de démarrage rapide de Cisco Intersight avec le
stockage NetApp

st]uan] i
CISCO

En partenariat avec :

Introduction

NetApp et Cisco se sont associés pour offrir Cisco Intersight, une vue centralisée de I'écosystéme FlexPod.
Cette intégration simplifiée crée une plateforme de gestion unifiée pour tous les composants de l'infrastructure
FlexPod et de la solution FlexPod. Cisco Intersight permet de surveiller le stockage NetApp, les ressources de
calcul Cisco et les inventaires VMware. Elle vous permet également d’orchestrer ou d’automatiser des flux de
travail pour accomplir conjointement des taches de stockage et de virtualisation.

Informations associées
Pour en savoir plus, consultez ces documents et sites web :

"Tr 4883 : FlexPod Datacenter avec ONTAP 9.8, ONTAP Storage Connector for Cisco Intersight et Cisco
Intersight Managed mode"

"Centre d’aide de Cisco Intersight"
"Présentation de Cisco Intersight Getting Started"

"Guide d’installation et de mise a niveau d’Intersight Appliance"

Quoi de neuf

Cette section répertorie les nouvelles fonctionnalités disponibles pour Cisco Intersight
avec le stockage NetApp ONTAP.

Janvier 2024

* Orchestration du stockage NetApp a I'aide de workflows de référence désormais disponibles au
téléchargement dans GitHub via "Référentiel de flux de travail FlexPod Intersight”. Pour plus d’informations
sur les nouveaux flux de travail de référence dans GitHub, voir "Cas d’utilisation 2 : orchestration du
stockage NetApp a I'aide des workflows de référence".

Novembre 2023

« Ajout de la page Namespaces NVMe dans la section Inventory de I'interface utilisateur.

Aot 2023


https://www.netapp.com/pdf.html?item=/media/25001-tr-4883.pdf
https://www.netapp.com/pdf.html?item=/media/25001-tr-4883.pdf
https://intersight.com/help/saas
https://intersight.com/help/saas/getting_started/overview
https://www.cisco.com/c/en/us/td/docs/unified_computing/Intersight/b_Cisco_Intersight_Appliance_Getting_Started_Guide/b_Cisco_Intersight_Appliance_Install_and_Upgrade_Guide_chapter_00.html
https://github.com/ucs-compute-solutions/FlexPod-Intersight-Workflow

@ Une mise a niveau vers NetApp Active 1Q Unified Manager 9.13GA est nécessaire pour garantir
la compatibilité et I'intégralité des fonctionnalités avec la derniére version.

* Amélioration de la tache New NetApp Smart LUN pour indiquer clairement la disponibilité des options de
sélection permettant de créer un nouveau groupe initiateur ou de sélectionner un groupe initiateur existant.
Lorsque les utilisateurs sélectionnent la zone pour créer un nouveau groupe initiateur, le paramétre
permettant de choisir un groupe initiateur existant n’est plus disponible. Si les utilisateurs désélectionnez la
case pour créer un nouveau groupe initiateur, le parameétre du groupe initiateur existant devient disponible.

« Amélioration des taches Nouveau mappage de LUN NetApp et Supprimer le mappage de LUN NetApp -
effectué. La nouvelle relation entre la LUN et le groupe initiateur est maintenant mise a jour. L'inventaire de
l'interface utilisateur est immeédiatement mis a jour pour la LUN et le groupe initiateur lors de I'exécution de
la tache.

» La page vérifications se charge maintenant correctement lors de la premiére connexion des utilisateurs et
ne nécessite plus d’actualisation.

Juillet 2023

@ Une mise a niveau vers NetApp Active 1Q Unified Manager 9.13GA est nécessaire pour garantir
la compatibilité et I'intégralité des fonctionnalités avec la derniére version.

* Noms mis a jour pour les taches de stockage NetApp. Voir cas d'utilisation 3 flux de travail personnalisés a
I'aide d’un formulaire sans concepteur pour la liste compléte des taches renommées.

» L'adresse IP de l'interface NFS a été ajoutée en tant que sortie de la tache Nouveau volume intelligent
NAS NetApp.

* Vérifiez que le transport ASUP est HTTPS a été ajouté a I'onglet vérifications.

* Le type de niveau correct pour tous les niveaux s’affiche désormais correctement sous l'interface utilisateur
tiers.

 Toutes les licences compatibles s’affichent désormais correctement dans la page licences.

« La valeur exacte des partages CIFS sans ou sans répertoire personnel s’affiche désormais sur la page
partages.

* Le tri et le filtrage sont désormais activés pour la colonne mappée sur la page LUN.
* Le tri et le filtrage ont maintenant activé la colonne authentification activée sur la page serveurs NTP.
« Ajout de nouvelles vérifications et des catégories correspondantes suivantes a I'onglet vérifications.
o Sécurité
o Anti-ransomware
o Disponibilité
o Autre

» Dans la vue détaillée Inventaire, le rapport est maintenant utilisé au lieu de la capacité physique utilisée.

Juin 2023

@ Une mise a niveau vers NetApp Active 1Q Unified Manager 9.13RC1 est nécessaire pour
garantir la compatibilité et I'intégralité des fonctionnalités avec la derniére version.

* Noms mis a jour pour les taches de stockage NetApp. Voir "Cas d’utilisation 3 workflows personnalisés a



I'aide d’un formulaire sans concepteur" pour la liste compléte des taches renommeées.

Avril 2023

« Ajout des onglets protection Policies (SnapMirror) et Snapshot Policies dans la page Policies de la section
Inventory de linterface utilisateur.

» Ajout de la page clients NFS sous la section Inventaire de I'interface utilisateur.

» Ajout de la colonne protégé dans la page machines virtuelles de stockage sous la section Inventaire de
linterface utilisateur.

* Modification du mode de rapport et d’affichage des informations de réduction des données.

 Ajout des onglets local Tier et Cloud Tier sous la page tiers dans la section Inventaire de I'interface
utilisateur.

 La colonne nceud s’affiche désormais aprés la colonne Nom sous la page ports de la section Inventaire de
l'interface utilisateur.

Janvier 2023

Une mise a niveau vers NetApp Active 1Q Unified Manager 9.12 GA est nécessaire pour garantir
la compatibilité et l'intégralité des fonctionnalités de la derniére version. Pour obtenir la liste des
problémes connus liés a cette version, reportez-vous a la section Problemes connus.

* Les contrdles d’interopérabilité Intersight permettent désormais de distinguer les modes de
microprogramme de 'UCSM et de I'lMM lors de I'exécution des contréles de compatibilité.

* Les relations de protection ne s’afficheront pas dans Intersight pour ONTAP 9.7. Ce probleme a été résolu
dans la version ONTAP 9.8RC1.

Aot 2022

Une mise a niveau vers NetApp Active 1Q Unified Manager 9.11 GA est nécessaire pour garantir
@ la compatibilité et I'intégralité des fonctionnalités de la derniére version. Pour obtenir la liste des
problémes connus liés a cette version, reportez-vous a la section Problemes connus.

 Calcul de la capacité disponible du cluster mis a jour pour correspondre a System Manager

» Page général du cluster mise a jour pour masquer le récapitulatif des mesures de performances jusqu’a ce
que les données de performances soient renseignées

* Résolution d’'un probléme lié a I'interface utilisateur de la page générale du cluster qui a occasionnellement
provoqué I'arrét de la page

» Ajout de partages CIFS, de services CIFS, de qgtrees et de régles SnapMirror SVM a l'inventaire interne.

» Partages et gtrees ajoutés au menu de navigation de l'interface utilisateur, sous la section Logical
Inventory (Inventaire logique)

» Partages ajoutés sous forme d’onglet a partir d’'une VM de stockage sélectionnée

» Ajout d'informations sur le service CIFS dans I'onglet général de la machine virtuelle de stockage si la
machine virtuelle de stockage est activée par CIFS

» Ajout d’'une page de vérification de cluster qui permet aux utilisateurs de valider la configuration des
systemes de stockage NetApp conformément aux meilleures pratiques



Juillet 2022
* Des graphismes améliorés pour le ratio de réduction des données du cluster sont désormais disponibles
dans le widget capacité
» Ajout de I'onglet interfaces FC a la page interfaces réseau

 La création d’un nouveau volume a l'aide de la tache générique "Nouveau volume de stockage" définit
maintenant la garantie d’espace volume sur aucun et le pourcentage de réserve snapshot sur 0%

* Le champ Commentaire de la tache Modifier la stratégie Snapshot est maintenant facultatif et n’est plus
obligatoire

* Inventaire de l'interface et cohérence de I'orchestration améliorées

* Les informations de capacité Intersight sous capacité du cluster sont désormais cohérentes avec System
Manager

« Case a cocher ajoutée sous la tdche Nouvelle machine virtuelle de stockage pour afficher tous les
parameétres lors de la création d’une nouvelle interface de gestion afin d’améliorer la convivialité

* Protocoles déplacés en dessous de la correspondance du client, désormais compatibles avec System
Manager

« Page générale de la regle d’exportation affichant maintenant le ou les protocoles d’acces
* suppression d’igroup désormais enregistrée de maniére conditionnelle

» Ajout des parameétres « Failover Policy » et « autorevert » pour NAS sous Nouvelle interface de données
Storage NAS et Nouvelle interface de données Storage iSCSI

 La restauration de la tache New Storage NAS Smart Volume supprime désormais la stratégie d’exportation
si aucun autre volume n’est associé

* Améliorations apportées aux taches Smart Volume et Smart LUN

Avril 2022
@ Pour assurer la compatibilité et une fonctionnalité compléte avec les prochaines versions, il est
recommandé de mettre a niveau votre Active 1Q Unified Manager vers la version 9.10P1.

» Ajout de la page Broadcast Domain a Ethernet Port Detail

+ A modifié le terme « agrégat » en « Tier » pour I'agrégat et la SVM au sein de l'interface utilisateur
« Le terme « Etat du cluster » est passé a « Etat de la baie »

* Le filtre MTU fonctionne maintenant pour les caractéres <,>,=,< >=

» Ajout de la page d’interface réseau a I'inventaire du cluster

» Ajout de AutoSupport a l'inventaire du cluster

* Ajouté cdpd.enable option vers le noeud

 Ajout d’un objet pour le voisin CDP

» Ajout des taches de stockage des flux de travail NetApp dans Cisco InterSight. Voir "Cas d’utilisation 3
workflows personnalisés a l'aide d’un formulaire sans concepteur" Vous trouverez une liste compléte des
taches de stockage NetApp.



Janvier 2022

» Ajout d’alarmes Intersight basées sur les événements pour NetApp Active 1Q Unified Manager 9.10 ou
version ultérieure.

Pour assurer la compatibilité et une fonctionnalité compléte dans les prochaines versions, nous
@ vous recommandons de mettre a niveau votre Active 1Q Unified Manager NetApp vers la version
9.10.

+ Définissez explicitement chaque protocole activé (vrai ou faux) pour Storage Virtual machine
« Etat clusterHealthStatus mappé ok-avec suppression sur OK

+ Colonne Santé renommée dans la colonne Etat du cluster, sous la page de liste Cluster List

+ Affichage de la matrice de stockage « inaccessible » si le cluster est arrété ou inaccessible

+ Colonne Santé renommée dans la colonne Etat de la matrice sous la page général du cluster
* Le SVM dispose désormais d’'un onglet « volumes » qui affiche tous les volumes du SVM

* Le volume dispose d’une section de capacité de snapshot

» Les licences s’affichent maintenant correctement

Octobre 2021

* Liste mise a jour des taches de stockage NetApp disponibles dans Cisco Intersight. Voir "Cas d’utilisation 3
workflows personnalisés a I'aide d’'un formulaire sans concepteur" Vous trouverez une liste compléte des
taches de stockage NetApp.

* Ajout de la colonne Santé sous la page liste des clusters.

* Des détails étendus sont désormais disponibles sous la page général pour un groupe sélectionné.
 Le tableau du serveur NTP est désormais accessible via le volet de navigation.

» Ajout d’'un nouvel onglet capteurs contenant la page général de la machine virtuelle de stockage.

* Résumé des groupes VLAN et d’agrégation de liens maintenant disponible sous la page Port General.
» Capacité totale des données ajoutée sous le tableau Volume Total Capacity.

» Colonnes latence, IOPS et débit ajoutées sous Statistiques de volume moyennes, Statistiques de LUN
moyennes, Statistiques moyennes sur I'agrégat, Statistiques moyennes sur les machines virtuelles de
stockage et statistiques moyennes sur les nceuds

@ Les metrics de performance ci-dessus ne sont disponibles que pour les baies de stockage
contrélées par le biais de NetApp Active IQ Unified Manager 9.9 ou version ultérieure.

Problémes connus

» Si vous utilisez une version d’AIQUM 9.11 ou antérieure, un écart se produit entre les valeurs affichées sur
la page liste de stockage et le graphique a barres de capacité de la page général de stockage. Pour
résoudre ce probleme, passez a AIQUM 9.12 ou supérieur pour garantir la précision des valeurs de
capacité affichées.

+ Si vous utilisez AIQUM 9.11 ou une version antérieure, toute vérification effectuée par I'onglet «
interopérabilité » de la page « systémes intégrés » ne permettra pas de distinguer précisément les
composants IMM et UCSM Cisco. Pour résoudre ce probléme, passez a AIQUM 9.12 pour vous assurer
que tous les composants sont correctement identifiés.



* Pour garantir que les données d’inventaire du stockage Intersight ne sont pas affectées pendant le
processus de collecte des données, tous les clusters ONTAP non pris en charge (c’est-a-dire les versions
inférieures a ONTAP 9.7P1) doivent étre supprimés de I'application Active IQ Unified Manager (AIQUM).

» Pour que toutes les cibles revendiquées puissent étre correctement exécutées, il faut au moins une
version AIQUM de 9.11 pour que les requétes d’interopérabilité du systeme intégré FlexPod soient
exécutées.

» La page vérifications de I'inventaire de stockage ne s’affiche pas si le cluster ONTAP est ajouté a AIQUM a
I'aide d’'un nom de domaine complet. Les utilisateurs doivent ajouter des clusters ONTAP a AIQUM a l'aide
d’'une adresse IP.

De formation

Vérifiez que vous respectez les exigences en matiere de matériel, de logiciels et de
licences pour l'intégration du stockage NetApp ONTAP dans Cisco Intersight.
Configuration matérielle et logicielle requise

Il s’agit des composants matériels et logiciels minimum requis pour implémenter la solution. lls peuvent varier
selon la mise en ceuvre de la solution et les besoins du client.

Composant Détails de I'’exigence
NetApp ONTAP ONTAP 9.7P1 et versions ultérieures
NetApp Active IQ Unified Manager La derniére version de NetApp Active 1Q Unified

Manager est requise (actuellement 9.14RC1)

Baie de stockage NetApp Toutes les baies de stockage ONTAP ASA, AFF et
FAS sont prises en charge pour ONTAP 9.7P1 et
versions ultérieures

Hyperviseur de virtualisation VSphere 7.0 et versions ultérieures
@ Reportez-vous a la section "Systemes pris en charge par Cisco Intersight" Pour les exigences
minimales des composants de calcul Cisco UCS et de la version UCSM.

Conditions requises pour les licences Cisco Intersight

Cisco Intersight propose des services tels que le service d’infrastructure et le service d’orchestration cloud
pour gérer, automatiser et optimiser le stockage physique (stockage NetApp). Vous pouvez utiliser ces
services pour gérer le serveur Cisco UCS et le systeme Cisco HyperFlex. Le service d’infrastructure et le
service Cloud Orchestrator utilisent un modele de licence par abonnement avec plusieurs tiers. Vous pouvez
choisir le niveau de volume de serveur Cisco UCS requis pour la période d’abonnement sélectionnée.

Modeéle de licence

Le modéle de licence des services d’infrastructure Cisco Intersight a été simplifié et offre désormais les deux
tiers suivants :

 Cisco Intersight Infrastructure Services Essentials - le niveau de licence Essentials offre la gestion du
serveur, y compris la fonctionnalité de surveillance de I'état global, I'inventaire, la prise en charge proactive
via l'intégration Cisco TAC, I'authentification multifacteur, ainsi que I'acces au SDK et a 'API.

» Cisco Intersight Infrastructure Services Advantage - le niveau de licence Advantage offre une gestion


https://intersight.com/help/saas/supported_systems

avancée des serveurs avec une visibilité étendue, I'intégration de I'écosystéeme, I'automatisation du
matériel et des logiciels Cisco et tiers, ainsi que des solutions multi-domaines.

Pour plus d’informations sur les fonctionnalités couvertes par les différents niveaux de licence, accédez a
"Licence Infrastructure Services".

Avant de commencer

Pour contréler et orchestrer le stockage NetApp depuis Cisco InterSight, vous avez
besoin d’une appliance virtuelle NetApp Active 1Q Unified Manager et Cisco Intersight
installée dans I'environnement vCenter.

Installez ou mettez a niveau NetApp Active IQ Unified Manager

Installer ou mettre a niveau vers Active 1Q Unified Manager (la derniére version est requise, actuellement
9.14RC1) si vous ne l'avez pas fait. Pour obtenir des instructions, reportez-vous au "Documentation NetApp
Active 1Q Unified Manager".

Installation de I’appliance virtuelle Cisco InterSight Assist

Assurez-vous que vous rencontrez le "Exigences relatives aux licences, aux systemes et au réseau pour les
appliances virtuelles Cisco Intersight".

Etapes

1. Créez un compte Cisco InterSight. Visitez "https://intersight.com/" Pour créer votre compte InterSight. Vous
devez disposer d’'un ID Cisco valide pour créer un compte Cisco Intersight.

2. Téléchargez I'appliance virtuelle Intersight sur "software.cisco.com”. Pour plus d’informations, consultez le
"Guide d’installation et de mise a niveau d’Intersight Appliance".

3. Déployer TOVA. DNS et NTP sont nécessaires pour déployer le fichier OVA.

a. Configurez DNS avec Des enregistrements a/PTR et CNAME alias avant de déployer I'OVA. Voir
'exemple ci-dessous.

s
TlbemsinDnsZones )
TlForestDnisZones example hostname used for A / PTR records:
[ lizsme 25 parent folden)
-n{s.ame as parent folder)
n{ume as parent folder)
n[ﬂmc a5 parent folder)
nIume a5 parent folder)
n::?ld

Flccranz

! nd:-grcwultl -intersight
nd(-mtu:-ghl
ngrnulh-:nlm:ghl
r]mlcmghi Host [4)
B nterughtassist sk (A

ndc-m‘tmthomsl Alas [CNAME)

A/PTR Record:
intersightassist (172.28.224.100)

CMNAME requires dc- with FQDMN hostname
CNAME Record:
de-intersightas (intersightassist.tmedemao.cisco.com)

static

ntersightassstimedemo.cisco.com

b. Choisissez la taille de configuration appropriée (petite, petite ou moyenne) en fonction de vos besoins
de déploiement OVA pour Intersight Virtual Appliance.


https://intersight.com/help/saas/getting_started/licensing_requirements/lic_infra#licensing_model
https://docs.netapp.com/us-en/active-iq-unified-manager/
https://docs.netapp.com/us-en/active-iq-unified-manager/
https://www.cisco.com/c/en/us/td/docs/unified_computing/Intersight/b_Cisco_Intersight_Appliance_Getting_Started_Guide/b_Cisco_Intersight_Appliance_Getting_Started_Guide_chapter_0111.html?referring_site=RE&pos=1&page=https://www.cisco.com/c/en/us/td/docs/unified_computing/Intersight/b_Cisco_Intersight_Appliance_Getting_Started_Guide.html
https://www.cisco.com/c/en/us/td/docs/unified_computing/Intersight/b_Cisco_Intersight_Appliance_Getting_Started_Guide/b_Cisco_Intersight_Appliance_Getting_Started_Guide_chapter_0111.html?referring_site=RE&pos=1&page=https://www.cisco.com/c/en/us/td/docs/unified_computing/Intersight/b_Cisco_Intersight_Appliance_Getting_Started_Guide.html
https://intersight.com/
https://software.cisco.com/download/home/286319499/type/286323047/release/1.0.9-148
https://www.cisco.com/c/en/us/td/docs/unified_computing/Intersight/b_Cisco_Intersight_Appliance_Getting_Started_Guide/b_Cisco_Intersight_Appliance_Install_and_Upgrade_Guide_chapter_00.html

CONSEIL : pour un cluster ONTAP a deux nceuds avec un grand nombre d’objets de stockage,
NetApp vous recommande d’utiliser I'option petite (16 vCPU, 32 Gi RAM).

Deploy OVF Template

v 1 Select an OVF template Configuration
¥ 2 Select a name and foider Seisct 3 geployment configuration
¥ 3 Select a compute resource
« 4 Review details Sralie vOPU. 32 Gi BAM Description
5 Configuration Daployrment Si2e SUDDOrLS
- MECIM(24 vCPU, 68 G RAM AR
- a8 ([

c. Sur la page Personnaliser le modeéle, personnalisez les propriétés de déploiement du modéle OVF.
Le mot de passe administrateur est utilisé pour les utilisateurs locaux : admin(webUI/cli/ssh).



Deploy OVF Template

« 15¢lect an OVF template Cuitomize template

« 2 Select a name and folder Customae the Seployment propertes of this softwane Lolution

' 1 Select a compute relource

« 4 Review details @ A% propertes have vl values b4

" 5 Configuration

o SR s - Uncategorized 8 settings

« T Sele<t networks

9 Ready bo complete e ignaned

P Agdress Ia aoorets (Mutt have BPTR refond in your DNS)
Ml Mati Byl MpiwOrs Mk

Default Gatewdy oyl Datault Galew iy
DNS Domain DNS Search Domain
DMS Servers Commua-2eparsted bt of DNS servers

CANCEL BACK m




Deploy OVF Template

' 1 Select an OVF template
v 2 Select a name and folder

3 Select & compule resource
« & Beview details

« 5 Configuraton

v § Select storage

o T Select networks

B Customize template

Mot Matk

Dafait Galeway

DNS Domain

DNS Servers

i A - 3
Admngiraior pastword

NHTE Sérver

a. Cliquez sur Suivant.

4. Post-déploiement de I'appareil InterSight Assist.

10

a. Accédez a https://FQDN-of-your-appliance pour terminer la configuration post-installation de votre

appareil.

Le processus d’installation démarre automatiquement. Linstallation peut prendre jusqu’a une heure
selon la bande passante jusqu’a Intersight.com. Le site sécurisé peut également étre opérationnel en
quelques secondes aprés la mise sous tension de la machine virtuelle.

b. Pendant le processus post-déploiement, sélectionnez I'option suivante :

= Intersight Assist. ce déploiement permet au modéle SaaS de se connecter a Cisco Intersight.

@ Lorsque vous sélectionnez Intersight Assist, notez I'ID et le code de demande de
'appareil avant de continuer.


https://FQDN-of-your-appliance

What would you like to Install ?

Intersight Connected Virtual Appliance

Intersight Private Virtual Appliance

Intersight Assisl

a. Cliquez sur Continuer.
b. Sélectionnez Intersight et procédez comme suit :

i. Accédez a votre compte SaaS Intersight a I'adresse "https://intersight.com".

i. Cliquez sur Targets, Cisco Intersight, puis sur Start.

ii. Demandez I'appareil Cisco Intersight en copiant et en collant I'lD de I'appareil et le code de
demande depuis votre nouvelle appliance virtuelle Intersight déployée.

Select Target Type

Filters

Available for Claiméng Compute / Fabric

Categories

Platform Services

Cisco Intersight Applance Claco intersight Assin

iv. Retournez a I'appareil Cisco Intersight et cliquez sur Continuer. il se peut que vous deviez
actualiser le navigateur.

11


https://intersight.com

Le téléchargement et I'installation commencent. Les binaires sont transférés d’Intersight Cloud vers
votre appliance sur site. Le temps de fin varie en fonction de la bande passante que vous utilisez
pour Intersight Cloud.

Configurez le serveur proxy AlQ UM pour le service IMT

Si vous utilisez un serveur proxy avec AIQ UM pour Cisco Intersight avec le stockage
ONTAP NetApp, vous devez configurer la configuration via I'interface de ligne de
commande pour utiliser le service IMT (matrice d’interopérabilité). Le service IMT est
disponible sous I'onglet interopérabilité de la page systémes intégrés. Vous devez
utiliser le shell Diag de la machine virtuelle Active 1Q Unified Manager (OVA) pour
configurer les paramétres du serveur proxy AIQ UM.

@ Pour plus d’informations sur I'accés au shell Diag MU UM, reportez-vous a la section "Comment
accéder a la coque DIAG Active 1Q Unified Manager Virtual machine (OVA)"

Etapes

1. Connectez-vous au terminal AIQ UM et exécutez la commande suivante pour vous connecter a UM.
um cli login -u <um maintenance user name>
Exemple
um cli login -u admin

2. Réglez le imt_proxy host et imt proxy port en exécutant les commandes suivantes.

@ Le proxy IMT est une configuration distincte des configurations proxy AutoSupport (ASUP).

um option set imt.https.proxy.host=<IMT PROXY HOST>
um option set imt.https.proxy.port=<IMT PROXY PORT>

Exemple

um option set imt.https.proxy.host=example-proxy.cls.eng.com
um option set imt.https.proxy.port=8200

@ Les configurations du serveur proxy IMT ne prennent pas en charge 'authentification.

3. Affichez les détails du proxy IMT pour vérifier proxy host et proxy port paramétres via la commande
suivante.
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um option list |grep imt

Objectifs de demande de remboursement

Une fois Cisco InterSight Assist installé, vous pouvez demander vos systémes de
stockage et de virtualisation NetApp. Revenez a la page Intersights Targets et ajoutez
vos cibles Active 1Q Unified Manager vCenter et NetApp.

@ Assurez-vous que la passerelle d’API NetApp Active 1Q Unified Manager (AIQ MU) est activee.

Depuis NetApp 1Q Unified Manager, accédez a Paramétres > général > Paramétres des fonctionnalités.

]
= B

@) cnablear cateway

lon)

L'exemple suivant montre la cible de demande NetApp AIQ UM faisant I'objet d’'une demande aupres de Cisco

Intersight.

@ Lorsque vous demandez la cible UM NetApp AlQ, tous les clusters gérés par Active 1Q Unified
Manager sont automatiquement ajoutés a InterSight.
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MetApp Active 1Q Unified Manager

Hostname 1P Address *

isassisi.cie netapp.com w @ NTAPAIQUM.fp.netapp.com

Usarname *

admin o sessasen <> 80

@ cecu= o

Surveiller le stockage NetApp depuis Cisco InterSight

Une fois les cibles réclamées, les widgets de stockage NetApp, I'inventaire du stockage
et les onglets de virtualisation deviennent disponibles si vous disposez d’une licence
Advantage Tier. Des onglets d’orchestration sont disponibles si vous disposez d’'une
licence Premier Tier.

Présentation de I'inventaire du stockage

La capture d’écran suivante affiche I'écran * opération > stockage®.

400 dh 464

@ The Tnal period for Intersiaht is active. During the Trial period, the Premier tier features of intersight are available. Go to Licensing b 5.

¥ All Storage @& ¥

Mame Vendor Version Capacity
NetApp 2 MetApp ONTAF 5 7P8 2761 TiB
MetApp MetApp ONTA 1.76 TIE
NetApp AS Metd) 3.7P8 104.34 TiB
2040 et 9.7P8 3873 TiB

AFFBO60 NetApp ONTAI 2 377 TiB

FAS2650 MetApp ONTAP 9.7P8 3.24TiB

AFF-A220 NetApp ONTAP 9.91P1 577 TIB

SIMBOX MNetApp ONTAF 9.8.0 893 GiB

La capture d’écran ci-dessous présente la présentation du cluster de stockage.
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@ Le récapitulatif des mesures de performance suivantes n’apparait que si la baie de stockage est
controlée par NetApp Active 1Q Unified Manager 9.9 ou version ultérieure.

OPERATE > S

General

Details Properties

Name
Capacity

Data Reduction Logical Used

1.8t01 5.54TiB

and Reserved 554 TIB Avalable 20,94 TiB

Performance Metrics Summary (Average for 72 hours)

10PS Throughput (MiB/s)

106118850 378 15.62

oK

Array Summary

Fibre Channel

8

Widgets de stockage

Pour afficher les widgets de stockage, accédez a surveillance > tableaux de bord > Afficher les widgets de
stockage NetApp.

+ La capture d’écran suivante affiche le widget Récapitulatif de la version de stockage.

Storage Version Summary

» Cette capture d’écran présente le widget Capacity Utilization des 5 baies de stockage les plus populaires.
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Top 5 Storage Arrays by Capacity Utilization

# Name Vendor Capacity Utilization

NetApp 13.83TiB

NetApp 8.95 TiB

NetApp 4.71 TiB

NetApp 40.62 TiB

» Cette capture d’écran présente le widget Capacity Utilization des 5 premiers volumes de stockage.

Top 5 Storage Volumes by Capacity Utilization

# Name Vendor Capacity Utilization

NetApp 10.31 GiB

[ ———————u ]
NetApp 10.31 GIB = eo—
Lo

NetApp 50.00 GiB
NetApp 50.00 GiB = —e————

NetApp 150.00 GiB




Cas d’utilisation

Il s’agit de quelques exemples de cas d’utilisation pour le contrdle et I'orchestration du
stockage NetApp auprés de Cisco Intersight.

Cas d’utilisation 1 : surveillance de I'inventaire du stockage NetApp et des widgets

Lorsque I'environnement de stockage NetApp est disponible dans Cisco Intersight, vous pouvez surveiller les
objets de stockage NetApp en détail a partir de l'inventaire du stockage et obtenir une vue d’ensemble a partir
des widgets de stockage.

1. Déployer InterSight Assist OVA (tache Onsite dans I'’environnement vCenter).

2. Ajouter des systemes NetApp AIQ MU dans InterSight Assist.

3. Accédez a stockage et naviguez dans l'inventaire du stockage NetApp.

4. Ajoutez Widgets pour le stockage NetApp a votre Monitor Dashboard.

Cas d’usage n°2 : orchestration du stockage NetApp a I'aide de workflows de
référence

Lorsque le stockage NetApp et les environnements vCenter sont disponibles dans Cisco Intersight, vous
pouvez utiliser des workflows de référence de bout en bout disponibles dans GitHub via le "Référentiel de flux
de travail FlexPod Intersight".

Les workflows de référence incluent les taches de stockage et de virtualisation. Le fichier README du
référentiel fournit les prérequis nécessaires a I'exécution des flux de travail, des liens vers des ressources
utiles (y compris de la documentation sur I'importation d’un flux de travail) et des liens de documentation pour
chaque flux de travail de référence.

Chaque flux de travail comporte un dossier dans le référentiel contenant deux fichiers :

* Le fichier JSON a télécharger et a importer dans Intersight,
* Fichier de documentation qui fournit une vue des taches du flux de travail, des entrées de flux de travail et
un exemple d’exécution du flux de travail.

Pour importer et utiliser un flux de travail de référence, procédez comme suit :

1. Déployer InterSight Assist OVA (tache Onsite dans I'environnement vCenter).
. Ajouter des systemes NetApp AIQ MU dans InterSight Assist.

. Ajoutez la cible vCenter a InterSight via InterSight Assist.

A W DN

. Téléchargez le fichier JSON pour un workflow de référence depuis le référentiel FlexPod-Intersight-
Workflow.

5. Importez le flux de travail dans Intersight, puis exécutez-le.
Voici la liste des workflows disponibles dans le référentiel GitHub FlexPod-Intersight-Workflow :

» Ajouter des initiateurs au groupe initiateur NetApp
* Nouvelle regle d’export pour volume NetApp

* Nouveau datastore NAS a l'aide du volume intelligent NetApp
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Nouvelle interface de données FC NetApp

Nouveau groupe initiateur NetApp

Nouvelle interface de données iSCSI NetApp

Nouvelle interface de données NAS NetApp

Nouvelle machine virtuelle de stockage NetApp

Nouveau datastore VMFS avec LUN intelligente NetApp

Supprimer les initiateurs du groupe initiateur NetApp

Supprimez le datastore NAS a I'aide du volume intelligent NetApp
Supprimer la régle d’export NetApp

Supprimer le groupe initiateur NetApp

Supprimez un datastore VMFS a I'aide de la LUN intelligente NetApp
Mettez a jour le datastore NAS a I'aide du volume intelligent NetApp

Mettre a jour un datastore VMFS a I'aide de la LUN intelligente NetApp

Cas d’utilisation 3 : flux de travail personnalisés utilisant un format sans design

Lorsque les environnements NetApp Storage et vCenter sont disponibles dans Cisco InterSight, vous pouvez
créer des flux de travail personnalisés en utilisant les taches de stockage et de virtualisation NetApp.

1.

o o0~ WD
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Déployer InterSight Assist OVA (tadche Onsite dans I'environnement vCenter)

. Ajouter des systemes NetApp AIQ MU dans InterSight Assist.
. Ajoutez la cible vCenter a InterSight via InterSight Assist.

. Accédez a I'onglet orchestration dans Intersight.

. Sélectionnez Créer un flux de travail.

. Ajoutez des taches de stockage et de virtualisation a vos flux de production.

Les taches de stockage NetApp sont disponibles auprées de Cisco Intersight :

o Ajouter une liste de controle d’acces au partage CIFS NetApp

o Ajouter la correspondance client a la régle de stratégie d’exportation NetApp
o Ajouter une regle d’export au volume NetApp

o Ajouter des initiateurs au groupe initiateur NetApp

o Ajouter une régle a la stratégie d’exportation NetApp

o Ajouter une planification a la regle NetApp Snapshot

o Confirmez I'état de la licence NetApp

o Confirmez I'état du protocole FCP de la machine virtuelle de stockage NetApp
> Modifiez les agrégats NetApp pour Storage Virtual machine

o Modifier la regle de SnapMirror asynchrone NetApp

o Modifier I'autorisation ACL du partage CIFS NetApp

o Modifier la régle de stratégie d’exportation NetApp

> Modifier la régle de snapshot NetApp



Modifier la planification de la régle de snapshot NetApp
Modifier le style de sécurité du volume NetApp

Modifier la régle de snapshot du volume NetApp

Activez les services NetApp CIFS

Développez NetApp LUN

Nouvelle régle NetApp relative aux SnapMirror asynchrones
Nouveau serveur CIFS NetApp

Nouveau partage CIFS NetApp

Recherchez NetApp Initiator Group LUN Map

Recherchez LUN NetApp par ID

Recherchez NetApp Volume par ID

Nouvelle politique d’exportation NetApp

Nouvelle interface de données FC NetApp

Nouveau groupe initiateur NetApp

Nouvelle interface de données iSCSI NetApp

Nouveaux miroirs de partage de charge NetApp pour le volume racine du SVM
Nouveau LUN NetApp

Nouveau mappage de LUN NetApp

Nouvelle interface de données NAS NetApp

Nouveau volume intelligent NAS NetApp

Nouveau LUN intelligent NetApp

Nouvelle relation NetApp SnapMirror pour Volume

Nouvelle regle NetApp Snapshot

Nouvelle machine virtuelle de stockage NetApp

Nouveau volume NetApp

Nouveau snapshot de volume NetApp

Enregistrez le serveur DNS pour la machine virtuelle de stockage NetApp
Supprimez la liste de contréle d’accés du partage CIFS NetApp
Supprimer la correspondance client de la regle de stratégie d’exportation NetApp
Supprimez la régle d’export du volume NetApp

Supprimer l'initiateur du groupe initiateur NetApp

Supprimez le serveur CIFS NetApp

Supprimer le partage CIFS NetApp

Supprimer la régle d’export NetApp

Retirez 'interface de données FC NetApp

Supprimer le groupe initiateur NetApp

Retirez I'interface IP NetApp
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o

o

o

Supprimez les miroirs de partage de charge NetApp pour le volume racine du SVM
Supprimer la LUN NetApp

Supprimer le mappage de LUN NetApp

Supprimez le volume intelligent NAS NetApp

Supprimez la LUN intelligente NetApp

Supprimez la relation NetApp SnapMirror pour Volume

Supprimer la regle SnapMirror NetApp

Supprimer la régle de snapshot NetApp

Retirez la machine virtuelle de stockage NetApp

Supprimez le volume NetApp

Supprimer l'instantané de volume NetApp

Supprimer la régle de la régle d’export NetApp

Supprimer la planification de la regle NetApp Snapshot

Renommer le snapshot de volume NetApp

Mettre a jour les miroirs de partage de charge NetApp pour le volume racine du SVM

Mettre a jour la capacité du volume NetApp
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