
Configuration des notifications
OnCommand Insight
NetApp
October 24, 2024

This PDF was generated from https://docs.netapp.com/fr-fr/oncommand-insight/howto/setting-up-email-
for-notifications.html on October 24, 2024. Always check docs.netapp.com for the latest.



Sommaire
Configuration des notifications . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  1

Configuration des e-mails pour les notifications. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  1

Configuration de Syslog pour la journalisation. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  1

Configuration de SNMP pour les notifications . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  2



Configuration des notifications
Vous pouvez configurer Insight pour envoyer des notifications sur des événements
déclencheurs tels que des règles de performance, des chemins globaux ou des violations
de capacité via e-mail, SNMP ou Syslog. Vous pouvez également configurer Insight pour
envoyer des notifications par e-mail sur des événements au niveau du système, tels que
des erreurs de source de données ou des pannes d’unité d’acquisition.

Ce sont des instructions de base. Pour plus d’informations sur les notifications, reportez-vous à la section
Configuration et administration d’Insight > Configuration et administration d’Insight.

Configuration des e-mails pour les notifications

Insight peut envoyer des notifications par e-mail sur les événements déclencheurs, tels
que les violations des règles de performances.

Description de la tâche

Pour configurer les notifications par e-mail, procédez comme suit :

Étapes

1. Cliquez sur Admin > Notifications et allez à la section E-mail.

2. Dans la zone Server, entrez le nom de votre serveur SMTP. Vous pouvez entrer un nom de domaine
complet ou une adresse IP.

3. Entrez votre nom d’utilisateur SMTP et votre mot de passe (si requis par votre serveur SMTP).

4. Dans la zone adresse e-mail de l’expéditeur, entrez le compte de messagerie de l’expéditeur qui sera
identifié comme expéditeur dans les notifications.

Ce compte doit être un compte de messagerie valide au sein de votre organisation.

5. Dans la zone Signature de l’e-mail, saisissez le texte que vous souhaitez insérer dans chaque e-mail
envoyé.

6. Dans la zone destinataires, cliquez sur Pour saisir une adresse e-mail, puis cliquez sur OK.

7. Cliquez sur Enregistrer.

Pour modifier ou supprimer une adresse e-mail, ou pour envoyer un e-mail test, sélectionnez l’adresse et
cliquez sur le bouton approprié qui s’affiche.

Notez que vous pouvez configurer Insight pour envoyer des notifications par e-mail en cas de violation de
règle de performances spécifique à des individus ou des groupes spécifiques. Par exemple, vous pouvez
envoyer des violations de ressources cloud à un groupe et des événements d’hôte physique à un autre.
Accédez à Manage > Performance policies pour configurer des notifications de stratégie individuelles.

Configuration de Syslog pour la journalisation

Insight peut envoyer des événements syslog en cas de violations de la capacité ou des
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chemins, ainsi que des alertes de performance.

Description de la tâche

Suivez les étapes de base suivantes pour configurer la notification syslog dans Insight :

Étapes

1. Cliquez sur Admin > Notifications et allez à la section Syslog.

2. Cochez la case Syslog Enabled.

3. Dans le champ Server, entrez l’adresse IP du serveur de journaux.

4. Dans le champ Facility, sélectionnez le niveau de l’établissement correspondant au type de programme
qui enregistre le message.

5. Cliquez sur Enregistrer.

Configuration de SNMP pour les notifications

Insight peut envoyer des notifications SNMP en cas d’événements déclencheurs, tels que
des violations ou lorsque les seuils des sources de données sont dépassés.

Description de la tâche

Pour configurer SNMP dans Insight, procédez comme suit :

Étapes

1. Cliquez sur Admin > Notifications et allez à la section SNMP.

2. Cliquez sur actions et sélectionnez Ajouter une source d’interruption.

3. Dans la boîte de dialogue Ajouter des destinataires de trap SNMP, entrez l’adresse IP et le Port
auxquels vous souhaitez envoyer les messages de trap SNMP. Pour Community String, utilisez « public »
pour les messages d’interruption SNMP.

4. Cliquez sur Enregistrer.
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