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Workflow de configuration de sauvegarde
SnapVault
La configuration d’une relation de sauvegarde SnapVault comprend la vérification de la
relation entre clusters, la création de la relation SnapVault entre les volumes source et de
destination, ainsi que le contrôle de la relation SnapVault.

Une documentation supplémentaire est disponible pour vous aider à restaurer les données d’un volume de
destination pour tester les données sauvegardées ou en cas de perte du volume source.

• Gestion des restaurations de volumes avec SnapVault

Décrit la restauration rapide d’un volume à partir d’une sauvegarde SnapVault dans ONTAP

Vérifier la relation entre les clusters et la relation entre les
pairs de SVM

Avant de configurer un volume pour la protection des données à l’aide de la technologie
SnapVault, vérifiez que le cluster source et le cluster de destination sont mis en relation
et communiquent entre eux via les relations entre eux. On doit également vérifier que le
SVM source et le SVM de destination sont peering et communiquent entre eux par le
biais de la relation entre pairs.

Description de la tâche

Vous devez effectuer cette tâche à partir du cluster source.

Procédure

• Si vous exécutez ONTAP 9.3 ou une version ultérieure, effectuez les opérations suivantes pour vérifier la
relation entre clusters et SVM peer :

a. Cliquez sur Configuration > Cluster pairs.
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b. Vérifier que le cluster de peering est authentifié et disponible.

c. Cliquez sur Configuration > SVM pairs.

d. Vérifier que le SVM de destination est peering avec le SVM source.

• Si vous exécutez ONTAP 9.2 ou une version antérieure, effectuez les opérations suivantes pour vérifier la
relation entre clusters et SVM peer :

a. Cliquez sur l’onglet configurations.

b. Dans le volet Détails du cluster, cliquez sur homologues du cluster.

c. Vérifier que le cluster de peering est authentifié et disponible.

d. Cliquer sur l’onglet SVM et sélectionner le SVM source.

e. Dans la zone Peer Storage Virtual machines, vérifiez que le SVM de destination est associé au SVM
source.

Si vous ne voyez pas de SVM peering dans ce domaine, vous pouvez créer la relation de SVM peer en
créant la relation SnapVault.

Création de la relation SnapVault (ONTAP 9.2 ou version antérieure)

Création d’une relation SnapVault (à partir de ONTAP 9.3)

Vous devez créer une relation SnapVault entre le volume source sur un cluster et le
volume de destination sur le cluster peering pour créer une sauvegarde SnapVault.

Avant de commencer

• Vous devez disposer du nom d’utilisateur et du mot de passe de l’administrateur du cluster pour le cluster
de destination.

• L’agrégat de destination doit disposer d’espace disponible.

Description de la tâche

Vous devez effectuer cette tâche à partir du cluster source.

Étapes

1. Cliquez sur Storage > volumes.

2. Sélectionnez le volume à sauvegarder, puis cliquez sur actions > protéger.

Vous pouvez également sélectionner plusieurs volumes source, puis créer des relations SnapVault avec un
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seul volume de destination.

3. Dans la page volumes: Protect volumes, fournissez les informations suivantes :

a. Sélectionnez Vault dans la liste déroulante Type de relation.

b. Sélectionner le cluster de destination, le SVM de destination et le suffixe du volume de destination.

Seuls les SVM peering et les SVM autorisés sont répertoriés sous les SVM de destination.

Le volume de destination est automatiquement créé. Le nom du volume de destination est le nom du
volume source ajouté avec le suffixe.

a.
Cliquez sur .

b. Dans la boîte de dialogue Options avancées, vérifiez que la Stratégie de protection est définie sur
XDPDefault.

c. Sélectionnez Programme de protection.

Par défaut, le daily la planification est sélectionnée.

d. Vérifiez que Oui est sélectionné pour initialiser la relation SnapVault.

Toutes les relations de protection des données sont initialisées par défaut.

e. Cliquez sur appliquer pour enregistrer les modifications.

4. Dans la page volumes : Protect volumes, cliquez sur Validate pour vérifier si les volumes disposent
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d’étiquettes SnapMirror correspondantes.

5. Cliquez sur Enregistrer pour créer la relation SnapVault.

6. Vérifier que l’état de la relation SnapVault se trouve dans Snapmirrored état.

a. Accédez à la fenêtre volumes, puis sélectionnez le volume sauvegardé.

b. Développez le volume et cliquez sur PROTECTION pour afficher l’état de protection des données du
volume.

Création de la relation SnapVault (ONTAP 9.2 ou version
antérieure)

Vous devez créer une relation SnapVault entre le volume source sur un cluster et le
volume de destination sur le cluster peering pour créer une sauvegarde SnapVault.

Avant de commencer

• Vous devez disposer du nom d’utilisateur et du mot de passe de l’administrateur du cluster pour le cluster
de destination.

• L’agrégat de destination doit disposer d’espace disponible.

Description de la tâche

Vous devez effectuer cette tâche à partir du cluster source.

Étapes

1. Cliquez sur Storage > SVM.

2. Sélectionner la SVM, puis cliquer sur SVM Settings.

3. Cliquez sur l’onglet volumes.

4. Sélectionnez le volume à sauvegarder, puis cliquez sur protéger.

5. Dans la boîte de dialogue Créer une relation de protection, sélectionnez coffre-fort dans la liste
déroulante Type de relation.

6. Dans la section Volume de destination, sélectionnez le cluster de peering.

7. Spécifier le SVM pour le volume de destination :

Si la SVM est… Alors…

Pételé Sélectionner le SVM de peering dans la liste.
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Si la SVM est… Alors…

Non pételé a. Sélectionner le SVM.

b. Cliquez sur authentifier.

c. Entrez les informations d’identification de
l’administrateur de cluster pour le cluster avec
groupe de connexion, puis cliquez sur Créer.

8. Créer un nouveau volume de destination :

a. Sélectionnez l’option Nouveau volume.

b. Utilisez le nom de volume par défaut ou entrez un nouveau nom de volume.

c. Sélectionner l’agrégat de destination

d. Assurez-vous que la case Activer la déduplication est cochée.

9. Dans la section Détails de la configuration, sélectionnez XDPDefault comme la politique de protection.

10. Sélectionnez un planning de protection dans la liste des planifications.

11. Assurez-vous que la case Initialize Relationship est cochée pour transférer la copie Snapshot de base,
puis cliquez sur Create

L’assistant crée la relation avec la stratégie de coffre-fort et la planification spécifiées. La relation est
initialisée en démarrant un transfert de base des données du volume source vers le volume de destination.

La section État indique l’état de chaque travail.
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12. Vérifier que l’état de la relation SnapVault se trouve dans le Snapmirrored état.

a. Sélectionnez le volume dans la liste volumes, puis cliquez sur Data protection.

b. Dans l’onglet du bas Data protection, vérifiez que la relation SnapMirror que vous avez créée est
répertoriée et que l’état de la relation est Snapmirrored et le type est Vault.
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Surveiller la relation SnapVault

Vous devez régulièrement surveiller l’état des relations SnapVault afin de vous assurer
que les données sont sauvegardées sur le volume de destination conformément à la
planification spécifiée.

Description de la tâche

Vous devez effectuer cette tâche à partir du cluster destination.

Étapes

1. Selon la version de System Manager que vous exécutez, effectuez l’une des opérations suivantes :

◦ ONTAP 9.4 ou version antérieure : cliquez sur protection > relations.

◦ À partir de ONTAP 9.5 : cliquez sur protection > relations de volume.

2. Sélectionnez la relation SnapVault entre les volumes source et de destination, puis vérifiez l’état dans
l’onglet Détails inférieur.

L’état de santé de la relation SnapVault, toutes les erreurs de transfert et le temps de décalage sont
affichés :

◦ Le champ est sain doit s’afficher Yes.

Pour la plupart des échecs de transfert de données, le champ s’affiche No. Toutefois, dans certains cas
de défaillance, le champ continue à s’afficher Yes. Vous devez vérifier les erreurs de transfert dans la
section Détails pour vous assurer qu’aucun échec de transfert de données ne s’est produit.

◦ Le champ État de la relation doit s’afficher Snapmirrored.

◦ Le temps de décalage ne doit pas dépasser l’intervalle de planification de transfert.

Par exemple, si la planification de transfert est quotidienne, le temps de décalage ne doit pas être
supérieur à un jour.

Vous devez résoudre tous les problèmes liés aux relations SnapVault. Les procédures de dépannage
pour les relations SnapMirror sont également applicables aux relations SnapVault.

"Rapport technique NetApp 4015 : configuration de SnapMirror et meilleures pratiques pour ONTAP
9.1, 9.2"
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