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Regles

Créer de nouvelles régles

Les regles vous permettent de déplacer automatiquement les utilisateurs vers un niveau
de sauvegarde présélectionné en fonction de critéres prédéfinis.

Vous pouvez créer des regles pour les groupes Microsoft Exchange Online, OneDrive for Business,
SharePoint Online et Microsoft Office 365.

Vous devez appliquer un filtre défini par I'utilisateur a vos données avant de pouvoir créer une regle. Les filtres
appliqués s’affichent sous I'icone Filter. Les filtres par défaut de NetApp SaaS Backup pour Microsoft 365
s’affichent en gris. Les filtres définis par I'utilisateur apparaissent en bleu
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Créer un filtre défini par I'utilisateur

Vous pouvez créer plusieurs régles. Les régles sont appliquées dans 'ordre dans lequel elles apparaissent
dans la liste gérer les régles.

Etapes

1. Dans le tableau de bord, cliquez sur le chiffre ci-dessus NON PROTEGE dans la zone du service pour
lequel vous souhaitez créer des regles.
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. , L. o , L, [Z Create Rule , .
Si aucun filtre créé par I'utilisateur n’est appliqué, n’apparait pas.

2. Cliquez sur Filtrer.

Cliquez sur le menu déroulant Select et sélectionnez votre filtre. Un champ de recherche s’affiche.
Entrez vos critéres de recherche.

Cliquez sur appliquer le filtre.

Cliquez sur Créer régle.

Entrez un nom pour la régle.
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. Pour Groupe de destination, sélectionnez le niveau vers lequel vous souhaitez que les utilisateurs qui
répondent aux critéres de la régle soient déplacés.

9. Sélectionnez appliquer aux éléments existants si vous souhaitez que la régle soit immeédiatement
appliquée a tous les éléments non protégés. Si cette option n’est pas sélectionnée, la régle est appliquée
aux éléments récemment découverts et aux éléments non protégés lors de la prochaine découverte de
nouveaux €léments.


https://docs.netapp.com/fr-fr/saasbackupO365/task_creating_user_defined_filter.html#creating-user-defined-filter

10.
L

: : . : v . .
Si vous avez plusieurs régles, vous pouvez cliquer sur pour déplacer une régle vers le haut ou vers
le bas dans la liste. Les régles sont appliquées dans I'ordre dans lequel elles apparaissent dans la liste.

Appliquer les regles existantes

Les regles vous permettent de déplacer automatiquement les utilisateurs vers un niveau
de sauvegarde présélectionné en fonction de critéres prédéfinis.

Vous pouvez appliquer des regles existantes aux éléments non protégés, modifier I'ordre d’application des
regles et supprimer des regles.

Etapes

1. Dans le tableau de bord, cliquez sur le chiffre ci-dessus NON PROTEGE dans la zone du service pour
lequel vous souhaitez créer des régles.
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2. Cliquez sur Filtrer.

3. Cliquez sur régles. Les regles existantes s’affichent.

4. Cliquez sur appliquer maintenant pour appliquer la régle aux éléments non protégés existants.

Supprimer des regles

Si vous n'avez plus besoin d’une regle existante, vous pouvez la supprimer. En outre, si
vous devez supprimer un groupe de sécurité utilisé dans une régle, vous devez
supprimer la régle a I'aide du groupe de sécurité avant de pouvoir supprimer le groupe de
sécurite.

Etapes

1. Dans le tableau de bord, cliquez sur le chiffre ci-dessus NON PROTEGE dans la zone du service pour
lequel vous souhaitez créer des regles.
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2. Cliquez sur Filtrer.



3. Cliquez sur régles. Les regles existantes s’affichent.

4,
Cliquez sur u pour supprimer la régle. L'état des éléments auxquels la régle s’applique précédemment
n’est pas modifié lorsque la regle est supprimée.
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