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Configuration SnapMirror et SnapVault

SnapMirror est une technologie de reprise aprés incident congue pour le basculement de
l'infrastructure de stockage primaire vers un stockage secondaire sur un site distant.
SnapVault est une technologie d’archivage congue pour la réplication de copie Snapshot
disque a disque a des fins de conformité aux normes et de gouvernance.

Avant de pouvoir utiliser Snap Creator avec ces produits, vous devez configurer une relation de protection des
données entre les volumes source et destination, puis initialiser la relation.

Les procédures de cette section décrivent la configuration des relations de réplication dans
@ clustered Data ONTAP. Vous trouverez des informations sur la configuration de ces relations
dans Data ONTAP sous 7-mode dans le .

Préparation des systemes de stockage pour la réplication
SnapMirror

Avant de pouvoir utiliser les copies Snapshot en miroir, vous devez configurer une
relation de protection des données entre les volumes source et de destination, puis
initialiser la relation. Lors de l'initialisation, SnapMirror effectue une copie Snapshot du
volume source, puis transfére la copie et tous les blocs de données qu’il référence au
volume de destination. Il transfére également les copies Snapshot les plus récentes sur
le volume source vers le volume de destination.

* Vous devez étre un administrateur de cluster.
* Pour la vérification des copies Snapshot sur le volume de destination, les Storage Virtual machines (SVM)
source et de destination doivent disposer d’une LIF de gestion ainsi que d’une LIF de données.

La LIF de gestion doit avoir le méme nom DNS que le SVM. Définissez le réle LIF de gestion sur données,
le protocole sur aucun et la politique de pare-feu sur mgmt.

Vous pouvez utiliser I'interface de ligne de commandes Data ONTAP ou OnCommand System Manager pour
créer une relation SnapMirror. La procédure suivante décrit I'utilisation de la CLI.

Si vous stockez des fichiers de base de données et des journaux de transactions sur des

@ volumes différents, vous devez créer des relations entre les volumes source et de destination
des fichiers de base de données et entre les volumes source et de destination des journaux de
transactions.

Lillustration suivante montre la procédure d’initialisation d’'une relation SnapMirror :

1. Identifier le cluster de destination

2. Sur le cluster de destination, utiliser la commande volume create avec 'option -typeDP pour créer un
volume de destination SnapMirror dont la taille est égale ou supérieure a celle du volume source.

@ Le parametre de langue du volume de destination doit correspondre au parameétre de
langue du volume source.



La commande suivante crée un volume de destination de 2 Go nhommé dstvolB dans le SVM2 sur 'agrégat
node 01_aggr:

cluster2::> volume create -vserver SVM2 -volume dstvolB -aggregate
nodeOl aggr -type DP
-size 2GB

3. Sur le SVM de destination, utiliser la commande snapmirror create avec le parametre -type DP pour créer
une relation SnapMirror.
Le type DP définit la relation en tant que relation SnapMirror.
La commande suivante crée une relation SnapMirror entre le volume source srcvolA sur le SVM1 et le

volume de destination dstvolB sur le SVM2, et attribue la régle SnapMirror par défaut DPDefault :

SVM2::> snapmirror create -source-path SVMl:srcvolA -destination-path
SVM2 :dstvolB

—-type DP
(D Ne définissez pas de planification des miroirs pour la relation SnapMirror. est-ce pour vous
lorsque vous créez un planning de sauvegarde.

Si vous ne souhaitez pas utiliser la régle SnapMirror par défaut, vous pouvez appeler la commande
snapmirror policy create pour définir une regle SnapMirror.

4. Utiliser la commande snapmirror initialize pour initializer la relation.

Le processus d’initialisation effectue un transfert de base vers le volume de destination. SnapMirror
effectue une copie Snapshot du volume source, puis transfére la copie ainsi que tous les blocs de données
qu’il renvoie au volume de destination. Il transfére également toutes les autres copies Snapshot du volume
source vers le volume de destination.

La commande suivante initialise la relation entre le volume source srcvolA sur le SVM1 et le volume de
destination dstvolB sur le SVM2 :

SVM2::> snapmirror initialize -destination-path SVM2:dstvolB

Préparation des systémes de stockage pour la réplication
SnapVault

Avant de pouvoir utiliser pour la réplication de sauvegarde disque a disque, vous devez
configurer une relation de protection des données entre les volumes source et de
destination, puis initialiser la relation. Lors de l'initialisation, SnapVault effectue une copie
Snapshot du volume source, puis transfére la copie et tous les blocs de données qu’elle
référence vers le volume de destination.



* Vous devez étre un administrateur de cluster.

Vous pouvez utiliser I'interface de ligne de commandes Data ONTAP ou OnCommand System Manager pour
créer des relations SnapVault. La procédure suivante décrit I'utilisation de la CLI.

Si vous stockez des fichiers de base de données et des journaux de transactions sur des

(D volumes différents, vous devez créer des relations entre les volumes source et de destination
des fichiers de base de données et entre les volumes source et de destination des journaux de
transactions.

Lillustration suivante montre la procédure d’initialisation d’'une relation SnapVault :

1. Identifier le cluster de destination

2. Sur le cluster de destination, utiliser la commande volume create avec 'option -typeDP pour créer un
volume de destination SnapVault de taille identique ou supérieure au volume source.

(D Le parameétre de langue du volume de destination doit correspondre au paramétre de
langue du volume source.

La commande suivante crée un volume de destination de 2 Go nommé dstvolB dans le SVM2 sur 'agrégat
node 01_aggr :

cluster2::> volume create -vserver SVM2 -volume dstvolB -aggregate
node0l aggr -type DP
-size 2GB

3. Sur le SVM de destination, utiliser la commande snapmirror policy create pour créer une policy SnapVault

La commande suivante crée la SVM-Wide policy SVM1-vault :

SVM2::> snapmirror policy create -vserver SVM2 -policy SVMl-vault

(D Ne définissez pas de planification cron ou de régle de copie Snapshot pour la relation
SnapVault. est-ce pour vous lorsque vous créez un planning de sauvegarde.

4. Utilisez la commande snapmirror create avec le paramétre -type XDP et le paramétre -policy pour créer
une relation SnapVault et affecter une policy de copie.

Le type XDP définit la relation en tant que relation SnapVault.
La commande suivante crée une relation SnapVault entre le volume source srcvolA sur le SVM1 et le

volume de destination dstvolB sur le SVM2, et affecte la regle SVM1-vault :

SVM2::> snapmirror create -source-path SVMl:srcvolA -destination-path
SVM2 :dstvolB
-type XDP -policy SVMl-vault



5. Utiliser la commande snapmirror initialize pour initializer la relation.

Le processus d'initialisation effectue un transfert de base vers le volume de destination. SnapMirror
effectue une copie Snapshot du volume source, puis transfere la copie ainsi que tous les blocs de données
qu’il renvoie au volume de destination.

La commande suivante initialise la relation entre le volume source srcvolA sur le SVM1 et le volume de
destination dstvolB sur le SVM2 :

SVM2::> snapmirror initialize -destination-path SVM2:dstvolB
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