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Prise en charge de I’APIl OpenStack Swift dans

StorageGRID

StorageGRID prend en charge les versions spécifiques suivantes de Swift et HTTP.

Elément

Spécification SWIFT

HTTP

Informations associées

"OpenStack : API de stockage objet"

Version

OpenStack Swift Object Storage APl v1 depuis
novembre 2015

1.1 pour plus d’'informations sur HTTP, consultez le
document HTTP/1.1 (RFC 7230-35).

Remarque: StorageGRID ne prend pas en charge
HTTP/1.1 pipeline.

Historique de la prise en charge de I’API Swift dans

StorageGRID

Notez que des modifications ont été apportées a la prise en charge du systeme

StorageGRID pour 'API REST Swift.

Relachez

11.5

11.4

11.3

Commentaires

Suppression du contrdle de cohérence faible Le
niveau de cohérence disponible sera utilisé a la place.

Ajout de la prise en charge de TLS 1.3 et mise a jour
de la liste des suites de chiffrement TLS prises en
charge. CLB est obsoléte. Ajout d’'une description de
Iinterrelation entre ILM et paramétre de cohérence.

Les opérations PUT mises a jour décrivent I'impact
des regles ILM qui utilisent le placement synchrone a
I'ingestion (options équilibrées et strictes pour le
comportement d’ingestion). Ajout d’'une description
des connexions client qui utilisent des noeuds finaux
d’équilibreur de charge ou des groupes de haute
disponibilité. Liste mise a jour des suites de
chiffrement TLS prises en charge. Les chiffrements
TLS 1.1 ne sont plus pris en charge.

Modifications rédactionnelles mineures apportées au
document


http://docs.openstack.org/developer/swift/api/object_api_v1_overview.html

Relachez Commentaires

11.1 Ajout de la prise en charge de l'utilisation des
connexions client HTTP pour Swift aux nceuds de la
grille. Mise a jour des définitions des contrbles de
cohérence.

11.0 Ajout de la prise en charge de 1,000 conteneurs pour
chaque compte locataire.

10.3 Mises a jour administratives et corrections du
document. Suppression des sections pour la
configuration des certificats de serveur personnalisés.

10.2 Prise en charge initiale de I'API Swift par le systéme
StorageGRID. La version actuellement prise en
charge est I'API de stockage objet OpenStack Swift
v1.

Comment StorageGRID implémente ’API REST Swift

Une application client peut utiliser les appels de 'API REST Swift pour se connecter aux
nceuds de stockage et aux nceuds de passerelle afin de créer des conteneurs et de
stocker et récupérer des objets. Les applications orientées services développées pour
OpenStack Swift peuvent ainsi se connecter au stockage objet sur site fourni par le
systeme StorageGRID.

Gestion des objets Swift

A I'entrée des objets Swift dans le systéme StorageGRID, ils sont gérés par les régles de gestion du cycle de
vie des informations de la politique ILM active du systéme. Les régles et regles ILM déterminent la fagon dont
StorageGRID crée et distribue des copies de données d’objet ainsi que la fagon dont elles gérent ces copies
au fil du temps. Par exemple, une regle ILM peut s’appliquer aux objets de conteneurs Swift spécifiques et
peut spécifier que plusieurs copies d’objets seront enregistrées dans plusieurs data centers pendant un certain
nombre d’années.

Contactez votre administrateur StorageGRID si vous avez besoin de savoir comment les regles et regles ILM
du grid affectent les objets de votre compte de locataire Swift.

Requétes des clients en conflit

Les demandes contradictoires des clients, telles que deux clients qui écrivent sur la méme clé, sont résolues
sur la base des « derniers-victoires ». Le calendrier de I'évaluation « derniers-victoires » est basé sur le
moment ou le systéme StorageGRID remplit une demande donnée et non sur le moment ou les clients Swift
démarrent une opération.

Garanties et controles de cohérence

Par défaut, StorageGRID fournit une cohérence de lecture aprés écriture pour les objets nouvellement créés et
une cohérence éventuelle pour les mises a jour et les OPERATIONS HEAD d’objet. Tout GET suivant un PUT



réussi sera en mesure de lire les données nouvellement écrites. Les écrasements d’objets existants, les mises
a jour de métadonnées et les suppressions sont cohérents. La propagation des écrasements ne prend
généralement que quelques secondes ou minutes, mais peut prendre jusqu’a 15 jours.

StorageGRID vous permet également de contrdler la cohérence par conteneur. Vous pouvez modifier le
contréle de cohérence pour assurer une reprise entre la disponibilité des objets et la cohérence de ces objets
sur plusieurs nceuds et sites de stockage, selon les besoins de votre application.

Informations associées
"Gestion des objets avec ILM"

"DEMANDE DE cohérence du conteneur"

"REQUETE de cohérence du conteneur"

Recommandations pour la mise en ceuvre de ’API REST
Swift

Suivez ces recommandations lors de la mise en ceuvre de ’API REST Swift pour une
utilisation avec StorageGRID.

Recommandations pour les tétes a des objets inexistants

Si votre application vérifie régulierement si un objet existe sur un chemin ou vous ne vous attendez pas a ce
que l'objet existe réellement, vous devez utiliser le controle de cohérence « disponible ». Par exemple, vous
devez utiliser le controle de cohérence « disponible » si votre application effectue une opération DE TETE & un
emplacement avant d’effectuer une opération DE MISE a cet emplacement.

Sinon, si 'opération HEAD ne trouve pas I'objet, vous pouvez recevoir un nombre élevé de 500 erreurs de
serveur interne si un ou plusieurs nceuds de stockage ne sont pas disponibles.

Vous pouvez définir le controle de cohérence « disponible » pour chaque conteneur a 'aide de la demande DE
cohérence DU conteneur PUT.

Recommandations pour les noms d’objet

Vous ne devez pas utiliser de valeurs aléatoires comme les quatre premiers caractéres des noms d’objets. Au
lieu de cela, vous devez utiliser des préfixes non aléatoires et non uniques, tels que I'image.

Si vous avez besoin d'utiliser des caracteres aléatoires et uniques dans les préfixes de nom d’objet, vous
devez préfixer les noms d’objet avec un nom de répertoire. C’est-a-dire, utilisez le format suivant :
mycontainer/mydir/f8e3-image3132.jpg

Au lieu de ce format :

mycontainer/f8e3-image3132.jpg


https://docs.netapp.com/fr-fr/storagegrid-115/ilm/index.html
https://docs.netapp.com/fr-fr/storagegrid-115/swift/get-container-consistency-request.html
https://docs.netapp.com/fr-fr/storagegrid-115/swift/put-container-consistency-request.html

Recommandations pour « plages de lectures »

Si 'option Compress emmagased Objects est sélectionnée (Configuration > Paramétres systéme > Grid
Options), les applications client Swift doivent éviter d’effectuer des opérations GET object spécifiant une plage
d’octets a renvoyer. Ces opérations de « lecture a plage » sont inefficaces, car StorageGRID doit
décompresser efficacement les objets pour accéder aux octets demandés. LES opérations GET Object qui
demandent une petite plage d’octets provenant d’un objet trés volumineux sont particulierement inefficaces.
Par exemple, il est trés inefficace de lire une plage de 10 Mo a partir d’'un objet compressé de 50 Go.

Si les plages sont lues a partir d'objets compressés, les demandes client peuvent étre en attente.

@ Si vous devez compresser des objets et que votre application client doit utiliser des lectures de
plage, augmentez le délai de lecture de 'application.

Informations associées
"DEMANDE DE cohérence du conteneur"

"REQUETE de cohérence du conteneur"

"Administrer StorageGRID"


https://docs.netapp.com/fr-fr/storagegrid-115/swift/get-container-consistency-request.html
https://docs.netapp.com/fr-fr/storagegrid-115/swift/put-container-consistency-request.html
https://docs.netapp.com/fr-fr/storagegrid-115/admin/index.html
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