Concepts
Trident

NetApp
January 14, 2026

This PDF was generated from https://docs.netapp.com/fr-fr/trident-2502/trident-
concepts/provisioning.html on January 14, 2026. Always check docs.netapp.com for the latest.



Sommaire

Concepts
Provisionnement
Association de classe de stockage
Création du volume
Snapshots de volume
En savoir plus sur la création de snapshots de volume
Pools virtuels
En savoir plus sur les pools virtuels
Groupes d’accés de volume
En savoir plus sur les groupes d’acces aux volumes

A DA NN 2 A A A A



Concepts

Provisionnement

Le provisionnement dans Trident comporte deux phases principales. La premiére phase
associe une classe de stockage a I'ensemble des pools de stockage back-end appropriés
et effectue la préparation nécessaire avant le provisionnement. La deuxiéme phase inclut
la création du volume et nécessite le choix d’'un pool de stockage parmi ceux associés a
la classe de stockage du volume en attente.

Association de classe de stockage

L’association de pools de stockage back-end a une classe de stockage dépend a la fois des attributs
demandés de la classe de stockage et des storagePools listes, additionalStoragePools et
excludeStoragePools . Lorsque vous créez une classe de stockage, Trident compare les attributs et les
pools proposés par chacun de ses systemes back-end a ceux requis par la classe de stockage. Si les attributs
et le nom d’un pool de stockage correspondent a tous les attributs et noms de pool demandés, Trident ajoute
ce pool de stockage a I'ensemble des pools de stockage appropriés pour cette classe de stockage. De plus,
Trident ajoute a cet ensemble tous les pools de stockage répertoriés dans additionalStoragePools la
liste, méme si leurs attributs ne remplissent pas la totalité ou I'un des attributs demandés de la classe de
stockage. Vous devez utiliser cette excludeStoragePools liste pour remplacer et supprimer les pools de
stockage qui ne sont pas utilisés pour une classe de stockage. Trident effectue un processus similaire chaque
fois que vous ajoutez un nouveau systéme back-end, en vérifiant si ses pools de stockage satisfont a ceux des
classes de stockage existantes et en supprimant les éléments marqués comme exclus.

Création du volume

Trident utilise ensuite les associations entre les classes de stockage et les pools de stockage pour déterminer
ou provisionner les volumes. Lorsque vous créez un volume, Trident obtient d’abord I'ensemble des pools de
stockage pour la classe de stockage de ce volume. Si vous spécifiez un protocole pour le volume, Trident
supprime les pools de stockage qui ne peuvent pas fournir le protocole demandé (par exemple, un systéme
back-end NetApp HCI/SolidFire ne peut pas fournir de volume basé sur des fichiers alors qu’un systéme back-
end ONTAP ne peut pas fournir de volume basé sur des blocs). Trident répartit de maniére aléatoire I'ordre de
ce jeu de résultats, pour faciliter une distribution homogéne des volumes, puis effectue des itérations via celui-
ci, en essayant de provisionner le volume sur chaque pool de stockage a son tour. S’il réussit sur un, il
retourne avec succes, en enregistrant les échecs rencontrés dans le processus. Trident renvoie une
défaillance uniquement si il ne parvient pas a provisionner sur tous les pools de stockage disponibles pour la
classe et le protocole de stockage demandés.

Snapshots de volume

Découvrez comment Trident gére la création de snapshots de volumes pour ses pilotes.

En savoir plus sur la création de snapshots de volume

* Pourles ontap-nas pilotes , ontap-san, gcp-cvs et azure-netapp-files, chaque volume
persistant est mappé sur une FlexVol volume. Des snapshots de volume sont alors créés en tant que
snapshots NetApp. La technologie Snapshot de NetApp offre davantage de stabilité, d’évolutivité, de
capacité de restauration et de performances que les technologies Snapshot concurrentes. Ces copies
Snapshot sont extrémement efficaces, aussi bien en termes de temps de création que d’espace de



stockage.

* Pour le ontap-nas-flexgroup pilote, chaque volume persistant est mappé sur un FlexGroup. Par
conséquent, des snapshots de volume sont créés sous forme de snapshots NetApp FlexGroup. La
technologie Snapshot de NetApp offre davantage de stabilité, d’évolutivité, de capacité de restauration et
de performances que les technologies Snapshot concurrentes. Ces copies Snapshot sont extrémement
efficaces, aussi bien en termes de temps de création que d’espace de stockage.

* Pour le ontap-san-economy pilote, les volumes persistants sont mappés aux LUN créées sur des
volumes FlexVol partagés. Les volumes Volumesnapshots des volumes persistants sont atteints en
exécutant des copies FlexClone de la LUN associée. Grace a la technologie FlexClone de ONTAP, il est
possible de créer quasi instantanément des copies des jeux de données les plus volumineux, méme les
plus volumineux. Les copies partagent les blocs de données avec leurs parents. Aucun stockage n’est
nécessaire, sauf pour les métadonnées.

* Pourle solidfire-san pilote, chaque volume persistant est mappé sur une LUN créée sur le cluster
NetApp Element logiciel/NetApp HCI. Les copies Snapshot VolumeCas sont représentées par des copies
Snapshot Element de la LUN sous-jacente. Ces snapshots sont des copies a un point dans le temps et ne
prennent en charge qu’une petite quantité de ressources et d’espace systeme.

* Lorsque vous travaillez avec les ontap-nas pilotes et ontap-san, les snapshots ONTAP sont des copies
instantanées de la FlexVol et consomment de I'espace sur la FlexVol elle-méme. Cela peut entrainer la
quantité d’espace inscriptible dans le volume pour une réduction du temps lors de la création ou de la
planification des snapshots. L'une des fagons simples de résoudre ce probleme est d’augmenter le volume
en le redimensionnant via Kubernetes. Une autre option consiste a supprimer les snapshots qui ne sont
plus nécessaires. Lorsqu’un volume Snapshot créé via Kubernetes est supprimé, Trident supprime le
snapshot ONTAP associé. Les snapshots ONTAP qui n’ont pas été créés par Kubernetes peuvent
également étre supprimés.

Avec Trident, vous pouvez utiliser Volumesnapshots pour créer de nouveaux volumes persistants a partir de
ces volumes. La création de volumes persistants est effectuée a partir de ces copies Snapshot a l'aide de la
technologie FlexClone pour les systémes back-end ONTAP et CVS pris en charge. Lors de la création d'un
volume persistant a partir d’'un snapshot, le volume de sauvegarde est un volume FlexClone du volume parent
du snapshot. Le solidfire-san pilote utilise des clones de volume du logiciel Element pour créer des
volumes persistants a partir de snapshots. Ici, cela crée un clone a partir du snapshot Element.

Pools virtuels

Les pools virtuels fournissent une couche d’abstraction entre les systémes back-end de
stockage Trident et Kubernetes StorageClasses. lls permettent a un administrateur de
définir des aspects, tels que I'emplacement, les performances et la protection de chaque
back-end de maniére commune et indépendante du back-end, sans StorageClass
spécifier le backend physique, le pool back-end ou le type de back-end a utiliser pour
répondre aux critéres souhaités.

En savoir plus sur les pools virtuels

L’administrateur du stockage peut définir des pools virtuels sur I'un des systémes Trident back-end dans un
fichier de définition JSON ou YAML.
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Tout aspect spécifié en dehors de la liste des pools virtuels est global au back-end et s’appliquera a tous les
pools virtuels, tandis que chaque pool virtuel peut spécifier un ou plusieurs aspects individuellement
(remplagant les aspects backend-global).

* Lors de la définition de pools virtuels, n’essayez pas de réorganiser 'ordre des pools virtuels
@ existants dans une définition backend.

* Nous vous conseillons de modifier les attributs d’'un pool virtuel existant. Vous devez définir
un nouveau pool virtuel pour apporter des modifications.

La plupart des aspects sont spécifiés dans des termes spécifiques au systéeme back-end. Il est important de
noter que les valeurs d’aspect ne sont pas exposées en dehors du pilote du back-end et ne sont pas
disponibles pour la correspondance dans. |' *StorageClasses administrateur définit plutét un ou plusieurs
libellés pour chaque pool virtuel. Chaque étiquette est une paire clé:valeur et les étiquettes sont souvent
répandues sur différents systémes back-end. Tout comme les aspects, les étiquettes peuvent étre spécifiees
par pool ou globales au back-end. Contrairement aux aspects, qui ont des noms et des valeurs prédéfinis,
'administrateur dispose d’'une entiére discrétion pour définir les clés et les valeurs de libellé selon les besoins.
Pour plus de commodite, les administrateurs du stockage peuvent définir des étiquettes par pool virtuel et les
volumes de groupe par étiquette.

Un StorageClass identifie le pool virtuel a utiliser en référencant les étiquettes dans un paramétre de
sélecteur. Les sélecteurs de pool virtuel prennent en charge les opérateurs suivants :

Opérateur Exemple La valeur d’étiquette d’un pool doit :

= performance=premium Correspondance

1= performance !=extréme Ne correspond pas



Opérateur Exemple La valeur d’étiquette d’un pool doit :

in emplacement a (est, ouest) Etre dans 'ensemble de valeurs

notin performances notin (argent, bronze) Ne pas étre dans 'ensemble de valeurs
<key> la protection Existe avec n’importe quelle valeur
I<key> Iprotection N’existe pas

Groupes d’acces de volume

En savoir plus sur l'utilisation de Trident "groupes d’accés de volume" .

Ignorez cette section si vous utilisez CHAP, qui est recommandé pour simplifier la gestion et

@ éviter la limite de mise a I'échelle décrite ci-dessous. De plus, si vous utilisez Trident en mode
CSI, vous pouvez ignorer cette section. Trident utilise CHAP lorsqu’il est installé en tant que
meécanisme de provisionnement CSIl amélioré.

En savoir plus sur les groupes d’accés aux volumes

Trident peut utiliser des groupes d’acces de volume pour contréler I'accés aux volumes qu'il provisionne. Si
CHAP est désactivé, il s’attend a trouver un groupe d’accés appelé trident, sauf si vous spécifiez un ou
plusieurs ID de groupe d’acces dans la configuration.

Trident associe de nouveaux volumes aux groupes d’acces configurés, mais ne crée pas et ne gere pas eux-
mémes les groupes d’acces. Les groupes d’acces doivent exister avant I'ajout du systéme back-end de
stockage a Trident et doivent contenir les IQN iISCSI de chaque nceud du cluster Kubernetes pouvant
potentiellement monter les volumes provisionnés par ce back-end. Dans la plupart des installations, cela inclut
tous les noeuds workers dans le cluster.

Pour les clusters Kubernetes de plus de 64 nceuds, vous devez utiliser plusieurs groupes d’acces. Chaque
groupe d’acces peut contenir jusqu’a 64 IQN et chaque volume peut appartenir a quatre groupes d’accés.
Avec quatre groupes d’acces configurés au maximum, n'importe quel noeud d’un cluster de 256 nceuds
maximum pourra accéder a n'importe quel volume. Pour connaitre les derniéres limites des groupes d’accés
aux volumes, reportez-vous "ici" a la section .

Si vous modifiez la configuration d’un groupe qui utilise le groupe d’acces par défaut trident a un autre,
incluez I'ID du trident groupe d’accés dans la liste.


https://docs.netapp.com/us-en/element-software/concepts/concept_solidfire_concepts_volume_access_groups.html
https://docs.netapp.com/us-en/element-software/concepts/concept_solidfire_concepts_volume_access_groups.html
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