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Configuration système requise pour l’installation
de OnCommand Workflow Automation

Avant d’installer WFA, vous devez connaître la configuration matérielle et logicielle
requise pour OnCommand Workflow Automation (WFA).

Configuration matérielle requise pour l’installation de WFA

Le tableau suivant répertorie la configuration matérielle minimale requise et les spécifications matérielles
recommandées pour le serveur WFA.

Composant Configuration minimale requise Spécifications recommandées

CPU 2.27 GHz ou plus, 4 cœurs, 64 bits 2.27 GHz ou plus, 4 cœurs, 64 bits

RAM 4 Go 8 Go

Espace disque disponible 5 GO 20 GO

Si vous installez WFA sur une machine virtuelle, il est recommandé de réserver la mémoire et le processeur
nécessaires afin que cette dernière dispose de ressources suffisantes. Le programme d’installation ne vérifie
pas la vitesse de la CPU.

Configuration logicielle requise pour l’installation de WFA

WFA s’exécute sur un système d’exploitation Windows 64 bits et doit être installé sur des machines virtuelles
ou des machines physiques dédiées. Vous ne devez pas installer d’autres applications sur le serveur qui
exécute WFA.

WFA s’exécute de Microsoft Windows Server 2012 Enterprise Edition à Microsoft Windows Server 2016
(toutes éditions). Enterprise Edition est le système d’exploitation Windows recommandé.

Pour les serveurs Windows 2012, .NET Framework version 4.5.2 doit être installé sur votre système Windows.
Si .NET Framework version 4.5.2 n’est pas installé, l’installation de WFA 5.1 échoue.

• L’un des navigateurs pris en charge suivants :

◦ Mozilla Firefox

◦ Microsoft Internet Explorer

◦ Google Chrome

• PowerShell 3.0

• VMware PowerCLI version 5

L’extension PowerShell pour les API VMware est uniquement nécessaire si vous utilisez
WFA pour exécuter des flux de travail sur VMware vSphere.

Les applications antivirus peuvent empêcher le démarrage des services WFA.
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Pour éviter ce problème, configurez les exclusions d’analyse antivirus pour les répertoires WFA suivants :

• Répertoire dans lequel vous avez installé WFA

• Répertoire dans lequel vous avez installé Perl

• Répertoire dans lequel vous avez installé OpenJDK

• Le répertoire des données MySQL

Pour plus d’informations, consultez la matrice d’interopérabilité.

Informations connexes

"Matrice d’interopérabilité NetApp"

Ports requis pour Workflow Automation

Si vous utilisez un pare-feu, vous devez connaître les ports requis pour Workflow
Automation (WFA).

Les numéros de port par défaut sont répertoriés dans cette section. Si vous souhaitez utiliser un numéro de
port non par défaut, vous devez ouvrir ce port pour la communication. Pour plus de détails, consultez la
documentation de votre pare-feu.

Le tableau suivant répertorie les ports par défaut qui doivent être ouverts sur le serveur WFA:

Port Protocole Direction Objectif

80 février 443 HTTP, HTTPS Entrant Ouverture de WFA et
connexion

80 février 443, 22 HTTP, HTTPS, SSH Sortant Exécution de commandes
(ZAPI, PowerCLI)

445 février 139, 389, 636 Microsoft-DS, NetBIOS-
ssn, AD LDAP, AD
LDAPS

Sortant Authentification LDAP
Microsoft Active Directory

161 SNMP Sortant Envoi de messages
SNMP sur l’état des flux
de travail

3306 MySQL Entrant Mise en cache utilisateur
en lecture seule

25 SMTP Sortant Notification par courrier
électronique

80 février 443, 25 HTTP, HTTPS, SMTP Sortant Envoi de messages
AutoSupport
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Port Protocole Direction Objectif

514 Syslog Sortant Envoi de journaux à un
serveur syslog

Le tableau suivant répertorie les ports par défaut qui doivent être ouverts sur le serveur Unified Manager :

Port Protocole Direction Objectif

3306 MySQL Entrant Mise en cache de
données depuis Active IQ
Unified Manager 6.0 et
versions ultérieures

Le tableau suivant répertorie le port par défaut qui doit être ouvert sur le vCenter VMware :

Port Protocole Direction Objectif

443 HTTPS Entrant Mise en cache des
données depuis VMware
vCenter

Le tableau suivant répertorie le port par défaut qui doit être ouvert sur la machine hôte SNMP :

Port Protocole Direction Objectif

162 SNMP Entrant Réception de messages
SNMP sur l’état des flux
de travail
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