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Configurare NetApp Disaster Recovery per
Amazon EVS

Panoramica sulla configurazione NetApp Disaster Recovery
per Amazon EVS

Dopo aver installato 'agente NetApp Console , € necessario integrare tutte le risorse di
storage ONTAP e VMware vCenter che parteciperanno al processo di disaster recovery
con NetApp Disaster Recovery.

"Prerequisiti per Amazon EVS con NetApp Disaster Recovery"
"Aggiungere array di storage ONTAP a NetApp Disaster Recovery"
"Abilita NetApp Disaster Recovery per Amazon EVS"

"Aggiungere siti vCenter a NetApp Disaster Recovery"

"Aggiungere cluster vCenter a NetApp Disaster Recovery"

Prerequisiti per Amazon EVS con NetApp Disaster
Recovery

Assicurati di esaminare e soddisfare i requisiti per configurare Amazon EVS con NetApp
Disaster Recovery.

Prerequisiti

Rivedi il "prerequisiti generali per il Disaster Recovery".

Creare un account utente vCenter con i privilegi VMware specifici richiesti affinché NetApp Disaster
Recovery esegua le operazioni necessarie.

Si consiglia di non utilizzare I'account amministratore predefinito
"administrator@vsphere.com". Invece, € necessario creare un account utente specifico per

@ NetApp Disaster Recovery su tutti i cluster vCenter che parteciperanno al processo di
disaster recovery. Per un elenco dei privilegi specifici richiesti, vedere "Privilegi vCenter
necessari per NetApp Disaster Recovery".

« Assicurarsi che tutti gli archivi dati vCenter che ospiteranno le VM protette da Disaster Recovery siano

posizionati su NetApp ONTAP risorse di storage.

Disaster Recovery supporta NFS e VMFS su iSCSI (e non FC) quando si utilizza Amazon FSx su NetApp
ONTAP. Sebbene Disaster Recovery supporti FC, Amazon FSx for NetApp ONTAP non lo fa.

* Assicurati che il tuo Amazon EVS vCenter sia connesso a un Amazon FSx for NetApp ONTAP storage

cluster.

 Assicurarsi che VMware tools siano installati su tutte le VM protette.

 Assicurati che la tua rete locale sia connessa alla tua rete AWS VPC tramite un metodo di connessione

approvato da Amazon. Si consiglia di utilizzare AWS Direct Connect, AWS Private Link o una AWS Site-to-
Site VPN.
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« Esaminare e garantire la conformita con i requisiti di connessione e porta per EVS con Disaster Recovery:

Fonte Destinazione Porta Dettagli
Amazon FSxN ONTAP on-premise TCP 11104, 11105, ICMP SnapMirror
ONTAP on-premise Amazon FSxN TCP 11104, 11105, ICMP SnapMirror
Agente NetApp Console ONTAP on-premise TCP 443, solo ICMP chiamate API
Agente NetApp Console Amazon FSxN TCP 441, solo ICMP chiamate API
Agente NetApp Console vCenter (in sede, EVS), 443 Chiamate API,

host ESXi (in sede, EVS) esecuzione di script

Aggiungi array locali al sistema NetApp Console per
Amazon EVS con NetApp Disaster Recovery

Prima di utilizzare NetApp Disaster Recovery, € necessario aggiungere istanze di storage
locali e ospitate sul cloud al sistema NetApp Console .

Devi fare quanto segue:
» Aggiungi array locali al tuo sistema NetApp Console .

» Aggiungi istanze Amazon FSx for NetApp ONTAP (FSx for ONTAP) al tuo sistema NetApp Console .

Aggiungere array di storage locali al sistema NetApp Console

Aggiungi risorse di storage ONTAP on-premise al tuo sistema NetApp Console .
1. Dalla pagina Sistemi NetApp Console , selezionare Aggiungi sistema.
[Aggiungi sistema]
2. Nella pagina Aggiungi sistema, seleziona la scheda On-Premises.
[Aggiungi immagine di sistema]
3. Selezionare Scopri sulla scheda ONTAP On-Premises.
[Aggiungi immagine di sistema]

4. Nella pagina Scopri cluster, inserisci le seguenti informazioni:
a. L'indirizzo IP della porta di gestione del cluster array ONTAP
b. I nome utente del’amministratore
c. La password del’amministratore

5. Seleziona Scopri in fondo alla pagina.
[Aggiungi immagine di sistema]

6. Ripetere i passaggi da 1 a 5 per ogni array ONTAP che ospitera i datastore vCenter.



Aggiungere istanze di storage Amazon FSx for NetApp ONTAP al sistema NetApp
Console

Successivamente, aggiungi risorse di storage Amazon FSx for NetApp ONTAP al tuo sistema NetApp Console

1. Dalla pagina Sistemi NetApp Console , selezionare Aggiungi sistema.
[Aggiungi immagine di sistema]

2. Nella pagina Aggiungi sistema, seleziona la scheda Amazon Web Services.
[Aggiungi immagine di sistema]

3. Selezionare il collegamento Scopri esistente sulla scheda Amazon FSx per ONTAP .
[Aggiungi immagine di sistema]

4. Selezionare le credenziali e la regione AWS che ospita 'istanza FSx for ONTAP .
5. Selezionare uno o piu file system FSx for ONTAP da aggiungere.

6. Seleziona Scopri in fondo alla pagina.
[Aggiungi immagine di sistema]

7. Ripetere i passaggi da 1 a 6 per ogni istanza di FSx for ONTAP che ospitera i datastore vCenter.

Aggiungi il servizio NetApp Disaster Recovery al tuo
account NetApp Console per Amazon EVS

NetApp Disaster Recovery € un prodotto con licenza che deve essere acquistato prima di
poter essere utilizzato. Esistono diversi tipi di licenze e diversi modi per acquistarle. Una
licenza ti da il diritto di proteggere una quantita specifica di dati per un determinato
periodo di tempo.

Per ulteriori informazioni sulle licenze NetApp Disaster Recovery , vedere"Impostare la licenza per NetApp
Disaster Recovery" .

Tipi di licenza
Esistono due tipi principali di licenza:

* NetApp offre un"Licenza di prova di 30 giorni" che puoi utilizzare per valutare NetApp Disaster Recovery
utilizzando le tue risorse ONTAP e VMware. Questa licenza garantisce 30 giorni di utilizzo per una quantita
illimitata di capacita protetta.

» Acquista una licenza di produzione se desideri una protezione DR oltre il periodo di prova di 30 giorni.
Questa licenza puo essere acquistata tramite i marketplace di qualsiasi partner cloud di NetApp, ma per
questa guida consigliamo di acquistare la licenza marketplace per NetApp Disaster Recovery tramite
Amazon AWS Marketplace. Per saperne di piu sull’acquisto di una licenza tramite Amazon Marketplace,
vedere"Iscriviti tramite AWS Marketplace" .


../get-started/dr-licensing.html
../get-started/dr-licensing.html
../get-started/dr-licensing.html
../get-started/dr-licensing.html

Dimensiona le tue esigenze di capacita di disaster recovery

Prima di acquistare la licenza, & necessario comprendere quanta capacita di archiviazione ONTAP &
necessario proteggere. Uno dei vantaggi dell’utilizzo dello storage NetApp ONTAP ¢ I'elevata efficienza con cui
NetApp archivia i dati. Tutti i dati memorizzati in un volume ONTAP , come ad esempio un datastore VMware
che ospita VM, sono archiviati in modo altamente efficiente. ONTAP utilizza di default tre tipi di efficienza di
archiviazione durante la scrittura dei dati su un archivio fisico: compattazione, deduplicazione e compressione.
Il risultato netto & un’efficienza di archiviazione compresa tra 1,5:1 e 4:1, a seconda del tipo di dati archiviati.
Infatti, NetApp offre un "garanzia di efficienza di archiviazione" per determinati carichi di lavoro.

Cio puo essere vantaggioso perché NetApp Disaster Recovery calcola la capacita ai fini della concessione
delle licenze dopo che sono state applicate tutte le efficienze di archiviazione ONTAP . Ad esempio,
supponiamo di aver predisposto un datastore NFS da 100 terabyte (TiB) all'interno di vCenter per ospitare 100
VM che si desidera proteggere tramite il servizio. Inoltre, supponiamo che quando i dati vengono scritti sul
volume ONTAP, le tecniche di efficienza di archiviazione applicate automaticamente comportino un consumo
di soli 33 TiB da parte di tali VM (efficienza di archiviazione 3:1). NetApp Disaster Recovery deve essere
concesso in licenza solo per 33 TiB, non per 100 TiB. Cio pud rappresentare un vantaggio notevole per il costo
totale di proprieta della soluzione DR rispetto ad altre soluzioni DR.

Passi

1. Per determinare la quantita di dati consumata su ciascun volume che ospita un datastore VMware da
proteggere, determinare il consumo di capacita su disco eseguendo il comando ONTAP CLI per ciascun
volume: volume show-space -volume < volume name > -vserver < SVM name > .

Per esempio:

clusterl::> volume show-space

Vserver : vm-nfs-dsl

Volume : vol0

Feature Used Used%
User Data 163.4MB 3%
Filesystem Metadata 172KB 0%
Inodes 2.93MB 0%
Snapshot Reserve 292 .9MB 5%
Total Metadata 185KB 0%
Total Used 459.4MB 8%
Total Physical Used 166.4MB 3%

2. Notare il valore Totale fisico utilizzato per ciascun volume. Questa € la quantita di dati che NetApp
Disaster Recovery deve proteggere ed ¢ il valore che utilizzerai per determinare quanta capacita devi
concedere in licenza.

Aggiungere siti in NetApp Disaster Recovery per Amazon
EVS

Prima di poter proteggere l'infrastruttura delle VM, & necessario identificare quali cluster
VMware vCenter ospitano le VM da proteggere e dove si trovano tali vCenter. Il primo
passo € creare un sito che rappresenti i data center di origine e di destinazione. Un sito é


https://www.netapp.com/media/79014-ng-937-Efficiency-Guarantee-Customer-Flyer.pdf

un dominio di errore o un dominio di ripristino.

Devi creare quanto segue:
» Un sito che rappresenta ogni data center di produzione in cui risiedono i cluster vCenter di produzione
* Un sito per il tuo data center cloud Amazon EVS/ Amazon FSx for NetApp ONTAP

Crea siti on-premise

Creare un sito vCenter di produzione.

Passi
1. Dalla barra di navigazione sinistra NetApp Console , selezionare Protezione > Disaster Recovery.

2. Da qualsiasi pagina di NetApp Disaster Recovery, seleziona 'opzione Siti.
[Opzione siti]

3. Dall'opzione Siti, seleziona Aggiungi.
[Aggiungi opzione nell’opzione Siti]

4. Nella finestra di dialogo Aggiungi sito, immettere un nome per il sito.
5. Selezionare "In sede" come posizione.

6. Selezionare Aggiungi.

[Finestra di dialogo Crea sito]
Se disponi di altri siti di produzione vCenter, puoi aggiungerli seguendo gli stessi passaggi.

Crea siti cloud Amazon

Creare un sito DR per Amazon EVS utilizzando Amazon FSx for NetApp ONTAP .
1. Da qualsiasi pagina di NetApp Disaster Recovery, seleziona 'opzione Siti.
[Opzione siti]
2. Dall’'opzione Siti, seleziona Aggiungi.
[Aggiungi opzione nella pagina Siti]

3. Nella finestra di dialogo Aggiungi sito, immettere un nome per il sito.
4. Selezionare "AWS-EVS" come posizione.

5. Selezionare Aggiungi.

[Aggiungi finestra di dialogo]

Risultato
Ora hai creato un sito di produzione (sorgente) e un sito DR (destinazione).



Aggiungi cluster locali e Amazon EVS vCenter in NetApp
Disaster Recovery

Dopo aver creato i siti, puoi aggiungere i cluster vCenter a ciascun sito in NetApp
Disaster Recovery. Quando abbiamo creato ogni sito, abbiamo indicato ogni tipologia di
sito. In questo modo viene indicato a NetApp Disaster Recovery quale tipo di accesso &
richiesto per i vCenter ospitati in ciascun tipo di sito. Uno dei vantaggi di Amazon EVS é
che non esiste una vera e propria distinzione tra un vCenter Amazon EVS e un vCenter
locale. Entrambi richiedono le stesse informazioni di connessione e autenticazione.

Passaggi per aggiungere un vCenter a ciascun sito
1. Dall’'opzione Siti, seleziona Aggiungi vCenter per il sito desiderato.

[Aggiungi 'opzione vCenter]

2. Nella finestra di dialogo Aggiungi server vCenter, seleziona o fornisci le seguenti informazioni:
a. L'agente NetApp Console ospitato nel tuo AWS VPC.
b. Lindirizzo IP o FQDN per il vCenter da aggiungere.

c. Se diverso, modificare il valore della porta impostandolo sulla porta TCP utilizzata dal gestore cluster
vCenter.

d. I nome utente vCenter per I'account creato in precedenza che verra utilizzato da NetApp Disaster
Recovery per gestire vCenter.

e. La password vCenter per il nome utente fornito.

f. Se la tua azienda utilizza un’autorita di certificazione (CA) esterna o vCenter Endpoint Certificate Store
per accedere ai tuoi vCenter, deseleziona la casella di controllo Usa certificati autofirmati. Altrimenti,
lasciare la casella selezionata.

3. Selezionare Aggiungi.

[Finestra di dialogo Aggiungi vCenter]
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