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Configurare l’accesso all’host

Creare manualmente un host in SANtricity System Manager

Per gli host che non possono essere rilevati automaticamente, è possibile creare
manualmente un host. La creazione di un host è una delle operazioni necessarie per
consentire all’array di storage di sapere quali host sono collegati e di consentire l’accesso
i/o ai volumi.

A proposito di questa attività

Tenere presenti queste linee guida quando si crea un host:

• È necessario definire le porte di identificazione host associate all’host.

• Assicurarsi di fornire lo stesso nome del nome di sistema assegnato all’host.

• Questa operazione non riesce se il nome scelto è già in uso.

• La lunghezza del nome non può superare i 30 caratteri.

Fasi

1. Selezionare Storage › Hosts (Storage[host]).

2. Fare clic sul Create › host (Crea[host]).

Viene visualizzata la finestra di dialogo Create host (Crea host).

3. Selezionare le impostazioni per l’host in base alle esigenze.
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Dettagli del campo

Impostazione Descrizione

Nome Digitare un nome per il nuovo host.

Tipo di sistema
operativo host

Selezionare il sistema operativo in esecuzione sul nuovo host dall’elenco a
discesa.

Tipo di interfaccia host (Facoltativo) se si dispone di più tipi di interfaccia host supportati sull’array
di storage, selezionare il tipo di interfaccia host che si desidera utilizzare.

Porte host Effettuare una delle seguenti operazioni:

• Selezionare interfaccia i/o

In genere, le porte host devono essere state registrate ed essere
disponibili dall’elenco a discesa. È possibile selezionare gli
identificatori della porta host dall’elenco.

• Aggiunta manuale

Se nell’elenco non viene visualizzato un identificatore di porta host,
significa che la porta host non ha effettuato l’accesso. È possibile
utilizzare un’utility HBA o l’utility iSCSI Initiator per individuare gli
identificatori delle porte host e associarli all’host.

È possibile inserire manualmente gli identificatori della porta host o
copiarli/incollarli dall’utility (uno alla volta) nel campo host ports (Porte
host).

È necessario selezionare un identificatore di porta host alla volta per
associarlo all’host, ma è possibile continuare a selezionare tutti gli
identificatori associati all’host. Ciascun identificatore viene visualizzato
nel campo host ports (Porte host). Se necessario, è anche possibile
rimuovere un identificatore selezionando la X accanto.
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Impostazione Descrizione

Iniziatore CHAP (Facoltativo) se si seleziona o si immette manualmente una porta host con
un IQN iSCSI e si desidera richiedere un host che tenta di accedere allo
storage array per l’autenticazione mediante Challenge Handshake
Authentication Protocol (CHAP), selezionare la casella di controllo CHAP

Initiator. Per ogni porta host iSCSI selezionata o inserita manualmente,
procedere come segue:

• Immettere lo stesso segreto CHAP impostato su ciascun iniziatore host
iSCSI per l’autenticazione CHAP. Se si utilizza l’autenticazione CHAP
reciproca (autenticazione bidirezionale che consente a un host di
validarsi nell’array di storage e a un array di storage di validarsi
nell’host), è necessario impostare anche il segreto CHAP per l’array di
storage durante la configurazione iniziale o modificando le
impostazioni.

• Lasciare vuoto il campo se non si richiede l’autenticazione dell’host.

Attualmente, l’unico metodo di autenticazione iSCSI utilizzato da System
Manager è CHAP.

4. Fare clic su Create (Crea).

Risultati

Una volta creato correttamente l’host, il sistema crea un nome predefinito per ciascuna porta host configurata
per l’host (etichetta utente).

L’alias predefinito è <Hostname_Port Number>. Ad esempio, l’alias predefinito per la prima porta creata per
host IPT is IPT_1.

Creare un cluster host in SANtricity System Manager

Si crea un cluster host quando due o più host richiedono l’accesso i/o agli stessi volumi.

A proposito di questa attività

Tenere presenti queste linee guida quando si crea un cluster host:

• Questa operazione non viene avviata a meno che non siano disponibili due o più host per la creazione del
cluster.

• Gli host nei cluster di host possono avere sistemi operativi diversi (eterogenei).

• Gli host NVMe nei cluster di host non possono essere misti con host non NVMe.

• Per creare un volume abilitato per Data Assurance (da), la connessione host che si intende utilizzare deve
supportare da.

Se una delle connessioni host sui controller dello storage array non supporta il da, gli host associati non
possono accedere ai dati sui volumi abilitati da.

• Questa operazione non riesce se il nome scelto è già in uso.

• La lunghezza del nome non può superare i 30 caratteri.
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Fasi

1. Selezionare Storage › Hosts (Storage[host]).

2. Selezionare Create › host Cluster (Crea[cluster host]).

Viene visualizzata la finestra di dialogo Create host Cluster (Crea cluster host).

3. Selezionare le impostazioni appropriate per il cluster host.

Dettagli del campo

Impostazione Descrizione

Nome Digitare il nome del nuovo cluster host.

Selezionare gli host per
condividere l’accesso al
volume

Selezionare due o più host dall’elenco a discesa. Vengono visualizzati
nell’elenco solo gli host che non fanno già parte di un cluster di host.

4. Fare clic su Create (Crea).

Se gli host selezionati sono collegati a tipi di interfaccia che hanno diverse funzionalità di Data Assurance
(da), viene visualizzata una finestra di dialogo con il messaggio che da non sarà disponibile sul cluster
host. Questa non disponibilità impedisce l’aggiunta di volumi abilitati da al cluster host. Selezionare Sì per
continuare o No per annullare.

DA aumenta l’integrità dei dati nell’intero sistema storage. DA consente all’array di storage di verificare la
presenza di errori che potrebbero verificarsi quando i dati vengono spostati tra gli host e i dischi. L’utilizzo
di da per il nuovo volume garantisce il rilevamento di eventuali errori.

Risultati

Il nuovo cluster di host viene visualizzato nella tabella con gli host assegnati nelle righe sottostanti.

Assegnare volumi agli host in SANtricity System Manager

È necessario assegnare un volume a un host o a un cluster di host in modo che possa
essere utilizzato per le operazioni di i/O. Questa assegnazione consente a un host o a un
cluster host di accedere a uno o più volumi in un array di storage.

A proposito di questa attività

Tenere presenti queste linee guida quando si assegnano volumi agli host:

• È possibile assegnare un volume a un solo host o cluster di host alla volta.

• I volumi assegnati vengono condivisi tra i controller dell’array di storage.

• Lo stesso numero di unità logica (LUN) non può essere utilizzato due volte da un host o da un cluster host
per accedere a un volume. È necessario utilizzare un LUN univoco.

• Per i nuovi gruppi di volumi, se si attende la creazione e l’inizializzazione di tutti i volumi prima di assegnarli
a un host, il tempo di inizializzazione del volume viene ridotto. Tenere presente che una volta mappato un
volume associato al gruppo di volumi, tutti i volumi torneranno all’inizializzazione più lenta. È possibile

4



controllare l’avanzamento dell’inizializzazione dal Home › operazioni in corso.

L’assegnazione di un volume non riesce nelle seguenti condizioni:

• Vengono assegnati tutti i volumi.

• Il volume è già assegnato a un altro host o cluster di host.

La possibilità di assegnare un volume non è disponibile nelle seguenti condizioni:

• Non esistono host o cluster di host validi.

• Non sono stati definiti identificatori di porta host per l’host.

• Sono state definite tutte le assegnazioni dei volumi.

Durante questa attività vengono visualizzati tutti i volumi non assegnati, ma le funzioni per gli host con o senza
Data Assurance (da) si applicano come segue:

• Per un host da-capable, è possibile selezionare i volumi che sono da-enabled o non da-enabled.

• Per un host che non supporta da, se si seleziona un volume abilitato da, viene visualizzato un avviso che
indica che il sistema deve disattivare automaticamente da sul volume prima di assegnarlo all’host.

Fasi

1. Selezionare Storage › Hosts (Storage[host]).

2. Selezionare l’host o il cluster host a cui si desidera assegnare i volumi, quindi fare clic su Assign Volumes

(Assegna volumi).

Viene visualizzata una finestra di dialogo che elenca tutti i volumi che è possibile assegnare. È possibile
ordinare qualsiasi colonna o digitare qualcosa nella casella Filter per semplificare la ricerca di volumi
specifici.

3. Selezionare la casella di controllo accanto a ciascun volume che si desidera assegnare oppure selezionare
la casella di controllo nell’intestazione della tabella per selezionare tutti i volumi.

4. Fare clic su Assegna per completare l’operazione.

Risultati

Dopo aver assegnato correttamente uno o più volumi a un host o a un cluster di host, il sistema esegue le
seguenti operazioni:

• Il volume assegnato riceve il successivo numero LUN disponibile. L’host utilizza il numero LUN per
accedere al volume.

• Il nome del volume fornito dall’utente viene visualizzato negli elenchi dei volumi associati all’host. Se
applicabile, il volume di accesso configurato in fabbrica viene visualizzato anche negli elenchi dei volumi
associati all’host.
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