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Interfaccia principale

Scopri di piu su SANtricity Unified Manager

SANItricity Unified Manager € un’interfaccia basata sul web che ti consente di gestire piu
storage array in una singola vista.

Pagina principale

Quando si accede a Unified Manager, la pagina principale si apre su Gestisci - tutto. Da questa pagina é
possibile scorrere un elenco degli array di storage rilevati nella rete, visualizzarne lo stato ed eseguire
operazioni su un singolo array o su un gruppo di array.

Barra laterale di navigazione

E possibile accedere alle funzioni e alle funzioni di Unified Manager dalla barra laterale di navigazione.

Area Descrizione

Gestire Scopri gli array di storage nella tua rete, avvia Gestore di sistema SANTtricity per
un array, importa le impostazioni da un array a piu array e gestisci i gruppi di
array. Selezionare le caselle di controllo accanto ai nomi degli array per eseguire
operazioni su di essi, ad esempio I'importazione delle impostazioni e la creazione
di gruppi di array. | puntini di sospensione alla fine di ogni riga forniscono un
menu in linea per le operazioni su un singolo array, ad esempio la
ridenominazione.

Operazioni Visualizzare 'avanzamento delle operazioni batch, ad esempio I'importazione
delle impostazioni da un array all’altro.

@ Alcune operazioni non sono disponibili quando uno storage array
ha uno stato non ottimale.

Gestione dei certificati Gestire i certificati per 'autenticazione tra browser e client.
Gestione degli accessi Stabilire I'autenticazione dell’'utente per l'interfaccia di Unified Manager.
Supporto Visualizza le opzioni di supporto tecnico, le risorse e i contatti.

Impostazioni dell’interfaccia e guida

Nella parte superiore destra dell'interfaccia, & possibile accedere alla Guida e ad altra documentazione. E
inoltre possibile accedere alle opzioni di amministrazione, disponibili dal menu a discesa accanto al proprio
nome di accesso.

Login e password degli utenti

L'utente corrente che ha effettuato I'accesso al sistema viene visualizzato nella parte superiore destra
dell’interfaccia.



Per ulteriori informazioni su utenti e password, consulta:

* "Impostare la protezione della password amministratore"
+ "Modificare la password admin"

» "Modificare le password per i profili utente locali"

Browser supportati per SANtricity Unified Manager
E possibile accedere a SANTtricity Unified Manager da diversi tipi di browser.

Sono supportati i seguenti browser e versioni.

Browser Versione minima
Google Chrome 89
Mozilla Firefox 80
Safari 14
Microsoft Edge 90
@ Il proxy dei servizi Web deve essere installato e disponibile nel browser.

Scopri di piu sulla protezione della password di
amministrazione in SANtricity Unified Manager

E necessario configurare SANTtricity Unified Manager con una password di
amministratore per proteggerla da accessi non autorizzati.

Password amministratore e profili utente

Quando si avvia Unified Manager per la prima volta, viene richiesto di impostare una password di
amministratore. Qualsiasi utente che dispone della password di amministratore puo apportare modifiche alla
configurazione degli array di storage.

Oltre alla password di amministratore, I'interfaccia di Unified Manager include profili utente preconfigurati con
uno o piu ruoli mappati. Per ulteriori informazioni, vedere "Come funziona Access Management".

Gli utenti e le mappature non possono essere modificati. E possibile modificare solo le password. Per
modificare le password, vedere:

* "Modificare la password admin”

» "Modificare le password per i profili utente locali"


https://docs.netapp.com/it-it/e-series-santricity/um-certificates/change-passwords-unified.html
https://docs.netapp.com/it-it/e-series-santricity/um-certificates/how-access-management-works-unified.html
https://docs.netapp.com/it-it/e-series-santricity/um-certificates/change-passwords-unified.html

Timeout della sessione

Il software richiede la password una sola volta durante una singola sessione di gestione. Per impostazione
predefinita, una sessione scade dopo 30 minuti di inattivita. A questo punto, & necessario immettere
nuovamente la password. Se un altro utente accede al software da un altro client di gestione e modifica la
password mentre la sessione € in corso, viene richiesta una password la volta successiva che si tenta di
eseguire un’operazione di configurazione o un’operazione di visualizzazione.

Per motivi di sicurezza, & possibile tentare di inserire una password solo cinque volte prima che il software
entri in uno stato di "blocco”. In questo stato, il software rifiuta i successivi tentativi di immissione della
password. Attendere 10 minuti per ripristinare lo stato "normale" prima di inserire nuovamente la password.

E possibile regolare i timeout della sessione o disattivarli del tutto. Per ulteriori informazioni, vedere "Gestire i
timeout delle sessioni".

Modificare la password di amministratore in SANtricity
Unified Manager

E possibile modificare la password admin utilizzata per accedere a Gestione unificata di
SAN:tricity.
Prima di iniziare

* Devi essere connesso come amministratore locale, che include le autorizzazioni di amministratore root.

« E necessario conoscere la password admin corrente.

A proposito di questa attivita
Quando si sceglie una password, tenere presenti le seguenti linee guida:

* Le password distinguono tra maiuscole e minuscole.

* Gli spazi finali non vengono rimossi dalle password quando vengono impostati. Fare attenzione a includere
spazi se inclusi nella password.

» Per una maggiore sicurezza, utilizzare almeno 15 caratteri alfanumerici e modificare la password
frequentemente.

Fasi
1. Selezionare Impostazioni » Gestione accessi.
2. Selezionare la scheda ruoli utente locali.

3. Selezionare I'utente admin dalla tabella.
Il pulsante Change Password (Modifica password) diventa disponibile.
4. Selezionare Change Password (Modifica password).
Viene visualizzata la finestra di dialogo Change Password (Modifica password).

5. Se non & stata impostata alcuna lunghezza minima per le password utente locali, selezionare la casella di
controllo per richiedere all’'utente di immettere una password per accedere al sistema.
6. Immettere la nuova password nei due campi.

7. Immettere la password delllamministratore locale per confermare I'operazione, quindi fare clic su Change



(Modifica).

Gestire i timeout di sessione in SANtricity Unified Manager

Puoi configurare i timeout per SANtricity Unified Manager, in modo che le sessioni
inattive degli utenti vengano disconnesse dopo un periodo di tempo specificato.

A proposito di questa attivita

Per impostazione predefinita, il imeout della sessione di Unified Manager & di 30 minuti. E possibile regolare
I'orario oppure disattivare completamente i timeout della sessione.

Se Access Management viene configurato utilizzando le funzionalita SAML (Security Assertion

@ Markup Language) incorporate nell’array, potrebbe verificarsi un timeout di sessione quando la
sessione SSO dell’'utente raggiunge il limite massimo. Questo potrebbe verificarsi prima del
timeout della sessione di System Manager.

Fasi
1. Dalla barra dei menu, selezionare la freccia a discesa accanto al nome di accesso utente.

2. Selezionare Enable/Disable session timeout (attiva/Disattiva timeout sessione).
Viene visualizzata la finestra di dialogo attiva/Disattiva timeout sessione.
3. Utilizzare i comandi per aumentare o diminuire il tempo in minuti.

Il timeout minimo che & possibile impostare € di 15 minuti.

@ Per disattivare i timeout della sessione, deselezionare la casella di controllo Imposta la
durata....

4. Fare clic su Save (Salva).
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