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Conversione del protocollo della porta host

Requisiti per modificare il protocollo della porta host -
E2800

Prima di convertire il protocollo host per un array E2800, esaminare i requisiti.

Porte host modificabili

@ Solo le porte HICS FC da 16 GB/iSCSI da 10 GB e le porte di base ottiche su un controller
E2800 possono essere convertite.

La figura seguente mostra il retro di un controller E2800 dotato di due porte host SFP+ (ottiche) per scheda
base (1) e quattro porte HIC SFP+ (ottiche) (2).

T
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@ E disponibile anche un HIC a due porte.

Il controller E2800 o i controller nell’array di storage potrebbero avere diversi tipi di porte host per scheda base
e diversi tipi di porte HIC. La tabella mostra quali porte host possono essere modificate con un Feature Pack.

Se si dispone di queste porte E hai queste porte HIC... E possibile modificare...

host baseboard...

Due porte SFP+ (ottiche) Nessuno Solo le porte host della scheda
base

Due porte SFP+ (ottiche) Quattro porte SFP+ (ottiche) Tutte le porte

Due porte SFP+ (ottiche) Due porte SFP+ (ottiche) Tutte le porte

Due porte SFP+ (ottiche) Due o quattro porte SAS Solo le porte host della scheda
base

Due porte SFP+ (ottiche) Due porte RJ-45 (base-T) Solo le porte host della scheda

base



Se si dispone di queste porte E hai queste porte HIC... E possibile modificare...
host baseboard...

Due porte RJ-45 (base-T) Nessuno Nessuna porta

Due porte RJ-45 (base-T) Due porte RJ-45 (base-T) Nessuna porta

Le porte host della scheda base e le porte HIC possono utilizzare lo stesso protocollo host o protocolli host
diversi.

Requisiti per la modifica del protocollo host

« E necessario pianificare una finestra di manutenzione dei tempi di inattivita per questa procedura.

* Quando si esegue la conversione, &€ necessario interrompere le operazioni di i/o dell’host e non sara
possibile accedere ai dati sull’array di storage fino a quando la conversione non sara stata completata
correttamente.

« E necessario utilizzare la gestione out-of-band. Non & possibile utilizzare la gestione in-band per
completare questa procedura.

» Hai ottenuto I'hardware necessario per la conversione. Il tuo rappresentante commerciale NetApp puod
aiutarti a determinare I'hardware di cui hai bisogno e a ordinare le parti corrette.

 Se si tenta di modificare le porte host della scheda base dell’array di storage e attualmente si utilizzano
ricetrasmettitori SFP a doppio protocollo (denominati anche unificati) acquistati da NetApp, non &
necessario cambiare i ricetrasmettitori SFP.

* Assicurarsi che i ricetrasmettitori SFP a doppio protocollo supportino sia FC (a 4 Gbps, 16 Gbps) che
iISCSI (a 10 Gbps), ma non supportano iSCSI a 1 Gbps. Vedere "Fase 1: Determinare se si dispone di SFP
a doppio protocollo” Per determinare il tipo di ricetrasmettitori SFP installati.

Considerazioni per la modifica del protocollo host

Le considerazioni per la modifica del protocollo host dipendono dai protocolli iniziali e finali delle porte host
della scheda base e delle porte HIC.

Se si utilizza una funzione di mirroring o la funzione Data Assurance (da), € necessario comprendere cosa
accade a queste funzioni quando si modifica il protocollo della porta host come descritto di seguito.

Le seguenti considerazioni si applicano solo se si sta convertendo un array di storage gia in
@ uso. Queste considerazioni non si applicano se si sta convertendo un nuovo array di storage
che non ha ancora host e volumi definiti.

Conversione da FC a iSCSI

« Se la configurazione contiene host DI avvio SAN collegati alle porte della scheda base FC, controllare
"Matrice di interoperabilita NetApp" Per garantire che la configurazione sia supportata su iSCSI. In caso
contrario, non & possibile convertire il protocollo host in iISCSI.

 La funzione da non & supportata per iSCSI.

o Se si utilizza da e si desidera convertire le porte host FC in iSCSI, & necessario disattivare da su tutti i
volumi.

> Se non si disattiva da prima della conversione in iSCSI, I'array di storage non sara conforme dopo la


https://mysupport.netapp.com/NOW/products/interoperability

conversione.
* La funzione di mirroring sincrono non & supportata per iSCSI.

o Se si utilizzano attualmente relazioni di mirroring sincrono e si desidera convertire le porte host FC in
iISCSI, & necessario disattivare il mirroring sincrono.

o Fare riferimento alla guida in linea di Gestore di sistema di SANTtricity per rimuovere tutte le coppie di
mirroring sincrono, che rimuove le relazioni di mirroring sull’array di storage locale e sull'array di
storage remoto. Inoltre, seguire le istruzioni della guida in linea per disattivare Synchronous Mirroring.

@ Se non si disattivano le relazioni di mirroring sincrono prima della conversione in iSCSI,
il sistema perde I'accesso ai dati e potrebbe verificarsi una perdita di dati.

« Il mirroring asincrono richiede che sia lo storage array locale che quello remoto utilizzino lo stesso
protocollo.

o Se si utilizza attualmente il mirroring asincrono e si desidera convertire tutte le porte host da FC a
iISCSI, & necessario disattivare il mirroring asincrono prima di applicare il Feature Pack.

o Fare riferimento alla guida in linea di Gestore di sistema di SANtricity per eliminare tutti i gruppi di
coerenza dei mirror e rimuovere tutte le coppie mirrorate dagli array di storage locali e remoti. Inoltre,
seguire le istruzioni della guida in linea per disattivare il mirroring asincrono.

Conversione da iSCSl a FC

« Il mirroring asincrono richiede che sia lo storage array locale che quello remoto utilizzino lo stesso
protocollo. Se si utilizza attualmente il mirroring asincrono con le porte della scheda base, & necessario
disattivare il mirroring asincrono prima di modificare il protocollo.

« Fare riferimento alla guida in linea di Gestore di sistema di SANtricity per eliminare tutti i gruppi di coerenza
dei mirror e rimuovere tutte le coppie mirrorate dagli array di storage locali e remoti. Inoltre, seguire le
istruzioni della guida in linea per disattivare il mirroring asincrono.

Conversione da FC a FC/iSCSI

Considerazioni sul mirroring:

* Il mirroring sincrono non € supportato per iSCSI.

« Se un array di storage utilizzato per il mirroring dispone attualmente solo di porte FC e si desidera
convertirne alcune in iISCSI, & necessario determinare quali porte utilizzare per il mirroring.

* Non & necessario convertire le porte dell’array di storage locale e dell’array di storage remoto nello stesso
protocollo, purché entrambi gli array di storage dispongano di almeno una porta FC attiva dopo la
conversione.

» Se si prevede di convertire le porte utilizzate per le relazioni mirrorate, € necessario disattivare qualsiasi
relazione mirror sincrona o asincrona prima di applicare il Feature Pack.

» Se si prevede di convertire le porte utilizzate per il mirroring, le operazioni di mirroring asincrono non
verranno influenzate.

» Prima di applicare il Feature Pack, verificare che tutti i gruppi di coerenza mirror siano sincronizzati. Dopo
aver applicato il Feature Pack, & necessario verificare la comunicazione tra lo storage array locale e lo
storage array remoto.

Considerazioni su Data Assurance:

 La funzione Data Assurance (da) non & supportata per iSCSI.



Per garantire che I'accesso ai dati rimanga ininterrotto, potrebbe essere necessario rimappare o rimuovere
i volumi da dai cluster host prima di applicare il Feature Pack.

@ La funzione Data Assurance per iSCSI & supportata su SANTtricity versione 11.40 e
successive.

Se hai... Devi...

Volumi DA nel cluster predefinito Rimappare tutti i volumi da nel cluster predefinito.

» Se non si desidera condividere volumi da tra
host, attenersi alla seguente procedura:

i. Creare una partizione host per ciascun set
di porte host FC (a meno che non sia gia
stato fatto).

i. Rimappare i volumi da alle porte host
appropriate.

» Se si desidera condividere volumi da tra host,
attenersi alla seguente procedura:

i. Creare una partizione host per ciascun set
di porte host FC (a meno che non sia gia
stato fatto).

i. Creare un cluster host che includa le porte
host appropriate.

ii. Rimappare i volumi da nel nuovo cluster
host.

Questo approccio elimina

@ I'accesso ai volumi che
rimangono nel cluster
predefinito.

Volumi DA in un cluster host che contiene host solo  Rimuovere tutti i volumi da appartenenti al cluster,

FC e si desidera aggiungere host solo iSCSI utilizzando una di queste opzioni.
@ | volumi DA non possono essere
condivisi in questo scenario.

* Se non si desidera condividere volumi da tra
host, rimappare tutti i volumi da a singoli host
FC all'interno del cluster.

» Separare gli host solo iISCSI nel proprio cluster
host e mantenere il cluster host FC cosi com’e
(con volumi da condivisi).

* Aggiungere un HBA FC agli host solo iSCSI per
consentire la condivisione di volumi da e non
da.



Se hai... Devi...

Volumi DA in un cluster host che contiene host solo  Prima di applicare il Feature Pack, non & necessaria

FC o volumi da mappati a una singola partizione alcuna azione. | volumi DA rimarranno mappati al
host FC rispettivo host FC.
Nessuna partizione definita Non & necessaria alcuna azione prima di applicare il

Feature Pack, in quanto non sono attualmente
mappati volumi. Dopo aver convertito il protocollo
host, seguire la procedura appropriata per creare
partizioni host e, se si desidera, cluster host.

Conversione da iSCSI a FC/iSCSI

» Se si intende convertire una porta utilizzata per il mirroring, € necessario spostare le relazioni di mirroring
in una porta che rimarra iSCSI dopo la conversione.

In caso contrario, il collegamento di comunicazione potrebbe essere inattivo dopo la conversione a causa
di una mancata corrispondenza del protocollo tra la nuova porta FC sull’array locale e la porta iSCSI
esistente sull’'array remoto.

» Se si prevede di convertire le porte non utilizzate per il mirroring, le operazioni di mirroring asincrono non
verranno influenzate.

Prima di applicare il Feature Pack, verificare che tutti i gruppi di coerenza mirror siano sincronizzati. Dopo
aver applicato il Feature Pack, & necessario verificare la comunicazione tra lo storage array locale e lo
storage array remoto.

Conversione da FC/iSCSl a FC

* Quando si convertono tutte le porte host in FC, tenere presente che il mirroring asincrono su FC deve
avvenire sulla porta FC con il numero piu alto.

» Se si prevede di convertire le porte utilizzate per le relazioni mirrorate, &€ necessario disattivare queste
relazioni prima di applicare il Feature Pack.

Possibile perdita di dati — se non si eliminano le relazioni di mirroring asincrono che si
sono verificate su iISCSI prima di convertire le porte in FC, i controller potrebbero bloccarsi e
si potrebbero perdere i dati.

« Se lo storage array dispone attualmente di porte per scheda base iSCSI e porte FC HIC, le operazioni di
mirroring asincrono non verranno influenzate.

Prima e dopo la conversione, il mirroring viene eseguito sulla porta FC con il numero piu alto, che rimane
la porta HIC contrassegnata con 2 nella figura. Prima di applicare il Feature Pack, verificare che tutti i
gruppi di coerenza mirror siano sincronizzati. Dopo aver applicato il Feature Pack, € necessario verificare
la comunicazione tra lo storage array locale e lo storage array remoto.

» Se lo storage array dispone attualmente di porte FC per scheda base e porte iSCSI HIC, & necessario
eliminare le relazioni di mirroring che si verificano su FC prima di applicare il Feature Pack.

Quando si applica il Feature Pack, il supporto del mirroring passa dalla porta host della scheda base con il
numero piu alto (contrassegnata con 1 nella figura) alla porta HIC con il numero piu alto (contrassegnata



con 2 nella

figura).

Prima della conversione
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Se si intende convertire le porte utilizzate per le relazioni mirrorate, € necessario disattivare le relazioni di
mirroring prima di applicare il Feature Pack.

Possibile perdita di dati— se non si eliminano le relazioni di mirroring che si sono
verificate su FC prima di convertire le porte in iSCSI, i controller potrebbero bloccarsi e si
potrebbero perdere i dati.

Se non si prevede di convertire le porte utilizzate per il mirroring, le operazioni di mirroring non verranno

influenzate.

Prima di applicare il Feature Pack, verificare che tutti i gruppi di coerenza mirror siano sincronizzati.

Dopo aver applicato il Feature Pack, & necessario verificare la comunicazione tra lo storage array locale e
lo storage array remoto.



Stesso protocollo host e operazioni di mirroring

Le operazioni di mirroring non vengono influenzate se le porte host utilizzate per il mirroring mantengono lo
stesso protocollo dopo I'applicazione del Feature Pack. Tuttavia, prima di applicare il Feature Pack, &
necessario verificare che tutti i gruppi di coerenza mirror siano sincronizzati.

Dopo aver applicato il Feature Pack, € necessario verificare la comunicazione tra lo storage array locale e lo
storage array remoto. In caso di domande su come eseguire questa operazione, consultare la guida in linea di
Gestore di sistema di SANTtricity.

Modificare il protocollo host - E2800

Se si dispone di uno storage array E2800 con porte host SFP+ (ottiche), &€ possibile
modificare il protocollo della porta host da Fibre Channel (FC) a iSCSI o da iSCSI a FC.

E possibile modificare il protocollo utilizzato dalle porte host integrate nel controller (baseboard host ports), il
protocollo utilizzato dalle porte host sulla scheda di interfaccia host (HIC ports) o il protocollo di tutte le porte
host.

Fase 1: Determinare se si dispone di SFP a doppio protocollo

Utilizzare Gestore di sistema SANTricity per determinare il tipo di ricetrasmettitori SFP in uso. Poiché questi
SFP possono essere utilizzati con protocolli FC e iSCSI, vengono definiti come dual-Protocol o Unified SFP.

Fasi
1. Da Gestore di sistema di SANtricity, selezionare supporto.

2. Selezionare il riquadro Support Center.

3. Nella scheda Support Resources (risorse di supporto), individuare e selezionare il collegamento Storage
Array Profile (Profilo array di storage).

4. Digitare SFP nella casella di testo e fare clic su Find (trova).

5. Per ogni SFP elencato nel profilo dell’array di storage, individuare la voce velocita dati supportata.

SFP =status: Cptimal

Attached to: Host-side of controller B
Locatinn: IInknosm

Supported data rate(s): 16 Gbps, 10 Gbps, & Gbps, 4 Gbps
LIimE Yengri: SHOTT

Connector: LC

Transmitter tyvpe: Shortwawve Laser w/o OFC
Transmis=sion media: TH Multi-mode &62.5m(M&)
IEEE company ID: 00 17 ea

Revision: Hot Lwvailable

Part number: AFBR-ST7FSOMZ

Serial number: ARI131TJI1I4XT

Vendor: BVRAGD

Date of manufacture: a4,/28/13

6. Fare riferimento alla tabella per determinare se & possibile riutilizzare gli SFP, come indicato di seguito:



Velocita di trasferimento dati
supportata

16 Gbps, 10 Gbps, 4 Gbps

25 Gbps, 10 Gbps

32 Gbps, 16 Gbps, 8 Gbps, 4
Gbps

Tipo di SFP

Protocollo doppio

25 Gbps. 10 Gbps,

32 Gbps, 16 Gbps

Protocollo supportato

* FC: 16 Gbps, 4 Gbps
* ISCSI:10 Gbps

Solo iSCSI

Solo FC

o Se si dispone di SFP a doppio protocollo, & possibile continuare a utilizzarli dopo aver convertito il

protocollo.

Gli SFP a doppio protocollo non supportano iISCSI da 1 GB. Se si stanno convertendo le
porte host in iISCSI, tenere presente che gli SFP a doppio protocollo supportano solo un

collegamento da 10 GB alla porta connessa.

o Se si utilizzano SFP a 16 Gbps e si stanno convertendo le porte host in iSCSI, & necessario rimuovere
gli SFP e sostituirli con SFP a doppio protocollo o a 10 Gbps dopo la conversione del protocollo. In
base alle esigenze, € anche possibile utilizzare il rame iISCSI a 10 Gbps utilizzando uno speciale cavo

Twin-Ax con SFP.

@ Gli SFP FC a 8 Gbps NON sono supportati nei controller E28xx o E57xx. Sono

supportati SOLO SFP FC a 16 Gbps e 32 Gbps.

> Se si utilizzano SFP a 10 Gbps e si stanno convertendo le porte host in FC, & necessario rimuovere gl
SFP da queste porte e sostituirli con SFP a doppio protocollo o a 16 Gbps dopo aver convertito il

protocollo.

Fase 2: Ottenere il Feature Pack

Per ottenere il Feature Pack, & necessario il numero di serie dallo shelf del controller, un codice di attivazione
delle funzioni e l'identificatore di abilitazione delle funzioni per lo storage array.

Fasi
1. Individuare il numero di serie.

a. Da Gestore di sistema di SANtricity, selezionare supporto > Centro di supporto.

b. Con la scheda Support Resources (risorse di supporto) selezionata, scorrere fino alla sezione View
top storage array properties (Visualizza proprieta principali storage array).

c¢. Individuare chassis Serial Number (numero di serie chassis) e copiare questo valore in un file di

testo.



View top storage array properties

Storage array world-wide identifier 600A0930006CEFSB000000005740B18C
{ID):

Chassis serial number: 1142FGO00E
Number of shelves: 2
Number of drives: 41
Drive media types: HDD
Number of controllers: 2

Controller board 1D: 2806

2. Individuare I'ID del sottomodello Feature Pack.

a. Nella scheda Support Resources (risorse di supporto), individuare e selezionare il collegamento
Storage Array Profile (Profilo array di storage).

b. Digitare Feature Pack submodel ID nella casella di testo e fare clic su Find (trova).
@ Il "modello secondario” pud anche essere scritto come "modello secondario”.

c. Individuare I'ID del sottomodello del Feature Pack per la configurazione iniziale.

Storage Array Profile b 4

Feature pack submodel ID X

Results: 1 of 1

Feature pack submodel ID: 313

Additional feature informaticn
Snapshot groups allowed per base volume (see note below): 4
Volume assignments per host or host cluster: 238

Note: If & volume is a member of a snapshot consistency group, that membership (member volume) ceounts against both th

FIFMWARE INVENTORY
Storage Array

Report Date: 2/13/17 4:56:33 PM UIC
Storage Array Name: LDAPandCLI-Cfg04-Arapahoc
Current SANtricity OS Software Version: B88.40.35.74.001
Management Software Version: 11.40.0010.0051
Controller Firmware Version: 88.40.39.74
Supervisor Software Version: BE8.40.39.74
IOM (ES5M) Version: B1.40.0G00.0008
Current NVSRAM Version: N280X-840834-402
Staged SEMtricity 0S5 Software Version: None

Staged NVSRAM Versicn: Hone



3. Utilizzando I'ID del sottomodello del Feature Pack, individuare I'ID del sottomodello del controller

10

Avvio della configurazione

ID del
sottomodello
del controller

318

320

TG2-7L2-
75485

ISCSI

FC

ISCSI

FC

321

319

Avvio della configurazione

ID del

sottomodello baseboard

del controller

baseboard

Nessun HIC
o non un HIC

Porte HIC

FC

FC

321

FC

321

318

PGU-KL2-

Z1P71

ISCSI

ISCSI

Porte HIC

Fine della configurazione

ID del
sottomodello
del controller

319

4GZ-NL2-

ZANRP

ISCSI

FC

ISCSI

FC

321

318

1GK-EK2-
ZNSWH1

Porte
baseboard

FC

321

TG2-7L2-
75485

1G5-QL2-

Z7LFC

ISCSI

FC

ISCSI

FC

320

Fine della configurazione

ID del
sottomodello
del controller

Porte
baseboard

Porte HIC

ISCSI

ISCSI

319

320

5G7-0K2-

Z0G8X

4GP-HL2-

ZYRKP

ISCSI

FC

ISCSI

Porte HIC

corrispondente per la configurazione iniziale e individuare il codice di attivazione della funzione per la
configurazione finale desiderata all'interno della tabella riportata di seguito. Quindi, copiare il codice di
attivazione della funzione in un file di testo.

Codice di
attivazione
della
funzione

ZGW-4L.2-
Z361J

ISCSI

FC

ISCSI

320

319

BGA-8K2-
ZQWM5

SGH-UK2-
ZUCJG

FC

Codice di
attivazione
della
funzione



Avvio della configurazione

338

340

NGR-1L2-

zz8QC
Iscsl
FC
Iscsl
FC
341

339

®

FC

ISCSI

Nessun HIC
o non un HIC

oftico

338

GGA-TL2-

Z9J50

FC

ISCSI

ISCSI

FC

FC

FC

341

FC

341

338

PGO0-4M2-

ZHDZ6

ISCSI

ISCSI

Fine della configurazione

339

MGF-BK2-

ZSU3Z

ISCSI

FC

ISCSI

FC

341

338

FGH-HL2-
ZDY3R

4. In System Manager, individuare Feature Enable Identifier.

a. Accedere al Impostazioni > sistema.

b. Scorrere verso il basso fino a componenti aggiuntivi.

FC

341

NGR-1L2-
Z78QC

DGT-7M2-

ZKBMD

ISCSI

FC

ISCSI

FC

340

c. In Change Feature Pack, individuare Feature Enable Identifier.

d. Copiare e incollare questo numero di 32 cifre in un file di testo.

ISCSI

ISCSI

339

340

WGC-DL2-
ZBZIB

4GM-KM2-

ZGWS1

ISCSI

FC

ISCSI

Codice di
attivazione
della
funzione

PGC-RK2-
ZREUT

ISCSI

FC

ISCSI

340

339

XGR-NM2-
ZJUGR

3GE-WL2-
ZCHNY

FC

Se I'ID del modello secondario del controller non € presente nell’elenco, contattare
"Supporto NetApp".
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Change Feature Pack p ¢

Ensure you have obtained a feature pack file from your Technical Support Engineer. After you have
obtained the file, transfer it to the storage array to change your feature pack.

Feature Enable Identifier: 3330303432383330303434395740B18C
Select the feature pack file: s —
SE
Gurrent feature pack: SMID 261 _
Important: Changing a feature pack is an offline operation. Verify that there are no hosts or

applications accessing the storage array and back up all data before proceeding.

Type CHANGE to confirm that you want to perform this operation.

Type change

Change Cancel

5. Passare a. "Attivazione della licenza NetApp: Attivazione della funzionalita Premium dello storage Array"e
immettere le informazioni necessarie per ottenere il feature pack.

o Numero di serie dello chassis
o Codice di attivazione della funzione

o |dentificatore di abilitazione della funzione

Il sito Web di attivazione delle funzionalita Premium include un collegamento a
“istruzioni di attivazione delle funzioni Premium”. Non tentare di seguire queste istruzioni
per questa procedura.

6. Scegliere se ricevere il file delle chiavi per il Feature Pack in un’e-mail o scaricarlo direttamente dal sito.

Fase 3: Arrestare I’'i/o host

E necessario interrompere tutte le operazioni di i/o dall’host prima di convertire il protocollo delle porte host.
Non & possibile accedere ai dati sull’array di storage fino a quando la conversione non viene completata
correttamente.

Fasi
1. Assicurarsi che non si verifichino operazioni di i/o tra lo storage array e tutti gli host connessi. Ad esempio,

€ possibile eseguire le seguenti operazioni:
o Arrestare tutti i processi che coinvolgono le LUN mappate dallo storage agli host.

o Assicurarsi che nessuna applicazione stia scrivendo dati su tutte le LUN mappate dallo storage agli
host.

o Smontare tutti i file system associati ai volumi sull’array.
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| passaggi esatti per interrompere le operazioni di i/o dell’host dipendono dal sistema

@ operativo dell’host e dalla configurazione, che esulano dall’ambito di queste istruzioni.
Se non si € sicuri di come interrompere le operazioni di i/o host nell’ambiente, &
consigliabile arrestare I'host.

Possibile perdita di dati — se si continua questa procedura mentre si verificano le
operazioni di i/o, 'applicazione host potrebbe perdere I'accesso ai dati perché lo storage
non & accessibile.

2. Se l'array di storage partecipa a una relazione di mirroring, interrompere tutte le operazioni di i/o dell’host
sull’array di storage secondario.

3. Attendere che i dati presenti nella memoria cache vengano scritti sui dischi.
Il LED verde cache Active (cache attiva) sul retro di ciascun controller € acceso quando i dati memorizzati

nella cache devono essere scritti sui dischi. Attendere lo spegnimento del
LED.

EXPl Exp2

Didascalia Tipo di porte host
(1) LED cache Active (cache attiva)

4. Dalla home page di Gestione sistema SANTtricity, selezionare Visualizza operazioni in corso.

5. Attendere il completamento di tutte le operazioni prima di passare alla fase successiva.

Fase 4: Modificare il Feature Pack

Modificare il Feature Pack per convertire il protocollo host delle porte host della scheda base, delle porte 1B
HIC o di entrambi i tipi di porte.

Fasi

1. Da Gestore di sistema di SANTtricity, selezionare Impostazioni > sistema.

2. In componenti aggiuntivi, selezionare Cambia Feature Pack.
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Add-ons

Enable Premium Feature
Obtain a key file to enable a premium feature by co
Feature Enable Identifier: 333030343534333030343

Change Feature Pack
Change the feature pack that is currently installed.
chtain a feature pack.
Feature Enable Identifier. 333030343534333030343

3. Fare clic su Sfoglia, quindi selezionare il Feature Pack che si desidera applicare.
4. Tipo CHANGE sul campo.
5. Fare clic su Cambia.
Viene avviata la migrazione dei Feature Pack. Entrambi i controller si riavviano automaticamente due volte
per rendere effettivo il nuovo Feature Pack. Una volta completato il riavvio, lo storage array torna allo stato
di risposta.
6. Verificare che le porte host dispongano del protocollo previsto.
a. Da Gestione sistema di SANTtricity, selezionare hardware.
b. Fare clic su Mostra retro dello shelf.
Selezionare I'immagine per Controller A o Controller B.
Selezionare Visualizza impostazioni dal menu di scelta rapida.

Selezionare la scheda interfacce host.

-~ © o o

Fare clic su Mostra altre impostazioni.

Esaminare i dettagli mostrati per le porte della scheda base e le porte HIC (etichettate “slotto 1”) e
verificare che ciascun tipo di porta disponga del protocollo previsto.

@

Quali sono le prossime novita?
Passare a. "Completa la conversione del protocollo host".

Completare la conversione del protocollo host - E2800

Dopo aver convertito il protocollo delle porte host, € necessario eseguire ulteriori
operazioni prima di poter utilizzare il nuovo protocollo.

| passaggi dipendono dai protocolli di inizio e fine delle porte host della scheda base e delle porte HIC.

Conversione completa da FC a iSCSI

Se tutte le porte host sono state convertite da FC a iSCSI, & necessario configurare la rete iSCSI.

Fasi
1. Configurare gli switch.
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E necessario configurare gli switch utilizzati per il trasporto del traffico iISCSI in base alle raccomandazioni
del vendor per iSCSI. Questi consigli possono includere sia direttive di configurazione che aggiornamenti
del codice.

2. Da Gestore di sistema di SANTtricity, selezionare hardware » Configura porte iSCSI.

3. Selezionare le impostazioni della porta.

E possibile configurare la rete iSCSI in diversi modi. Rivolgersi all’'amministratore di rete per suggerimenti
sulla scelta della configurazione migliore per 'ambiente in uso.

4. Aggiornare le definizioni degli host in Gestore di sistema di SANtricity.

@ Per istruzioni su come aggiungere host o cluster di host, consultare la guida in linea di
Gestione di sistema di SANTtricity.

a. Selezionare Storage » Hosts (Storage[host]).

b. Selezionare I'host a cui associare la porta e fare clic su View/Edit Settings (Visualizza/Modifica
impostazioni).

Viene visualizzata la finestra di dialogo host Settings (Impostazioni host).

c. Fare clic sulla scheda host Ports (Porte host).

Host Settings X
Properties Host Ports
=
Host Pont Label Edit
12:34:56:78:91-12:34.:56 ICT 1 &
Total rows: 1
- I

d. Fare clic su Add (Aggiungi) e utilizzare la finestra di dialogo Add host Port (Aggiungi porta host) per
associare un nuovo identificatore di porta host all’host.

La lunghezza del nome dell'identificatore della porta host & determinata dalla tecnologia dell’'interfaccia
host. | nomi degli identificatori delle porte host FC devono contenere 16 caratteri. | nomi degli
identificatori delle porte host iISCSI hanno un massimo di 223 caratteri. La porta deve essere univoca.
Un numero di porta gia configurato non € consentito.

e. Fare clic su Delete (Elimina) e utilizzare la finestra di dialogo Delete host Port (Elimina porta host) per
rimuovere (annullare I'associazione) un identificatore di porta host.
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L'opzione Delete non rimuove fisicamente la porta host. Questa opzione rimuove I'associazione tra la
porta host e I'host. A meno che non si rimuovano host bus adapter o iSCSI Initiator, la porta host viene
ancora riconosciuta dal controller.

f. Fare clic su Save (Salva) per applicare le modifiche alle impostazioni dell'identificatore della porta host.
g. Ripetere questa procedura per aggiungere e rimuovere eventuali identificatori di porta host aggiuntivi.
5. Riavviare I'host o eseguire una nuova scansione in modo che I'host scopra correttamente le LUN.

6. Eseguire il remount dei volumi o iniziare a utilizzare il volume a blocchi.
Conversione completa da iSCSla FC

Se tutte le porte host sono state convertite da iISCSI a FC, & necessario configurare la rete FC.

Fasi
1. Installare l'utility HBA e determinare le WWPN dell'iniziatore.

2. Fare una zona tra gli switch.

Lo zoning degli switch consente agli host di connettersi allo storage e limita il numero di percorsi. Gli switch
vengono posizionati in zone utilizzando I'interfaccia di gestione degli switch.

3. Aggiornare le definizioni degli host in Gestore di sistema di SANTtricity.
a. Selezionare Storage » Hosts (Storage[host]).

b. Selezionare I'host a cui associare la porta e fare clic su View/Edit Settings (Visualizza/Modifica
impostazioni).

Viene visualizzata la finestra di dialogo host Settings (Impostazioni host).

c. Fare clic sulla scheda host Ports (Porte host).

Host Settings X
Properiies Host Ports
s
Host Pont Label Edit
12:34:56:T8:91-12:34:56 ICT 1 j‘
Tatal rows: 1
Bl o

d. Fare clic su Add (Aggiungi) e utilizzare la finestra di dialogo Add host Port (Aggiungi porta host) per
associare un nuovo identificatore di porta host all’host.
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La lunghezza del nome dell'identificatore della porta host &€ determinata dalla tecnologia dell’'interfaccia
host. | nomi degli identificatori delle porte host FC devono contenere 16 caratteri. | nomi degli
identificatori delle porte host iISCSI hanno un massimo di 223 caratteri. La porta deve essere univoca.
Un numero di porta gia configurato non & consentito.

e. Fare clic su Delete (Elimina) e utilizzare la finestra di dialogo Delete host Port (Elimina porta host) per
rimuovere (annullare I'associazione) un identificatore di porta host.

L'opzione Delete non rimuove fisicamente la porta host. Questa opzione rimuove I'associazione tra la
porta host e I'host. A meno che non si rimuovano host bus adapter o iISCSI Initiator, la porta host viene
ancora riconosciuta dal controller.
f. Fare clic su Save (Salva) per applicare le modifiche alle impostazioni dell'identificatore della porta host.
g. Ripetere questa procedura per aggiungere e rimuovere eventuali identificatori di porta host aggiuntivi.

4. Riavviare I'host 0 eseguire una nuova scansione in modo che I'host scopra correttamente lo storage
mappato.

5. Eseguire il remount dei volumi o iniziare a utilizzare il volume a blocchi.

Conversione completa da FC a FC/iSCSI

Se in precedenza disponevano di tutte le porte host FC e ne sono state convertite alcune in iSCSI, potrebbe
essere necessario modificare la configurazione esistente per supportare iSCSI.

E possibile utilizzare una delle seguenti opzioni per utilizzare le nuove porte iSCSI. Le fasi esatte dipendono
dalle topologie di rete attuali e pianificate. L'opzione 1 presuppone che si desideri collegare nuovi host iSCSI
allarray. L'opzione 2 presuppone che si desideri convertire gli host collegati alle porte convertite da FC a
iISCSI.

Opzione 1: Spostare gli host FC e aggiungere nuovi host iSCSI

1. Spostare gli host FC dalle nuove porte iSCSI alle porte che rimangono FC.
Se non si utilizzano gia SFP a doppio protocollo, rimuovere eventuali SFP FC.

Collegare nuovi host iISCSI a queste porte, direttamente o utilizzando uno switch.

A w0 N

Configurare la rete iSCSI per i nuovi host e porte. Per istruzioni, fare riferimento a. "Configurazione di Linux
Express", "Configurazione di Windows Express", 0. "Configurazione di VMware Express".

Opzione 2: Conversione degli host FC in iSCSI

1. Spegnere gli host FC collegati alle porte convertite.
2. Fornire una topologia iSCSI per le porte convertite. Ad esempio, convertire qualsiasi switch da FC a iSCSI.

3. Se non si utilizzano gia SFP a doppio protocollo, rimuovere gli SFP FC dalle porte convertite e sostituirli
con SFP iSCSI o SFP a doppio protocollo.

4. Collegare i cavi agli SFP nelle porte convertite e verificare che siano collegati allo switch o all’host iSCSI
corretto.

5. Accendere gli host.
6. Utilizzare "Matrice di interoperabilita NetApp" Tool per configurare gli host iSCSI.

7. Modificare la partizione host per aggiungere gli ID delle porte host iISCSI e rimuovere gli ID delle porte host
FC.
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8.

Dopo il riavvio degli host iISCSI, utilizzare le procedure applicabili sugli host per registrare i volumi e
renderli disponibili per il sistema operativo.

> E possibile utilizzare il comando SMcli —identifyDevices per visualizzare i nomi dei dispositivi
applicabili ai volumi. SMcli & incluso nel sistema operativo SANtricity e pud essere scaricato tramite il
Gestore di sistema di SANTtricity. Per ulteriori informazioni su come scaricare SMcli tramite il Gestore di
sistema di SANTtricity, fare riferimento alla "Scaricare 'argomento dell’'interfaccia a riga di comando
(CLI) nella Guida in linea di SANtricity System Manager".

o Potrebbe essere necessario utilizzare strumenti e opzioni specifici forniti con il sistema operativo per
rendere disponibili i volumi (ovvero, assegnare lettere di unita, creare punti di montaggio e cosi via).
Per ulteriori informazioni, consultare la documentazione del sistema operativo host.

Conversione completa da iSCSI a FC/iSCSI

Se in precedenza disponevano di tutte le porte host iISCSI e ne sono state convertite alcune in FC, potrebbe
essere necessario modificare la configurazione esistente per supportare FC.

E possibile utilizzare una delle seguenti opzioni per utilizzare le nuove porte FC. Le fasi esatte dipendono dalle
topologie di rete attuali e pianificate. L'opzione 1 presuppone che si desideri collegare nuovi host FC all’array.
L'opzione 2 presuppone che si desideri convertire gli host collegati alle porte convertite da iISCSI a FC.

Opzione 1: Spostare gli host iISCSI e aggiungere nuovi host FC

1.

> w0 N

Spostare gli host iISCSI dalle nuove porte FC alle porte che rimangono iSCSI.
Se non si utilizzano gia SFP a doppio protocollo, rimuovere eventuali SFP FC.
Collegare i nuovi host FC a queste porte, direttamente o utilizzando uno switch.

Configurare la rete FC per i nuovi host e porte. Per istruzioni, fare riferimento a. "Configurazione di Linux
Express", "Configurazione di Windows Express", o. "Configurazione di VMware Express".

Opzione 2: Conversione degli host iSCSI in FC

. Spegnere gli host iISCSI collegati alle porte convertite.

Fornire una topologia FC per le porte convertite. Ad esempio, convertire qualsiasi switch da iSCSI a FC.

3. Se non si utilizzano gia SFP a doppio protocollo, rimuovere gli SFP iSCSI dalle porte convertite e sostituirli

con SFP FC o SFP a doppio protocollo.

Collegare i cavi agli SFP nelle porte convertite e verificare che siano collegati allo switch o all’host FC
corretto.

5. Accendere gli host.
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Utilizzare "Matrice di interoperabilita NetApp" Tool per configurare gli host FC.

Modificare la partizione host per aggiungere gli ID delle porte host FC e rimuovere gli ID delle porte host
iSCSI.

Dopo il riavvio dei nuovi host FC, utilizzare le procedure applicabili sugli host per registrare i volumi e
renderli disponibili per il sistema operativo.

° E possibile utilizzare il comando SMcli ~identifyDevices per visualizzare i nomi dei dispositivi
applicabili ai volumi. SMcli € incluso nel sistema operativo SANTtricity e pud essere scaricato tramite il
Gestore di sistema di SANTtricity. Per ulteriori informazioni su come scaricare SMcli tramite il Gestore di
sistema di SANItricity, fare riferimento alla "Scaricare I'argomento dell'interfaccia a riga di comando
(CLI) nella Guida in linea di SANtricity System Manager".
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o Potrebbe essere necessario utilizzare strumenti e opzioni specifici forniti con il sistema operativo per
rendere disponibili i volumi (ovvero, assegnare lettere di unita, creare punti di montaggio e cosi via).
Per ulteriori informazioni, consultare la documentazione del sistema operativo host.

Conversione completa da FC/iSCSIl a FC

Se in precedenza si utilizzava una combinazione di porte host FC e porte host iSCSI e si convertivano tutte le
porte in FC, potrebbe essere necessario modificare la configurazione esistente per utilizzare le nuove porte

FC.

E possibile utilizzare una delle seguenti opzioni per utilizzare le nuove porte FC. Le fasi esatte dipendono dalle
topologie di rete attuali e pianificate. L'opzione 1 presuppone che si desideri collegare nuovi host FC all’array.
L'opzione 2 presuppone che si desideri convertire gli host collegati alle porte 1 e 2 da iSCSI a FC.

Opzione 1: Rimuovere gli host iSCSI e aggiungere gli host FC

1.

Se non si utilizzano gia SFP a doppio protocollo, rimuovere eventuali SFP iSCSI e sostituirli con SFP FC o
SFP a doppio protocollo.

Se non si utilizzano gia SFP a doppio protocollo, rimuovere eventuali SFP FC.

3. Collegare i nuovi host FC a queste porte, direttamente o utilizzando uno switch

Configurare la rete FC per i nuovi host e porte. Per istruzioni, fare riferimento a. "Configurazione di Linux
Express", "Configurazione di Windows Express", 0. "Configurazione di VMware Express".

Opzione 2: Conversione degli host iSCSI in FC

N O o b~

. Spegnere gli host iISCSI collegati alle porte convertite.

. Fornire una topologia FC per queste porte. Ad esempio, convertire qualsiasi switch connesso a tali host da

iISCSI a FC.

. Se non si utilizzano gia SFP a doppio protocollo, rimuovere gli SFP iSCSI dalle porte e sostituirli con SFP

FC o SFP a doppio protocollo.

. Collegare i cavi agli SFP e verificare che siano collegati allo switch o all’host FC corretto.
. Accendere gli host.
. Utilizzare "Matrice di interoperabilita NetApp" Tool per configurare gli host FC.

. Modificare la partizione host per aggiungere gli ID delle porte host FC e rimuovere gli ID delle porte host

iSCSI.

. Dopo il riavvio dei nuovi host FC, utilizzare le procedure applicabili sugli host per registrare i volumi e

renderli disponibili per il sistema operativo.

° E possibile utilizzare il comando SMcli -identifyDevices per visualizzare i nomi dei dispositivi
applicabili ai volumi. SMcli € incluso nel sistema operativo SANtricity e pud essere scaricato tramite il
Gestore di sistema di SANtricity. Per ulteriori informazioni su come scaricare SMcli tramite il Gestore di
sistema di SANTtricity, fare riferimento alla "Scaricare I'argomento dell'interfaccia a riga di comando
(CLI) nella Guida in linea di SANtricity System Manager".

o Potrebbe essere necessario utilizzare strumenti e opzioni specifici forniti con il sistema operativo per
rendere disponibili i volumi (ovvero, assegnare lettere di unita, creare punti di montaggio e cosi via).
Per ulteriori informazioni, consultare la documentazione del sistema operativo host.
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Conversione completa da FC/iSCSI a iSCSI

Se in precedenza si utilizzava una combinazione di porte host FC e porte host iSCSI e si convertivano tutte le
porte in iISCSI, potrebbe essere necessario modificare la configurazione esistente per utilizzare le nuove porte
iISCSI.

E possibile utilizzare una delle seguenti opzioni per utilizzare le nuove porte iSCSI. Le fasi esatte dipendono
dalle topologie di rete attuali e pianificate. L'opzione 1 presuppone che si desideri collegare nuovi host iSCSI
all'array. L'opzione 2 presuppone che si desideri convertire gli host da FC a iSCSI.

Opzione 1: Rimuovere gli host FC e aggiungere gli host iSCSI

1. Se non si utilizzano gia SFP a doppio protocollo, rimuovere eventuali SFP FC e sostituirli con SFP iSCSI o
SFP a doppio protocollo.

2. Collegare nuovi host iISCSI a queste porte, direttamente o utilizzando uno switch.

3. Configurare la rete iSCSI per i nuovi host e porte. Per istruzioni, fare riferimento a. "Configurazione di Linux
Express", "Configurazione di Windows Express", o. "Configurazione di VMware Express".

Opzione 2: Conversione degli host FC in iSCSI

1. Spegnere gli host FC collegati alle porte convertite.

2. Fornire una topologia iSCSI per queste porte. Ad esempio, convertire qualsiasi switch connesso a tali host
da FC aiSCSI.

3. Se non si utilizzano gia SFP a doppio protocollo, rimuovere gli SFP FC dalle porte e sostituirli con SFP
iSCSI o SFP a doppio protocollo.

. Collegare i cavi agli SFP e verificare che siano collegati all’host o allo switch iISCSI corretto.
. Accendere gli host.

. Utilizzare "Matrice di interoperabilita NetApp" Tool per configurare gli host ISCSI.

N O o b~

. Modificare la partizione host per aggiungere gli ID delle porte host iISCSI e rimuovere gli ID delle porte host
FC.

8. Dopo il riavvio dei nuovi host iISCSI, utilizzare le procedure applicabili sugli host per registrare i volumi e
renderli disponibili per il sistema operativo.

> E possibile utilizzare il comando SMcli -identifyDevices per visualizzare i nomi dei dispositivi
applicabili ai volumi. SMcli & incluso nel sistema operativo SANTtricity e pud essere scaricato tramite il
Gestore di sistema di SANTtricity. Per ulteriori informazioni su come scaricare SMcli tramite il Gestore di
sistema di SANTricity, fare riferimento alla "Scaricare I'argomento dell'interfaccia a riga di comando
(CLI) nella Guida in linea di SANtricity System Manager".

o Potrebbe essere necessario utilizzare strumenti e opzioni specifici forniti con il sistema operativo per
rendere disponibili i volumi (ovvero, assegnare lettere di unita, creare punti di montaggio e cosi via).
Per ulteriori informazioni, consultare la documentazione del sistema operativo host.
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