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Monitorare le VM con DIl

Scopri come monitorare le VM con Data Infrastructure
Insights in Red Hat OpenShift Virtualization

NetApp Data Infrastructure Insights (in precedenza Cloud Insights) si integra con
OpenShift Virtualization per monitorare le VM, offrendo visibilita sui cloud pubblici e sui
data center privati. Consente agli utenti di risolvere i problemi, ottimizzare le risorse e
ottenere informazioni tramite dashboard, query avanzate e avvisi per le soglie dei dati.

NetApp Cloud Insights € uno strumento di monitoraggio dell’infrastruttura cloud che offre visibilita sull’intera
infrastruttura. Con Cloud Insights puoi monitorare, risolvere i problemi e ottimizzare tutte le tue risorse, inclusi i
tuoi cloud pubblici e i tuoi data center privati. Per ulteriori informazioni su NetApp Cloud Insights, fare
riferimento a "Documentazione di Cloud Insights" .

Per iniziare a utilizzare Data Infrastructure Insights, puoi registrarti al seguente indirizzo"Prova gratuita Data
Infrastructure Insights" . Per i dettagli, fare riferimento al "Onboarding Data Infrastructure Insights"

Cloud Insights offre numerose funzionalita che consentono di trovare dati, risolvere problemi e ottenere
informazioni dettagliate sul proprio ambiente in modo rapido e semplice. Puoi trovare facilmente i dati con
query potenti, puoi visualizzarli nelle dashboard e inviare avvisi via e-mail per le soglie di dati che hai
impostato. Fare riferimento al"tutorial video" per aiutarti a comprendere queste caratteristiche.

Per far si che Cloud Insights inizi a raccogliere dati, € necessario quanto segue

Data Collector Esistono 3 tipi di Data Collector: * Infrastruttura (dispositivi di archiviazione, switch di rete,
infrastruttura di elaborazione) * Sistemi operativi (come VMware o Windows) * Servizi (come Kafka)

| Data Collector scoprono informazioni dalle fonti dati, come il dispositivo di archiviazione ONTAP (collettore
dati dell’infrastruttura). Le informazioni raccolte vengono utilizzate per I'analisi, la convalida, il monitoraggio e la
risoluzione dei problemi.

Unita di acquisizione Se si utilizza un Data Collector dell’infrastruttura, &€ necessaria anche un’unita di
acquisizione per immettere i dati in Cloud Insights. Un’unita di acquisizione & un computer dedicato all’hosting
di dispositivi di raccolta dati, in genere una macchina virtuale. In genere, questo computer si trova nello stesso
data center/VPC degli elementi monitorati.

Agenti Telegraf Cloud Insights supporta anche Telegraf come agente per la raccolta dei dati di integrazione.
Telegraf € un agente server basato su plugin che pud essere utilizzato per raccogliere e segnalare metriche,
eventi e registri.

Architettura Cloud Insights


https://docs.netapp.com/us-en/cloudinsights
https://www.netapp.com/forms/dii-free-trial/
https://www.netapp.com/forms/dii-free-trial/
https://docs.netapp.com/us-en/cloudinsights/task_cloud_insights_onboarding_1.html
https://docs.netapp.com/us-en/cloudinsights/concept_feature_tutorials.html#introduction
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Integra Data Infrastructure Insights per raccogliere dati VM
in Red Hat OpenShift Virtualization

Per iniziare a raccogliere dati per le VM in OpenShift Virtualization, € necessario
installare diversi componenti, tra cui un operatore di monitoraggio Kubernetes, un
raccoglitore dati per Kubernetes e un’unita di acquisizione per raccogliere dati
dall'archiviazione ONTAP che supporta i dischi delle VM.

1. Un operatore di monitoraggio Kubernetes e un raccoglitore di dati per raccogliere i dati Kubernetes. Per
istruzioni complete, fare riferimento a"documentazione" .

2. Un'unita di acquisizione per raccogliere dati dall’archiviazione ONTAP che fornisce archiviazione
persistente per i dischi VM. Per istruzioni complete, fare riferimento a"documentazione" .

3. Un raccoglitore di dati per ONTAP Per istruzioni complete, fare riferimento al"documentazione"

Inoltre, se si utilizza StorageGrid per i backup delle VM, € necessario anche un raccoglitore dati per
StorageGRID .

Monitorare le VM in Red Hat OpenShift Virtualization
utilizzando Data Infrastructure Insights
NetApp Data Infrastructure Insights (in precedenza Cloud Insights) offre solide

funzionalita di monitoraggio per le VM in OpenShift Virtualization, tra cui monitoraggio
basato su eventi, creazione di avvisi € mappatura dello storage back-end. Offre inoltre


https://docs.netapp.com/us-en/cloudinsights/task_config_telegraf_agent_k8s.html
https://docs.netapp.com/us-en/cloudinsights/task_getting_started_with_cloud_insights.html
https://docs.netapp.com/us-en/cloudinsights/task_getting_started_with_cloud_insights.html#configure-the-data-collector-infrastructure

analisi delle modifiche per monitorare le modifiche del cluster e facilitare la risoluzione dei
problemi.

Monitoraggio basato su eventi e creazione di avvisi

Ecco un esempio in cui lo spazio dei nomi che contiene una VM in OpenShift Virtualization viene monitorato in
base agli eventi. In questo esempio, viene creato un monitor basato su logs.kubernetes.event per lo spazio
dei nomi specificato nel cluster.
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Questa query fornisce tutti gli eventi per la macchina virtuale nello spazio dei nomi. (C’é solo una macchina
virtuale nello spazio dei nomi). E anche possibile creare una query avanzata per filtrare in base all’'evento il cui
motivo & "failed" o "FailedMount". Questi eventi vengono in genere creati quando si verifica un problema nella
creazione di un PV o nel montaggio del PV su un pod, indicando problemi nel provisioner dinamico per la
creazione di volumi persistenti per la VM. Durante la creazione dell’Alert Monitor come mostrato sopra, &
anche possibile configurare le notifiche ai destinatari. E inoltre possibile fornire azioni correttive o informazioni
aggiuntive che potrebbero essere utili per risolvere I'errore. Nell’esempio sopra riportato, per risolvere il
problema, si potrebbe cercare di ottenere informazioni aggiuntive esaminando la configurazione del backend
Trident e le definizioni delle classi di archiviazione.

Analisi delle modifiche

Con Change Analytics puoi ottenere una panoramica di cosa € cambiato nello stato del tuo cluster, incluso chi
ha apportato la modifica, il che puo aiutarti a risolvere i problemi.
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Nell’esempio precedente, Change Analysis € configurato sul cluster OpenShift per lo spazio dei nomi che
contiene una VM di virtualizzazione OpenShift. La dashboard mostra le modifiche rispetto alla cronologia. E
possibile approfondire 'argomento per vedere cosa € cambiato e fare clic su Tutte le modifiche Diff per
visualizzare le differenze dei manifest. Dal manifesto & possibile vedere che & stato creato un nuovo backup
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Tutorial 09 Complete

Getting Started ¥

Change Analysis

Kubernetes Infrastructure

FilterBy . KubernetesCluster = ocp-clusterd * X Namespace virtual-m
Alerts 0 0 Deploys 0s 0
Timeline
[ | @ virtual-machines-demo > ... i
+ AllWorkloads in namespace
' ' '

$:00AM F1aM #3943
Compare to: @ Selected Changes (2) X Deselect

Type Summary

Attributes

© Deploy Completed

Summary

Start Time
04/19/2024 11:40:31 AM

Triggered On
@ ocp-clu
s

sterd >

19-demo-vym2 >

Changes (2)

Attribute Name

metadata.finalizers.-

metadata.finalizers{1]

All Changes Diff

Associated Events

End Time
04/19/2024 11:40:37 AM

Duration
6seconds

Triggered On : Kind
PersistentVolumeClaim

Previous New

- snapshot.storage.kubernetes.io/pvc-as-
source-protection

age.kubernetes.io/pvc-as- -
tion

|_] Nodes (1) ‘metadata.finali; E oS
’ data.fi b i
+ 'metadata.finali
changed s " . . "
timestamp severity reason involvedobject.... involvedobject.... message
|| Persistent Volumes (6) Attributes =
‘metadata.finali; Normal Provisioning PersistentVolumeC  rhelS-demo-vm2 External
'metadata.finali; laim provisioner is
changed provisioning
Kubernetes Resources volume for clalm
“virtual-machines-
[ security (2) demao;rhelo-
R demo-vm2"
Normal Pending DataVolume rhels-demo-vym2-  PVC rhels-demo-
user-diskl vm2-user-diskl
Pending
04/18/20%4 Norma importSucceeded  Datavolym théle-d imZ-2 L sliceece il




All Changes Diff X

Previous New

[ epandastines..

resourceVersion: " 8569671 " A + resourceVersion: " 8619670 "

P eeandistines.. z

Mappatura dello storage backend

Con Cloud Insights puoi visualizzare facilmente lo storage backend dei dischi delle VM e diverse statistiche sui
PVC.
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E possibile fare clic sui link sotto la colonna backend, che estrarranno i dati direttamente dall’archiviazione
ONTAP backend.
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Un altro modo per esaminare I'intera mappatura dei pod nello storage € creare una query Tutte le metriche dal
menu Osservabilita in Esplora.
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Cliccando su uno qualsiasi dei link si otterranno i dettagli corrispondenti dall’archiviazione ONTP. Ad esempio,
facendo clic sul nome di una SVM nella colonna storageVirtualMachine, verranno estratti i dettagli sulla SVM
da ONTAP. Facendo clic sul nome di un volume interno, verranno visualizzati i dettagli sul volume in ONTAP.
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