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Installazione per Linux

Prerequisiti per l’installazione

Prima di installare OnCommand Insight, è necessario scaricare la versione corrente del
software, acquistare la licenza appropriata e configurare l’ambiente.

Prima di installare OnCommand Insight, assicurarsi di disporre di quanto segue:

• File del software OnCommand Insight nel pacchetto di installazione scaricato per la versione corrente

• Licenza per il funzionamento della versione di OnCommand Insight scaricata

• L’ambiente hardware e software minimo

Il prodotto corrente potrebbe consumare risorse hardware aggiuntive (a causa delle funzionalità avanzate
del prodotto OnCommand Insight) che non erano utilizzate con le versioni precedenti del prodotto
OnCommand Insight.

• Un piano di implementazione che include le configurazioni hardware e di rete per il server OnCommand
Insight, il data warehouse e il reporting e le unità di acquisizione remota.

Pianificazione dell’implementazione

Per garantire una corretta implementazione, è necessario prendere in considerazione
alcuni elementi di sistema prima di installare OnCommand Insight.

A proposito di questa attività

La pianificazione dell’implementazione di Insight include la valutazione di questi elementi di sistema:

• Architettura Insight

• I componenti di rete da monitorare

• Prerequisiti per l’installazione di Insight e requisiti del server

• Requisiti del browser Web Insight

Informazioni di supporto dell’origine dati

Nell’ambito della pianificazione della configurazione, è necessario assicurarsi che i
dispositivi nel proprio ambiente possano essere monitorati da Insight. A tale scopo, è
possibile consultare la matrice di supporto dell’origine dati per informazioni dettagliate su
sistemi operativi, dispositivi specifici e protocolli. Alcune origini dati potrebbero non
essere disponibili su tutti i sistemi operativi.

Posizione della versione più aggiornata della matrice di supporto Data Source

La matrice di supporto origine dati OnCommand Insight viene aggiornata con ogni release di service pack. La
versione più recente del documento è disponibile nella "Sito di supporto NetApp". .
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Identificazione dei dispositivi e pianificazione dell’origine dei dati

Nell’ambito della pianificazione dell’implementazione, è necessario raccogliere
informazioni sui dispositivi presenti nell’ambiente.

Sono necessari i seguenti software, connettività e informazioni su ciascun dispositivo nell’ambiente:

• Indirizzo IP o nome host risolvibile dal server OCI

• Nome di accesso e password

• Tipo di accesso al dispositivo, ad esempio controller e stazione di gestione

L’accesso in sola lettura sarà sufficiente per la maggior parte dei dispositivi, ma alcuni
richiedono autorizzazioni di amministratore.

• Connettività della porta al dispositivo in base ai requisiti della porta di origine dati

• Per gli switch, stringa di comunità di sola lettura SNMP (ID utente o password per consentire l’accesso agli
switch)

• Qualsiasi software di terze parti richiesto sul dispositivo, ad esempio Solutions Enabler.

• Per ulteriori informazioni sui requisiti e sulle autorizzazioni dell’origine dati, consultare la sezione
"riferimento all’origine dati specifico del vendor" nella Guida dell’interfaccia utente Web o nella Guida alla

configurazione e all’amministrazione di OnCommand Insight.

Traffico di rete generato da OnCommand Insight

Il traffico di rete generato da OnCommand Insight, la quantità di dati elaborati che
attraversano la rete e il carico che OnCommand Insight carica sui dispositivi variano in
base a diversi fattori.

Il traffico, i dati e il carico differiscono tra gli ambienti in base ai seguenti fattori:

• I dati raw

• Configurazione dei dispositivi

• Topologia di implementazione di OnCommand Insight

• Intervalli di polling diversi per l’origine dati di inventario e performance, che possono essere ridotti per
consentire il rilevamento di dispositivi lenti o la conservazione della larghezza di banda

I dati di configurazione raw raccolti da OnCommand Insight possono variare in modo significativo.

Nell’esempio seguente viene illustrato come i dati di configurazione possono variare e come il traffico, i dati e il
carico sono influenzati da molti fattori di configurazione. Ad esempio, potrebbero essere presenti due array con
1,000 dischi ciascuno:

• Array 1: Dispone di 1,000 dischi SATA di dimensioni pari a 1 TB. Tutti i 1,000 dischi si trovano in un unico
pool di storage e sono presenti 1,000 LUN, tutte presentate (mappate e mascherate) agli stessi 32 nodi in
un cluster ESX.

• Array 2: Dispone di 400 dischi dati da 2 TB, dischi FC da 560 600 GB e 40 SSD. Esistono 3 pool di
storage, ma 320 dischi FC vengono utilizzati nei gruppi RAID tradizionali. Le LUN scavate nei gruppi RAID
utilizzano un tipo di mascheramento tradizionale (symmaskdb), mentre le LUN basate su pool con thin
provisioning utilizzano un tipo di mascheramento più recente (symaccess). Sono disponibili 600 LUN per
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150 host diversi. Sono disponibili 200 BCVs (volumi di replica a blocchi completi di 200 delle 600 LUN).
Esistono anche 200 volumi R2, volumi di replica remoti di volumi che esistono su un array in un sito
diverso.

Ciascuno di questi array dispone di 1,000 dischi e 1,000 volumi logici. Potrebbero essere fisicamente identici
nella quantità di spazio rack consumata nel data center e potrebbero anche eseguire lo stesso firmware, ma il
secondo array è molto più complesso nella sua configurazione rispetto al primo array.

Disinstallazione di MariaDB

È necessario disinstallare MariaDB sui server Insight o Data Warehouse prima di
installare OnCommand Insight o Data Warehouse; in caso contrario, non è possibile
procedere con l’installazione. MySQL non è compatibile con MariaDB. Se si tenta di
eseguire un’installazione su uno dei server senza rimuovere MariaDB, l’installazione
termina con un messaggio di errore che indica di disinstallare MariaDB.

Prima di iniziare

È necessario disporre dei privilegi sudo.

Fasi

1. Accedere al server Insight.

2. Ottenere un elenco dei componenti MariaDB:

rpm -qa | grep mariadb

3. Digitare quanto segue per ogni componente MariaDB installato sul server:

yum remove component_name

Requisiti di Insight Server

Si consiglia di utilizzare un server dedicato. Non installare Insight su un server in cui sono
installate altre applicazioni. Sono supportati server fisici e virtuali, a condizione che i
requisiti del prodotto siano soddisfatti.

Per installare il software del server OnCommand Insight, è necessario disporre delle autorizzazioni sudo.

Alcuni componenti Insight potrebbero richiedere pacchetti dipendenti durante l’installazione. Assicurarsi che il
repository YUM sia accessibile prima di installare Insight.

Il dimensionamento per OnCommand Insight prevede diverse dipendenze, come tipo e
dimensione dell’origine dati, numero di risorse nell’ambiente, intervalli di polling e altro ancora. I
seguenti esempi di dimensionamento sono solo linee guida e rappresentano alcuni degli
ambienti in cui Insight è stato testato. La modifica di questi o altri fattori nell’ambiente può
modificare i requisiti di dimensionamento di Insight. Queste linee guida includono spazio su
disco per un massimo di 90 giorni di dati di archiviazione delle performance.

Prima di installare o aggiornare Insight, si consiglia di contattare il Sales Engineer per ottenere informazioni
dettagliate sul dimensionamento.
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Esempi:

Fattori ambientali: Spazio su disco, CPU e memoria testati:

80 volumi di storage

4,000 VM

4,000 porte switch

250 GB di spazio su disco 8 core

32 GB DI RAM

160 unità di storage 40.000 volumi

8,000 VM

8,000 porte switch

1 TB di spazio su disco 12 core

48 GB DI RAM

Requisiti:

Componente Obbligatorio

Sistema operativo Un computer che esegue una versione con licenza di
uno dei seguenti sistemi, che non esegue altro
software a livello di applicazione:

• Red Hat Enterprise Linux 7,9, 8,10, 9,4

• CentOS 8 Stream, CentOS 9 Stream

• Oracle Enterprise Linux 7,9, 8,10, 9,4

Una versione con licenza garantisce che le
dipendenze richieste dall’installazione vengano risolte
automaticamente dal sistema operativo.

È necessario disinstallare MariaDB prima di installare
Insight.

La disinstallazione di MariaDB rimuove
anche Postfix Mail Transport Agent.

Si consiglia di utilizzare un server dedicato.

Macchina virtuale (VM) Questo componente può essere eseguito in un
ambiente virtuale, a condizione che le risorse di CPU
e memoria per l’istanza siano riservate.

Memoria e CPU 24 - 256 GB DI RAM

8 - 32 core
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Spazio su disco disponibile 100 GB - 3 TB di spazio su disco per l’installazione

50 GB - 1 TB di spazio su disco per l’archiviazione
delle performance

Per un ambiente da 500 GB di esempio, si
consigliano i seguenti guasti alle partizioni:

• Directory /opt — 50 GB

• Directory /var/log — 100 GB

• Directory /var/lib — 350 GB

Si tratta di una Best practice da montare /opt e.
/var su dischi separati dal file system root (/).

I dischi SSD sono consigliati per lo spazio di
installazione Insight.

Rete Connessione Ethernet e porte:

• Connessione Ethernet a 100 Mbps o 1 Gbps con
indirizzo IP dedicato (statico) e connettività IP a
tutti i componenti della SAN, inclusi i dispositivi
FC e le unità di acquisizione remota.

• I requisiti delle porte per il processo del server
OnCommand Insight sono 80, 443, 1090 - 1100,
3873, 8083, da 4444 a 4446, 5445, 5455, da 4712
a 4714, 5500, e 5501.

• I requisiti delle porte per il processo di
acquisizione sono 12123 e 5679.

• Il requisito di porta per MySQL è 3306.

• I requisiti delle porte per Elasticsearch sono 9200
e 9310

Le porte 443 e 3306 richiedono l’accesso esterno
attraverso qualsiasi firewall presente.

Permessi Le autorizzazioni sudo sono richieste sul server
OnCommand Insight.

Se una delle seguenti cartelle è un collegamento
simbolico, assicurarsi che le directory di destinazione
dispongano dei permessi '755'.

• /opt/netapp

• /var/lib/netapp

• /var/log/netapp
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Connettività remota Connettività Internet per consentire l’accesso a
WebEx o una connessione desktop remota per
facilitare l’installazione e il supporto post-installazione.

Accessibilità È richiesto l’accesso HTTPS.

Server HTTP o HTTPS I server HTTP Apache o altri server HTTPS non
devono competere per le stesse porte (443) del
server OnCommand Insight e non devono avviarsi
automaticamente. Se devono ascoltare la porta 443,
è necessario configurare il server OnCommand
Insight in modo che utilizzi altre porte.

Requisiti del server Data Warehouse

Il server Data Warehouse deve essere eseguito su un computer compatibile con i
requisiti hardware e software stabiliti. Assicurarsi che il server Web Apache o il software
di reporting non siano già installati su questa macchina.

Il dimensionamento per OnCommand Insight prevede più dipendenze, ad esempio il numero di
risorse nell’ambiente, la quantità di dati storici conservati e molto altro ancora. I seguenti esempi
di dimensionamento del data warehouse sono solo linee guida e rappresentano alcuni degli
ambienti in cui Insight è stato testato. La modifica di questi o altri fattori nell’ambiente può
modificare i requisiti di dimensionamento di Insight.

Prima di installare o aggiornare Insight, si consiglia di contattare il Sales Engineer per ottenere informazioni
dettagliate sul dimensionamento.

Esempi:

Fattori ambientali: Spazio su disco, CPU e memoria testati:

18 storage array3,400 VM

4,500 porte switch

Disco rigido da 200 GB 8 core

32 GB DI RAM

110 array di storage 11,500 VM

14,500 porte switch

Disco rigido da 300 GB 8 core

48 GB DI RAM

Requisiti:

Componente Obbligatorio
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Sistema operativo Un computer che esegue una versione con licenza di
uno dei seguenti sistemi, che non esegue altro
software a livello di applicazione:

• Red Hat Enterprise Linux 7,9, 8,10, 9,4

• CentOS 8 Stream, CentOS 9 Stream

• Oracle Enterprise Linux 7,9, 8,10, 9,4

Macchina virtuale (VM) Questo componente può essere eseguito in un
ambiente virtuale, a condizione che le risorse di CPU
e memoria per l’istanza siano riservate.

CPU 8 - 40 core CPU

Memoria 32 GB - 2 TB DI RAM

Spazio su disco disponibile 200 GB - 512 GB di spazio su disco nel sistema
devono essere presenti almeno 50 GB di spazio
libero su disco /var/lib E 25 GB di spazio libero su
disco in /opt e. /var/log partizioni.

Rete • Connessione Ethernet a 100 Mbps o 1 Gbps

• Indirizzo IP statico

• Per il processo del server DWH OnCommand
Insight, porte 80, 443, 1098, 1099, 3873, 8083 e
da 4444 a 4446

• Per MySQL, porta 3306

Requisiti del server Remote Acquisition Unit

È necessario installare un’unità di acquisizione remota (RAU) per acquisire informazioni
da dispositivi SAN protetti da firewall, siti remoti, reti private o in segmenti di rete diversi.
Prima di installare la RAU, assicurarsi che l’ambiente soddisfi i requisiti di sistema
operativo RAU, CPU, memoria e spazio su disco.

Componente Requisito

Sistema operativo Un computer che esegue una versione con licenza di
uno dei seguenti sistemi, che non esegue altro
software a livello di applicazione:

• Red Hat Enterprise Linux 7,9, 8,10, 9,4

• CentOS 8 Stream, CentOS 9 Stream

• Oracle Enterprise Linux 7,9, 8,10, 9,4

Si consiglia di utilizzare un server dedicato.
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CPU 4 core CPU

Memoria 16 GB DI RAM

Spazio su disco disponibile 40 GB

Rete Connessione Ethernet a 100 Mbps/1 Gbps, indirizzo
IP statico, connettività IP a tutti i dispositivi FC e porta
richiesta al server OnCommand Insight (80 o 443).

Permessi Sudo permessi sul server RAU

Browser supportati da OnCommand Insight

L’interfaccia utente di OnCommand Insightweb basata su browser può funzionare con
diversi browser.

Insight supporta versioni non beta più recenti dei seguenti browser:

• Mozilla Firefox

• Google Chrome

• Microsoft Edge

Per un elenco completo delle versioni del browser idonee per OnCommand Insight, consultare la "Tool di
matrice di interoperabilità NetApp".

Istruzioni di installazione di Insight

L’installazione richiede l’installazione di diversi componenti OnCommand Insight, Insight
Server e Data Warehouse.

L’installazione include le seguenti attività principali:

• Download del programma di installazione di OnCommand Insight

• Installazione del server OnCommand Insight

• Installazione delle licenze

• Se si desidera, installare DWH e Reporting (deve essere installato su una macchina virtuale o su una
macchina virtuale separata. La creazione di report richiede Microsoft Windows).

• Facoltativamente, l’installazione di un’unità di acquisizione remota (RAU), che acquisisce informazioni
dalle risorse del dispositivo che risiedono dietro un firewall, si trovano in un sito remoto o si trovano in una
rete privata

Dopo l’installazione, è necessario configurare Insight per acquisire informazioni sull’ambiente. Le attività
richieste sono descritte nella Guida alla configurazione e all’amministrazione di OnCommand Insight.
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Download del programma di installazione di OnCommand Insight

È possibile scaricare il programma di installazione di OnCommand Insight dal sito del
supporto NetApp.

Prima di iniziare

È necessario disporre di un accesso al sito di supporto NetApp all’indirizzo "mysupport.netapp.com".

Inoltre, è necessario disporre di un’utility di decompressione con la quale aprire l’installazione .ZIP file.

Fasi

1. Accedere al server su cui si desidera installare OnCommand Insight.

2. Scaricare il file di installazione dal sito del supporto NetApp.

Installazione del server OnCommand Insight

Il server OnCommand Insight viene installato utilizzando la riga di comando.

Prima di iniziare

È necessario aver completato tutti i prerequisiti di installazione.

Fasi

1. Accedere al server Insight utilizzando un account con privilegi sudo.

2. Accedere alla directory del server in cui si trovano i file di installazione e digitare il seguente comando:

unzip oci-<version>-linux-x86_64.zip

Verificare il numero di versione del file di installazione; il numero di versione potrebbe essere diverso da
quello visualizzato nel comando.

3. È possibile visualizzare la sintassi, gli argomenti dei comandi e l’utilizzo dei parametri per oci-
install.sh :

sudo ./oci-<version>-linux-x86_64/oci-install.sh --help

4. Eseguire lo script di installazione:

sudo ./oci-<version>-linux-x86_64/oci-install.sh

Quando si installa Insight Server su CentOS 9 Stream, Red Hat Enterprise Linux 9,4 o Oracle Linux 9,4, è
necessario prima passare alla directory contenente il file di installazione e quindi eseguire il comando
install utilizzando l’opzione della riga di comando "--install-mysql-dependencies":

cd /tmp/oci-7.3.16.1.297-linux-x86_64

sudo ./oci-install.sh --install-mysql-dependencies
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5. Leggere il Contratto di licenza, accettarlo e seguire le istruzioni.

6. Se si utilizza il modello di licenza Insight Consumption, è necessario abilitare l’invio di informazioni
sull’utilizzo a NetApp. Invio Y a questo prompt.

Risultati

Dopo aver risposto a tutte le richieste, l’installazione inizia e richiede circa 10 minuti, a seconda delle
applicazioni installate.

1. Se si desidera installare un’unità di acquisizione remota (RAU), è necessario eseguire lo strumento
securityadmin per creare una password per l’utente acquisition. Questa password è necessaria per
l’installazione della RAU.

Nota: Se è stata creata questa password, non è necessario sincronizzare il server e la RAU come indicato
di seguito.

Sincronizzare il server con DWH e RAU

Dopo aver installato l’unità di acquisizione remota e/o il data warehouse, è necessario

sincronizzare RAU/DWH con il server OnCommand Insight. Attenersi alla procedura indicata di
seguito:

"Sincronizza server e RAU (Windows)"

"Sincronizza server e DWH (Windows)"

"Sincronizza server e RAU (Linux)"

"Sincronizza server e DWH (Linux)"

Installazione del data warehouse di OnCommand Insight

L’installazione è autonoma e include gli elementi necessari per eseguire e utilizzare il
data warehouse di OnCommand Insight (DWH).

Prima di iniziare

È necessario aver completato tutti i prerequisiti di installazione.

A proposito di questa attività

Data Warehouse dispone di funzionalità di reporting di Cognos. Se si installa Insight su un server Linux, è
tuttavia possibile utilizzare queste funzionalità solo se si installa Data Warehouse su un server Windows. Per
informazioni sull’installazione del data warehouse su Windows e sulle funzionalità di reporting di Cognos, fare
riferimento alla Guida all’installazione di OnCommand Insight per Microsoft Windows.

Fasi

1. Accedere al server Data Warehouse utilizzando un account con privilegi sudo.

2. Accedere alla directory del server in cui si trovano i file di installazione e digitare il seguente comando:

unzip oci-dwh-<version>-linux-x86_64.zip
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Verificare il numero di versione del file di installazione; il numero di versione potrebbe essere diverso da
quello visualizzato nel comando.

3. È possibile visualizzare la sintassi, gli argomenti dei comandi e l’utilizzo dei parametri per oci-
install.sh prima di iniziare l’installazione:

sudo ./oci-dwh-<version>-linux-x86_64/oci-install.sh --help

4. Eseguire lo script di installazione:

sudo ./oci-dwh-<version>-linux-x86_64/oci-install.sh

Quando si installa Insight Server o Data Warehouse su CentOS 9 Stream, Red Hat Enterprise Linux 9,4 o
Oracle Linux 9,4, è necessario prima passare alla directory contenente il file dell’installatore e quindi
eseguire il comando install utilizzando l’opzione della riga di comando "--install-mysql-dependencies":

cd /tmp/oci-7.3.16.1.297-linux-x86_64

sudo ./oci-install.sh --install-mysql-dependencies

5. Leggere il Contratto di licenza, accettarlo e seguire le istruzioni.

Risultati

Dopo aver risposto a tutte le richieste, l’installazione inizia e richiede circa 10 minuti, a seconda delle
applicazioni installate.

Sincronizza server e DWH

Dopo aver installato il Data Warehouse, è necessario sincronizzare il Data Warehouse con il
server OnCommand Insight. Attenersi alla seguente procedura:

1. Sul sistema del server OnCommand Insight, avviare lo strumento securityadmin in modalità interattiva

 securityadmin -i

. Modificare la password per gli utenti _inventory_ e _dwh_internal_ in

password di propria scelta. *Prendere nota di queste password*, in

quanto saranno necessarie di seguito.

. Riavviare il servizio DWH

. Su *ogni connettore* avvia lo strumento *securityadmin* in modalità

interattiva. Saranno necessarie le password annotate al punto 2.
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 securityadmin -i

. Modificare le password per gli utenti _inventory_ e _dwh_internal_ con

le password utilizzate nel passaggio 2.

. Riavviare i servizi sui connettori.

. Aggiungere i connettori a DWH, utilizzando le password per gli utenti

_inventory_ e _dwh_internal_ del passaggio 2

Installazione di un’unità di acquisizione remota

È possibile installare una o più unità di acquisizione remota (RAUS) nel proprio ambiente
OnCommand Insight. Le unità di acquisizione vengono eseguite nella rete che accede
(tramite moduli denominati data sources) e raccolgono i dati da diversi dispositivi nel data
center.

Prima di iniziare

È necessario aver completato tutti i prerequisiti di installazione.

Almeno una porta deve essere aperta e disponibile tra il server RAU e il server OnCommand Insight per
inoltrare le informazioni sulle modifiche al server. In caso di dubbi, convalidarlo aprendo un browser Web sul
computer RAU e indirizzandolo al server OnCommand Insight:

 https://< OnCommand Insight Server hostname >:< acquisition_port >

La porta di acquisizione predefinita è 443, ma potrebbe essere cambiata durante l’installazione del server. Se
la connessione viene stabilita correttamente, viene visualizzata una pagina di risposta OnCommand Insight
che indica una porta aperta e disponibile tra RAU e server OnCommand Insight.

Per gli ambienti che utilizzano Network Address Translation o Port Address Translation (NAT/PAT: I.e, qualsiasi
conversione di indirizzi IP), Insight supporta solo l’inserimento di una RAU tra NAT e il dispositivo.

• Supportato: Dispositivo OnCommand Insight /→ NAT /→ RAU /→

• Non supportato: Dispositivo OnCommand Insight /→ RAU /→ NAT /→

Fasi

1. Accedere al server RAU utilizzando un account con privilegi sudo.

2. Accedere alla directory del server in cui si trovano i file di installazione e digitare il seguente comando:

unzip oci-rau-<version>-linux-x86_64.zip

3. È possibile visualizzare la sintassi, gli argomenti dei comandi e l’utilizzo dei parametri per oci-
install.sh:

sudo ./oci-rau-<version>-linux-x86_64/oci-install.sh --help

4. Eseguire lo script di installazione:
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sudo ./oci-rau-<version>-linux-x86_64/oci-install.sh

5. Leggere il Contratto di licenza, accettarlo e seguire le istruzioni.

Dopo aver risposto a tutte le richieste, l’installazione inizia e richiede circa 10 minuti, a seconda delle
applicazioni installate.

Se i dati iniziano l’acquisizione, si è tutti impostati; non è necessario sincronizzare il server e la RAU come
indicato di seguito.

Sincronizza server e RAU

Se l’acquisizione dei dati non inizia dopo l’installazione dell’unità di acquisizione remota,
sincronizzare la RAU con il server OnCommand Insight. Attenersi alla seguente procedura:

1. Sul sistema del server OnCommand Insight, avviare lo strumento securityadmin in modalità interattiva

 securityadmin -i

. Modificare la password dell'utente _acquisition_ per Insight Server

impostandola su una password a scelta. *Prendere nota di questa

password*, in quanto sarà necessaria di seguito.

. Riavviare il server/LAU.

. Sul sistema RAU (Remote Acquisition Unit), avviare lo strumento

*securityadmin* in modalità interattiva. Sarà necessaria la password

annotata al punto 2.

 securityadmin -i

. Modificare la password per l'utente _acquisition_ con la password

utilizzata nel passaggio 2.

. Riavviare l'RAU.

Convalida dell’installazione dell’unità di acquisizione remota

Per convalidare l’installazione corretta dell’unità di acquisizione remota, è possibile
visualizzare lo stato delle unità di acquisizione remota collegate al server.

Fasi

1. Nella barra degli strumenti Insight, fare clic su Admin.

2. Fare clic su *Acquisition Units (unità di acquisizione)

3. Verificare che la nuova unità di acquisizione remota sia stata registrata correttamente e che abbia uno
stato di connessione.

Se lo stato non è connesso, provare a riavviare il servizio. Accedere al sistema unità di acquisizione
remota ed eseguire il comando seguente:
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oci-service.sh restart acquisition

Se il problema persiste, contattare l’assistenza tecnica.

Verifica dell’installazione

Una volta completata l’installazione, la directory di installazione si trova in
/opt/netapp/oci. È possibile aprire Insight in un browser supportato per verificare
l’installazione. È possibile controllare anche i file di log di Insight.

Quando si apre Insight per la prima volta, viene visualizzata la pagina di configurazione della licenza. Dopo
aver inserito le informazioni sulla licenza, è necessario configurare le origini dati. Consultare la Guida alla

configurazione e all’amministrazione di OnCommand Insight per informazioni sull’immissione delle definizioni
delle origini dati e sull’impostazione degli utenti e delle notifiche di Insight.

In caso di problemi di installazione, contattare il supporto tecnico e fornire le informazioni richieste.

Verifica dell’installazione dei nuovi componenti Insight

Dopo l’installazione, verificare l’esistenza dei nuovi componenti sul server.

Fasi

1. Per visualizzare un elenco dei servizi attualmente operativi sul server a cui si è connessi, digitare:

sudo oci-service.sh status all

2. A seconda del server a cui hai effettuato l’accesso, controlla i seguenti servizi Insight nell’elenco e
assicurati che abbiano lo stato “running”.

◦ Server Insight: Wildfly, acquisizione, mysql, elasticsearch

◦ Server Data Warehouse: Wildfly, mysql

◦ Remote Acquisition Server (Server di acquisizione remoto): Acquisizione

Risultati

Se questi componenti non sono elencati, contattare il supporto tecnico.

Registri Insight

Insight fornisce molti file di log per facilitare la ricerca e la risoluzione dei problemi. I
registri disponibili sono elencati nella directory dei registri. È possibile utilizzare uno
strumento per il monitoraggio dei log, ad esempio BareTail, per visualizzare tutti i log
contemporaneamente.

I file di log si trovano in /var/log/netapp/oci/wildfly/ directory. I registri di acquisizione si trovano in
/var/log/netapp/oci/acq directory. I file di dati si trovano in /var/lib/netapp/oci.
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Accesso all’interfaccia utente Web

Dopo aver installato OnCommand Insight, è necessario installare le licenze e configurare
Insight per il monitoraggio dell’ambiente. A tale scopo, utilizzare un browser Web per
accedere all’interfaccia utente Web di Insight.

Fasi

1. Effettuare una delle seguenti operazioni:

◦ Aprire Insight sul server Insight:

https://fqdn

◦ Apri Insight da qualsiasi altra posizione:

https://fqdn:port

Il numero della porta è 443 o un’altra porta configurata al momento dell’installazione del server Insight.
Il numero di porta predefinito è 443 se non viene specificato nell’URL.

Viene visualizzata la finestra di dialogo OnCommand

Insight:

2. Inserire il nome utente e la password e fare clic su Login.

Se le licenze sono state installate, viene visualizzata la pagina di configurazione dell’origine dati.

Una sessione del browser Insight inattiva per 30 minuti è scaduta e l’utente viene
disconnesso automaticamente dal sistema. Per una maggiore sicurezza, si consiglia di
chiudere il browser dopo la disconnessione da Insight.

Installazione delle licenze Insight

Una volta ricevuto il file di licenza contenente le chiavi di licenza Insight da NetApp, è
possibile utilizzare le funzioni di configurazione per installare tutte le licenze
contemporaneamente.
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A proposito di questa attività

Le chiavi di licenza Insight sono memorizzate in .txt oppure .lcn file.

Fasi

1. Aprire il file di licenza in un editor di testo e copiare il testo.

2. Aprire Insight nel browser.

3. Nella barra degli strumenti Insight, fare clic su Admin.

4. Fare clic su Setup.

5. Fare clic sulla scheda Licenses (licenze).

6. Fare clic su Update License (Aggiorna licenza).

7. Copiare il testo della chiave di licenza nella casella di testo licenza.

8. Selezionare l’operazione Update (più comune).

9. Fare clic su Save (Salva).

10. Se si utilizza il modello di licenza Insight Consumption, selezionare la casella Enable sending usage

information to NetApp (attiva invio delle informazioni sull’utilizzo a NetApp*) nella sezione Send usage

information (Invia informazioni sull’utilizzo). Il proxy deve essere configurato e attivato correttamente per
l’ambiente in uso.

Al termine

Dopo aver installato le licenze, è possibile eseguire le seguenti attività di configurazione:

• Configurare le origini dati.

• Creare account utente OnCommand Insight.

Licenze OnCommand Insight

OnCommand Insight opera con licenze che abilitano funzionalità specifiche sul server
Insight.

• Scoprire

Discover è la licenza Insight di base che supporta l’inventario. Per utilizzare OnCommand Insight, è
necessario disporre di una licenza Discover e la licenza Discover deve essere associata ad almeno una
delle licenze di assicurazione, esecuzione o piano.

• Rassicurare

Una licenza Assurance fornisce supporto per la funzionalità Assurance, incluse policy di percorso globali e
SAN e gestione delle violazioni. Una licenza di assicurazione consente inoltre di visualizzare e gestire le
vulnerabilità.

• Eseguire

Una licenza Perform supporta il monitoraggio delle performance su pagine di risorse, widget dashboard,
query e così via, oltre a gestire policy e violazioni delle performance.

• Piano
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Una licenza Plan supporta le funzioni di pianificazione, incluso l’utilizzo e l’allocazione delle risorse.

• Pacchetto di utilizzo host

Una licenza di utilizzo host supporta l’utilizzo del file system su host e macchine virtuali.

• Creazione report

Una licenza per la creazione di report supporta altri autori per la creazione di report. Questa licenza
richiede la licenza Plan.

I moduli OnCommand Insight sono concessi in licenza per un periodo annuale o perpetuo:

• Per terabyte di capacità monitorata per i moduli di rilevamento, assicurazione, pianificazione ed
esecuzione

• In base al numero di host per il pacchetto di utilizzo host

• In base al numero di unità aggiuntive di pro-autori Cognos richieste per l’authoring dei report

Le chiavi di licenza sono un insieme di stringhe univoche generate per ciascun cliente. È possibile ottenere le
chiavi di licenza dal proprio rappresentante OnCommand Insight.

Le licenze installate controllano le seguenti opzioni disponibili nel software:

• Scoprire

Acquisire e gestire l’inventario (base)

Monitorare le modifiche e gestire le policy di inventario

• Rassicurare

Visualizza e gestisci le violazioni e le policy dei percorsi SAN

Visualizzare e gestire le vulnerabilità

Visualizza e gestisci task e migrazioni

• Piano

Visualizzare e gestire le richieste

Visualizzare e gestire le attività in sospeso

Visualizzare e gestire le violazioni delle prenotazioni

Visualizzare e gestire le violazioni del bilanciamento delle porte

• Eseguire

Monitorare i dati delle performance, inclusi i dati nei widget dashboard, nelle pagine di risorse e nelle query

Visualizza e gestisci le policy e le violazioni delle performance

Le seguenti tabelle forniscono informazioni dettagliate sulle funzionalità disponibili con e senza la licenza

17



Perform per gli utenti admin e non-admin.

Funzione (admin) Con Perform License Senza licenza di esecuzione

Applicazione Sì Nessun grafico o dati sulle
performance

Macchina virtuale Sì Nessun grafico o dati sulle
performance

Hypervisor Sì Nessun grafico o dati sulle
performance

Host Sì Nessun grafico o dati sulle
performance

Datastore Sì Nessun grafico o dati sulle
performance

VMDK Sì Nessun grafico o dati sulle
performance

Volume interno Sì Nessun grafico o dati sulle
performance

Volume Sì Nessun grafico o dati sulle
performance

Pool di storage Sì Nessun grafico o dati sulle
performance

Disco Sì Nessun grafico o dati sulle
performance

Storage Sì Nessun grafico o dati sulle
performance

Nodo storage Sì Nessun grafico o dati sulle
performance

Fabric Sì Nessun grafico o dati sulle
performance

Porta dello switch Sì Nessun grafico o dati sulle
prestazioni; “Port Errors” mostra
“N/A”

Porta di storage Sì Sì
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Porta NPV Sì Nessun grafico o dati sulle
performance

Switch Sì Nessun grafico o dati sulle
performance

Switch NPV Sì Nessun grafico o dati sulle
performance

Qtree Sì Nessun grafico o dati sulle
performance

Quota Sì Nessun grafico o dati sulle
performance

Percorso Sì Nessun grafico o dati sulle
performance

Zona Sì Nessun grafico o dati sulle
performance

Membro della zona Sì Nessun grafico o dati sulle
performance

Dispositivo generico Sì Nessun grafico o dati sulle
performance

Nastro Sì Nessun grafico o dati sulle
performance

Mascheratura Sì Nessun grafico o dati sulle
performance

Sessioni ISCSI Sì Nessun grafico o dati sulle
performance

Portali di rete ICSI Sì Nessun grafico o dati sulle
performance

Cerca Sì Sì

Amministratore Sì Sì

Dashboard Sì Sì
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Widget Sì Parzialmente disponibile (sono
disponibili solo i widget asset,
query e admin)

Dashboard delle violazioni Sì Nascosto

Dashboard delle risorse Sì Parzialmente disponibile (i widget
IOPS di storage e IOPS delle
macchine virtuali sono nascosti)

Gestire le policy sulle performance Sì Nascosto

Gestire le annotazioni Sì Sì

Gestire le regole di annotazione Sì Sì

Gestire le applicazioni Sì Sì

Query Sì Sì

Gestire le entità di business Sì Sì

Funzione Utente - con licenza
Perform

Guest - con licenza
Perform

Utente - senza
licenza Perform

Guest - senza
licenza di
esecuzione

Dashboard delle
risorse

Sì Sì Parzialmente
disponibile (i widget
IOPS di storage e
IOPS delle
macchine virtuali
sono nascosti)

Parzialmente
disponibile (i widget
IOPS di storage e
IOPS delle
macchine virtuali
sono nascosti)

Dashboard
personalizzato

Sola visualizzazione
(nessuna opzione di
creazione, modifica
o salvataggio)

Sola visualizzazione
(nessuna opzione di
creazione, modifica
o salvataggio)

Sola visualizzazione
(nessuna opzione di
creazione, modifica
o salvataggio)

Sola visualizzazione
(nessuna opzione di
creazione, modifica
o salvataggio)

Gestire le policy
sulle performance

Sì Nascosto Nascosto Nascosto

Gestire le
annotazioni

Sì Nascosto Sì Nascosto

Gestire le
applicazioni

Sì Nascosto Sì Nascosto
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Gestire le entità di
business

Sì Nascosto Sì Nascosto

Query Sì Solo visualizzazione
e modifica (nessuna
opzione di
salvataggio)

Sì Solo visualizzazione
e modifica (nessuna
opzione di
salvataggio)

Risoluzione dei problemi di installazione

Le installazioni di OnCommand Insight vengono generalmente gestite attraverso le
procedure guidate di installazione. Tuttavia, i clienti potrebbero riscontrare problemi
durante gli aggiornamenti o conflitti dovuti agli ambienti informatici.

Assicurarsi inoltre di installare tutte le licenze OnCommand Insight necessarie per l’installazione del software.

Licenze mancanti

Per diverse funzionalità di OnCommand Insight sono necessarie licenze diverse. Le
informazioni visualizzate in OnCommand Insight sono controllate dalle licenze installate.
Fare riferimento alla sezione delle licenze OnCommand Insight per informazioni sulle
funzionalità controllate da ciascuna licenza.

Fare riferimento alla sezione delle licenze OnCommand Insight per informazioni sulle funzionalità controllate
da ciascuna licenza.

Invio di una richiesta di supporto tecnico online

In caso di problemi con l’installazione di Insight, in qualità di cliente registrato, puoi
inviare una richiesta di supporto tecnico online.

Prima di iniziare

Utilizzando l’indirizzo e-mail aziendale, è necessario registrarsi come cliente del supporto per ottenere servizi
di supporto online. La registrazione viene eseguita tramite il sito di supporto (http://support.netapp.com).

A proposito di questa attività

Per aiutare il supporto clienti a risolvere il problema di installazione, è necessario raccogliere il maggior
numero possibile di informazioni, tra cui:

• Numero di serie di Insight

• Descrizione del problema

• Tutti i file di log Insight

• Cattura dello schermo di eventuali messaggi di errore

Fasi

1. Creare un .zip file delle informazioni raccolte per creare un pacchetto di risoluzione dei problemi.
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2. Accedere al sito di supporto all’indirizzo "mysupport.netapp.com" E selezionare Assistenza tecnica.

3. Fare clic su Apri un caso.

4. Seguire le istruzioni del pacchetto di dati.

Al termine

Per seguire la richiesta, puoi utilizzare verifica stato caso nella pagina Assistenza tecnica.

Aggiornamento di Insight

Quando è disponibile una nuova versione di OnCommand Insight, è possibile eseguire
l’aggiornamento per sfruttare le nuove funzionalità e risolvere i problemi. È necessario
aggiornare il server Insight e il data warehouse (DWH) separatamente.

Non memorizzare alcun backup automatico o manuale nelle directory di installazione di Insight,
perché l’intera cartella di installazione viene sovrascritta durante il processo di aggiornamento.
Se sono stati memorizzati file di backup in una di queste directory, è necessario spostare i
backup in una posizione diversa prima di eseguire qualsiasi processo di aggiornamento o
disinstallazione.

Le versioni più recenti di Insight hanno maggiori requisiti di spazio su disco, memoria e CPU. Prima di eseguire
l’aggiornamento alla versione più recente di Insight, esaminare i requisiti di installazione. Prima di installare o
aggiornare Insight, si consiglia di contattare il Sales Engineer per ottenere informazioni dettagliate sul
dimensionamento.

È consigliabile eseguire un backup di sicurezza e un backup del database prima di aggiornare il software
Insight.

Aggiornamento di Insight alla versione 7.3.12 o successiva - Linux

Prima di eseguire l’aggiornamento da OnCommand Insight 7.3.10 - 7.3.11 alla versione
7.3.12 o successiva, è necessario eseguire lo strumento di migrazione dei dati OCI.

Sfondo

OnCommand Insight versione 7.3.12 e successive utilizzano software sottostante che potrebbero essere
incompatibili con le versioni precedenti. Le versioni 7.3.12 e successive di Insight includono un Data Migration

Tool per l’aggiornamento.

Le versioni di OnCommand Insight 7.3.9 e precedenti non sono più supportate. Se si utilizza
una di queste versioni, è necessario eseguire l’aggiornamento a Insight versione 7.3.10 o
successiva (si consiglia vivamente la versione 7.3.11) prima di eseguire l’aggiornamento alla
versione 7.3.12 o successiva.

Quali sono le funzioni di Data Migration Tool?

Lo strumento di migrazione esegue un controllo iniziale della compatibilità e segue uno dei tre diversi percorsi
di aggiornamento. Il percorso selezionato si basa sulla compatibilità dei dati della versione corrente.

22

http://mysupport.netapp.com/


Prima di eseguire l’aggiornamento, è necessario eseguire Data Migration Tool e seguire i
passaggi consigliati.

Prima di iniziare

• Si consiglia vivamente di eseguire il backup del sistema OnCommand Insight prima di eseguire lo
strumento di migrazione dei dati.

• Il servizio Elasticsearch sul server deve essere attivo e funzionante.

• Prima di aggiornare Insight, è necessario eseguire Data Migration Tool per il database e gli archivi delle
performance.

Esecuzione dello strumento di migrazione dei dati

1. Scaricare la versione più recente del Data Migration Tool (ad esempio, SANScreenDataMigrationTool-x86-

7.3.12-97.zip) sul server Insight e il file di installazione Insight appropriato. Decomprimere in una cartella di
lavoro. I download sono disponibili sul "Sito di supporto NetApp".

2. Aprire una finestra di comando e accedere alla cartella di lavoro.

◦ Si consiglia di utilizzare la shell bash.

3. Eseguire lo strumento di migrazione dei dati utilizzando il seguente comando:

◦ `sudo ./SANScreenDataMigrationTool.sh`

4. Seguire le istruzioni, se necessario. Di seguito viene riportato un esempio.

sudo ./SanscreenDataMigrationTool.sh

NetApp SANScreen Data Migration Tool 7.3.12-132

OCI 7.3.10.8.139 is installed

Elasticsearch REST port = 9200

Checking Elasticsearch service...

Elasticsearch service is up

Checking for obsolete (version 5) indexes...

Found 54 obsolete indexes. Of these,

    54 indexes may be migrated with OCI server running,

       the most recent of which is for 2021-05-13

Verifying migration component is present...

SANscreen Server service is Running

Proceed with online migration of 54 indexes (y or [n])?:

Il Data Migration Tool verificherà la presenza di indici obsoleti nel sistema e ne riferirà l’eventuale presenza. Se
non sono presenti, lo strumento si chiude.

Alcuni indici possono essere migrati mentre il servizio del server SANscreen è in esecuzione. È possibile
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eseguire la migrazione di altri utenti solo quando il server viene arrestato. Se non sono presenti indici che
possono essere migrati, lo strumento viene chiuso. In caso contrario, seguire le istruzioni come richiesto.

Una volta completato il Data Migration Tool, si verificherà nuovamente la presenza di indici obsoleti. Se tutti gli
indici sono stati migrati, lo strumento informa che l’aggiornamento a OnCommand Insight 7.3.12 è supportato.
Ora puoi procedere con l’aggiornamento di Insight.
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sudo ./SanscreenDataMigrationTool.sh

NetApp SANScreen Data Migration Tool 7.3.12-132

OCI 7.3.10.8.139 is installed

Elasticsearch REST port = 9200

Checking for obsolete (version 5) indexes...

Found 76 obsolete OCI indexes. Of these,

76 indexes may be migrated with OCI server running

SANscreen Server service is running

Proceed with online migration of 76 indexes (y or [n])? y

If you supply performance archive location, entries for any dates with

migrated

indexes will be replaced. Each orginal entry will be renamed and you may

delete

it after migration is completed.

When prompted enter the archive location including the site-name

directory.

Enter the location of the performance archive or blank if none:

Performance archive entries will not be updated

Running the migration application with options -u http://localhost:9200

--online -sa -

Preparing to migrate oci-timeseries-disk-2021-03-22: copied; backup;

delete old; restore new; cleanup; done.

Preparing to migrate oci-timeseries-internalvolume-2021-03-22: copied;

backup; delete old; restore new; cleanup; done.

Preparing to migrate oci-timeseries-port-2021-03-22: copied; backup;

delete old; restore new; cleanup; done.

...

Preparing to migrate oci-timeseries-disk-2021-03-27: copied; backup;

delete old; restore new; cleanup; done.

Execution time 0:08:17

Checking for obsolete (version 5) indexes...

No obsolete indexes found. Upgrade and Inline Upgrade to 7.3.12+ are

supported

Se viene richiesto di interrompere il servizio SANscreen, riavviarlo prima di eseguire l’aggiornamento.
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Errori di convalida

Nel caso in cui la convalida dell’indice non riesca, lo strumento di migrazione informa l’utente del problema
prima di uscire.

OnCommand Insight non presente:

./SanscreenDataMigrationTool.sh

NetApp SANScreen Data Migration Tool V1.0

Checking OnCommand Insight Installation...

ERROR: OnCommand Insight is not installed

Versione Insight non valida:

./SanscreenDataMigrationTool.sh

NetApp SANScreen Data Migration Tool 7.3.12-105

Checking OnCommand Insight Installation...

OnCommand Insight 7.3.4 (126) is installed

ERROR: The OCI Data Migration Tool is intended to be run against OCI 7.3.5

- 7.3.11

Il servizio Elasticsearch non è in esecuzione:

./SanscreenDataMigrationTool.sh

NetApp SANScreen Data Migration Tool 7.3.12-105

Checking OnCommand Insight Installation...

OnCommand Insight 7.3.11 (126) is installed

Getting installation parameters...

Elasticsearch Rest Port: 9200

Checking Elasticsearch service...

ERROR: The Elasticsearch service is not running

Please start the service and wait for initialization to complete

Then rerun OCI Data Migration Tool

Opzioni della riga di comando

Il Data Migration Tool include alcuni parametri opzionali che ne influenzano il funzionamento.
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Opzione (Linux) Funzione

-s --silenzioso

Elimina tutti i prompt -a

--archivio Se specificato, le voci di archivio esistenti per
qualsiasi data di cui vengono migrati gli indici
verranno sostituite. Il percorso deve puntare alla
directory contenente i file zip della voce di
archiviazione.

È possibile specificare un argomento "-" per indicare
che non è necessario aggiornare l’archivio delle
performance.

Se questo argomento è presente, il prompt per la
posizione di archiviazione verrà eliminato.

-c --check

Se presente, lo script viene chiuso immediatamente
dopo aver segnalato i conteggi degli indici.

-d

--dryrun Se presente, l’eseguibile di migrazione riporta le
azioni che verranno intraprese (per migrare i dati e
aggiornare le voci di archivio) ma non eseguirà le
operazioni.

-p --porta

Se presente, utilizzare il valore fornito come porta
REST di Elasticsearch. Se assente, ottenere il valore
dall’installazione, se possibile; in caso contrario,
utilizzare il valore predefinito 9200.

In alcune installazioni di Linux
OnCommand Insight, la porta REST di
Elasticsearch potrebbe non essere in
esecuzione sulla porta predefinita
9200. in questo caso, utilizzare
l’opzione --port per fornire il valore

-h

--help Visualizzare le informazioni sull’utilizzo

Risoluzione dei problemi

Se le voci di archivio sono state aggiornate, è necessario assicurarsi che la proprietà e le autorizzazioni degli
archivi aggiornati siano corrette. Dovrebbero essere ocisys ocisys 644. In caso contrario, accedere alla
cartella di archiviazione delle prestazioni ed eseguire i seguenti comandi:
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chown ocisys *

chgrp ocisys *

chmod 644 *

Aggiornamento del software Insight Server

Dopo aver effettuato l’accesso al server, è possibile verificare la disponibilità di
aggiornamenti del server OnCommand Insight.

Si consiglia vivamente di eseguire il backup del vault e del database prima di aggiornare
OnCommand Insight.

Vedere le "Strumento securityadmin" istruzioni per ulteriori informazioni sul vault.

Fasi

1. Nella barra degli strumenti di Insight, fare clic sull’icona Help (Guida).

2. Selezionare Controlla aggiornamenti.

3. Fare clic su OK se Version is up to date viene visualizzato il messaggio.

4. Se viene rilevata una versione più recente, fare clic sul collegamento scarica qui nella finestra del
messaggio.

5. Nella pagina Download, fare clic su download. Annotare la posizione della directory di download.

È inoltre possibile scaricare la versione più recente dal sito di supporto NetApp.

6. Accedere al server Insight utilizzando un account con privilegi sudo.

7. Accedere alla directory di download e digitare il seguente comando:

unzip oci-<version>-linux-x86_64.zip

Assicurarsi di disporre del numero di versione corretto del file di installazione.

8. È possibile visualizzare la sintassi, gli argomenti dei comandi e l’utilizzo dei parametri per oci-
install.sh :

sudo ./oci-<version>-linux-x86_64/oci-install.sh --help

9. Eseguire lo script di installazione:

sudo ./oci-<version>-linux-x86_64/oci-install.sh

10. Accettare il Contratto di licenza e seguire le istruzioni.

Aggiornamento del software Data Warehouse

Dopo aver aggiornato il software del server Insight, è necessario aggiornare il software
del data warehouse.
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A proposito di questa attività

Si consiglia vivamente di eseguire il backup del vault e del database prima di aggiornare DWH.

Vedere le "Strumento securityadmin" istruzioni per ulteriori informazioni sul vault.

Fasi

1. Accedere al server Data Warehouse (DWH) utilizzando un account con privilegi sudo.

2. Scarica il software Insight DWH dal sito di supporto di NetApp.

3. Accedere alla directory di download e digitare il seguente comando:

unzip oci-dwh-<version>-linux-x86_64.zip

Assicurarsi di disporre del numero di versione corretto del file di installazione.

4. È possibile visualizzare la sintassi, gli argomenti dei comandi e l’utilizzo dei parametri per oci-
install.sh :

sudo ./oci-dwh-<version>-linux-x86_64/oci-install.sh --help

5. Eseguire lo script di installazione:

sudo ./oci-dwh-<version>-linux-x86_64/oci-install.sh

6. Accettare il Contratto di licenza e seguire le istruzioni.

Aggiornamento del software Remote Acquisition Unit

Dopo aver aggiornato il software del server Insight, è necessario aggiornare il software di
acquisizione remota.

Si consiglia vivamente di eseguire il backup del vault e del database prima di aggiornare DWH.

Vedere le "Strumento securityadmin" istruzioni per ulteriori informazioni sul vault.

Fasi

1. Accedere al server RAU (Remote Acquisition Unit) utilizzando un account con privilegi sudo.

2. Scarica il software Insight RAU dal sito di supporto di NetApp.

3. Accedere alla directory di download e digitare il seguente comando:

unzip oci-rau-<version>-linux-x86_64.zip

Assicurarsi di disporre del numero di versione corretto del file di installazione.

4. È possibile visualizzare la sintassi, gli argomenti dei comandi e l’utilizzo dei parametri per oci-
install.sh :

sudo ./oci-rau-<version>-linux-x86_64/oci-install.sh --help
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5. Eseguire lo script di installazione:

sudo ./oci-rau-<version>-linux-x86_64/oci-install.sh

6. Accettare il Contratto di licenza e seguire le istruzioni.

Migrazione da Windows a Linux

Per utilizzare Insight su Linux con un’installazione Windows esistente, è necessario
eseguire una migrazione. È necessario eseguire questa procedura sia sul server Insight
che sui componenti Data Warehouse.

Fasi

1. Eseguire il backup dell’attuale installazione Insight sul server.

Consultare la Guida alla configurazione e all’amministrazione di OnCommand Insight per informazioni su
come eseguire il backup del database OCI.

2. Installare Insight per Linux.

3. Ripristinare il database per la versione precedente.

Consultare la Guida alla configurazione e all’amministrazione di OnCommand Insight per informazioni su
come ripristinare il database OCI.

4. Disinstallare la versione precedente di Insight per Windows.

Disinstallazione di OnCommand Insight

Se necessario, è possibile disinstallare i componenti di OnCommand Insight. È
necessario disinstallare i componenti di OnCommand Insight separatamente.

Si consiglia vivamente di eseguire il backup del vault prima di disinstallare OnCommand
Insight.

Per ulteriori informazioni, vedere le "Strumento securityadmin"istruzioni.

Ogni componente viene disinstallato separatamente.

Disinstallazione del server OnCommand Insight

Se necessario, è possibile disinstallare il server OnCommand Insight.

Si consiglia vivamente di eseguire il backup del vault prima di disinstallare OnCommand
Insight.

Per ulteriori informazioni, vedere le "Strumento securityadmin"istruzioni.
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Prima di iniziare

Procedura consigliata: Prima di disinstallare Insight, eseguire il backup del database OnCommand Insight.

Fasi

1. Accedere al server OnCommand Insight utilizzando un account con privilegi sudo.

2. Assicurarsi che tutte le finestre di OnCommand Insight siano chiuse.

3. È possibile visualizzare la sintassi, gli argomenti dei comandi e l’utilizzo dei parametri per oci-
uninstall.sh immettendo il seguente comando:

sudo /usr/bin/oci-uninstall.sh --help

Una normale disinstallazione non rimuove la licenza Insight o i backup giornalieri. Per rimuovere l’intera
installazione, utilizzare --purge optioon conoci-install.sh comando.

4. Digitare il seguente comando:

sudo /usr/bin/oci-uninstall.sh

Disinstallazione di Data Warehouse

Se necessario, è possibile disinstallare Data Warehouse.

Si consiglia vivamente di eseguire il backup del vault prima di disinstallare OnCommand
Insight.

Per ulteriori informazioni, vedere le "Strumento securityadmin"istruzioni.

Prima di iniziare

Eseguire il backup della versione corrente del database di data warehouse (DWH) di OnCommand Insight.

A proposito di questa attività

La disinstallazione del data warehouse di OnCommand Insight elimina in modo permanente tutti i dati
precedentemente raccolti.

Fasi

1. Accedere al server Data Warehouse utilizzando un account con privilegi sudo.

2. Assicurarsi che tutte le finestre di OnCommand Insight siano chiuse.

3. È possibile visualizzare la sintassi, gli argomenti dei comandi e l’utilizzo dei parametri per uninstall.sh
immettendo il seguente comando: sudo /usr/bin/oci-uninstall.sh --help

4. Digitare il seguente comando: sudo /usr/bin/oci-uninstall.sh

Disinstallazione di un’unità di acquisizione remota

È possibile disinstallare un’unità di acquisizione remota quando non è più necessaria.
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Si consiglia vivamente di eseguire il backup del vault prima di disinstallare OnCommand
Insight.

Per ulteriori informazioni, vedere le "Strumento securityadmin"istruzioni.

Fasi

1. Accedere al server Remote Acquisition Unit utilizzando un account con privilegi sudo.

2. Assicurarsi che tutte le finestre di OnCommand Insight siano chiuse.

3. È possibile visualizzare la sintassi, gli argomenti dei comandi e l’utilizzo dei parametri per uninstall.sh
immettendo il seguente comando: sudo /usr/bin/oci-uninstall.sh --help

4. Digitare il seguente comando: sudo /usr/bin/oci-uninstall.sh

Viene eseguito lo script di disinstallazione. Seguire le istruzioni.
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