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Modifica del nome host dell’appliance virtuale
Unified Manager

All’host di rete viene assegnato un nome quando l’appliance virtuale di Unified Manager
viene implementata per la prima volta. È possibile modificare il nome host dopo
l’implementazione. Se si modifica il nome host, è necessario rigenerare anche il
certificato HTTPS.

Prima di iniziare

Per eseguire queste attività, è necessario essere connessi a Unified Manager come utente di manutenzione o
disporre del ruolo di amministratore di OnCommand.

A proposito di questa attività

È possibile utilizzare il nome host (o l’indirizzo IP host) per accedere all’interfaccia utente Web di Unified
Manager. Se durante l’implementazione è stato configurato un indirizzo IP statico per la rete, sarebbe stato
designato un nome per l’host di rete. Se la rete è stata configurata utilizzando DHCP, il nome host deve essere
preso dal DNS. Se DHCP o DNS non sono configurati correttamente, il nome host “OnCommand” viene
assegnato automaticamente e associato al certificato di protezione.

Indipendentemente dalla modalità di assegnazione del nome host, se si modifica il nome host e si intende
utilizzare il nuovo nome host per accedere all’interfaccia utente Web di Unified Manager, è necessario
generare un nuovo certificato di protezione.

Se si accede all’interfaccia utente Web utilizzando l’indirizzo IP del server invece del nome host, non è
necessario generare un nuovo certificato se si modifica il nome host. Tuttavia, è consigliabile aggiornare il
certificato in modo che il nome host del certificato corrisponda al nome host effettivo.

Se si modifica il nome host in Unified Manager, è necessario aggiornare manualmente il nome host in
OnCommand Workflow Automation (Wfa). Il nome host non viene aggiornato automaticamente in WFA.

Il nuovo certificato non ha effetto fino al riavvio della macchina virtuale di Unified Manager.

Fasi

1. Generare un certificato di protezione HTTPS

Se si desidera utilizzare il nuovo nome host per accedere all’interfaccia utente Web di Unified Manager, è
necessario rigenerare il certificato HTTPS per associarlo al nuovo nome host.

2. Riavviare la macchina virtuale di Unified Manager

Dopo aver rigenerato il certificato HTTPS, è necessario riavviare la macchina virtuale di Unified Manager.

Generazione di un certificato di protezione HTTPS

È possibile generare un nuovo certificato di protezione HTTPS per diversi motivi, ad
esempio se si desidera firmare con un’autorità di certificazione diversa o se il certificato di
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protezione corrente è scaduto. Il nuovo certificato sostituisce quello esistente.

Prima di iniziare

È necessario disporre del ruolo di amministratore di OnCommand.

A proposito di questa attività

Se non si dispone dell’accesso all’interfaccia utente Web di Unified Manager, è possibile rigenerare il certificato
HTTPS con gli stessi valori utilizzando la console di manutenzione.

Fasi

1. Nella barra degli strumenti, fare clic su , quindi fare clic su HTTPS Certificate (certificato HTTPS) dal
menu Setup.

2. Fare clic su Rigenera certificato HTTPS.

Viene visualizzata la finestra di dialogo Rigenera certificato HTTPS.

3. Selezionare una delle seguenti opzioni a seconda della modalità di generazione del certificato:

Se si desidera… Eseguire questa operazione…

Rigenera il certificato con i valori correnti Fare clic sull’opzione Rigenera using Current

Certificate Attributes.
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Se si desidera… Eseguire questa operazione…

Generare il certificato utilizzando valori diversi
 Click the *Update the Current

Certificate Attributes* option.

I campi Nome comune e nomi

alternativi utilizzano i valori

del certificato esistente se non

vengono immessi nuovi valori. Gli

altri campi non richiedono

valori, ma è possibile immettere

valori, ad esempio, per Città,

Stato e Paese, se si desidera che

tali valori vengano inseriti nel

certificato.

Se si desidera rimuovere le
informazioni di identificazione locali
dal campo dei nomi alternativi del
certificato, selezionare la casella di
controllo “Escludi informazioni di
identificazione locali (ad es. Host
locale)”. Quando questa casella di
controllo è selezionata, solo i dati
immessi nel campo vengono utilizzati
nel campo nomi alternativi. Se
lasciato vuoto, il certificato risultante
non avrà alcun campo di nomi
alternativi.

+

4. Fare clic su Sì per rigenerare il certificato.

5. Riavviare il server Unified Manager in modo che il nuovo certificato abbia effetto.

Al termine

Verificare le informazioni sul nuovo certificato visualizzando il certificato HTTPS.

Riavvio della macchina virtuale di Unified Manager

È possibile riavviare la macchina virtuale dalla console di manutenzione di Unified
Manager. Riavviare dopo aver generato un nuovo certificato di protezione o in caso di
problemi con la macchina virtuale.
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Prima di iniziare

L’appliance virtuale è accesa.

Si è connessi alla console di manutenzione come utente di manutenzione.

A proposito di questa attività

È inoltre possibile riavviare la macchina virtuale da vSphere utilizzando l’opzione Restart Guest. Per ulteriori
informazioni, consultare la documentazione di VMware.

Fasi

1. Accedere alla console di manutenzione.

2. Selezionare Configurazione del sistema > riavvio della macchina virtuale.
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