Backup del volume con SnapVault

System Manager Classic

NetApp
September 05, 2025

This PDF was generated from https://docs.netapp.com/it-it/ontap-system-manager-classic/volume-
backup-snapvault/index.html on September 05, 2025. Always check docs.netapp.com for the latest.



Sommario

Backup del volume con SnapVault

Panoramica del backup del volume con SnapVault
Altri modi per farlo in ONTAP

Workflow di configurazione del backup di SnapVault
Verificare la relazione peer del cluster e la relazione peer SVM
Creare una relazione SnapVault (a partire da ONTAP 9.3)
Creazione della relazione SnapVault (ONTAP 9.2 o versione precedente)
Monitorare la relazione SnapVault

N O W N =



Backup del volume con SnapVault

Panoramica del backup del volume con SnapVault

E possibile configurare rapidamente le relazioni di backup di SnapVault tra volumi che si
trovano in cluster diversi. Il backup di SnapVault contiene una serie di copie di backup di
sola lettura, che si trovano su un volume di destinazione che € possibile utilizzare per il
ripristino dei dati in caso di danneggiamento o perdita dei dati.

Utilizzare questa procedura se si desidera creare relazioni di backup SnapVault per i volumi nel modo
seguente:
« Stai lavorando con cluster che eseguono ONTAP 9.
« Sei un amministratore del cluster.
» Sono state configurate la relazione peer del cluster e la relazione peer SVM.
"Configurazione del peering di cluster e SVM"
» Dopo aver aggiornato tutti i nodi del cluster alla stessa versione di ONTAP 9, & necessario attivare la
licenza SnapMirror o SnapVault.
 Si desidera utilizzare i criteri e le pianificazioni di protezione predefiniti e non creare policy personalizzate.
* Non si desidera eseguire il backup dei dati per un singolo file o ripristino del LUN.
+ Si desidera utilizzare le Best practice, non esplorare tutte le opzioni disponibili.
* Non si desidera leggere un sacco di background concettuale.

 Si desidera utilizzare Gestione sistema, non l'interfaccia della riga di comando di ONTAP o uno strumento
di scripting automatico.

 Si desidera utilizzare I'interfaccia classica di Gestione sistema per ONTAP 9.7 e versioni precedenti, non
l'interfaccia utente di Gestione sistema di ONTAP per ONTAP 9.7 e versioni successive.

Se questi presupposti non sono corretti per la situazione o se si desidera ottenere informazioni di base piu
concettuali, si dovrebbe visualizzare la seguente risorsa:

"Report tecnico di NetApp 4183: Best Practice SnapVault"

Altri modi per farlo in ONTAP

Per eseguire queste attivita con... Guarda questo contenuto...

System Manager riprogettato (disponibile con ONTAP "Configurare mirror e vault"
9.7 e versioni successive)

L'interfaccia della riga di comando di ONTAP "Creare una relazione di replica"

Workflow di configurazione del backup di SnapVault

La configurazione di una relazione di backup SnapVault include la verifica della relazione
peer del cluster, la creazione della relazione SnapVault tra i volumi di origine e di


https://docs.netapp.com/it-it/ontap-system-manager-classic/peering/index.html
http://www.netapp.com/us/media/tr-4183.pdf
https://docs.netapp.com/us-en/ontap/task_dp_configure_mirror.html
https://docs.netapp.com/us-en/ontap/data-protection/create-replication-relationship-task.html

destinazione e il monitoraggio della relazione SnapVault.

Verify that the clusters and SVMs are peered.

v

Create the SnapVault relationship.

v

Monitor the SnapVault relationship.

E disponibile ulteriore documentazione per il ripristino dei dati da un volume di destinazione per verificare i dati
di cui € stato eseguito il backup o in caso di perdita del volume di origine.

+ Gestione del ripristino dei volumi con SnapVault

Descrive come ripristinare rapidamente un volume da un backup SnapVault in ONTAP

Verificare la relazione peer del cluster e la relazione peer SVM

Prima di configurare un volume per la protezione dei dati utilizzando la tecnologia
SnapVault, &€ necessario verificare che il cluster di origine e il cluster di destinazione siano
peering e che comunichi tra loro attraverso la relazione peer. E inoltre necessario
verificare che la SVM di origine e la SVM di destinazione siano collegate in peering e che
comunichi tra loro attraverso la relazione peer.

A proposito di questa attivita
E necessario eseguire questa attivita dal cluster source.

Procedura

 Se si utilizza ONTAP 9.3 o versione successiva, attenersi alla seguente procedura per verificare la
relazione peer del cluster e la relazione peer SVM:

a. Fare clic su Configuration > Cluster Peers.

b. Verificare che il cluster peered sia autenticato e disponibile.
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c. Fare clic su Configuration > SVM Peers.

d. Verificare che la SVM di destinazione sia in peering con la SVM di origine.


https://docs.netapp.com/it-it/ontap-system-manager-classic/volume-restore-snapvault/index.html

« Se si utilizza ONTAP 9.2 o versioni precedenti, attenersi alla seguente procedura per verificare la relazione
peer del cluster e la relazione peer SVM:
a. Fare clic sulla scheda configurazioni.
b. Nel riguadro Cluster Details, fare clic su Cluster Peers.

c. Verificare che il cluster peered sia autenticato e disponibile.

0 Awailability’ and "Authentication Status’ information might be stale for up to several minutes.

i Modify Pear Metwork Parameters 3 Delete E Refresh

L]

__._JE Create __LI Meodify Passphrase
Peer Cluster T Availability T Authentication Status T

cluster-1 available ok

d. Fare clic sulla scheda SVM e selezionare la SVM di origine.

e. Nell’area Peer Storage Virtual Machines (macchine virtuali di storage peer), verificare che la SVM di
destinazione sia peer con la SVM di origine.

Se in quest’area non viene visualizzata alcuna SVM con peering, € possibile creare la relazione peer
SVM durante la creazione della relazione SnapVault.

Creazione della relazione SnapVault (ONTAP 9.2 o versione precedente)

Creare una relazione SnapVault (a partire da ONTAP 9.3)

Per creare un backup SnapVault, & necessario creare una relazione SnapVault tra il
volume di origine su un cluster e il volume di destinazione sul cluster peered.

Prima di iniziare
+ E necessario disporre del nome utente e della password dell’amministratore del cluster per il cluster di
destinazione.

* L'aggregato di destinazione deve disporre di spazio disponibile.

A proposito di questa attivita
E necessario eseguire questa attivita dal cluster source.

Fasi
1. Fare clic su Storage > Volumes.

2. Selezionare il volume di cui si desidera eseguire il backup, quindi fare clic su azioni > Protect.

E inoltre possibile selezionare pit volumi di origine e creare relazioni SnapVault con un singolo volume di
destinazione.

3. Nella pagina Volumes: Protect Volumes, fornire le seguenti informazioni:

a. Selezionare Vault dall’elenco a discesa tipo di relazione.

b. Selezionare il cluster di destinazione, la SVM di destinazione e il suffisso per il volume di destinazione.

Solo le SVM in peering e le SVM consentite sono elencate nelle SVM di destinazione.



Il volume di destinazione viene creato automaticamente. Il nome del volume di destinazione & il nome del
volume di origine aggiunto al suffisso.

a.

Fare clic su ==.

Nella finestra di dialogo Opzioni avanzate, verificare che I'opzione criterio di protezione sia
impostata su XDPDefault.

Selezionare il programma di protezione*.
Per impostazione predefinita, il daily pianificazione selezionata.
Verificare che sia selezionato Si per inizializzare la relazione SnapVault.

Tutte le relazioni di protezione dei dati vengono inizializzate per impostazione predefinita.

. Fare clic su Apply (Applica) per salvare le modifiche.
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4. Nella pagina Volumes: Protect Volumes (volumi: Protezione volumi), fare clic su Validate (convalida) per
verificare se i volumi hanno etichette SnapMirror corrispondenti.

5. Fare clic su Salva per creare la relazione SnapVault.

6. Verificare che lo stato della relazione SnapVault sia in Snapmirrored stato.

a. Accedere alla finestra Volumes, quindi selezionare il volume di cui & stato eseguito il backup.

b. Espandere il volume e fare clic su PROTECTION per visualizzare lo stato di protezione dei dati del

volume.
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Creazione della relazione SnapVault (ONTAP 9.2 o versione precedente)

Per creare un backup SnapVault, & necessario creare una relazione SnapVault tra il
volume di origine su un cluster e il volume di destinazione sul cluster peered.

Prima di iniziare

+ E necessario disporre del nome utente e della password dell’amministratore del cluster per il cluster di

destinazione.

» L'aggregato di destinazione deve disporre di spazio disponibile.

A proposito di questa attivita

E necessario eseguire questa attivita dal cluster source.

Fasi

1.

Fare clic su Storage > SVM.

2. Selezionare la SVM, quindi fare clic su SVM Settings (Impostazioni SVM).
3. Fare clic sulla scheda Volumes (volumi).

4.
5

Selezionare il volume di cui si desidera eseguire il backup, quindi fare clic su Protect (protezione).

. Nella finestra di dialogo Crea relazione di protezione, selezionare Vault dall’elenco a discesa tipo di

relazione.

6. Nella sezione Destination Volume (Volume di destinazione), selezionare il cluster peered.

7. Specificare la SVM per il volume di destinazione:

8.

Se SVM e... Quindi...
Con peering Selezionare la SVM in peered dall’elenco.
Non peered a. Selezionare la SVM.

b. Fare clic su Authenticate.

c. Immettere le credenziali del’amministratore del
cluster in peered, quindi fare clic su Create
(Crea).

Creare un nuovo volume di destinazione:

a. Selezionare I'opzione New Volume (nuovo volume).
b. Utilizzare il nome del volume predefinito o immettere un nuovo nome per il volume.

c. Selezionare I'aggregato di destinazione.



d. Assicurarsi che la casella di controllo Enable dedupe (attiva deduplica) sia selezionata.

Destination Yalume

7, Chaster cluzer. >
Storoge Virtuel Machine | vilipeered) Browise 1)
alume & New Volurne © Select Volume
Volume name ﬂﬁreg.:l:e.
svmi_wol_2_vault BERrl Browze
E Enable dedupe T0.13 GE avarable (of 70.14 GE)

9. Nella sezione Dettagli configurazione, selezionare XDPDefault come policy di protezione.

10. Selezionare un programma di protezione dall’elenco dei programmi.

11. Assicurarsi che la casella di controllo Inizializza relazione sia selezionata per trasferire la copia Snapshot
di base, quindi fare clic su Crea

Configuration Details

7) Wault Palicy XOPDefault Browse..| Create Policy
Snnpthor with labely matching daily, weekly

) Schedule = weekly Browse,. | Create Schediie

Every 5un at 0015 am
' None

¥ Invinakize Relatiansh ip

La procedura guidata crea la relazione con la pianificazione e la policy del vault specificate. La relazione
viene inizializzata avviando un trasferimento di base dei dati dal volume di origine al volume di
destinazione.

La sezione Status (Stato) mostra lo stato di ciascun lavoro.



Create Protection Relationship x

Source ¥olume =
Cluster: cluster-1
Storage Virtual Machine:  swm’l
Volume: vol_2 4 Used space 282 KB
Destination ¥Yolume
Cluster: cluster-1
Storage Wirtual Machine:  wsil
Volume: s _wial_2_wault

Configuration Details

Wault Folicy: xOPDefault
Schedule: weekly
Ltatus
Cregte volume o Completed successfully
Enable dedupe v Completed successfully
Create relationship o Completed successfully
Initialize relationship “ Started successfully

=

Ok

12. Verificare che lo stato di relazione della relazione SnapVault sia in Snapmirrored stato.

a. Selezionare il volume dall’elenco Volumes (volumi), quindi fare clic su Data Protection (protezione
dati).

b. Nella scheda in basso Data Protection, verificare che la relazione SnapMirror creata sia elencata e
che lo stato della relazione sia Snapmirrored e il tipo € Vault.

Monitorare la relazione SnapVault

E necessario monitorare periodicamente lo stato delle relazioni SnapVault per assicurarsi
che venga eseguito il backup dei dati sul volume di destinazione in base alla
pianificazione specificata.

A proposito di questa attivita
E necessario eseguire questa attivita dal cluster destination.

Fasi



1. A seconda della versione di System Manager in esecuzione, eseguire una delle seguenti operazioni:

o ONTAP 9.4 o versione precedente: Fare clic su protezione > relazioni.

o A partire da ONTAP 9.5: Fare clic su protezione > Relazioni volume.

2. Selezionare la relazione SnapVault tra i volumi di origine e di destinazione, quindi verificare lo stato nella
scheda Dettagli inferiore.

Vengono visualizzati lo stato di salute della relazione SnapVault, gli eventuali errori di trasferimento e il

ritardo:

° Deve essere visualizzato il campo is healthy Yes.

Per la maggior parte degli errori di trasferimento dei dati, viene visualizzato il campo No. In alcuni casi
di guasto, tuttavia, il campo continua a essere visualizzato Yes. Controllare gli errori di trasferimento
nella sezione Dettagli per assicurarsi che non si siano verificati errori di trasferimento dei dati.

° Deve essere visualizzato il campo Relationship state (Stato relazione) Snapmirrored.

o |l tempo di ritardo non deve superare l'intervallo di pianificazione del trasferimento.

Ad esempio, se la pianificazione del trasferimento & giornaliera, il tempo di ritardo non deve essere
superiore a un giorno.

E necessario risolvere eventuali problemi nelle relazioni SnapVault. Le procedure di troubleshooting

per le relazioni di SnapMirror sono applicabili anche alle relazioni di SnapVault.

"Report tecnico di NetApp 4015: Configurazione e Best practice di SnapMirror per ONTAP 9.1, 9.2"
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http://www.netapp.com/us/media/tr-4015.pdf
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