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Gruppi e policy di failover

Ottieni informazioni sul failover LIF nelle reti ONTAP

Il failover LIF si riferisce alla migrazione automatica di una LIF a una porta di rete diversa
in risposta a un errore di collegamento sulla porta corrente della LIF. Si tratta di un
componente chiave per fornire alta disponibilita per le connessioni alle SVM. La
configurazione del failover LIF comporta la creazione di un gruppo di failover, la modifica
della LIF per I'utilizzo del gruppo di failover e la specifica di una policy di failover.

Un gruppo di failover contiene un set di porte di rete (porte fisiche, VLAN e gruppi di interfacce) da uno o piu
nodi in un cluster. Le porte di rete presenti nel gruppo di failover definiscono le destinazioni di failover
disponibili per LIF. A un gruppo di failover possono essere assegnate le LIF di gestione del cluster, dei nodi,
dell'intercluster e dei dati NAS.

Quando una LIF viene configurata senza una destinazione di failover valida, si verifica

un’interruzione quando la LIF tenta di eseguire il failover. E possibile utilizzare il network
@ interface show -failover comando per verificare la configurazione di failover. Ulteriori

informazioni su network interface show nella "Riferimento al comando ONTAP".

Quando si crea un dominio di broadcast, viene creato automaticamente un gruppo di failover con lo stesso
nome che contiene le stesse porte di rete. Questo gruppo di failover viene gestito automaticamente dal
sistema, il che significa che quando le porte vengono aggiunte o rimosse dal dominio di broadcast, vengono
automaticamente aggiunte o rimosse da questo gruppo di failover. Questo € un’efficienza per gli amministratori
che non desiderano gestire i propri gruppi di failover.

Creare gruppi di failover ONTAP

Si crea un gruppo di failover di porte di rete in modo che una LIF possa migrare
automaticamente a una porta diversa se si verifica un errore di collegamento sulla porta
corrente della LIF. Questo consente al sistema di reindirizzare il traffico di rete ad altre
porte disponibili nel cluster.

A proposito di questa attivita
Si utilizza network interface failover—-groups create percreare il gruppo e aggiungere le porte al
gruppo.
* Le porte aggiunte a un gruppo di failover possono essere porte di rete, VLAN o gruppi di interfacce (ifgrps).
« Tutte le porte aggiunte al gruppo di failover devono appartenere allo stesso dominio di broadcast.
» Una singola porta puo risiedere in piu gruppi di failover.

» Se si dispone di LIF in diverse VLAN o domini di broadcast, &€ necessario configurare i gruppi di failover per
ogni VLAN o dominio di broadcast.

* | gruppi di failover non si applicano negli ambienti SAN iSCSI o FC.

Fase
Creare un gruppo di failover:


https://docs.netapp.com/us-en/ontap-cli/network-interface-show.html

network interface failover-groups create -vserver vserver name -failover-group
failover group name -targets ports 1list

* vserver name E il nome della SVM che pub utilizzare il gruppo di failover.
* failover group name € il nome del gruppo di failover che si desidera creare.

* ports list € 'elenco delle porte che verranno aggiunte al gruppo di failover. Le porte vengono aggiunte
nel formato node_name>:<port_number>, ad esempio node1:e0c.

Il seguente comando crea il gruppo di failover fg3 per SVM vs3 e aggiunge due porte:

network interface failover-groups create -vserver vs3 -failover-group £fg3
-targets clusterl-01l:e0e,clusterl-02:e0e

Al termine
* Ora che il gruppo di failover & stato creato, &€ necessario applicare il gruppo di failover a una LIF.

» L'applicazione di un gruppo di failover che non fornisce una destinazione di failover valida per una LIF
genera un messaggio di avviso.

Se un LIF che non dispone di una destinazione di failover valida tenta di eseguire il failover, potrebbe
verificarsi un’interruzione.

* Ulteriori informazioni su network interface failover-groups create nella "Riferimento al
comando ONTAP".

Configurazione delle impostazioni di failover di ONTAP in
una LIF

E possibile configurare una LIF per il failover su un gruppo specifico di porte di rete
applicando una policy di failover e un gruppo di failover alla LIF. E anche possibile
disattivare il failover di una LIF su un’altra porta.

A proposito di questa attivita

* Quando viene creato un LIF, il failover LIF viene attivato per impostazione predefinita e I'elenco delle porte
di destinazione disponibili viene determinato dal gruppo di failover predefinito e dalla policy di failover
basata sul tipo LIF e sulla policy di servizio.

A partire da 9.5, & possibile specificare una politica di servizio per la LIF che definisce quali servizi di rete
possono utilizzare la LIF. Alcuni servizi di rete impongono restrizioni di failover su una LIF.

@ Se la policy di servizio di una LIF viene modificata in modo da limitare ulteriormente il
failover, la policy di failover della LIF viene aggiornata automaticamente dal sistema.

« E possibile modificare il comportamento di failover dei LIF specificando i valori per i parametri -failover
-group e -failover-policy nel comando di modifica dell'interfaccia di rete.

» La modifica di una LIF che non ha una destinazione di failover valida per la LIF genera un messaggio di
avviso.

Se un LIF che non dispone di una destinazione di failover valida tenta di eseguire il failover, potrebbe


https://docs.netapp.com/us-en/ontap-cli/network-interface-failover-groups-create.html
https://docs.netapp.com/us-en/ontap-cli/network-interface-failover-groups-create.html

verificarsi un’interruzione.

* A partire da ONTAP 9.11.1, sulle piattaforme ASA (All-Flash SAN Array), il failover LIF iSCSI viene abilitato
automaticamente alle LIF iSCSI appena create sulle macchine virtuali storage appena create.

Inoltre, € possibile "Abilitazione manuale del failover iISCSI LIF su LIF iSCSI pre-esistenti”, Ovvero le LIF
create prima dell’aggiornamento a ONTAP 9.11.1 o versioni successive.

» L’elenco seguente descrive come I'impostazione -failover-policy influenza le porte di destinazione
selezionate dal gruppo di failover:

(D Per il failover LIF iSCSI, solo le policy di failover 1ocal-only, sfo-partner-only €.
disabled sono supportati.

* broadcast-domain-wide si applica a tutte le porte su tutti i nodi del gruppo di failover.

* system-defined Si applica solo a quelle porte sul nodo home di LIF e a un altro nodo del cluster, in
genere un partner non SFO, se esistente.

* local-only Siapplica solo a quelle porte sul nodo home di LIF.
* sfo-partner-only Siapplica solo a quelle porte sul nodo principale della LIF e al suo partner SFO.
* disabled Indica che la LIF non & configurata per il failover.

Fasi
Configurare le impostazioni di failover per un’interfaccia esistente:

network interface modify -vserver <vserver name> -1if <lif name> -failover

-policy <failover policy> -failover-group <failover group>

Esempi di configurazione delle impostazioni di failover e disattivazione del failover

Il seguente comando imposta il criterio di failover su broadcast-domain-wide e utilizza le porte del gruppo di
failover fg3 come destinazioni di failover per i dati LIF 1 su SVM vs3:

network interface modify -vserver vs3 -1if datal -failover-policy
broadcast-domain-wide -failover-group £fg3

network interface show -vserver vs3 -1lif * —-fields failover-

group, failover-policy

vserver 1if failover-policy failover-group

vs3 datal broadcast-domain-wide £g3

Il seguente comando disattiva il failover per LIF data1 su SVM vs3:


https://docs.netapp.com/it-it/ontap/san-admin/asa-iscsi-lif-fo-task.html

network interface modify -vserver vs3 -1if datal -failover-policy disabled

Informazioni correlate

* "interfaccia di rete"

Comandi ONTAP per la gestione di gruppi e policy di
failover

E possibile utilizzare network interface failover-groups comandi per gestire i
gruppi di failover. Si utilizza network interface modify Comando per gestire i
gruppi di failover e le policy di failover applicate a una LIF.

Se si desidera... Utilizzare questo comando...

Aggiungere porte di rete a un gruppo di failover network interface failover-groups add-
targets

Rimuovere le porte di rete da un gruppo di failover network interface failover-groups

remove-targets

Modificare le porte di rete in un gruppo di failover network interface failover-groups
modify

Visualizza i gruppi di failover correnti network interface failover-groups show

Configurare il failover su una LIF network interface modify -failover

-group -failover-policy

Visualizzare il gruppo di failover e la policy di failover network interface show -fields

utilizzati da ciascun LIF failover-group, failover-policy

Rinominare un gruppo di failover network interface failover-groups
rename

Eliminare un gruppo di failover network interface failover—-groups
delete

La modifica di un gruppo di failover in modo che non fornisca una destinazione di failover valida
per qualsiasi LIF nel cluster pud causare un’interruzione quando un LIF tenta di eseguire il
failover.

Informazioni correlate

* "interfaccia di rete"


https://docs.netapp.com/us-en/ontap-cli/search.html?q=network+interface
https://docs.netapp.com/us-en/ontap-cli/search.html?q=network+interface
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