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Inizia subito

Workflow per iniziare

Per iniziare a utilizzare SaaS Backup per Microsoft 365, è necessario effettuare le
seguenti operazioni:

1. Decidi se utilizzare lo storage Amazon S3 o Azure Blob fornito da SaaS Backup.

"Tipi di storage utilizzabili con SaaS Backup".

2. "Creare un account di servizio MS Office con autorizzazioni globali".

3. Se necessario, "Configurare l’impersonazione per Microsoft Exchange Online".

4. "Iscriviti a SaaS Backup per Microsoft 365" Utilizzando l’account Microsoft 365 o l’account SSO di NetApp.

5. "Pianifica il primo backup"

6. "Facoltativo: Eseguire immediatamente il backup dei dati"
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Creare un nuovo account di servizio Microsoft 365

Quando si crea un nuovo account Microsoft 365, questo deve disporre di autorizzazioni di
amministrazione globale con una licenza valida e assegnata a Microsoft Office 365.

Non si tratta dell’unico account di servizio utilizzato per gestire SaaS Backup per Microsoft 365. La seguente
immagine mostra i diversi tipi di account di servizio con le descrizioni riportate di seguito.

Descrizione dell’account di servizio

 L’account utilizzato per iscriversi a SaaS Backup; durante la registrazione, richiede autorizzazioni di
amministrazione globali con una licenza Microsoft 365 valida. Può essere utilizzato per le operazioni di backup

e ripristino.  Viene creato automaticamente un account di servizio zzzCCconfigacct per rilevare i gruppi
Microsoft 365. Quando l’autenticazione moderna è attivata, non si dispone di un account del servizio di

configurazione ZZZ.  È possibile aggiungere un account di servizio aggiuntivo per migliorare le
prestazioni delle operazioni di backup e ripristino.

Creare un nuovo account di servizio MS 365 con autorizzazioni di amministratore
globale

Durante la registrazione, creare un account con autorizzazioni globali e una licenza Microsoft 365 valida. Una
volta completata la registrazione, è possibile rimuovere le autorizzazioni di amministrazione globale e la
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licenza da questo account.

Fasi

1. Accedere al portale di gestione Microsoft 365 utilizzando un account con privilegi di amministratore.

2. Fare clic su utenti.

3. Selezionare utenti attivi, quindi fare clic su Aggiungi utente.

4. Inserire i dettagli del nuovo account di servizio.

◦ Nome

◦ Cognome

◦ Nome visualizzato

◦ User name (Nome utente): Il nome dell’account del servizio.

5. Espandere ruoli, selezionare Amministratore globale come ruolo, quindi fare clic su Aggiungi.
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I dettagli dell’account di servizio vengono inviati
all’amministratore.

6. Accedere al Microsoft 365 Management Portal con il nuovo account per attivarlo.

7. Dopo la registrazione, assicurarsi che l’account del servizio mantenga tre autorizzazioni:

◦ Amministratore di Exchange

◦ SharePoint Administrator

◦ Ruolo di impersonazione dell’applicazione

Ciò è particolarmente importante se si limitano le singole licenze per il ruolo di amministratore globale.

Account del servizio di configurazione ZZZ

L’account del servizio di configurazione ZZZ è un account creato automaticamente utilizzato per il rilevamento
di cassette postali condivise/di archiviazione e gruppi privati se si utilizza l’autenticazione di base. Deve
disporre delle autorizzazioni Exchange e SharePoint (amministratore personalizzato in M365). Si consiglia di
escludere questo account dalle policy MFA. Per evitare errori di rilevamento o backup, lasciare l’account così
com’è.

Se si attiva l’autenticazione moderna, l’account del servizio di configurazione ZZZ viene rimosso.

I nuovi clienti non dispongono di un account del servizio di configurazione ZZZ.

Creare account di servizio aggiuntivi

Gli account di servizio possono essere aggiunti in SaaS Backup per Microsoft 365 per migliorare le prestazioni
di backup per un cliente. Un account di servizio è un account utente Microsoft 365 senza licenza, utilizzato per
le operazioni di backup e ripristino.

Questo tipo di account richiede 3 autorizzazioni:
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• Amministratore di Exchange

• Amministratore di SharePoint

• Ruolo di rappresentazione dell’applicazione

Per aggiungere un account di servizio aggiuntivo, l’account di servizio deve già esistere nell’ambiente
Microsoft 365. Se non si dispone di un account esistente, crearne uno.

Per ottimizzare le performance, si consiglia di aggiungere 1 account di servizio ogni 1000 utenti
in Office 365.

Fasi

1. Accedere a SaaS Backup per Microsoft 365.

2.

Fare clic su .

3. Fare clic su Service Settings (Impostazioni servizio).

4.

Per aggiungere un account di servizio, fare clic su  Sotto Gestisci account di servizio.

Viene visualizzato un messaggio di conferma.
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5. Fare clic su Conferma.

6. Nella pagina di accesso a Microsoft 365, fornire le credenziali dell’account di servizio sopra indicato per
aggiungerlo a SaaS Backup.

Configurare l’impersonazione per Microsoft Exchange
Online

Se si intende utilizzare SaaS Backup con Microsoft Exchange Online, è necessario
configurare la rappresentazione. La rappresentazione consente all’account di servizio
Microsoft 365 di rappresentare gli account utente e accedere alle autorizzazioni
associate.

Configurare automaticamente la rappresentazione

Per configurare automaticamente la rappresentazione, eseguire "Comandi di MSDN PowerShell".

Configurare manualmente la rappresentazione

È possibile configurare manualmente la rappresentazione con l’account amministratore di Microsoft 365 e con
gli account di servizio Microsoft 365 aggiunti in SaaS Backup. Per ulteriori informazioni sugli account di
servizio Microsoft 365, visitare il sito Web all’indirizzo "Creazione di un account di servizio Microsoft 365 con
autorizzazioni globali."

Per configurare manualmente la rappresentazione, procedere come segue:

Fasi

1. Accedere all’account di servizio Microsoft 365.

2. Selezionare la scheda Exchange.

3. A sinistra, sotto Dashboard, selezionare Permissions.

4. Fare clic su ruoli amministratore.

5. Fare doppio clic nel riquadro di destra per selezionare Gestione rilevamento.

6. In ruoli, fare clic sul simbolo +.
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7. Selezionare ApplicationImpersonation dal menu a discesa.

8. Fare clic su Aggiungi.

9. Fare clic su OK.

10. Verificare che ApplicationImpersonation sia stato aggiunto in ruoli.

11. Nella sezione membri, fare clic sul simbolo +.

Viene visualizzata una
nuova finestra

12. Scegliere il nome utente.
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13. Fare clic su Aggiungi.

14. Fare clic su OK.

15. Verificare che il nome utente sia visualizzato nella sezione membri.

16. Fare clic su Save (Salva).

Iscriviti a SaaS Backup per Microsoft 365

Puoi iscriverti a SaaS Backup per Microsoft 365 con il tuo account di servizio Microsoft
365 o con il tuo account NetApp SSO.

Registrati con un account di servizio Microsoft 365

Fasi

1. Immettere l’URL SaaS Backup per Microsoft 365 nel browser Web:https://saasbackup.netapp.com[]

2. Selezionare la propria regione. Il tenancy viene creato nella regione selezionata. I dati verranno
memorizzati in tale posizione del data center e non potranno essere modificati in un secondo momento.

3. Fai clic su Registrati nella parte inferiore della landing page.

4. Accettare il Contratto di licenza con l’utente finale.

5. Fare clic su Registrati con Office 365.

6. Immettere l’indirizzo e-mail e la password per l’account del servizio di amministrazione globale Microsoft
365, quindi fare clic su Accedi. Viene visualizzato un elenco delle autorizzazioni richieste da SaaS Backup
per Microsoft 365.

7. Fare clic su Accept (Accetta).

8. Inserire le informazioni utente richieste.

9. Fare clic su Registrati. Viene visualizzato il nome utente e l’elenco delle autorizzazioni assegnate a SaaS
Backup per Microsoft 365.

10. Fare clic su Avanti. Viene visualizzato un elenco dei servizi Microsoft 365 disponibili.

11. Selezionare i servizi Microsoft 365 che si desidera attivare.

12. Fare clic su Avanti.

13. Se la licenza è stata acquistata tramite NetApp, i tipi di abbonamento vengono visualizzati facendo clic su
"qui" per ulteriori passaggi.

14. Se la licenza è stata acquistata tramite Cloud Marketplace, ad esempio AWS, vengono visualizzate le
informazioni sulla licenza. Fare clic su "qui" per ulteriori passaggi.

Registrati con un account SSO di NetApp

Prima di iniziare

Per convalidare l’abbonamento, è necessario disporre di un ID utente e di una password SSO NetApp. Se non
si dispone di un account NetApp SSO, visitare il sito Web all’indirizzo https://mysupport.netapp.com/eservice/
public/now.do per registrarti. Una volta elaborata la richiesta, riceverai una notifica via email contenente le tue
credenziali SSO di NetApp. L’elaborazione della richiesta e l’invio dell’e-mail di notifica richiedono circa 24 ore.

Fasi

1. Immettere l’URL SaaS Backup per Microsoft 365 nel browser Web:https://saasbackup.netapp.com[]
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2. Fare clic su Sign up (Registrati) nella parte inferiore della landing page.

3. Accettare il Contratto di licenza con l’utente finale.

4.
Fare clic su Registrati con NetApp SSO.

5. Immettere il proprio SSO e la password NetApp, quindi fare clic su LOGIN.

6. Inserire le informazioni utente richieste, quindi fare clic su Registrati.

7.
Fare clic su servizi  icona.

8.

Fare clic su Microsoft 365  Per selezionare il servizio SaaS.

9. Fare clic su Aggiungi account Microsoft Office 365.

10. Immettere l’indirizzo e-mail e la password per l’account del servizio di amministrazione globale Microsoft
365, quindi fare clic su Accedi. Viene visualizzato un elenco delle autorizzazioni richieste da SaaS Backup
per Microsoft 365.

11. Fare clic su Accept (Accetta).

12. Fare clic su Avanti. Viene visualizzato un elenco dei servizi Microsoft 365 disponibili.

13. Selezionare i servizi Microsoft 365 che si desidera attivare.

14. Fare clic su Avanti.

15. Selezionare concesso in licenza per il tipo di abbonamento.

16. Inserire le informazioni richieste, quindi convalidare l’abbonamento.

17. Fare clic su Avanti.

18. Selezionare l’opzione di storage di backup.

a. Fare clic su SaaS Backup provided Storage.

b. Selezionare l’opzione di storage Amazon S3 o Azure Blob.

c. Selezionare l’area AWS S3 o Azure Blob per il backup. Selezionare la regione più vicina alla posizione
fisica dei dati di cui si esegue il backup.

d. Fare clic su Avanti.

e. Rivedere la configurazione, quindi fare clic su Save (Salva).

Pianifica il primo backup

Quando si imposta SaaS Backup per Microsoft 365, per impostazione predefinita, i dati
non sono protetti. È necessario spostare i dati dal Tier non protetto a uno dei Tier protetti
in modo che il backup dei dati venga eseguito durante il successivo backup pianificato
del Tier selezionato.

Fasi

1. Dalla dashboard, selezionare il servizio contenente i dati non protetti.

2. Fare clic su view (Visualizza) accanto al numero di caselle postali, siti, siti o gruppi non protetti.

3. Selezionare gli elementi che si desidera proteggere.

4.

Fare clic sul menu gruppi.

10



5. Selezionare il Tier del criterio di backup che si desidera assegnare. Vedere "Policy di backup" per una
descrizione dei livelli dei criteri di backup.

6. Fare clic su Apply (Applica).

Eseguire un backup immediato di una policy di backup
specifica

Quando si imposta SaaS Backup per Microsoft 365, per impostazione predefinita, tutti i
dati non sono protetti. Dopo aver spostato i dati in un Tier protetto, è possibile eseguire
un backup immediato del Tier in cui sono stati spostati i dati. In questo modo si evita che i
dati siano a rischio fino al primo backup pianificato. Se è possibile attendere il primo
backup pianificato, non è necessario eseguire un backup immediato.

È possibile eseguire un backup immediato in qualsiasi momento si ritenga necessario per la protezione dei
dati. Se si utilizza una versione di prova di SaaS Backup per Microsoft 365, è possibile eseguire solo tre
backup immediati al giorno per servizio.

Fasi

1. Dalla dashboard, selezionare il servizio per il quale si desidera eseguire un backup immediato.

2. In Backup Policies (Criteri di backup), fare clic sul Tier di cui si desidera eseguire il backup.

3. Fare clic su Backup Now (Backup ora)

Viene visualizzato un messaggio che indica che i servizi nel Tier selezionato verranno inseriti nella coda
dei processi per il backup immediato.

4. Fare clic su Conferma. Viene visualizzato un messaggio che indica che il processo di backup è stato
creato.

5. Fare clic su View the job progress (Visualizza avanzamento processo) per monitorare l’avanzamento del
backup.

Eliminazione dei dati

Se non rinnovi la versione con licenza di SaaS Backup per Microsoft 365, i dati utilizzati
durante l’abbonamento vengono cancellati come segue:

Se il tuo abbonamento SaaS

Backup a pagamento è…

Numero di giorni dopo la fine

dell’abbonamento a pagamento

I tuoi dati sono…

Scaduto 1-30 giorni Disponibile: L’amministratore
dispone di un accesso normale ed
è in grado di eseguire backup e
ripristini manuali. SaaS Backup
continua a visualizzare avvisi e a
inviare notifiche.
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Se il tuo abbonamento SaaS

Backup a pagamento è…

Numero di giorni dopo la fine

dell’abbonamento a pagamento

I tuoi dati sono…

Disattivato 31-60 giorni Disattivato: L’amministratore non ha
accesso al portale SaaS Backup.
Se l’abbonamento viene rinnovato
durante questo periodo, i dati
possono essere riattivati.

Deprovisioning 61 o più giorni Cancellato: Tutti i dati vengono
cancellati e l’account tenant viene
rimosso.
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