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Permessi

Aggiungere ulteriori account di servizio

Se necessario, € possibile aggiungere ulteriori account di servizio per migliorare le
prestazioni di backup. Gli account di servizio vengono utilizzati per eseguire backup
simultanei in modo efficiente.

Fasi
1. Accedere a Microsoft 365 Management Portal utilizzando un account con privilegi di amministratore.

2. Fare clic sull'icona di avvio dell’applicazione, quindi fare clic su Admin.
3. Asinistra, fare clic su utenti, quindi su utenti attivi.
4. Fare clic su Add a User (Aggiungi un utente) per creare un nuovo account.
5. Compila il modulo seguendo le istruzioni riportate di seguito.
o Utilizzare Lasciami creare la password.
o Deselezionare I'opzione Make this user change loro password when first sign in.
o Selezionare il ruolo Customized Administrator.
o Selezionare Exchange Administrator e SharePoint Administrator.
o Selezionare Crea utente senza licenza prodotto.

6. Per eseguire i backup di Exchange con gli account di servizio appena creati, assegnare i diritti di
rappresentazione di Exchange a questi account di servizio appena creati."Configurazione delle
rappresentazioni"

@ Il backup SaaS assegna automaticamente le autorizzazioni su OneDrive e sui siti SharePoint, in
modo che non sia necessario assegnarle.

@ E possibile attivare I'autorizzazione a pit fattori (MFA) su questo account.

Sincronizzare le autorizzazioni utente con Azure Active
Directory

Puoi sincronizzare manualmente le tue autorizzazioni utente con Azure Active Directory
da SaaS Backup per Microsoft 365.

Fasi

" Fare clicsu &’ SERVICES| 4 riquadro di navigazione di sinistra.

2. Fare clic sul collegamento Microsoft 365.
I:] Microsoft Office 365 >

3. Fare clic su riscopri permessi.


task_configuring_impersonation.html
task_configuring_impersonation.html

Se vengono rilevate le autorizzazioni per un servizio, il servizio viene visualizzato con I'opzione attiva.

Concedere le autorizzazioni per abilitare le cassette postali
condivise

E possibile concedere le autorizzazioni per abilitare le caselle di posta condivise
all'interno di NetApp SaaS Backup per Microsoft 365.

Fasi

2.

Fare clic su &2’ SERVICES] 4 riquadro di navigazione di sinistra.

Fare clic sul collegamento Microsoft 365.

I:] Microsoft Office 365 >

. Fare clic su Grant acconsentire.

A

COMNSENT

Si viene reindirizzati alla pagina di autorizzazione di Azure per 'autenticazione.

. Selezionare I'account tenant.

. Accettare le autorizzazioni. Le caselle di posta condivise verranno rilevate durante la successiva

sincronizzazione automatica pianificata oppure € possibile eseguire una sincronizzazione ora. Se si
esegue la sincronizzazione ora*, il rilevamento delle caselle di posta condivise richiede alcuni minuti.

. Per accedere alle caselle di posta condivise dopo una sincronizzazione automatica o una

sincronizzazione ora, procedere come segue:

a. £ . . L o
Fare clic su ‘& SERVICES| 4 riquadro di navigazione di sinistra.

b. Fare clic su Microsoft Exchange Online.

c. Fare clic sul numero di mailbox non protette.

d. Fare clic sulla scheda Shared.
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