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Gestire il plug-in SnapCenter per l’appliance
VMware vSphere

Riavviare il servizio client VMware vSphere

Se il client VMware vSphere di SnapCenter inizia a comportarsi in modo errato, potrebbe
essere necessario cancellare la cache del browser. Se il problema persiste, riavviare il
servizio del client Web.

Riavviare il servizio client VMware vSphere in un vCenter Linux

Prima di iniziare

È necessario eseguire vCenter 7.0U1 o versione successiva.

Fasi

1. Utilizzare SSH per accedere a vCenter Server Appliance come root.

2. Per accedere a Appliance Shell o BASH Shell, utilizzare il seguente comando:

shell

3. Arrestare il servizio client Web utilizzando il seguente comando HTML5:

service-control --stop vsphere-ui

4. Eliminare tutti i pacchetti HTML5 scvm obsoleti su vCenter utilizzando il seguente comando shell:

etc/vmware/vsphere-ui/vc-packages/vsphere-client-serenity/

rm -rf com.netapp.scv.client-<version_number>

Non rimuovere i pacchetti VASA o vCenter 7.x e versioni successive.

5. Avviare il servizio client Web utilizzando il seguente comando HTML5:

service-control --start vsphere-ui

Accedere alla console di manutenzione

È possibile gestire le configurazioni di applicazioni, sistemi e reti utilizzando la console di
manutenzione per il plug-in SnapCenter per VMware vSphere. È possibile modificare la
password dell’amministratore, la password di manutenzione, generare pacchetti di
supporto e avviare la diagnostica remota.

Prima di iniziare

Prima di arrestare e riavviare il servizio plug-in SnapCenter per VMware vSphere, è necessario sospendere
tutte le pianificazioni.
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A proposito di questa attività

• Nel plug-in SnapCenter per VMware vSphere 4.6P1, è necessario specificare una password al momento
della prima installazione del plug-in SnapCenter per VMware vSphere. Se si esegue l’aggiornamento dalla
versione 4.6 o precedente alla versione 4.6P1 o successiva, viene accettata la password predefinita
precedente.

• Durante l’attivazione della diagnostica remota, è necessario impostare una password per l’utente "DIAG".

Per ottenere l’autorizzazione dell’utente root per eseguire il comando, utilizzare sudo <command>.

Fasi

1. Dal client VMware vSphere, selezionare la VM in cui si trova il plug-in SnapCenter per VMware vSphere.

2. Nella scheda Riepilogo dell’appliance virtuale, selezionare Avvia console remota per aprire una finestra
della console di manutenzione.

Accedere utilizzando il nome utente predefinito della console di manutenzione maint e la password
impostata al momento dell’installazione.

3. È possibile eseguire le seguenti operazioni:

◦ Opzione 1: Configurazione dell’applicazione

Visualizzare un riepilogo del plug-in SnapCenter per VMware vSphere avviare o arrestare il plug-in
SnapCenter per il servizio VMware vSphere modificare il nome utente o la password di login per il plug-
in SnapCenter per VMware vSphere modificare la password MySQL Backup e ripristino MySQL,
configurare ed elencare i backup MySQL

◦ Opzione 2: Configurazione del sistema

Riavviare la macchina virtuale
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Arrestare la macchina virtuale
Modificare la password utente "maint"
Modificare il fuso orario
Modificare il server NTP
Abilitare l’accesso SSH
Aumentare la dimensione del disco jail (/jail)
Eseguire l’upgrade
Installare VMware Tools
Genera token MFA

MFA è sempre attivato, non è possibile disattivare MFA.

◦ Opzione 3: Configurazione di rete

Visualizzare o modificare le impostazioni dell’indirizzo IP visualizzare o modificare le impostazioni di
ricerca dei nomi di dominio visualizzare o modificare i percorsi statici commit changes Ping a host

◦ Opzione 4: Supporto e diagnostica

Genera bundle di supporto Access Diagnostic shell attiva l’accesso di diagnostica remota genera
bundle di dump core

Modificare la password del plug-in SnapCenter per VMware
vSphere dalla console di manutenzione

Se non si conosce la password di amministrazione per l’interfaccia utente di gestione
SnapCenter Plug-in for VMware vSphere , è possibile impostare una nuova password
dalla console di manutenzione.

Prima di iniziare

Prima di interrompere e riavviare il servizio del plug-in SnapCenter per VMware vSphere, è necessario
sospendere tutte le pianificazioni.

A proposito di questa attività

Per informazioni sull’accesso e l’accesso alla console di manutenzione, fare riferimento alla "Accedere alla
console di manutenzione".

Fasi

1. Dal client VMware vSphere, selezionare la VM in cui si trova il plug-in SnapCenter per VMware vSphere.

2. Nella scheda Riepilogo dell’appliance virtuale, selezionare Avvia console remota per aprire una finestra
della console di manutenzione, quindi eseguire l’accesso.

Per informazioni sull’accesso e l’accesso alla console di manutenzione, fare riferimento alla "Accedere alla
console di manutenzione".
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3. Immettere "1" per Application Configuration (Configurazione applicazione).

4. Immettere "4" per modificare nome utente o password.

5. Inserire la nuova password.

Il servizio dell’appliance virtuale VMware di SnapCenter viene arrestato e riavviato.

Creare e importare certificati

Il plug-in SnapCenter per VMware vSphere utilizza la crittografia SSL per comunicazioni
sicure con il browser client. Anche se ciò consente di abilitare i dati crittografati attraverso
il cavo, creando un nuovo certificato autofirmato o utilizzando la propria infrastruttura di
autorità di certificazione (CA) o una CA di terze parti, garantisce che il certificato sia unico
per l’ambiente in uso.

Per ulteriori informazioni, fare riferimento "Articolo della Knowledge base: Come creare e/o importare un
certificato SSL nel plug-in SnapCenter per VMware vSphere" a.

Annullare la registrazione del plug-in SnapCenter per
VMware vSphere da vCenter

Se si interrompe il servizio plug-in SnapCenter per VMware vSphere in un vCenter in
modalità collegata, i gruppi di risorse non sono disponibili in tutti i vCenter collegati,
anche quando il servizio plug-in SnapCenter per VMware vSphere è in esecuzione negli
altri vCenter collegati.

È necessario annullare la registrazione manuale del plug-in SnapCenter per le estensioni di VMware vSphere.

Fasi
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1. Sul vCenter collegato che ha arrestato il servizio SnapCenter Plug-in per VMware vSphere, accedere al
gestore MOB (Managed Object Reference).

2. Nell’opzione Proprietà, selezionare content nella colonna valore, quindi nella schermata successiva
selezionare ExtensionManager nella colonna valore per visualizzare un elenco degli interni registrati.

3. Annullare la registrazione delle estensioni com.netapp.scv.client e. com.netapp.aegis.

Disattivare e attivare il plug-in SnapCenter per VMware
vSphere

Se le funzionalità di data Protection di SnapCenter non sono più necessarie, è
necessario modificare la configurazione del plug-in SnapCenter per VMware vSphere. Ad
esempio, se il plug-in è stato implementato in un ambiente di test, potrebbe essere
necessario disattivare le funzionalità di SnapCenter in tale ambiente e attivarle in un
ambiente di produzione.

Prima di iniziare

• È necessario disporre dei privilegi di amministratore.

• Assicurarsi che non siano in esecuzione processi SnapCenter.

A proposito di questa attività

Quando si disattiva il plug-in SnapCenter per VMware vSphere, tutti i gruppi di risorse vengono sospesi e il
plug-in non viene registrato come estensione in vCenter.

Quando si attiva il plug-in SnapCenter per VMware vSphere, il plug-in viene registrato come estensione in
vCenter, tutti i gruppi di risorse sono in modalità di produzione e tutte le pianificazioni sono abilitate.

Fasi

1. Opzionale: Eseguire il backup del plug-in SnapCenter per l’archivio MySQL di VMware vSphere nel caso si
desideri ripristinarlo su una nuova appliance virtuale.

"Eseguire il backup del plug-in SnapCenter per il database VMware vSphere MySQL".

2. Accedi all’interfaccia utente di gestione SnapCenter Plug-in for VMware vSphere utilizzando il formato
https://<OVA-IP-address>:8080 . Accedi con il nome utente e la password di amministratore
impostati al momento della distribuzione e con il token MFA generato tramite la console di manutenzione.

Quando si implementa il plug-in, viene visualizzato l’indirizzo IP del plug-in SnapCenter per VMware
vSphere.

3. Selezionare Configurazione nel riquadro di spostamento di sinistra, quindi deselezionare l’opzione
Servizio nella sezione Dettagli plug-in per disattivare il plug-in.

4. Confermare la scelta.

◦ Se hai utilizzato il plug-in SnapCenter per VMware vSphere solo per eseguire backup coerenti delle
VM

Il plug-in è disattivato e non sono necessarie ulteriori azioni.

◦ Se hai utilizzato il plug-in SnapCenter per VMware vSphere per eseguire backup coerenti con
l’applicazione
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Il plug-in è disattivato ed è necessaria un’ulteriore pulizia.

i. Accedere a VMware vSphere.

ii. Spegnere la macchina virtuale.

iii. Nella schermata di navigazione a sinistra, fare clic con il pulsante destro del mouse sull’istanza del
plug-in SnapCenter per VMware vSphere (il nome del .ova file utilizzato al momento della
distribuzione dell’appliance virtuale) e selezionare Elimina da disco.

iv. Accedere a SnapCenter e rimuovere l’host vSphere.

Rimuovere il plug-in SnapCenter per VMware vSphere

Se non hai più bisogno di utilizzare le funzionalità di data Protection di SnapCenter, devi
disabilitare il plug-in SnapCenter per VMware vSphere per annullare la registrazione da
vCenter, quindi rimuovere il plug-in SnapCenter per VMware vSphere da vCenter e poi
eliminare manualmente i file rimanenti.

Prima di iniziare

• È necessario disporre dei privilegi di amministratore.

• Assicurarsi che non siano in esecuzione processi SnapCenter.

Fasi

1. Accedi all’interfaccia utente di gestione SnapCenter Plug-in for VMware vSphere utilizzando il formato
https://<OVA-IP-address>:8080 .

Quando si implementa il plug-in, viene visualizzato l’indirizzo IP del plug-in SnapCenter per VMware
vSphere.

2. Selezionare Configurazione nel riquadro di spostamento di sinistra, quindi deselezionare l’opzione
Servizio nella sezione Dettagli plug-in per disattivare il plug-in.

3. Accedere a VMware vSphere.

4. Nella schermata di navigazione a sinistra, fare clic con il pulsante destro del mouse sull’istanza del plug-in
SnapCenter per VMware vSphere (il nome del .tar file utilizzato al momento della distribuzione
dell’appliance virtuale) e selezionare Elimina da disco.

5. Se è stato utilizzato il plug-in SnapCenter per VMware vSphere per supportare altri plug-in SnapCenter per
backup coerenti con l’applicazione, effettuare l’accesso a SnapCenter e rimuovere l’host vSphere.

Al termine

L’appliance virtuale è ancora implementata, ma il plug-in SnapCenter per VMware vSphere viene rimosso.

Dopo aver rimosso la macchina virtuale host per il plug-in SnapCenter per VMware vSphere, il plug-in
potrebbe rimanere elencato in vCenter fino a quando la cache vCenter locale non viene aggiornata. Tuttavia,
poiché il plug-in è stato rimosso, non è possibile eseguire operazioni SnapCenter vSphere su tale host. Se si
desidera aggiornare la cache vCenter locale, assicurarsi innanzitutto che l’appliance sia in stato Disabilitato
nella pagina di configurazione del plug-in SnapCenter per VMware vSphere, quindi riavviare il servizio client
web vCenter.
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