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Componenti VSS

È possibile utilizzare Microsoft Windows Server Volume Shadow Copy Service (VSS) per
coordinare server di dati, applicazioni di backup e software di gestione dello storage per
supportare la creazione e la gestione di backup coerenti.

VSS coordina le operazioni di backup e ripristino basate su copia Snapshot e include i seguenti componenti:

• Richiedente VSS

Il richiedente VSS è un’applicazione di backup, ad esempio SnapManager per Hyper-V o NTBackup. Avvia
le operazioni di backup e ripristino del VSS. Il richiedente specifica anche gli attributi di copia Snapshot per
i backup che avvia.

• Writer VSS

Il writer VSS possiede e gestisce i dati da acquisire nella copia Snapshot. Microsoft Hyper-V VSS Writer è
un esempio di writer VSS.

• Provider VSS

Il provider VSS è responsabile della creazione e della gestione della copia Snapshot. Un provider può
essere un provider di hardware o un provider di software:

◦ Un provider di hardware integra le funzionalità di copia Snapshot e cloning specifiche degli array di
storage nel framework VSS.

Il provider hardware VSS di ONTAP integra il servizio SnapDrive e i sistemi storage che eseguono
Data ONTAP nel framework VSS.

Il provider hardware VSS di ONTAP viene installato automaticamente durante l’installazione
del software SnapDrive.

◦ Un provider di software implementa la funzionalità di copia o clonazione Snapshot nel software in
esecuzione sul sistema Windows.

Per garantire il corretto funzionamento del provider hardware VSS di ONTAP, non
utilizzare il provider software VSS su LUN Data ONTAP. Se si utilizza il provider software
VSS per creare copie Snapshot su un LUN Data ONTAP, non è possibile eliminare tale
LUN utilizzando il provider hardware VSS.

CSV 2.0 in Windows Server 2012 e versioni successive

Windows Server 2012 e versioni successive offrono nuove funzionalità per Cluster
Shared Volume (CSV) 2.0 che includono un nuovo file system, modifiche al writer CSV,
modifiche alla copia shadow CSV e miglioramenti al backup CSV.

Windows Server 2012 e versioni successive includono le seguenti modifiche al file CSV 2.0:

• Il file system CSV (CSVFS) è disponibile su tutti i nodi del cluster come nuovo file system distribuito.
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• Il writer CSV serve i metadati a livello di volume e componente dal nodo non richiedente per i volumi CSV
e agisce come proxy includendo i writer Hyper-V dal nodo remoto per la sessione di backup.

• Il provider di copie shadow CSV agisce come provider software predefinito per i volumi CSV e coordina il
congelamento VSS e lo scongelamento VSS in tutti i nodi del cluster per garantire la coerenza delle
applicazioni e del crash.

Il provider di copie shadow CSV garantisce che un volume CSV Snapshot sia scrivibile sul nodo
richiedente.

• CSV ora supporta un volume Snapshot coerente con l’applicazione in tutti i CSV per più macchine virtuali.

Il volume CSV del volume Snapshot viene esposto a tutti i nodi proprietari della macchina virtuale per
eseguire la procedura di overing automatico.

CSV passa alla modalità i/o reindirizzata solo durante la creazione di Snapshot e non durante il backup.

Supporto SMB 3.0 per macchine virtuali Hyper-V in
Windows Server 2012

Microsoft ha migliorato l’infrastruttura VSS per supportare backup coerenti con
l’applicazione delle macchine virtuali Hyper-V in esecuzione su condivisioni SMB 3.0
utilizzando il nuovo Remote VSS hardware Provider in esecuzione sulla destinazione
SMB.

Un nuovo provider denominato SMB file Share Provider è disponibile in Windows 2012 Hypervisor per
supportare e coordinare i backup delle macchine virtuali Hyper-V eseguiti sulle condivisioni SMB 3.0.

Quando il richiedente VSS (SnapManager per Hyper-V) aggiunge una condivisione SMB 3.0 contenente
macchine virtuali Hyper-V al set di snapshot VSS, VSS richiama il nuovo provider di copia condivisione file
SMB per inviare i comandi MSRPC alla destinazione SMB per coordinare i backup VSS.

Il nuovo file Share Shadow Copy Agent (Remote VSS Provider) in esecuzione sulla destinazione SMB è
responsabile della creazione della copia Snapshot hardware effettiva.

Data ONTAP 8.2 implementa l’agente di copia shadow della condivisione file (provider hardware VSS remoto)
per eseguire la copia di backup coerente con l’applicazione delle condivisioni SMB.

Utilizzo di VSS da parte di SnapManager per Hyper-V.

SnapManager per Hyper-V offre l’integrazione con il writer del servizio di copia shadow
del volume Microsoft Hyper-V per interrompere una macchina virtuale prima di creare
una copia Snapshot coerente con l’applicazione della macchina virtuale.

SnapManager per Hyper-V è un richiedente VSS e coordina l’operazione di backup per creare una copia
Snapshot coerente, utilizzando il provider hardware VSS per Data ONTAP per macchine virtuali Hyper-V in
esecuzione su SAN e il provider VSS remoto per macchine virtuali Hyper-V in esecuzione su una condivisione
SMB 3.0.

SnapManager per Hyper-V consente di eseguire backup coerenti con l’applicazione di una macchina virtuale,
se si dispone di Microsoft Exchange, Microsoft SQL o qualsiasi altra applicazione compatibile con VSS in
esecuzione su dischi rigidi virtuali (VHD) nella macchina virtuale. SnapManager per Hyper-V si coordina con gli
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application writer all’interno della macchina virtuale per garantire la coerenza dei dati delle applicazioni quando
si verifica il backup.

È inoltre possibile ripristinare una macchina virtuale da un backup coerente con l’applicazione. Le applicazioni
presenti nella macchina virtuale vengono ripristinate nello stesso stato in cui si trovava al momento del backup.
SnapManager per Hyper-V ripristina la VM nella posizione originale.

L’integrazione di VSS è disponibile solo con backup coerenti con l’applicazione. I backup
coerenti con il crash non utilizzano VSS.

Requisito del provider hardware VSS di ONTAP

Per il corretto funzionamento di SnapManager, è necessario che il provider hardware
VSS di ONTAP sia installato. Il provider hardware VSS di ONTAP integra il servizio
SnapDrive e i sistemi storage che eseguono ONTAP nel framework VSS. Questo è
necessario per le macchine virtuali in esecuzione sullo storage SAN.

Non è necessario installare separatamente il provider hardware VSS di ONTAP, incluso con SnapDrive.

Per le macchine virtuali Hyper-V eseguite su condivisioni SMB 3.0, l’hypervisor Windows richiamerà il provider
hardware VSS remoto eseguito su Data ONTAP 8.2.

Visualizzare i provider VSS installati

È possibile visualizzare i provider VSS installati sull’host.

Fasi

1. Selezionare Start › Esegui e immettere il seguente comando per aprire un prompt dei comandi di
Windows:

cmd

2. Al prompt, immettere il seguente comando:

vssadmin list providers

L’output dovrebbe essere simile a quanto segue:

Provider name: ‘Data ONTAP VSS Hardware Provider’

Provider type: Hardware

Provider ID: {ddd3d232-a96f-4ac5-8f7b-250fd91fd102}

Version: 7.0.0.xxxx

Verificare che il provider hardware VSS sia stato utilizzato
correttamente

È possibile verificare che il provider hardware VSS di Data ONTAP sia stato utilizzato
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correttamente dopo aver eseguito una copia Snapshot.

Fasi

1. Accedere al Utilità di sistema › Visualizzatore eventi › applicazione in MMC e cercare un evento con i
seguenti valori:

Origine ID evento Descrizione

Navssprv 4089 Il provider VSS ha completato
correttamente CommitSnapshots
per l’id SnapshotSetId in n
millisecondi.

VSS richiede che il provider impegni una copia Snapshot entro 10 secondi. Se questo limite di
tempo viene superato, il provider hardware VSS di Data ONTAP registra l’ID evento 4364.
Questo limite potrebbe essere superato a causa di un problema transitorio. Se questo evento
viene registrato per un backup non riuscito, riprovare il backup.
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