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Backup e verifica dei database

Dopo aver installato SnapManager, € possibile creare un backup di base del database e
verificare che il backup non contenga file corrotti.

Informazioni correlate

Panoramica del backup di ShapManager
Definizione di una strategia di backup
Creazione di un profilo per il database
Backup del database

Verifica dei backup del database

Pianificazione di backup ricorrenti

Panoramica del backup di SnapManager

SnapManager utilizza la tecnologia Snapshot di NetApp per creare backup dei database.
E possibile utilizzare I'utility DBVERIFY oppure SnapManager per verificare I'integrita dei
backup.

SnapManager esegue il backup di un database creando copie Snapshot dei volumi contenenti file di dati, file di
controllo e file di log dell’archivio. Insieme, queste copie Snapshot comprendono un set di backup che
SnapManager puo utilizzare per ripristinare un database.

Definizione di una strategia di backup

La definizione di una strategia di backup prima della creazione dei backup garantisce la
disponibilita di backup per ripristinare correttamente i database. SnapManager offre una
pianificazione di backup granulare flessibile per soddisfare il contratto di servizio (SLA).

@ Per le Best practice di SnapManager, consulta TR 3761.

Quale modalita di backup SnapManager ti serve?

SnapManager supporta due modalita di backup:

Modalita di backup Descrizione

Backup online Crea un backup del database quando il database € in
stato online. Questa modalita di backup € anche
chiamata backup a caldo.



Modalita di backup

Backup offline

Descrizione

Crea un backup del database quando il database si
trova in uno stato di montaggio o di arresto. Questa
modalita di backup € anche chiamata backup a
freddo.

Di che tipo di backup SnapManager hai bisogno?

SnapManager supporta tre tipi di backup:

Tipo di backup

Backup completo

Backup parziale

Backup di solo log di archiviazione

Descrizione

Crea un backup dellintero database, che include tutti
i file di dati, i file di controllo e i file di log dell’archivio.

Crea un backup di file di dati selezionati, file di
controllo, tablespace e file di log dell’archivio

Crea un backup solo dei file di log
dell’archivio.selezionare Backup Archives
separatamente durante la creazione del profilo.

Di quale tipo di profilo di database hai bisogno?

SnapManager crea i backup in base alla separazione del profilo del database dai backup dei file di dati dai

backup dei log di archiviazione.

Tipo di profilo

Un singolo profilo di database per il backup
combinato di file di dati e log di archiviazione

Profili di database separati per i backup dei log di
archiviazione e dei file di dati

Descrizione

Consente di creare:
» Backup completo contenente tutti i file di dati, i file
di log dell’archivio e i file di controllo

» Backup parziale contenente file di dati,
tablespace, file di log di archiviazione e file di
controllo selezionati

Consente di creare:
» Backup combinato con diverse etichette per il
backup dei file di dati e del log di archiviazione

» Backup dei soli file di dati di tutti i file di dati
insieme ai file di controllo

» Backup parziale dei soli file di dati o tablespace
selezionati insieme ai file di controllo

» Backup solo log di archivio



Quali convenzioni di denominazione devono essere utilizzate per le copie
Snapshot?

Le copie Snapshot create dai backup possono seguire una convenzione di denominazione personalizzata. Per
creare la convenzione di naming € possibile utilizzare il testo personalizzato o le variabili incorporate, come |l
nome del profilo, il nome del database e il SID del database fornito da SnapManager. E possibile creare la
convenzione di naming durante la creazione del criterio.

@ E necessario includere la variabile smid nel formato di denominazione. La variabile smid crea un
identificatore Snapshot univoco.

La convenzione di naming della copia Snapshot pud essere modificata durante o dopo la creazione di un
profilo. Il modello aggiornato si applica solo alle copie Snapshot non ancora create; le copie Snapshot esistenti
mantengono il modello precedente.

Per quanto tempo si desidera conservare le copie di backup sul sistema di storage
primario e sul sistema di storage secondario?

Un criterio di conservazione del backup specifica il numero di backup da conservare correttamente. E possibile
specificare il criterio di conservazione durante la creazione del criterio.

E possibile selezionare ogni ora, ogni giorno, ogni settimana, ogni mese o senza limiti come classe di
conservazione. Per ogni classe di conservazione, € possibile specificare il numero di conservazione e la
durata di conservazione, insieme o singolarmente.

* |l conteggio delle conservazioni determina il numero minimo di backup di una particolare classe di
conservazione da conservare.

Ad esempio, se la pianificazione del backup € daily e il numero di conservazione € 70, vengono conservati
10 backup giornalieri.

I numero massimo di copie Snapshot che Data ONTAP consente di conservare € 255. Una

@ volta raggiunto il limite massimo, per impostazione predefinita la creazione di nuove copie
Snapshot non riesce. Tuttavia, € possibile configurare il criterio di rotazione in Data ONTAP
per eliminare le copie Snapshot meno recenti.

* La durata della conservazione determina il numero minimo di giorni per i quali il backup deve essere
conservato.

Ad esempio, se la pianificazione del backup € daily e la durata della conservazione € 70, vengono
conservati 10 giorni di backup giornalieri.

Se si imposta la replica di SnapMirror, il criterio di conservazione viene mirrorato sul volume di destinazione.

@ Per la conservazione a lungo termine delle copie di backup, € necessario utilizzare SnapVault.

Verificare le copie di backup utilizzando il volume di origine o un volume di
destinazione?

Se si utilizza SnapMirror o SnapVault, & possibile verificare le copie di backup utilizzando la copia Snapshot sul
volume di destinazione SnapMirror o SnapVault invece della copia Snapshot sul sistema di storage primario.
L'utilizzo di un volume di destinazione per la verifica riduce il carico sul sistema di storage primario.



Informazioni correlate

"Report tecnico di NetApp 3761: SnapManager per Oracle: Best practice"

Creazione di un profilo per il database

Per eseguire qualsiasi operazione sul database, & necessario creare un profilo per il
database. Il profilo contiene informazioni sul database e puo fare riferimento a un solo
database; tuttavia, un database pud essere referenziato da piu profili. Non & possibile
accedere a un backup creato utilizzando un profilo diverso, anche se entrambi i profili
sono associati allo stesso database.

Assicurarsi che i dettagli del database di destinazione siano inclusi nel file /etc/oratab.

Questi passaggi mostrano come creare un profilo per il database utilizzando l'interfaccia utente di
SnapManager. Se lo si desidera, &€ anche possibile utilizzare l'interfaccia CLI.

Per informazioni su come creare profili utilizzando 'interfaccia CLI, consultare la Guida alllamministrazione di
SnapManager per Oracle per UNIX.

1. Nella struttura dei repository, fare clic con il pulsante destro del mouse sul repository o sull’host e
selezionare Create Profile (Crea profilo).

2. Nella pagina Profile Configuration Information (informazioni configurazione profilo), immettere il nome e la
password personalizzati per il profilo.

3. Nella pagina Database Configuration Information (informazioni configurazione database), immettere le
seguenti informazioni:
In questo campo... Eseguire questa operazione...

Nome database Immettere il nome del database di cui si desidera
eseguire il backup.

SID del database Inserire I'ID sicuro (SID) del database. Il nome del
database e il SID del database possono essere
identici.

Host Inserire I'indirizzo IP dell’host in cui risiede il

database di destinazione. E inoltre possibile
specificare il nome host se il nome host
specificato nel DNS (Domain Name System).

Account host Inserire il nome utente Oracle del database di
destinazione. Il valore predefinito per l'utente &
oracle.

Gruppo host Inserire il nome del gruppo di utenti Oracle. Il valore

predefinito & dba.

+


http://www.netapp.com/us/media/tr-3761.pdf

4. Nella pagina Database Connection Information (informazioni connessione database), selezionare una delle

seguenti opzioni:

Scegli questo...

Usa autenticazione o/S

Usa autenticazione database

Usa autenticazione istanza ASM

Se si desidera...

Utilizzare le credenziali gestite dal sistema
operativo per autenticare gli utenti che accedono al
database.

Consentire a Oracle di autenticare un utente
amministrativo utilizzando I'autenticazione del file di
password. Inserire le informazioni di connessione al
database appropriate.

* Nel campo SYSDBA Privileged User Name
(Nome utente privilegiato SYSDBA), immettere
il nome dell’amministratore del database con
privilegi amministrativi.

* Nel campo Password, inserire la password
dellamministratore del database.

* Nel campo Port (porta), immettere il numero di
porta utilizzato per connettersi all’host in cui
risiede il database.

Il valore predefinito & .

Consentire all’istanza di database ASM (Automatic
Storage Management) di autenticare un utente
amministrativo. Inserire le informazioni di
autenticazione dell'istanza ASM appropriate.

* Nel campo SYSDBA/SYSASM Privileged User
Name, immettere il nome utente
dell’amministratore dell’istanza di ASM con
privilegi amministrativi.

* Nel campo Password, inserire la password
dell’amministratore.

Nota: € possibile selezionare la modalita di autenticazione ASM solo se si dispone di un’istanza ASM

sull’host del database.

5. Nella pagina informazioni configurazione RMAN, selezionare una delle seguenti opzioni:

Scegli questo...

Non utilizzare RMAN

Utilizzare RMAN tramite il file di controllo

Se...
Non si utilizza RMAN per gestire le operazioni di
backup e ripristino.

Si sta gestendo il repository RMAN utilizzando i file
di controllo.
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1.

Scegli questo... Se...

Utilizzare RMAN tramite il catalogo di ripristino  Si sta gestendo il repository RMAN utilizzando il
database del catalogo di ripristino. Inserire il nome
utente che ha accesso al database del catalogo di
ripristino, la password e il nome del servizio netto
Oracle del database che gestisce la connessione
TNS (transparent Network substrate).

=+

Nella pagina Snapshot Naming Information, selezionare le variabili per specificare un formato di
denominazione per la copia Snapshot.

E necessario includere la variabile smid nel formato di denominazione. La variabile smid crea un
identificatore Snapshot univoco.
Nella pagina Policy Settings (Impostazioni policy), eseguire le seguenti operazioni:

a. Immettere il numero di conservazione e la durata di ciascuna classe di conservazione.

b. Dall’elenco a discesa Protection Policy, selezionare la policy di Protection Manager.

c. Se si desidera eseguire il backup dei registri di archiviazione separatamente, selezionare la casella di
controllo Backup Archives separatamente, specificare la conservazione e selezionare il criterio di
protezione.

E possibile selezionare un criterio diverso da quello associato ai file dati. Ad esempio, se & stato
selezionato uno dei criteri di Protection Manager per i file di dati, & possibile selezionare un diverso
criterio di Protection Manager per i registri di archiviazione.

. Nella pagina Configure Notification Settings (Configura impostazioni di notifica), specificare le impostazioni

di notifica e-mail.

. Nella pagina Cronologia informazioni di configurazione, selezionare una delle opzioni per mantenere la

cronologia delle operazioni SnapManager.

Nella pagina Perform Profile Create operation (Esegui operazione di creazione profilo), verificare le
informazioni e fare clic su Create (Crea).

Fare clic su fine per chiudere la procedura guidata.

Se I'operazione non riesce, fare clic su Dettagli operazione per visualizzare le cause dell’errore
dell’operazione.

Informazioni correlate

"Guida all'amministrazione di SnapManager 3.4 per Oracle per UNIX"

Backup del database

Dopo aver creato un profilo, & necessario eseguire il backup del database. E possibile
pianificare backup ricorrenti dopo il backup e la verifica iniziali.

Questi passaggi mostrano come creare un backup del database utilizzando l'interfaccia utente di
SnapManager. Se preferisci, puoi anche utilizzare I'interfaccia della riga di comando (CLI).


https://library.netapp.com/ecm/ecm_download_file/ECMP12471546

Per informazioni su come creare backup utilizzando I'interfaccia CLI, consultare la Guida allamministrazione di
SnapManager per Oracle per UNIX.

1. Nella struttura dei repository, fare clic con il pulsante destro del mouse sul profilo contenente il database di
cui si desidera eseguire il backup e selezionare Backup.
2. In Label, immettere un nome personalizzato per il backup.

Non includere spazi o caratteri speciali nel nome. Se non si specifica un nome, SnapManager crea
automaticamente un’etichetta di backup.

Da SnapManager 3.4, € possibile modificare I'etichetta di backup creata automaticamente da
SnapManager. E possibile modificare le variabili di configurazione override.default.backup.pattern e
new.default.backup.pattern per creare il proprio modello di etichetta di backup predefinito.

3. Selezionare Allow startup or shutdown of database, if necessary (Consenti avvio o arresto del
database, se necessario) per modificare lo stato del database, se necessario.

Questa opzione garantisce che, se il database non si trova nello stato richiesto per creare un backup,
SnapManager porta automaticamente il database nello stato desiderato per completare I'operazione.
4. Nella pagina Database, tablespace o file di dati per il backup, eseguire le seguenti operazioni:

a. Selezionare Backup datafile per eseguire il backup dell’intero database, dei file di dati selezionati o
degli spazi delle tabelle selezionati.

b. Selezionare Backup Archivelog per eseguire il backup dei file di log dell’archivio separatamente.

c. Selezionare Prune Archivelogs se si desidera eliminare i file di log dell’archivio dal file system attivo
di cui € gia stato eseguito il backup.

@ Se l'area di ripristino flash (fra) € abilitata per i file di registro dell’archivio, SnapManager
non riesce a eseguire la potatura dei file di registro dell’archivio.

d. Selezionare Protect the backup (protezione backup) se si desidera attivare la protezione del backup.

Questa opzione ¢ attivata solo se ¢ stato selezionato il criterio di protezione durante la creazione del
profilo.

e. Selezionare Protect Now (protezione immediata) per proteggere immediatamente il backup sullo
storage secondario che sovrascrivera il programma di protezione di Protection Manager.

f. Dall’elenco a discesa tipo, selezionare il tipo di backup (offline o online) che si desidera creare.
Se si seleziona automatico, SnapManager crea un backup in base allo stato corrente del database.

g. Dall’elenco a discesa classe di conservazione, selezionare la classe di conservazione.

h. Selezionare la casella di controllo verify backup using the Oracle DBVERIFY utility (verifica backup
con l'utility Oracle DBVERIFY™) se si desidera verificare che i file di backup non siano corrotti.

5. Nella pagina abilitazione attivita, specificare se si desidera eseguire le attivita prima e dopo |l
completamento delle operazioni di backup.

6. Nella pagina Perform Backup Operation (Esegui operazione di backup), verificare le informazioni e fare clic
su Backup.

7. Fare clic su fine per chiudere la procedura guidata.



Se I'operazione non riesce, fare clic su Dettagli operazione per visualizzare le cause dell’errore
dell’operazione.

Verifica dei backup del database

E possibile verificare il backup del database per assicurarsi che i file di cui & stato
eseguito il backup non siano corrotti.

Se durante la creazione di un backup non ¢ stata selezionata la casella di controllo verify backup using the
Oracle DBVERIFY utility (verifica backup mediante I'utility Oracle DBVERIFY*), & necessario eseguire questa
procedura manualmente per verificare il backup. Tuttavia, se si seleziona la casella di controllo, SnapManager
verifica automaticamente il backup.

1. Nella struttura Repository, selezionare il profilo.
2. Fare clic con il pulsante destro del mouse sul backup che si desidera verificare e selezionare Verify
(verifica).

3. Fare clic su fine.

Se I'operazione non riesce, fare clic su Dettagli operazione per visualizzare le cause dell’errore
dell’operazione.

Nella struttura Repository, fare clic con il pulsante destro del mouse sul backup, quindi fare clic su
Proprieta per visualizzare i risultati dell’'operazione di verifica.

E possibile utilizzare i file di backup per eseguire operazioni di ripristino. Per informazioni su come eseguire
operazioni di ripristino utilizzando l'interfaccia utente di SnapManager, consultare la Guida in linea. Se si
desidera utilizzare I'interfaccia della riga di comando (CLI) per eseguire operazioni di ripristino, consultare la
Guida alllamministrazione di SnapManager per Oracle per UNIX.

Informazioni correlate

"Guida all'amministrazione di SnapManager 3.4 per Oracle per UNIX"

Pianificazione di backup ricorrenti

E possibile pianificare le operazioni di backup in modo che i backup vengano avviati
automaticamente a intervalli regolari. SnapManager consente di pianificare i backup su
base oraria, giornaliera, settimanale, mensile o una sola volta.

E possibile assegnare pil pianificazioni di backup per un singolo database. Tuttavia, quando si pianificano piu
backup per lo stesso database, € necessario assicurarsi che i backup non vengano pianificati
contemporaneamente.

Questi passaggi mostrano come creare una pianificazione di backup per il database utilizzando I'interfaccia
utente (Ul) di SnapManager. Se preferisci, puoi anche utilizzare I'interfaccia della riga di comando (CLI). Per
informazioni su come pianificare i backup utilizzando 'interfaccia CLI, consultare la Guida al’amministrazione
di SnapManager per Oracle per UNIX.

1. Nella struttura dei repository, fare clic con il pulsante destro del mouse sul profilo contenente il database
per il quale si desidera creare una pianificazione di backup e selezionare Schedule Backup (Pianifica
backup).


https://library.netapp.com/ecm/ecm_download_file/ECMP12471546

2. In Label, immettere un nome personalizzato per il backup.

Non includere spazi o caratteri speciali nel nome. Se non si specifica un nome, SnapManager crea
automaticamente un’etichetta di backup.

Da SnapManager 3.4, € possibile modificare I'etichetta di backup creata automaticamente da
SnapManager. E possibile modificare le variabili override.default.backup.pattern e
new.default.backup.patternconfiguration per creare il proprio modello predefinito di etichetta di backup.

3. Selezionare Allow startup or shutdown of database, if necessary (Consenti avvio o arresto del
database, se necessario) per modificare lo stato del database, se necessario.

Questa opzione garantisce che, se il database non si trova nello stato richiesto per creare un backup,
SnapManager porta automaticamente il database nello stato desiderato per completare I'operazione.

4. Nella pagina Database, tablespace o file di dati per il backup, eseguire le seguenti operazioni:

a.

Selezionare Backup datafile per eseguire il backup dell'intero database, dei file di dati selezionati o
degli spazi delle tabelle selezionati.

Selezionare Backup Archivelog per eseguire il backup dei file di log dell’archivio separatamente.

Selezionare Prune Archivelogs se si desidera eliminare i file di log dell’archivio dal file system attivo
di cui € gia stato eseguito il backup.

@ Se I'area di ripristino flash (fra) € abilitata per i file di registro dell’archivio, SnapManager
non riesce a eseguire la potatura dei file di registro dell’archivio.

Selezionare Protect the backup (protezione backup) se si desidera attivare la protezione del backup.

Questa opzione ¢ attivata solo se ¢ stato selezionato il criterio di protezione durante la creazione del
profilo.

. Selezionare Protect Now (protezione immediata) per proteggere immediatamente il backup sullo

storage secondario che sovrascrivera il programma di protezione di Protection Manager.

. Dall’elenco a discesa tipo, selezionare il tipo di backup (offline o online) che si desidera creare.

Se si seleziona automatico, SnapManager crea un backup in base allo stato corrente del database.

. Dall’'elenco a discesa classe di conservazione, selezionare la classe di conservazione.

. Selezionare la casella di controllo verify backup using the Oracle DBVERIFY utility (verifica backup

con l'utility Oracle DBVERIFY™) se si desidera verificare che i file di backup non siano corrotti.

5. Nel campo Nome pianificazione, immettere un nome personalizzato per la pianificazione.

Non includere spazi nel nome.

6. Nella pagina Configure Backup Schedule (Configura pianificazione backup), eseguire le seguenti
operazioni:

a. Dall’elenco a discesa Perform this operation (Esegui questa operazione), selezionare la frequenza

della pianificazione del backup.

b. Nel campo Data di inizio, specificare la data in cui si desidera avviare la pianificazione del backup.

c. Nel campo ora di inizio, specificare I'ora in cui si desidera avviare la pianificazione del backup.

d.

Specificare l'intervallo di creazione dei backup.



Ad esempio, se si seleziona la frequenza come orario e si specifica l'intervallo come 2, i backup
verranno pianificati ogni 2 ore.

7. Nella pagina abilitazione attivita, specificare se si desidera eseguire le attivita prima e dopo |l
completamento delle operazioni di backup.

8. Nella pagina Perform Backup Schedule Operation, verificare le informazioni e fare clic su Schedule.

9. Fare clic su fine per chiudere la procedura guidata.

Se 'operazione non riesce, fare clic su Dettagli operazione per visualizzare le cause dell’errore
dell'operazione.

Informazioni correlate

"Guida allamministrazione di SnapManager 3.4 per Oracle per UNIX"
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documento, i Dati non possono essere utilizzati, divulgati, riprodotti, modificati, visualizzati o mostrati senza la
previa approvazione scritta di NetApp, Inc. | diritti di licenza del governo degli Stati Uniti per il Dipartimento
della Difesa sono limitati ai diritti identificati nella clausola DFARS 252.227-7015(b) (FEB 2014).

Informazioni sul marchio commerciale

NETAPP, il logo NETAPP e i marchi elencati alla pagina http://www.netapp.com/TM sono marchi di NetApp,
Inc. Gli altri nomi di aziende e prodotti potrebbero essere marchi dei rispettivi proprietari.
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