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Ripristino dei backup del database

SnapManager per Oracle consente di ripristinare un database nello stato in cui si trovava
quando é stata eseguita una copia Snapshot. Poiché i backup vengono creati con
maggiore frequenza, il numero di log da applicare viene ridotto, riducendo cosi il tempo
medio di ripristino (MTTR) per un database.

Di seguito sono riportate alcune delle attivita che € possibile eseguire in relazione al ripristino e al ripristino dei
dati nei database:

» Eseguire un ripristino basato su file.

* Ripristinare l'intero backup o parte di esso.

Se si ripristina una parte di esso, si specifica un gruppo di tablespace o un gruppo di file di dati. E inoltre
possibile ripristinare i file di controllo insieme ai dati o solo i file di controllo stessi.

* Ripristinare i dati in base a un punto temporale o a tutti i registri disponibili, che memorizzano l'ultima
transazione impegnata nel database.

Il punto temporale puo essere un Oracle System Change Number (SCN) o una data e un’ora (yyyy-mm-
dd:hh:mm:ss). SnapManager utilizza I'orologio a 24 ore.

* Ripristino dai backup sullo storage primario (backup locali).

* Ripristinare e ripristinare il backup utilizzando SnapManager oppure utilizzare SnapManager per
ripristinare il backup e utilizzare un altro strumento, ad esempio Recovery Manager (RMAN), per
ripristinare i dati.

* Ripristinare i backup da posizioni alternative.
Per ulteriori informazioni, consulta la sezione SnapManager for Oracle Best Practice.

E possibile ripristinare un backup eseguito da una versione precedente di SnapManager utilizzando
SnapManager 3.0 e versioni successive.

Gli amministratori possono eseguire operazioni di ripristino o ripristino utilizzando l'interfaccia grafica utente
(GUI) di SnapManager o l'interfaccia a riga di comando (CLI).

Informazioni correlate
Backup dei database
Il comando di ripristino del backup smo

"Best practice per SnapManager per Oracle: media.netapp.com/documents/tr-3761.pdf"

Che cos’e il ripristino del database
SnapManager consente di eseguire operazioni di backup e ripristino basate su file.

La seguente tabella descrive i metodi di ripristino:

Processo di ripristino Dettagli


https://docs.netapp.com/it-it/snapmanager-oracle/windows/concept_database_backup_management.html
https://docs.netapp.com/it-it/snapmanager-oracle/windows/reference_the_smosmsapbackup_restore_command.html
http://media.netapp.com/documents/tr-3761.pdf

Ripristini basati su file Ripristino completo del file system lato storage (da
primario o secondario): SnapManager esegue un
ripristino completo del numero di unita logica (LUN).

Ripristino completo del file system lato storage

Un ripristino completo del file system lato storage viene eseguito quando non € possibile eseguire un ripristino
del volume, ma & possibile ripristinare I'intero file system sul sistema storage.

Quando viene eseguito un ripristino del file system lato storage, si verifica quanto segue:

* In un ambiente SAN, tutte le LUN utilizzate dal file system (e se presenti nel gruppo di volumi sottostante)
vengono ripristinate nel sistema di storage.

Quando viene eseguito un ripristino del file system lato storage, a seconda della posizione di storage si verifica
quanto segue:

* Quando SnapManager viene ripristinato dai sistemi storage primari, i LUN (SAN) vengono ripristinati in
posizione tramite SFSR.
* Quando SnapManager viene ripristinato dai sistemi di storage secondari, le LUN (SAN) vengono copiate

dai sistemi di storage secondari nel sistema di storage primario sulla rete.

Poiché il file system & completamente ripristinato, vengono ripristinati anche i file che non fanno parte del
backup. E necessario eseguire un override se nel file system che si sta ripristinando sono presenti file che non
fanno parte del ripristino.

Ripristino del file sul lato host

Un ripristino della copia del file lato host viene utilizzato come ultima risorsa negli ambienti SAN quando non &
possibile eseguire il ripristino del file system lato storage e il ripristino del file lato storage.

Il ripristino di una copia del file lato host richiede le seguenti operazioni:

+ Clonazione dello storage

» Connessione dello storage clonato all’host

» Copia dei file dal file system clone nei file system attivi
 Disconnessione dello storage clone dall’host

 Eliminazione dello storage clone

Recovery del backup

In SnapManager, € necessario eseguire contemporaneamente le operazioni di ripristino e
ripristino. Non & possibile eseguire un’operazione di ripristino, quindi eseguire
un’operazione di ripristino di SnapManager in un secondo momento.

In SnapManager 3.2 o versioni precedenti, € possibile utilizzare SnapManager per ripristinare e ripristinare il
backup o SnapManager per ripristinare il backup e utilizzare un altro strumento, ad esempio Oracle Recovery
Manager (RMAN), per ripristinare i dati. Poiché SnapManager € in grado di registrare i propri backup con
RMAN, e possibile utilizzare RMAN per ripristinare e ripristinare il database con granularita piu fini, come i
blocchi. Questa integrazione combina i vantaggi della velocita e dell'efficienza dello spazio delle copie



Snapshot con il livello di controllo ottimale per il ripristino mediante RMAN.

@ E necessario ripristinare un database prima di poterlo utilizzare. E possibile utilizzare qualsiasi
strumento o script per ripristinare un database.

A partire da SnapManager 3.2 per Oracle, SnapManager consente il ripristino automatico dei backup del
database utilizzando i backup del registro di archiviazione. Anche quando i backup del registro di archiviazione
sono disponibili nella posizione esterna, SnapManager utilizza i backup del registro di archiviazione dalla
posizione esterna per ripristinare i backup del database.

Se vengono aggiunti nuovi file di dati al database, Oracle consiglia di eseguire immediatamente un nuovo
backup. Inoltre, se si ripristina un backup eseguito prima dell’aggiunta dei nuovi file di dati e si tenta di
eseguire il ripristino a un punto successivo all’aggiunta dei nuovi file di dati, il processo di ripristino automatico
di Oracle potrebbe non riuscire, in quanto non € in grado di creare file di dati. Consultare la documentazione
Oracle per il processo di ripristino dei file di dati aggiunti dopo un backup.

Stato del database necessario per il processo di ripristino

Lo stato del database da ripristinare dipende dal tipo di processo di ripristino che si
desidera eseguire e dal tipo di file da includere.

La tabella seguente elenca lo stato in cui il database deve essere in base all’opzione di ripristino selezionata e
al tipo di file che si desidera includere nel ripristino:

Tipo di ripristino File inclusi Stato del database per questa
istanza

Solo ripristino File di controllo Spegnere

File di sistema Montare o spegnere Nessun file di sistema

Qualsiasi stato Ripristino e ripristino File di controllo

Spegnere File di sistema Montare

Lo stato del database richiesto da SnapManager per un’operazione di ripristino dipende dal tipo di ripristino
eseguito (file completi, parziali o di controllo). SnapManager non sposta il database in uno stato inferiore (ad
esempio, da aperto a montaggio) a meno che non sia specificata I'opzione force.

Quali sono i piani di anteprima del ripristino

SnapManager fornisce piani di ripristino prima e dopo il completamento di un’operazione
di ripristino. | piani di ripristino vengono utilizzati per visualizzare in anteprima, rivedere e
analizzare i diversi metodi di ripristino.

Struttura del piano di ripristino

Il piano di ripristino € costituito dalle seguenti due sezioni:

» Anteprima/Rivedi: Questa sezione descrive come SnapManager ripristinera (o ha ripristinato) ogni file.



* Analisi: Questa sezione descrive il motivo per cui alcuni meccanismi di ripristino non sono stati utilizzati
durante I'operazione di ripristino.

La sezione Anteprima/Rivedi

Questa sezione mostra come ogni file sara o € stato ripristinato. Quando si visualizza il piano di ripristino prima
di un’operazione di ripristino, viene chiamato anteprima. Quando viene visualizzata dopo il completamento di
un’operazione di ripristino, viene chiamata revisione.

L'esempio di anteprima seguente mostra che i file vengono ripristinati utilizzando i metodi di ripristino del file
system lato storage e lato storage. Per determinare il motivo per cui tutti i file non vengono ripristinati
utilizzando lo stesso metodo di ripristino, vedere la sezione analisi.

Preview:

The following files will be restored completely via: storage side full
file system restore

E:\rac6\sysaux.dbf

E:\rac6\system.dbf

Ogni metodo di ripristino dispone di una sottosezione contenente informazioni sui file che possono essere
ripristinati utilizzando tale metodo. Le sottosezioni vengono ordinate in base ai livelli di efficienza dei metodi di
storage in diminuzione.

E possibile ripristinare un file con piu metodi di ripristino. | metodi di ripristino multipli vengono utilizzati quando
i LUN (Logical Unit Number) sottostanti utilizzati per un file system sono distribuiti tra diversi volumi del sistema
di storage e alcuni volumi sono idonei per il ripristino del volume, mentre altri no. Se si utilizzano piu metodi di
ripristino per ripristinare lo stesso file, la sezione di anteprima sara simile a quanto segue:

The following files will be restored via a combination of:
[storage side file system restore and storage side system restore]

La sezione analisi

La sezione analisi illustra i motivi per cui alcuni meccanismi di ripristino non vengono utilizzati o non sono stati
utilizzati. E possibile utilizzare queste informazioni per determinare i requisiti necessari per attivare meccanismi
di ripristino piu efficienti.

L'esempio seguente mostra una sezione di analisi:



Analysis:

The following reasons prevent certain files from being
restored completely via: storage side full file system restore
* LUNs present in snapshot of volume fas960:
\vol\disks may not be consistent when reverted:
[fas960:\vol\disks\DG4D1l.lun]
Mapped LUNs in volume fas960:\vol\disks
not part of the restore scope will be reverted: [DG4D1l.lun]

Files to restore:
E:\disks\sysaux.dbf
E:\disks\system.dbf
E:\disks\undotbsl.dbf
E:\disks\undotbs2.dbf

* Reasons denoted with an asterisk (*) are overridable.

Nell’esempio, & possibile eseguire I'override del primo errore dall'interfaccia della riga di comando (CLI) o
selezionando Override nell'interfaccia grafica utente (GUI). Il secondo errore relativo alle LUN mappate nel
volume & obbligatorio € non sovrascrivibile.

Per risolvere i controlli, procedere come segue:
* Per risolvere un errore di controllo obbligatorio, modificare I'ambiente in modo che il controllo venga
superato.
* Per risolvere un errore di controllo sovrascrivibile, &€ possibile modificare 'ambiente o eseguire I'override

del controllo.

Tuttavia, & necessario prestare attenzione perché I'override del controllo pud causare conseguenze
indesiderate.

Visualizzazione in anteprima delle informazioni di ripristino
del backup

E possibile visualizzare in anteprima le informazioni relative a un processo di ripristino del
backup prima che si verifichi, per visualizzare le informazioni sull’idoneita al ripristino
rilevate da SnapManager per Oracle nel backup. SnapManager analizza i dati del backup
per determinare se il processo di ripristino pud essere completato correttamente.

L'anteprima di ripristino fornisce le seguenti informazioni:

* Quale meccanismo di ripristino (ripristino del file system lato storage, ripristino del file lato storage o
ripristino della copia del file lato host) puo essere utilizzato per ripristinare ciascun file.

» Perché non sono stati utilizzati meccanismi piu efficienti per ripristinare ciascun file, quando si specifica
'opzione -verbose.



Se si specifica I'opzione di anteprima nel comando di ripristino del backup, SnapManager non ripristina nulla,
ma elenca i file da ripristinare e indica come verranno ripristinati.

@ E possibile visualizzare in anteprima tutti i tipi di meccanismi di ripristino. L'anteprima mostra
informazioni su un massimo di 20 file.

1. Immettere il seguente comando:smo backup restore -profileprofile_name-labellabel-complete -preview
-verbose

Ad esempio, immettere:

smo backup restore -profile targetdbl profl
-label full bkup sales nov 08 -complete -preview -verbose

L'esempio seguente mostra i file pronti per il ripristino ed elenca i diversi metodi utilizzati per ciascuno di
essi:

The following files will be restored via storage side full file system

restore:
E:\disks\sysaux.dbf
E:\disks\system.dbf

The following files will be restored via host side file copy restore:
E:\disks\undotbsl.dbf
E:\disks\undotbs2.dbf

2. Esaminare i motivi per cui non € possibile utilizzare altri processi di ripristino.

3. Avviare 'operazione di ripristino senza 'opzione -preview, se vengono visualizzati solo i motivi che
possono essere sovrascrivibili.

E comunque possibile eseguire I'override dei controlli non obbligatori.

Ripristino dei backup sullo storage primario

E possibile utilizzare il comando di ripristino del backup per ripristinare un backup del
database sullo storage primario.

E possibile utilizzare le opzioni del comando di ripristino del backup per specificare se SnapManager deve
ripristinare tutto o parte del backup. SnapManager consente inoltre di ripristinare i file di controllo insieme ai file
di dati o agli spazi delle tabelle dai backup in un’operazione con un singolo utente. E possibile includere
-controlfile with -complete per ripristinare i file di controllo insieme a tablespace e file di dati.

E possibile selezionare una delle seguenti opzioni per ripristinare il backup:



Se si desidera ripristinare... Utilizzare...

L'intero backup con tutti i tablespace e i file di dati -completo

L’elenco di tablespace specifici -tablespaces

File di dati specifici -file

Solo i file di controllo -controlfiles
Tablespace, file di dati e file di controllo -complete -controlfiles

E anche possibile ripristinare il backup da una posizione alternativa specificando -restorespec.
Se si include -recover, € possibile ripristinare il database per:

« L'ultima transazione che si & verificata nel database (tutti i registri)
» Data e ora specifiche

* Un numero SCN (System Change Number) Oracle specifico

* L'ora del backup (nessun registro)

* Solo ripristino
@ Sia il ripristino di data e ora che il ripristino SCN sono ripristini point-in-time.

SnapManager (3.2 o versione successiva) consente di ripristinare automaticamente i backup del database
ripristinati utilizzando i file di registro dell’archivio. Anche se i file di log dell’archivio sono disponibili nella
posizione esterna, se si specifica I'opzione -recover-from-location, SnapManager utilizza i file di log
dell'archivio dalla posizione esterna per ripristinare i backup del database ripristinati.

Quando si specificano le posizioni del registro di archiviazione esterno per il ripristino dei backup ripristinati, &
necessario includere i nomi delle posizioni esterne in maiuscolo. Nel file system, tutti i nomi delle cartelle e
delle sottocartelle devono essere in maiuscolo, perché Oracle converte il percorso di destinazione in maiuscolo
e prevede che i percorsi di destinazione esterni, i nomi delle cartelle e i nomi delle sottocartelle siano in
maiuscolo. Se si specificano i percorsi di destinazione del log di archiviazione esterno in minuscolo, Oracle
potrebbe non essere in grado di identificare il percorso specificato e non riuscire a ripristinare il database.

SnapManager fornisce la posizione esterna a Oracle. Tuttavia, Oracle non identifica i file dalla destinazione
esterna. Questo comportamento si verifica nella destinazione dell’area di ripristino flash. Si tratta di problemi
con Oracle e la soluzione & avere sempre il backup dei file di log dell’archivio in tali layout di database.

Se viene fornita una data o un numero SCN incoerente, il ripristino si interrompe all’'ultimo punto coerente
recuperato con il messaggio di errore Recovery successed (Ripristino riuscito), ma insufficiente. E necessario
eseguire manualmente il ripristino in uno stato coerente.

Per il ripristino quando non vengono applicati registri, SnapManager esegue il ripristino fino all’'ultimo numero
di configurazione del file di registro dell’archivio creato durante il backup. Se il database & coerente fino a
quando non viene visualizzato questo SCN, il database viene aperto correttamente. Se a questo punto il
database non & coerente, SnapManager tenta comunque di aprire il database, che verra aperto correttamente,
se il database € gia coerente.



@ SnapManager non supporta il ripristino dei backup solo log dell’archivio.

Se la destinazione del registro di archiviazione non € uno storage con funzionalita Snapshot, SnapManager
consente di ripristinare i backup del database ripristinati utilizzando il profilo. Prima di eseguire operazioni
SnapManager su storage non Snapshot, aggiungere le destinazioni per archiviLogs.exclude in smo.config.

Prima di creare un profilo, € necessario impostare il parametro exclude. Solo dopo aver impostato il parametro
exclude nel file di configurazione SnapManager, la creazione del profilo ha esito positivo.

Se il backup € gia stato montato, SnapManager non lo installa di nuovo e utilizza il backup gia montato. Se |l
backup viene montato da un altro utente e I'utente corrente non ha accesso al backup precedentemente
montato, gli altri utenti devono fornire le autorizzazioni. Tutti i file di log dell’archivio dispongono dei permessi di
lettura per i proprietari dei gruppi; I'utente corrente potrebbe non ottenere i permessi, se il backup viene
montato da un gruppo di utenti diverso. Gli utenti possono assegnare manualmente i permessi ai file di registro
dell’archivio montati e riprovare il ripristino o il ripristino.

E possibile specificare I'opzione -dump come parametro facoltativo per raccogliere i file dump dopo
I'operazione di ripristino riuscita o non riuscita.

1. Immettere il seguente comando:smo backup restore -profile profile_name-label label-complete-recover
-alllogs [-recover-from-locationpath [,path2]]-dump-verbose

backup restore smo -profile targetdb1_prof1 -label full_bkup_sales _nov_08 - complete -recover -alllogs
-verbose

2. Per ripristinare i dati per diversi scenari, completare una delle seguenti operazioni:

Se si desidera ripristinare... Esempio di comando

Database completo senza file di controllo e backup restore smo -profile targetdb1_prof1 -label
ripristino a un numero SCN specifico (3794392). full_bkup_sales_nov_08 -complete -recover -until
In questo caso, i file di controllo correnti 3794392 -verbose

esistono, ma tutti i file di dati vengono
danneggiati o persi. Ripristinare e ripristinare il
database da un backup online completo
esistente a un punto immediatamente
precedente a quello SCN.

Completa il database senza file di controllo e backup restore smo -profile targetdb1_prof1 -label
ripristina fino a data e ora. full_bkup_sales nov_08 -complete -recover -until
2008-09-15:15:29:23 -verbose

Completa il database senza file di controllo e backup restore smo -profile targetdb1_prof1 -label
ripristina fino a data e tempo. In questo caso, i  full bkup sales nov_08 -complete -recover -until
file di controllo correnti esistono, ma tutti i file "2008-09-15:15:29:23" -verbose

di dati vengono danneggiati o persi oppure si &

verificato un errore logico dopo un determinato

periodo di tempo. Ripristinare e ripristinare il

database da un backup online completo

esistente a una data e un’ora immediatamente

prima del punto di errore.



Se si desidera ripristinare...

Database parziale (uno o piu file di dati) senza
file di controllo e ripristino utilizzando tutti i
registri disponibili. In questo caso, esistono i
file di controllo correnti, ma uno o piu file di dati
vengono danneggiati o persi. Ripristinare questi
file di dati e ripristinare il database da un
backup online completo esistente utilizzando
tutti i registri disponibili.

Database parziale (uno o piu tablespace) senza
file di controllo e ripristino utilizzando tutti i log
disponibili. In questo caso, esistono i file di
controllo correnti, ma uno o piu tablespace
vengono eliminati o uno o piu file di dati
appartenenti allo spazio di tabella vengono
danneggiati o persi. Ripristinare questi spazi
delle tabelle e ripristinare il database da un
backup online completo esistente utilizzando
tutti i registri disponibili.

Controllare solo i file e ripristinare utilizzando
tutti i log disponibili. In questo caso, i file di dati
esistono, ma tutti i file di controllo vengono
danneggiati o persi. Ripristinare solo i file di
controllo e ripristinare il database da un backup
online completo esistente utilizzando tutti i
registri disponibili.

Completa il database senza file di controllo e
ripristina utilizzando i file di controllo di backup
e tutti i log disponibili. In questo caso, tutti i file
di dati vengono danneggiati o persi. Ripristinare
solo i file di controllo e ripristinare il database
da un backup online completo esistente
utilizzando tutti i registri disponibili.

Ripristinare il database ripristinato utilizzando i
file di log dell’archivio dalla posizione del log
dell’archivio esterno.

Esempio di comando

backup restore smo -profile targetdb1_prof1 -label
full_bkup_sales_nov_08 -file e: Dischi/disco/dbf e:
Dischi/disks/sale03.dbf e: Dischi/sale04.dbf -recover
-alllogs -verbose

backup restore smo -profile targetdb1_prof1 -label
full_bkup_sales nov_08 -tablespaces users
-recover -alllogs -verbose

backup restore smo -profile targetdb1_prof1 -label
full_bkup_sales_nov_08 -controlfiles -recover
-alllogs -verbose

backup restore smo -profile targetdb1_prof1 -label
full_bkup_sales_nov_08 -complete -using-backup
-controlfile -recover -alllogs -verbose

Backup restore smo -profile targetdb1_prof1 -label
full_bkup_sales nov_08 -complete -using-backup
-controlfile -recover -alllogs -recover-from-location e

3. Specificare le posizioni esterne del log di archiviazione utilizzando I'opzione -recover-from-location.
Informazioni correlate
Ripristino dei backup da una posizione alternativa

Il comando di ripristino del backup smo


https://docs.netapp.com/it-it/snapmanager-oracle/windows/reference_the_smosmsapbackup_restore_command.html

Esecuzione del recovery a livello di blocco con Oracle
Recovery Manager (RMAN)

E possibile configurare SnapManager per catalogare i propri backup in Recovery
Manager (RMAN), uno strumento Oracle, in modo da poter eseguire un ripristino a livello
di blocco utilizzando RMAN. RMAN pu0 utilizzare i file di controllo del database o un
database del catalogo di ripristino separato come repository.

1. Per eseguire un backup offline completo utilizzando SnapManager, immettere il seguente comando:
backup smo create -offline-full-profileprofile_name-labelbackup_label _name-verbose
Dove:

o profile_name & il nome del profilo associato al backup

o nome_etichetta_backup & il nome dell’etichetta di backup

smo backup create -offline -full -profile profile monthly
-label full backup -verbose

+
SMO-07109 [INFO ]: Cataloguing all files in backup set with RMAN
TAG=SMC full backup 1158773581857, RMAN=ESO/controlfile.

SMO-13037 [INFO ]: Successfully completed operation: Backup
SMO-13048 [INFO ]: Operation Status: SUCCESS

SMO-13049 [INFO ]: Elapsed Time: 0:02:20.506

Operation Id [f£8080810dcc47e3010dcc47eb7a0001] succeeded.
+

1. Per verificare che il backup sia catalogato con RMAN, dall’host del database immettere il seguente
comando al prompt di RMAN:
list datafilecopy tag tag tag_name;

2. Per verificare il database e determinare se i blocchi sono corrotti, immettere il seguente comando:
dbv FILE=user01.dbf

Il seguente output mostra che due pagine sono corrotte:

10



DBVERIFY: Release 10.2.0.1.0 - Production on Wed Sep 20 13:35:44 2006
Copyright (c) 1982, 2005, Oracle. All rights reserved.
DBVERIFY - Verification starting : FILE = user0l.dbf

Page 625 is marked corrupt

Corrupt block relative dba: 0x01400271 (file 5, block 625)
Bad header found during dbv:

Data in bad block:

type: 240 format: 6 rdba: 0xed323b81

last change scn: 0x6£f07.faa74628 seq: 0x87 flg: 0x02
sparel: 0x60 spare2: 0x5 spare3d: Oxef7d

consistency value in tail: 0xa2l10fe71

check value in block header: 0x13c7

block checksum disabled...

Page 627 is marked corrupt

Corrupt block relative dba: 0x01400273 (file 5, block 627)
Bad header found during dbv:

Data in bad block:

type: 158 format: 7 rdba: 0x210lelod

last change scn: 0xe828.42414628 seq: Oxb4 flg: Oxff
sparel: Oxcc spare2: 0x81 spare3d: 0x8665

consistency value in tail: 0x46d20601

check value in block header: 0xla84

computed block checksum: 0x6c¢c30

DBVERIFY - Verification complete

Total Pages Examined : 1280

Total Pages Processed (Data) : 1123
Total Pages Failing (Data) : O
Total Pages Processed (Index): O

Total Pages Failing (Index): 0

Total Pages Processed (Other): 34
Total Pages Processed (Seg) : 0

Total Pages Failing (Seg) : O

Total Pages Empty : 120

Total Pages Marked Corrupt: 2

Total Pages Influx : 0

Highest block SCN : 1337349 (0.1337349)

3. Per rendere accessibili i file del backup sull’host e su RMAN, montare il backup utilizzando il seguente
comando:

smo backup mount -profileprofile_name-labellabel-verbose
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smo backup mount -profile SALES]1 -label full backup -verbose

SMO-13046 [INFO ]: Operation GUID 8abc013111b9088e0111b908a7560001
starting on Profile SALES]

SMO-08052 [INFO ]: Beginning to connect mount (s) [E:\logs,F:\data] from
logical snapshot

SMO SALES1 hsdbl F C 1 8abc013111a450480111a45066210001.

SMO-08025 [INFO ]: Beginning to connect mount E:\logs from snapshot
SMO SALES1 hsdbl F C 1 8abc013111a450480111a45066210001 0 of volume
hs logs.

SMO-08027 [INFO ]: Finished connecting mount E:\logs from snapshot
SMO SALES1 hsdbl F C 1 8abc013111a450480111a45066210001 0 of volume
hs logs.

SMO-08025 [INFO ]: Beginning to connect mount F:\data from snapshot
SMO SALES1 hsdbl F C 1 8abc013111a450480111a45066210001 0 of volume
hs data.

SMO-08027 [INFO ]: Finished connecting mount F:\data from snapshot
SMO SALES1 hsdbl F C 1 8abc013111a450480111a45066210001 0 of volume
hs data.

SMO-08053 [INFO ]: Finished connecting mount(s) [E:\logs,F:\data] from
logical snapshot

SMO SALES1 hsdbl F C 1 8abc013111a450480111a45066210001.

SMO-13037 [INFO ]: Successfully completed operation: Backup Mount
SMO-13048 [INFO ]: Operation Status: SUCCESS

SMO-13049 [INFO ]: Elapsed Time: 0:01:00.981

Operation Id [8abc013111b9088e0111b908a7560001] succeeded.

Per ripristinare i blocchi, in RMAN, immettere il sequente comando:

Blockrecovery datafile "e:" path file.dbf' block_id, dal tag backup_rman_tag

RMAN> blockrecover datafile
‘E:\sys\fileOl.dbf’ block 625, 626, 627
from tag SMO full backup 1158773581857;

Starting blockrecover at 20-SEP-08 using target database control file
instead of recovery catalog

allocated channel: ORA DISK 1

channel ORA DISK 1: sid=153 devtype=DISK

channel ORA DISK 1: restoring block(s) from datafile copy
C:\myfs\user0l.dbf

starting media recovery

media recovery complete, elapsed time: 00:00:01

Finished blockrecover at 20-SEP-08



5. Per verificare se i blocchi sono stati riparati, utilizzare il seguente comando:
dbv FILE=nomefile.dbf

Il seguente output mostra che nessuna pagina € corrotta:

dbv FILE=user(0l.dbf

DBVERIFY: Release 10.2.0.1.0 - Production on Wed Sep 20 13:40:01 2008
Copyright (c) 1982, 2008, Oracle. All rights reserved.

DBVERIFY - Verification starting : FILE = user(0l.dbf

DBVERIFY - Verification complete

Total Pages Examined : 1280

Total Pages Processed (Data) : 1126
Total Pages Failing (Data) : O
Total Pages Processed (Index): O

Total Pages Failing (Index): O

Total Pages Processed (Other): 34
Total Pages Processed (Seg) : 0

Total Pages Failing (Seg) : O

Total Pages Empty : 120

Total Pages Marked Corrupt : 0

Total Pages Influx : 0

Highest block SCN : 1337349 (0.1337349)

Tutti i blocchi corrotti sono stati riparati e ripristinati.

Ripristinare i file da una posizione alternativa

SnapManager consente di ripristinare i file di dati e i file di controllo da una posizione
diversa da quella delle copie Snapshot nel volume originale.

La posizione originale corrisponde alla posizione del file sul file system attivo al momento del backup. La
posizione alternativa € la posizione da cui verra ripristinato un file.

E possibile eseguire il ripristino da una posizione alternativa per ripristinare i file di dati da un file system
intermedio a un file system attivo.

Il recovery & automatizzato da SnapManager. Quando si ripristinano i file da posizioni esterne, SnapManager
utilizza il comando recovery automatic from location.

SnapManager utilizza anche Oracle Recovery Manager (RMAN) per ripristinare i file. | file da ripristinare
devono essere riconoscibili da Oracle. | nomi dei file devono essere nel formato predefinito. Durante il ripristino
dall'area di ripristino flash, SnapManager fornisce il percorso tradotto a Oracle. Oracle, tuttavia, non esegue il
ripristino dall’area di ripristino flash perché non € in grado di generare il nome file corretto. Idealmente, I'area di
ripristino flash & una destinazione destinata a funzionare con RMAN.

Informazioni correlate
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Creazione di specifiche di ripristino

Ripristinare i backup da una panoramica di posizione alternativa

Per ripristinare un backup del database da una posizione alternativa, attenersi alla
seguente procedura, ciascuna delle quali & descritta piu avanti in questa sezione.

» Eseguire una delle seguenti operazioni, a seconda del layout del database e dei fattori da ripristinare:

o Ripristinare i file di dati richiesti da nastro, SnapVault, SnapMirror o qualsiasi altro supporto su qualsiasi
file system montato sul’host del database.

o Ripristinare il file system richiesto e montarlo sull’host del database.
o Connettersi ai dispositivi raw richiesti presenti nell’host locale.

* Creare un file XML (Extensible Markup Language) con specifica di ripristino che includa le mappature
richieste da SnapManager per il ripristino dalla posizione alternativa alla posizione originale. Salvare il file
in una posizione a cui SnapManager puo accedere.

« Utilizzare SnapManager per ripristinare e ripristinare i dati utilizzando il file XML delle specifiche di
ripristino.

Ripristino dei dati dai file

Prima di eseguire il ripristino da una posizione alternativa, &€ necessario ripristinare i file
necessari da qualsiasi supporto di storage e ripristinare i file da applicazioni come
SnapVault o SnapMirror su un file system montato sull’host locale.

E possibile utilizzare I'operazione di ripristino da una posizione alternativa per copiare i file da un file system
alternativo a un file system attivo.

E necessario specificare le posizioni alternative da cui ripristinare i file originali creando una specifica di
ripristino.

Ripristino dei dati dal file system

Prima di ripristinare i dati da una posizione alternativa, & necessario ripristinare il file
system necessario e montarlo sull’host locale.

E possibile richiamare I'operazione di ripristino da una posizione alternativa per copiare i file da file system
alternativi a file system attivi.

Per eseguire questa operazione, € necessario specificare i punti di montaggio alternativi da cui ripristinare i
punti di montaggio originali € i nomi delle copie Snapshot originali creando un file di specifica di ripristino.

I nome della copia Snapshot € un componente necessario perché lo stesso file system
potrebbe essere bloccato piu volte in una singola operazione di backup (ad esempio, una volta
per i file di dati e una volta per il file di registro).

Informazioni correlate

Creazione di specifiche di ripristino
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Creazione di specifiche di ripristino

Il file delle specifiche di ripristino € un file XML che contiene le posizioni originale e
alternativa da cui €& possibile ripristinare il file. SnapManager utilizza questo file di
specifica per ripristinare i file dalla posizione specificata.

E possibile creare il file delle specifiche di ripristino utilizzando qualsiasi editor di testo. E necessario utilizzare
un’estensione .xml per il file.

1. Aprire un file di testo.

2. Inserire il seguente indirizzo: &lt;restore-specification xmins="<a href="http://www.netapp.com"&gt;"
class="bare">http://www.netapp.com"&gt;</a>

3. Inserire le informazioni di mappatura dei file utilizzando il formato mostrato nel’esempio seguente:

<file-mapping>
<original-location>E:\disks\sysaux.dbf</original-location>
<alternate-location>E:\disks\sysaux.dbf</alternate-location>
</file-mapping>

La mappatura file specifica da dove viene ripristinato un file. La posizione originale € la posizione del file
sul file system attivo al momento del backup. La posizione alternativa € la posizione da cui viene
ripristinato il file.

4. Inserire le informazioni di mappatura del file system montato utilizzando il formato mostrato nell’esempio:

<mountpoint-mapping>
<original-location>E:\disks\sysaux.dbf</original-location>
<snapname>snapname</snapname>
<alternate-location>E:\disks\sysaux.dbf</alternate-location>
</mountpoint-mapping>

Mountpoint si riferisce al percorso di directory C: La mappatura del punto di montaggio specifica il punto di
montaggio da cui vengono ripristinati i file. La posizione originale € la posizione del punto di montaggio nel
file system attivo al momento del backup. La posizione alternativa € il punto di montaggio da cui vengono
ripristinati i file nella posizione originale. Snapname € il nome della copia Snapshot in cui € stato eseguito il
backup dei file originali.

Il nome della copia Snapshot € un componente necessario perché lo stesso file system pud
essere utilizzato piu volte in una singola operazione di backup (ad esempio, una volta per i
file di dati e una volta per i registri).

5. Inserire il seguente indirizzo: </restore-specification>

6. Salvare il file come file .xml e chiudere la specifica.

Ripristino dei backup da una posizione alternativa

E possibile eseguire il ripristino da una posizione alternativa per ripristinare i file di dati da
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un file system intermedio a un file system attivo.

» Creare un file XML con specifica di ripristino e specificare il tipo di metodo di ripristino che si desidera
utilizzare.

E possibile utilizzare il comando smo backup restore e specificare il file XML delle specifiche di ripristino creato
per ripristinare il backup da una posizione alternativa.

1. Immettere il seguente comando: smo backup restore -profileprofile-labellabel-complete-alllogs
-restorespecrestorespec

Informazioni correlate

Il comando di ripristino del backup smo
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