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Eseguire il dump dei file

I file dump sono file di log compressi contenenti informazioni su SnapManager e sul suo
ambiente. I diversi tipi di file di log creati sono operazione, profilo e file di dump di
sistema.

È possibile utilizzare il comando dump o la scheda Create Diagnostics nell’interfaccia grafica utente (GUI) per
raccogliere informazioni su un’operazione, un profilo o l’ambiente. Un dump di sistema non richiede un profilo;
tuttavia, i dump del profilo e delle operazioni richiedono profili.

SnapManager include le seguenti informazioni diagnostiche nel file dump:

• Le fasi eseguite

• Il tempo necessario per completare ogni fase

• Il risultato di ciascuna fase

• Se presente, si è verificato un errore durante l’operazione

I file di log o i file dump di SnapManager consentono di ottenere permessi di lettura e scrittura
solo per gli utenti root e per gli altri utenti appartenenti al gruppo root.

SnapManager include anche le seguenti informazioni nel file:

• Versione e architettura del sistema operativo

• Variabili di ambiente

• Versione Java

• Versione e architettura di SnapManager

• Preferenze SnapManager

• Messaggi SnapManager

• proprietà log4j

• Versione e architettura di SnapDrive

• File di log di SnapDrive

• Versione di Oracle

• Dettagli dell’inventario locale di Oracle OPatch

• Versione Oracle del database repository

• Tipo di database di destinazione (standalone)

• Ruolo del database di destinazione (primario, standby fisico o standby logico)

• Configurazione del database di destinazione Oracle Recovery Manager (RMAN) (nessuna integrazione
RMAN, RMAN con file di controllo o RMAN con file di catalogo)

• Versione Oracle del database di destinazione

• Identificatore di sistema (SID) del database di destinazione

• Nome del servizio del database di repository

• Istanze di database installate sull’host
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• Descrittore del profilo

• Memoria condivisa massima

• Scambiare le informazioni sullo spazio

• Informazioni sulla memoria

• Ambiente multipath

• Versione delle utility host

• Microsoft Internet Small computer System Interface (iSCSI) software Initiator versione per Windows

• Versioni dell’interfaccia BACKINT

• Versione del tool BR

• Livello di patch

• Output di system verify comando

Il file dump elenca anche le limitazioni di SnapManager su Windows.

I file dump di SnapManager contengono anche il file di raccolta dati di SnapDrive e il file di log degli avvisi di
Oracle. È possibile raccogliere il file di log degli avvisi Oracle utilizzando smsap operation dump e. smsap
profile dump comandi.

Il dump del sistema non contiene i log degli avvisi Oracle; tuttavia, i dump del profilo e delle
operazioni contengono i log degli avvisi.

Anche se il server host SnapManager non è in esecuzione, è possibile accedere alle informazioni di dump
utilizzando l’interfaccia della riga di comando (CLI) o la GUI.

Se riscontri un problema che non puoi risolvere, puoi inviare questi file ai NetApp Global Services.

Creare file dump a livello operativo

È possibile utilizzare smsap operation dump Comando con il nome o l’ID
dell’operazione non riuscita per ottenere informazioni di registro su una determinata
operazione. È possibile specificare diversi livelli di log per raccogliere informazioni su
un’operazione, un profilo, un host o un ambiente specifico.

Fase

1. Immettere il seguente comando:

smsap operation dump -id guid

Il smsap operation dump il comando fornisce un set completo delle informazioni fornite
da smsap profile dump comando, che a sua volta fornisce un insieme eccellente delle
informazioni fornite da smsap system dump comando.

Posizione del file di dump:
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Path:\<user-home>\Application

Data\NetApp\smsap\3.3.0\smsap_dump_8abc01c814649ebd0114649ec69d0001.jar

Creare file dump a livello di profilo

È possibile trovare le informazioni di registro relative a un particolare profilo utilizzando
smsap profile dump con il nome del profilo.

Fase

1. Immettere il seguente comando:

smsap profile dump -profile profile_name

Posizione del file di dump:

Path:\<user-home>\Application

Data\NetApp\smsap\3.3.0\smsap_dump_8abc01c814649ebd0114649ec69d0001.jar

Se si verifica un errore durante la creazione di un profilo, utilizzare smsap system dump
comando. Una volta creato correttamente un profilo, utilizzare smsap operation dump e.
smsap profile dump comandi.

Creare file dump a livello di sistema

È possibile utilizzare smsap system dump Per ottenere informazioni di log sull’host e
sull’ambiente SnapManager. È possibile specificare diversi livelli di log per raccogliere
informazioni su un’operazione, un profilo o un host e un ambiente specifici.

Fase

1. Immettere il seguente comando:

smsap system dump

Dump risultante

Path:\<user-home>\Application

Data\NetApp\smsap\3.3.0\smsap_dump_server_host.jar

Come individuare i file dump

Il file dump si trova nel sistema client per un facile accesso. Questi file sono utili per
risolvere un problema relativo al profilo, al sistema o a qualsiasi operazione.
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Il file dump si trova nella home directory dell’utente sul sistema client.

• Se si utilizza l’interfaccia grafica utente (GUI), il file dump si trova in:

user_home\Application Data\NetApp\smsap\3.3.0\smsap_dump

dump_file_type_name

server_host.jar

• Se si utilizza l’interfaccia della riga di comando (CLI), il file dump si trova in:

user_home\.netapp\smsap\3.3.0\smsap_dump_dump_file_type_name

server_host.jar

Il file dump contiene l’output del comando dump. Il nome del file dipende dalle informazioni fornite. La tabella
seguente mostra i tipi di operazioni di dump e i nomi dei file risultanti:

Tipo di operazione di dump Nome file risultante

Comando dump dell’operazione con ID
dell’operazione

smsap_dump_operation-id.jar

Comando dump dell’operazione senza ID operazione smsap operation dump -profile VH1

-verbose Viene visualizzato il seguente output:

smsap operation dump -profile VH1

-verbose

[ INFO] SMSAP-13048: Dump

Operation Status: SUCCESS

[ INFO] SMSAP-13049: Elapsed Time:

0:00:01.404

Dump file created.

Path: user_home\Application

Data\ontap\smsap\3.3.0\smsap_dump_

VH1_kaw.rtp.foo.com.jar

Comando dump del sistema smsap_dump_host-name.jar

Comando di dump del profilo smsap_dump_profile-name_host-name.jar

Come raccogliere i file dump

Puoi includere -dump Nel comando SnapManager per raccogliere i file dump dopo
un’operazione SnapManager riuscita o non riuscita.
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È possibile raccogliere i file dump per le seguenti operazioni SnapManager:

• Creazione di profili

• Aggiornamento dei profili

• Creazione di backup

• Verifica dei backup

• Eliminazione dei backup

• Liberare i backup

• Montaggio dei backup

• Smontare i backup

• Ripristino dei backup

• Creazione di cloni

• Eliminazione dei cloni

Quando si crea un profilo, è possibile raccogliere i file dump solo se l’operazione ha esito
positivo. Se si verifica un errore durante la creazione di un profilo, è necessario utilizzare smsap
system dump comando. Per i profili di successo, è possibile utilizzare smsap operation
dump e. smsap profile dump comandi per raccogliere i file dump.

Esempio

 smsap backup create -profile targetdb1_prof1 -auto -full -online -dump

Raccolta di informazioni aggiuntive sui log per semplificare
il debugging

Se sono necessari log aggiuntivi per eseguire il debug di un’operazione SnapManager
non riuscita, è necessario impostare una variabile di ambiente esterna
server.log.level. Questa variabile sovrascrive il livello di log predefinito e scarica
tutti i messaggi di log nel file di log. Ad esempio, è possibile modificare il livello di log in
DEBUG, che registra messaggi aggiuntivi e può aiutare a risolvere i problemi di debug.

I registri SnapManager sono disponibili nelle seguenti posizioni:

• SnapManager_install_directory\log

Per eseguire l’override del livello di registro predefinito, attenersi alla seguente procedura:

1. Creare un platform.override File di testo nella directory di installazione di SnapManager.

2. Aggiungere il server.log.level nel platform.override file di testo.

3. Assegnare un valore (TRACE, DEBUG, INFO, WARN, ERROR, FATAL (O PROGRESS) al
server.log.level parametro.

Ad esempio, per modificare il livello di log in ERROR, impostare il valore di server.log.level A
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ERRORE.

server.log.level=ERROR

4. Riavviare il server SnapManager.

Se le informazioni aggiuntive del registro non sono richieste, è possibile eliminare
server.log.level dal platform.override file di testo.

SnapManager gestisce il volume dei file di log del server in base ai valori definiti dall’utente dei seguenti
parametri in smsap.config file:

• log.max_log_files

• log.max_log_file_size

• log.max_rolling_operation_factory_logs
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