Archiviazione nel cloud tramite I'API S3
StorageGRID

NetApp
October 03, 2025

This PDF was generated from https://docs.netapp.com/it-it/storagegrid-116/admin/configuring-connection-
settings-for-s3-api.html on October 03, 2025. Always check docs.netapp.com for the latest.



Sommario

Archiviazione nel cloud tramite 'API S3
Configurare le impostazioni di connessione per I'API S3
Modificare le impostazioni di connessione per 'API S3
Modificare lo stato del Cloud Tiering Service
Ripristinare il numero di errori di archiviazione per la connessione AP| S3
Migrazione di oggetti da Cloud Tiering - S3 a un Cloud Storage Pool

o O~ W



Archiviazione nel cloud tramite ’API S3

E possibile configurare un nodo di archiviazione per la connessione diretta ai servizi Web
Amazon o a qualsiasi altro sistema in grado di interfacciarsi con il sistema StorageGRID
tramite 'API S3.

Lo spostamento di oggetti da un nodo di archiviazione a un sistema storage di archiviazione

@ esterno tramite ’API S3 & stato sostituito da pool di storage cloud ILM, che offrono maggiori
funzionalita. L'opzione Cloud Tiering - Simple Storage Service (S3) € ancora supportata, ma
potresti preferire implementare i Cloud Storage Pool.

Se stai utilizzando un nodo di archiviazione con I'opzione Cloud Tiering - Simple Storage Service (S3),
prendi in considerazione la migrazione degli oggetti a un pool di storage cloud. Consultare le istruzioni per
Gestione degli oggetti con ILM.

Configurare le impostazioni di connessione per ’API S3

Se si sta effettuando la connessione a un nodo di archiviazione utilizzando l'interfaccia
S3, € necessario configurare le impostazioni di connessione per I'AP| S3. Fino a quando
queste impostazioni non vengono configurate, il servizio ARC rimane in uno stato di
allarme principale in quanto non € in grado di comunicare con il sistema di storage di
archiviazione esterno.

Lo spostamento di oggetti da un nodo di archiviazione a un sistema storage di archiviazione

esterno tramite 'API S3 & stato sostituito da pool di storage cloud ILM, che offrono maggiori

funzionalita. L'opzione Cloud Tiering - Simple Storage Service (S3) € ancora supportata, ma
@ potresti preferire implementare i Cloud Storage Pool.

Se stai utilizzando un nodo di archiviazione con I'opzione Cloud Tiering - Simple Storage
Service (S3), prendi in considerazione la migrazione degli oggetti a un pool di storage cloud.
Vedere Gestire gli oggetti con ILM.

Di cosa hai bisogno
 Hai effettuato 'accesso a Grid Manager utilizzando un browser web supportato.

« Si dispone di autorizzazioni di accesso specifiche.
» Hai creato un bucket sul sistema storage di archiviazione di destinazione:

o |l bucket & dedicato a un singolo nodo di archiviazione. Non pud essere utilizzato da altri nodi di
archiviazione o altre applicazioni.

> Nel bucket & stata selezionata la regione appropriata per la propria posizione.
o Il bucket deve essere configurato con la versione sospesa.

» La segmentazione degli oggetti & attivata e la dimensione massima dei segmenti & inferiore o uguale a 4.5
GiB (4,831,838,208 byte). Le richieste APl S3 che superano questo valore non avranno esito positivo se
S3 viene utilizzato come sistema di storage di archiviazione esterno.

Fasi
1. Selezionare SUPPORT > Tools > Grid topology.
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2. Selezionare Archive Node ARC Target.

3. Selezionare Configurazione principale.

Overview Alarms Reports | Configuration '||

Wain Alarms

Configuration: ARC (98-127) - Target

Updated: 20150824 15:48:22 PDT

Target Type Cloud Tiering - Simple Storage Service (53) LI

Cloud Tiering ($3) Account

Bucket Mame name
Region Virginia or Pacific Northwest (us-east-1) LI
Endpoint hitps:/10.10.10.123:8082 T Use AWS
Endpoint Authentication r

Access Key ABCD123EFG45AB

Secret Access Key ssases

Storage Class Standard (Default) LI

Apply Changes .

4. Selezionare Cloud Tiering - Simple Storage Service (S3) dall’elenco a discesa Target Type (tipo di
destinazione).

@ Le impostazioni di configurazione non sono disponibili fino a quando non si seleziona un tipo
di destinazione.

5. Configurare I'account di cloud tiering (S3) attraverso il quale il nodo di archiviazione si connettera al
sistema di archiviazione esterno di destinazione in grado di supportare S3.

La maggior parte dei campi di questa pagina sono esplicativi. Di seguito vengono descritti i campi per i
quali potrebbe essere necessario fornire assistenza.

> Regione: Disponibile solo se € selezionato Usa AWS. La regione selezionata deve corrispondere a
quella del bucket.

o Endpoint e Use AWS: Per Amazon Web Services (AWS), selezionare Use AWS. Endpoint viene
quindi compilato automaticamente con un URL dell’endpoint in base agli attributi Bucket Name e
Region. Ad esempio:

https://bucket.region.amazonaws.com

Per una destinazione non AWS, inserire 'URL del sistema che ospita il bucket, incluso il numero di
porta. Ad esempio:



https://system.com:1080

o End Point Authentication: Attivato per impostazione predefinita. Se la rete sul sistema di storage di
archiviazione esterno & attendibile, deselezionare la casella di controllo per disattivare la verifica del
certificato SSL dell’endpoint e del nome host per il sistema di storage di archiviazione esterno di
destinazione. Se un’altra istanza di un sistema StorageGRID ¢ il dispositivo di archiviazione di
destinazione e il sistema € configurato con certificati firmati pubblicamente, & possibile mantenere la
casella di controllo selezionata.

o

Storage Class (Classe di storage): Selezionare Standard (predefinito) per lo storage normale.
Selezionare Redundancy ridotta solo per gli oggetti che possono essere ricreati facilmente.
Redundancy ridotta offre storage a costi inferiori con minore affidabilita. Se il sistema storage di
archiviazione di destinazione & un’altra istanza del sistema StorageGRID, Classe storage controlla
quante copie intermedie dell’oggetto vengono eseguite al momento dell’acquisizione nel sistema di
destinazione, se viene utilizzato il doppio commit quando vengono acquisiti oggetti.

6. Selezionare Applica modifiche.

Le impostazioni di configurazione specificate vengono validate e applicate al sistema StorageGRID. Una
volta configurata, la destinazione non pud essere modificata.

Modificare le impostazioni di connessione per I’API S3

Una volta configurato il nodo di archiviazione per la connessione a un sistema di
archiviazione esterno tramite 'API S3, € possibile modificare alcune impostazioni in caso
di modifica della connessione.

Di cosa hai bisogno
+ Hai effettuato I'accesso a Grid Manager utilizzando un browser web supportato.

+ Si dispone di autorizzazioni di accesso specifiche.

A proposito di questa attivita

Se si modifica I'account Cloud Tiering (S3), € necessario assicurarsi che le credenziali di accesso dell’'utente
abbiano accesso in lettura/scrittura al bucket, inclusi tutti gli oggetti precedentemente acquisiti dal nodo di
archiviazione nel bucket.

Fasi
1. Selezionare SUPPORT > Tools > Grid topology.

2. Selezionare Archive Node ARC Target.

3. Selezionare Configurazione principale.


https://docs.netapp.com/it-it/storagegrid-116/admin/web-browser-requirements.html

Overview Alarms Reports | Configuration ‘\

Wain Alarms

m Configuration: ARC (98-127) - Target

Updated: 2015-09-24 15:48:22 PDT

Target Type Cloud Tiering - Simple Storage Service (53) LI

Cloud Tiering ($3) Account

Bucket Name name
Region Virginia or Pacific Morthwest (us-east-1) LI
Endpaoint hitps:/10.10.10.123:8082 ™ Use AWS
Endpoint Authentication r

Access Key ABCD123EFG45AB

Secret Access Key ssssee

Storage Class Standard (Default) LI

Apply Changes .

4. Modificare le informazioni dell’account, se necessario.

Se si modifica la classe di storage, i nuovi dati dell’oggetto vengono memorizzati con la nuova classe di
storage. L’'oggetto esistente continua ad essere memorizzato nella classe di storage impostata al momento
dell’acquisizione.

@ Nome bucket, Regione ed endpoint, utilizza i valori AWS e non pud essere modificato.

5. Selezionare Applica modifiche.

Modificare lo stato del Cloud Tiering Service

E possibile controllare la capacita di lettura e scrittura del nodo di archiviazione nel
sistema storage di archiviazione esterno di destinazione che si connette attraverso I'API
S3 modificando lo stato del servizio di tiering cloud.

Di cosa hai bisogno
« E necessario accedere a Grid Manager utilizzando un browser web supportato.

« E necessario disporre di autorizzazioni di accesso specifiche.

* Il nodo di archiviazione deve essere configurato.

A proposito di questa attivita

E possibile disattivare il nodo di archiviazione modificando lo stato del servizio di tiering cloud in Read-Write
Disabled.


https://docs.netapp.com/it-it/storagegrid-116/admin/web-browser-requirements.html

Fasi
1. Selezionare SUPPORT > Tools > Grid topology.

2. Selezionare Archive Node ARC.

3. Selezionare Configurazione principale.

Overview Alarms Reports | Configuration l\

Wain Alarms
Configuration: ARC (98-127) - ARC
Updsted: 2015-09-24 17:18:28 FOT
ARC State [oniine =
Cloud Tiering Service State | Read-Write Enabled ;l

Apply Changes .

4. Selezionare un Cloud Tiering Service state.

5. Selezionare Applica modifiche.

Ripristinare il numero di errori di archiviazione per la
connessione API S3

Se il nodo di archiviazione si connette a un sistema di storage di archiviazione tramite
I'API S3, & possibile reimpostare il numero di errori di archiviazione, che puo essere
utilizzato per cancellare I'allarme ARVF (Store Failures).

Di cosa hai bisogno
 Hai effettuato I'accesso a Grid Manager utilizzando un browser web supportato.

« Si dispone di autorizzazioni di accesso specifiche.
Fasi
1. Selezionare SUPPORT > Tools > Grid topology.
2. Selezionare Archive Node ARC Store.

3. Selezionare Configurazione principale.

Overview Alarms Reports | Configuration '||

Kain Alarms

5 Configuration: ARC (98-127) - Store

Updated: 2015-09-29 17:54:42 PDT

Reset Store Failure Count -

Apply Changes .
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4. Selezionare Reset Store Failure Count.

5. Selezionare Applica modifiche.

L'attributo Store Failures viene reimpostato su zero.

Migrazione di oggetti da Cloud Tiering - S3 a un Cloud
Storage Pool

Se stai utilizzando la funzionalita Cloud Tiering - Simple Storage Service (S3) per
tierare i dati degli oggetti in un bucket S3, prendi in considerazione la migrazione degli
oggetti in un Cloud Storage Pool. | pool di cloud storage offrono un approccio scalabile
che sfrutta tutti i nodi di storage nel sistema StorageGRID.

Di cosa hai bisogno
 Hai effettuato 'accesso a Grid Manager utilizzando un browser web supportato.

« Si dispone di autorizzazioni di accesso specifiche.

» Hai gia memorizzato oggetti nel bucket S3 configurato per il Cloud Tiering.

@ Prima di migrare i dati degli oggetti, contatta il tuo rappresentante NetApp per conoscere e
gestire i costi associati.

A proposito di questa attivita

Dal punto di vista di ILM, un pool di storage cloud & simile a un pool di storage. Tuttavia, mentre i pool di
storage sono costituiti da nodi di storage o nodi di archiviazione all'interno del sistema StorageGRID, un pool
di storage cloud é costituito da un bucket S3 esterno.

Prima di migrare gli oggetti da Tier cloud - S3 a un pool di storage cloud, &€ necessario prima creare un bucket
S3 e poi creare il pool di storage cloud in StorageGRID. Quindi, & possibile creare un nuovo criterio ILM e
sostituire la regola ILM utilizzata per memorizzare gli oggetti nel bucket Cloud Tiering con una regola ILM
clonata che memorizza gli stessi oggetti nel Cloud Storage Pool.

Quando gli oggetti vengono memorizzati in un pool di storage cloud, le copie di tali oggetti non
possono essere memorizzate anche in StorageGRID. Se la regola ILM attualmente in uso per il

@ Cloud Tiering & configurata per memorizzare oggetti in piu posizioni contemporaneamente,
considerare se si desidera eseguire questa migrazione facoltativa perché si perde tale
funzionalita. Se si continua con questa migrazione, € necessario creare nuove regole invece di
clonare quelle esistenti.

Fasi
1. Creare un pool di storage cloud.

Utilizza un nuovo bucket S3 per il Cloud Storage Pool per garantire che contenga solo i dati gestiti dal
Cloud Storage Pool.

2. Individuare eventuali regole ILM nel criterio ILM attivo che causano I'archiviazione degli oggetti nel bucket
Cloud Tiering.
3. Clonare ciascuna di queste regole.

4. Nelle regole clonate, modificare la posizione di posizionamento nel nuovo Cloud Storage Pool.
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5. Salvare le regole clonate.

6. Creare una nuova policy che utilizzi le nuove regole.

7. Simulare e attivare la nuova policy.
Quando la nuova policy viene attivata e si verifica la valutazione ILM, gli oggetti vengono spostati dal
bucket S3 configurato per il Cloud Tiering al bucket S3 configurato per il Cloud Storage Pool. Lo spazio

utilizzabile sulla griglia non viene compromesso. Una volta spostati nel Cloud Storage Pool, gli oggetti
vengono rimossi dal bucket Cloud Tiering.

Informazioni correlate

Gestire gli oggetti con ILM


https://docs.netapp.com/it-it/storagegrid-116/ilm/index.html
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