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Creare una regola ILM

Accedere alla procedura guidata Crea regola ILM

Le regole ILM consentono di gestire il posizionamento dei dati degli oggetti nel tempo.
Per creare una regola ILM, utilizzare la procedura guidata Crea regola ILM.

Se si sta creando la regola ILM predefinita per un criterio, utilizzare questa procedura: Creare
una regola ILM predefinita.

Di cosa hai bisogno

• Hai effettuato l’accesso a Grid Manager utilizzando un browser web supportato.

• Si dispone di autorizzazioni di accesso specifiche.

• Se si desidera specificare a quali account tenant si applica questa regola, si dispone dell’autorizzazione
account tenant o si conosce l’ID account per ciascun account.

• Se si desidera che la regola filtri gli oggetti sui metadati dell’ultimo accesso, gli ultimi aggiornamenti dell’ora
di accesso devono essere attivati dal bucket per S3 o dal container per Swift.

• Se si creano copie replicate, sono stati configurati tutti i pool di storage o di cloud storage che si intende
utilizzare. Vedere Creare un pool di storage e. Creare un pool di storage cloud.

• Se si stanno creando copie con codice erasure, è stato configurato un profilo di codifica Erasure. Vedere
Creare un profilo di codifica Erasure.

• Conosci già opzioni di protezione dei dati per l’acquisizione.

• Se è necessario creare una regola conforme per l’utilizzo con il blocco oggetti S3, si ha familiarità con
Requisiti per il blocco oggetti S3.

• Facoltativamente, hai guardato il video: "Video: Regole ILM di StorageGRID: Per iniziare".

A proposito di questa attività

Quando si creano regole ILM:

• Prendere in considerazione la topologia e le configurazioni dello storage del sistema StorageGRID.
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• Considerare i tipi di copie di oggetti che si desidera eseguire (replicate o codificate per la cancellazione) e
il numero di copie di ciascun oggetto richieste.

• Determinare i tipi di metadati degli oggetti utilizzati nelle applicazioni che si connettono al sistema
StorageGRID. Le regole ILM filtrano gli oggetti in base ai metadati.

• Considerare dove si desidera che le copie a oggetti vengano collocate nel tempo.

• Decidere quale opzione utilizzare per l’opzione di protezione dei dati al momento dell’acquisizione
(Balanced, Strict o Dual Commit).

Fasi

1. Selezionare ILM > regole.

Viene visualizzata la pagina ILM Rules (regole ILM), con la regola stock, fare 2 copie, selezionata.

La pagina regole ILM appare leggermente diversa se l’impostazione globale di blocco
oggetti S3 è stata attivata per il sistema StorageGRID. La tabella di riepilogo include una
colonna conforme e i dettagli della regola selezionata includono un campo conforme.

2. Selezionare Crea.

Viene visualizzata la fase 1 (Definisci le basi) della procedura guidata Crea regola ILM. La pagina Definisci
le basi consente di definire gli oggetti a cui si applica la regola.

Fase 1 di 3: Definizione delle nozioni di base

Il passaggio 1 (Definisci le basi) della procedura guidata Crea regola ILM consente di
definire i filtri di base e avanzati della regola.

A proposito di questa attività

Quando si valuta un oggetto rispetto a una regola ILM, StorageGRID confronta i metadati dell’oggetto con i filtri
della regola. Se i metadati dell’oggetto corrispondono a tutti i filtri, StorageGRID utilizza la regola per
posizionare l’oggetto. È possibile progettare una regola da applicare a tutti gli oggetti, oppure specificare filtri di
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base, come uno o più account tenant o nomi bucket, o filtri avanzati, come la dimensione dell’oggetto o i
metadati dell’utente.

Fasi

1. Immettere un nome univoco per la regola nel campo Nome.

È necessario immettere da 1 a 64 caratteri.

2. Se si desidera, inserire una breve descrizione per la regola nel campo Descrizione.

È necessario descrivere lo scopo o la funzione della regola in modo da poterne riconoscere in un secondo
momento.

3. Facoltativamente, selezionare uno o più account tenant S3 o Swift a cui si applica questa regola. Se
questa regola è applicabile a tutti i tenant, lasciare vuoto questo campo.

Se non si dispone dell’autorizzazione di accesso root o dell’autorizzazione per gli account tenant, non è
possibile selezionare i tenant dall’elenco. Immettere invece l’ID tenant o più ID come stringa delimitata da
virgole.

4. Facoltativamente, specificare i bucket S3 o i container Swift a cui si applica questa regola.

Se l’opzione Match All (corrispondenza totale) è selezionata (impostazione predefinita), la regola si
applica a tutti i bucket S3 o a tutti i container Swift.

5. Se si desidera, selezionare Advanced Filtering (filtraggio avanzato) per specificare filtri aggiuntivi.

Se non si configura il filtraggio avanzato, la regola si applica a tutti gli oggetti che corrispondono ai filtri di
base.

Se questa regola consente di creare copie erasure-coded, aggiungere il filtro avanzato Object Size (MB) e
impostarlo su Greater than 1. Il filtro delle dimensioni garantisce che gli oggetti di dimensioni pari o
inferiori a 1 MB non vengano sottoposti a erasure coding.
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L’erasure coding è più adatto per oggetti superiori a 1 MB. Non utilizzare la codifica erasure
per oggetti di dimensioni inferiori a 200 KB per evitare l’overhead di gestione di frammenti
con codifica erasure molto piccoli.

6. Selezionare Avanti.

Viene visualizzato il punto 2 (definizione delle posizioni).

Informazioni correlate

• Che cos’è una regola ILM

• Utilizzare filtri avanzati nelle regole ILM

• Fase 2 di 3: Definizione delle posizioni

Utilizzare filtri avanzati nelle regole ILM

Il filtraggio avanzato consente di creare regole ILM applicabili solo a oggetti specifici in
base ai metadati. Quando si imposta il filtraggio avanzato per una regola, si seleziona il
tipo di metadati che si desidera associare, si seleziona un operatore e si specifica un
valore di metadati. Quando si valutano gli oggetti, la regola ILM viene applicata solo agli
oggetti che hanno metadati corrispondenti al filtro avanzato.

La tabella mostra i tipi di metadati che è possibile specificare nei filtri avanzati, gli operatori che è possibile
utilizzare per ogni tipo di metadati e i valori di metadati previsti.

Tipo di metadati Operatori supportati Valore dei metadati

Tempo di acquisizione
(microsecondi)

• uguale a

• non uguale

• inferiore a.

• inferiore o uguale a.

• maggiore di

• maggiore di o uguale
a.

Ora e data di acquisizione dell’oggetto.

Nota: per evitare problemi di risorse quando si attiva
un nuovo criterio ILM, è possibile utilizzare il filtro
avanzato Ingest Time in qualsiasi regola che potrebbe
modificare la posizione di un gran numero di oggetti
esistenti. Impostare Ingest Time (tempo di
acquisizione) su un valore maggiore o uguale al
tempo approssimativo in cui il nuovo criterio verrà
applicato per garantire che gli oggetti esistenti non
vengano spostati inutilmente.

Chiave • uguale a

• non uguale

• contiene

• non contiene

• inizia con

• non inizia con

• termina con

• non finisce con

Tutto o parte di una chiave oggetti S3 o Swift univoca.

Ad esempio, è possibile associare gli oggetti che
terminano con .txt oppure inizia con test-
object/.
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Tipo di metadati Operatori supportati Valore dei metadati

Tempo di ultimo accesso
(microsecondi)

• uguale a

• non uguale

• inferiore a.

• inferiore o uguale a.

• maggiore di

• maggiore di o uguale
a.

• esiste

• non esiste

Ora e data dell’ultimo recupero dell’oggetto (letto o
visualizzato).

Nota: se si prevede di utilizzare l’ultimo tempo di
accesso come filtro avanzato, è necessario abilitare
gli ultimi aggiornamenti dell’ora di accesso per il
bucket S3 o il container Swift.

USA l’ultimo tempo di accesso nelle regole ILM

Vincolo di posizione (solo
S3)

• uguale a

• non uguale

La regione in cui è stato creato un bucket S3.
Utilizzare ILM > regioni per definire le regioni
visualizzate.

Nota: Un valore di US-East-1 corrisponde agli oggetti
nei bucket creati nella regione US-East-1 e agli
oggetti nei bucket che non hanno alcuna regione
specificata.

Configurazione delle regioni (opzionale e solo S3)

Dimensione oggetto (MB) • uguale a

• non uguale

• inferiore a.

• inferiore o uguale a.

• maggiore di

• maggiore di o uguale
a.

Dimensione dell’oggetto in MB.

L’erasure coding è più adatto per oggetti superiori a 1
MB. Non utilizzare la codifica erasure per oggetti di
dimensioni inferiori a 200 KB per evitare l’overhead di
gestione di frammenti con codifica erasure molto
piccoli.

Nota: per filtrare le dimensioni degli oggetti inferiori a
1 MB, digitare un valore decimale. Il tipo di browser e
le impostazioni internazionali consentono di
controllare se è necessario utilizzare un punto o una
virgola come separatore decimale.
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Tipo di metadati Operatori supportati Valore dei metadati

Metadati dell’utente • contiene

• termina con

• uguale a

• esiste

• non contiene

• non finisce con

• non uguale

• non esiste

• non inizia con

• inizia con

Coppia key-value, dove User Metadata Name è la
chiave e User Metadata Value è il valore.

Ad esempio, per filtrare gli oggetti con metadati utente
di color=blue, specificare color Per User

Metadata Name, equals per l’operatore, e. blue
Per valore metadati utente.

Nota: i nomi dei metadati utente non distinguono tra
maiuscole e minuscole; i valori dei metadati utente
distinguono tra maiuscole e minuscole.

Tag oggetto (solo S3) • contiene

• termina con

• uguale a

• esiste

• non contiene

• non finisce con

• non uguale

• non esiste

• non inizia con

• inizia con

Coppia Key-value, dove Object Tag Name è la
chiave e Object Tag Value è il valore.

Ad esempio, per filtrare gli oggetti che hanno un tag
Object di Image=True, specificare Image Per Nome

tag oggetto, equals per l’operatore, e. True Per
valore tag oggetto.

Nota: i nomi dei tag degli oggetti e i valori dei tag
degli oggetti fanno distinzione tra maiuscole e
minuscole. È necessario inserire questi elementi
esattamente come sono stati definiti per l’oggetto.

Specifica di più tipi di metadati e valori

Quando si definisce il filtraggio avanzato, è possibile specificare più tipi di metadati e più valori di metadati. Ad
esempio, se si desidera che una regola corrisponda a oggetti di dimensioni comprese tra 10 MB e 100 MB,
selezionare il tipo di metadati Object Size e specificare due valori di metadati.

• Il primo valore di metadati specifica oggetti superiori o uguali a 10 MB.

• Il secondo valore di metadati specifica gli oggetti inferiori o uguali a 100 MB.
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L’utilizzo di più voci consente di avere un controllo preciso su quali oggetti vengono associati. Nell’esempio
seguente, la regola si applica agli oggetti che hanno un marchio A o un marchio B come valore dei metadati
dell’utente camera_TYPE. Tuttavia, la regola si applica solo agli oggetti Brand B di dimensioni inferiori a 10
MB.
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Fase 2 di 3: Definizione delle posizioni

Il passaggio 2 (definizione delle posizioni) della procedura guidata Crea regola ILM
consente di definire le istruzioni di posizionamento che determinano la durata della
memorizzazione degli oggetti, il tipo di copie (replicate o codificate per la cancellazione),
la posizione di archiviazione e il numero di copie.

A proposito di questa attività

Una regola ILM può includere una o più istruzioni di posizionamento. Ogni istruzione di posizionamento si
applica a un singolo periodo di tempo. Quando si utilizzano più istruzioni, i periodi di tempo devono essere
contigui e almeno un’istruzione deve iniziare il giorno 0. Le istruzioni possono continuare per sempre o fino a
quando non sono più necessarie copie di oggetti.

Ogni istruzione di posizionamento può avere più righe se si desidera creare diversi tipi di copie o utilizzare
posizioni diverse durante tale periodo di tempo.

Questa regola ILM di esempio crea due copie replicate per il primo anno. Ogni copia viene salvata in un pool di
storage in un sito diverso. Dopo un anno, viene creata una copia 2+1 con codice di cancellazione e salvata in
un solo sito.
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Fasi

1. Per Reference Time (tempo di riferimento), selezionare il tipo di tempo da utilizzare per il calcolo dell’ora
di inizio di un’istruzione di posizionamento.

Opzione Descrizione

Tempo di acquisizione L’ora in cui l’oggetto è stato acquisito.

Ora ultimo accesso L’ora in cui l’oggetto è stato recuperato per l’ultima volta (letto o
visualizzato).

Nota: per utilizzare questa opzione, è necessario attivare gli
aggiornamenti dell’ultimo tempo di accesso per il bucket S3 o il
container Swift. Vedere USA l’ultimo tempo di accesso nelle regole
ILM.
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Opzione Descrizione

Ora non corrente Il tempo in cui una versione dell’oggetto è diventata non aggiornata a
causa dell’acquisizione di una nuova versione e della sua sostituzione
come versione corrente.

Nota: l’ora non corrente si applica solo agli oggetti S3 nei bucket
abilitati per il controllo delle versioni.

È possibile utilizzare questa opzione per ridurre l’impatto dello storage
degli oggetti con versione filtrando le versioni degli oggetti non
correnti. Vedere Esempio 4: Regole ILM e policy per gli oggetti con
versione S3.

Tempo di creazione definito
dall’utente

Tempo specificato nei metadati definiti dall’utente.

Se si desidera creare una regola conforme, selezionare Ingest Time.

2. Nella sezione posizionamenti, selezionare un’ora di inizio e una durata per il primo periodo di tempo.

Ad esempio, è possibile specificare dove memorizzare gli oggetti per il primo anno ("Ay 0 for 365 days
`d`"). Almeno un’istruzione deve iniziare al giorno 0.

3. Se si desidera creare copie replicate:

a. Dall’elenco a discesa tipo, selezionare replicato.

b. Nel campo Location, selezionare Add Pool per ciascun pool di storage che si desidera aggiungere.

Se si specifica un solo pool di storage, tenere presente che StorageGRID può memorizzare solo
una copia replicata di un oggetto su un nodo di storage specifico. Se la griglia include tre nodi di
storage e si seleziona 4 come numero di copie, verranno eseguite solo tre copie: Una copia per
ciascun nodo di storage.

Viene attivato l’avviso ILM placement unachievable per indicare che la regola ILM non
può essere applicata completamente.

Se si specificano più pool di storage, tenere presenti le seguenti regole:

▪ Il numero di copie non può essere superiore al numero di pool di storage.

▪ Se il numero di copie corrisponde al numero di pool di storage, viene memorizzata una copia
dell’oggetto in ciascun pool di storage.

▪ Se il numero di copie è inferiore al numero di pool di storage, una copia viene memorizzata nel sito
di acquisizione e il sistema distribuisce le copie rimanenti per mantenere bilanciato l’utilizzo del
disco tra i pool, garantendo che nessun sito riceva più di una copia di un oggetto.

▪ Se i pool di storage si sovrappongono (contengono gli stessi nodi di storage), tutte le copie
dell’oggetto potrebbero essere salvate in un solo sito. Per questo motivo, non specificare il pool di
storage predefinito di tutti i nodi di storage e di un altro pool di storage.
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c. Selezionare il numero di copie che si desidera eseguire.

Se si modifica il numero di copie in 1, viene visualizzato un avviso. Una regola ILM che crea una sola
copia replicata per qualsiasi periodo di tempo mette i dati a rischio di perdita permanente. Vedere
Perché non utilizzare la replica a copia singola.

Per evitare questi rischi, effettuare una o più delle seguenti operazioni:

▪ Aumentare il numero di copie per il periodo di tempo.

▪ Selezionare l’icona del segno più  per creare copie aggiuntive durante il periodo di tempo.
Quindi, selezionare un pool di storage diverso o un pool di storage cloud.

▪ Selezionare erasure coded per tipo, invece di Replicated. È possibile ignorare questo avviso se
questa regola crea già più copie per tutti i periodi di tempo.

d. Se è stato specificato un solo pool di storage, ignorare il campo posizione temporanea.

Le posizioni temporanee sono obsolete e verranno rimosse in una release futura.
Vedere Utilizzo di un pool di storage come posizione temporanea (obsoleto).

4. Se si desidera creare una copia con codice di cancellazione:

a. Dall’elenco a discesa tipo, selezionare erasure coded.

Il numero di copie viene modificato in 1. Viene visualizzato un avviso se la regola non dispone di un
filtro avanzato per ignorare oggetti di dimensioni pari o inferiori a 200 KB.

L’erasure coding è più adatto per oggetti superiori a 1 MB. Non utilizzare la codifica
erasure per oggetti di dimensioni inferiori a 200 KB per evitare l’overhead di gestione di
frammenti con codifica erasure molto piccoli.

b. Se viene visualizzato l’avviso relativo alle dimensioni dell’oggetto, selezionare Indietro per tornare al
passaggio 1. Quindi, selezionare Advanced Filtering e impostare il filtro Object Size (MB) su un
valore superiore a 0.2.
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c. Selezionare la posizione di storage.

La posizione di storage per una copia con codice di cancellazione include il nome del pool di storage,
seguito dal nome del profilo di codifica Erasure.

5. Facoltativamente, aggiungere periodi di tempo diversi o creare copie aggiuntive in posizioni diverse:

◦ Selezionare l’icona più per creare copie aggiuntive in una posizione diversa durante lo stesso periodo
di tempo.

◦ Selezionare Aggiungi per aggiungere un periodo di tempo diverso alle istruzioni di posizionamento.

Gli oggetti vengono eliminati automaticamente alla fine del periodo di tempo finale, a
meno che il periodo di tempo finale non termini con forever.

6. Se si desidera memorizzare oggetti in un pool di storage cloud:

a. Dall’elenco a discesa tipo, selezionare replicato.

b. Nel campo Location, selezionare Add Pool (Aggiungi pool). Quindi, selezionare un pool di storage
cloud.

Quando si utilizzano i Cloud Storage Pool, tenere presenti le seguenti regole:

▪ Non è possibile selezionare più di un Cloud Storage Pool in una singola istruzione di
posizionamento. Allo stesso modo, non è possibile selezionare un Cloud Storage Pool e un pool di
storage nelle stesse istruzioni di posizionamento.

▪ È possibile memorizzare solo una copia di un oggetto in un determinato pool di storage cloud. Se si
imposta copie su 2 o più, viene visualizzato un messaggio di errore.

▪ Non è possibile memorizzare più copie di un oggetto contemporaneamente in un pool di storage
cloud. Viene visualizzato un messaggio di errore se più posizioni che utilizzano un pool di storage
cloud presentano date sovrapposte o se più righe nello stesso posizionamento utilizzano un pool di
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storage cloud.

▪ È possibile memorizzare un oggetto in un pool di storage cloud nello stesso momento in cui
l’oggetto viene memorizzato come copie replicate o erasure coded in StorageGRID. Tuttavia, come
mostra questo esempio, è necessario includere più di una riga nelle istruzioni di posizionamento
per il periodo di tempo, in modo da poter specificare il numero e i tipi di copie per ciascuna
posizione.

7. Selezionare Aggiorna per aggiornare il diagramma di conservazione e confermare le istruzioni per il
posizionamento.

Ogni riga del diagramma indica dove e quando verranno collocate le copie degli oggetti. Il tipo di copia è
rappresentato da una delle seguenti icone:

Copia replicata

Copia con codifica erasure

Copia del pool di cloud storage

In questo esempio, due copie replicate verranno salvate in due pool di storage (DC1 e DC2) per un anno.
Quindi, una copia con codice di cancellazione verrà salvata per altri 10 anni, utilizzando uno schema di
erasure coding 6+3 presso tre siti. Dopo 11 anni, gli oggetti verranno cancellati da StorageGRID.
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8. Selezionare Avanti.

Viene visualizzato il punto 3 (definire il comportamento di Ingest).

Informazioni correlate

• Che cos’è una regola ILM

• Gestire gli oggetti con S3 Object Lock

• Fase 3 di 3: Definizione del comportamento di acquisizione

USA l’ultimo tempo di accesso nelle regole ILM

In una regola ILM, è possibile utilizzare l’ora dell’ultimo accesso come ora di riferimento.
Ad esempio, è possibile lasciare oggetti che sono stati visualizzati negli ultimi tre mesi sui
nodi di storage locali, mentre si spostano oggetti che non sono stati visualizzati di recente
in una posizione off-site. È inoltre possibile utilizzare l’ora dell’ultimo accesso come filtro
avanzato se si desidera che una regola ILM si applichi solo agli oggetti a cui è stato
effettuato l’ultimo accesso in una data specifica.

A proposito di questa attività

Prima di utilizzare l’ultimo tempo di accesso in una regola ILM, esaminare le seguenti considerazioni:

• Quando si utilizza l’ultimo tempo di accesso come tempo di riferimento, tenere presente che la modifica
dell’ultimo tempo di accesso per un oggetto non attiva una valutazione ILM immediata. Al contrario, le
posizioni dell’oggetto vengono valutate e l’oggetto viene spostato come richiesto quando ILM in
background valuta l’oggetto. Questa operazione potrebbe richiedere due settimane o più dopo l’accesso
all’oggetto.

Tenere conto di questa latenza durante la creazione di regole ILM basate sull’ultimo tempo di accesso ed
evitare posizionamenti che utilizzano brevi periodi di tempo (meno di un mese).

• Quando si utilizza l’ultimo tempo di accesso come filtro avanzato o come tempo di riferimento, è
necessario attivare gli ultimi aggiornamenti dell’ora di accesso per i bucket S3. È possibile utilizzare il
tenant Manager o l’API di gestione tenant.

Gli ultimi aggiornamenti dell’orario di accesso sono sempre attivati per i container Swift, ma
sono disattivati per impostazione predefinita per i bucket S3.

Tenere presente che l’attivazione degli ultimi aggiornamenti del tempo di accesso può
ridurre le performance, soprattutto nei sistemi con oggetti di piccole dimensioni. L’impatto
delle performance si verifica perché StorageGRID deve aggiornare gli oggetti con nuovi
timestamp ogni volta che gli oggetti vengono recuperati.
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La tabella seguente riassume se l’ora dell’ultimo accesso viene aggiornata per tutti gli oggetti nel bucket per
diversi tipi di richieste.

Tipo di richiesta Se l’ora dell’ultimo accesso

viene aggiornata quando gli

ultimi aggiornamenti dell’ora di

accesso sono disattivati

Se l’ora dell’ultimo accesso

viene aggiornata quando sono

attivati gli ultimi aggiornamenti

dell’ora di accesso

Richiesta di recuperare un oggetto,
il relativo elenco di controllo degli
accessi o i relativi metadati

No Sì

Richiesta di aggiornamento dei
metadati di un oggetto

Sì Sì

Richiesta di copia di un oggetto da
un bucket all’altro

• No, per la copia di origine

• Sì, per la copia di destinazione

• Sì, per la copia di origine

• Sì, per la copia di destinazione

Richiesta di completare un
caricamento multiparte

Sì, per l’oggetto assemblato Sì, per l’oggetto assemblato

Informazioni correlate

• Utilizzare S3

• Utilizzare un account tenant

Fase 3 di 3: Definizione del comportamento di acquisizione

Il passaggio 3 (Definisci comportamento di acquisizione) della procedura guidata Crea
regola ILM consente di scegliere come proteggere gli oggetti filtrati da questa regola
durante l’acquisizione.

A proposito di questa attività

StorageGRID può eseguire copie temporanee e mettere in coda gli oggetti per la valutazione ILM in un
secondo momento, oppure può eseguire copie per soddisfare immediatamente le istruzioni di posizionamento
della regola.

Fasi
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1. Selezionare l’opzione di protezione dei dati da utilizzare quando vengono acquisiti oggetti:

Opzione Descrizione

Rigoroso Utilizza sempre le posizioni di questa regola per l’acquisizione.
L’acquisizione non riesce quando non è possibile eseguire il
posizionamento di questa regola.

Bilanciato Efficienza ILM ottimale. Tenta di inserire i posizionamenti di questa
regola. Crea copie temporanee quando ciò non è possibile.

Commit doppio Crea copie temporanee al momento dell’acquisizione e applica le
posizioni di questa regola in un secondo momento.

Balanced offre una combinazione di sicurezza ed efficienza dei dati adatta nella maggior parte dei casi.
Per soddisfare requisiti specifici, vengono generalmente utilizzati i requisiti Strict o Dual Commit.

Vedere Opzioni di protezione dei dati per l’acquisizione e. Vantaggi, svantaggi e limitazioni delle opzioni di
protezione dei dati per ulteriori informazioni.

Viene visualizzato un messaggio di errore se si seleziona l’opzione Strict (rigoroso) o
Balanced (bilanciato) e la regola utilizza una delle seguenti posizioni:

◦ Un pool di storage cloud al giorno 0

◦ Un nodo di archivio al giorno 0

◦ Un Cloud Storage Pool o un nodo di archivio quando la regola utilizza un tempo di
creazione definito dall’utente come tempo di riferimento

2. Selezionare Salva.

La regola ILM viene salvata. La regola non diventa attiva fino a quando non viene aggiunta a un criterio
ILM e tale criterio non viene attivato.

Informazioni correlate

• Esempio 5: Regole e policy ILM per un comportamento rigoroso di acquisizione

• Creare un criterio ILM

Creare una regola ILM predefinita

Prima di creare un criterio ILM, è necessario creare una regola predefinita per inserire nel
criterio gli oggetti non corrispondenti a un’altra regola. La regola predefinita non può
utilizzare alcun filtro. Deve essere applicato a tutti i tenant, a tutti i bucket e a tutte le
versioni degli oggetti.

Di cosa hai bisogno

• Hai effettuato l’accesso a Grid Manager utilizzando un browser web supportato.

• Si dispone di autorizzazioni di accesso specifiche.
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A proposito di questa attività

La regola predefinita è l’ultima regola da valutare in un criterio ILM, pertanto non può utilizzare alcun filtro o il
tempo di riferimento non corrente. Le istruzioni di posizionamento per la regola predefinita vengono applicate a
tutti gli oggetti che non corrispondono a un’altra regola del criterio.

In questo esempio di policy, la prima regola si applica solo agli oggetti appartenenti al tenant A. La regola
predefinita, ultima, si applica agli oggetti appartenenti a tutti gli altri account tenant.

Quando si crea la regola predefinita, tenere presenti i seguenti requisiti:

• La regola predefinita viene automaticamente inserita come ultima regola nel criterio.

• La regola predefinita non può utilizzare filtri di base o avanzati.

• La regola predefinita deve essere applicata a tutte le versioni degli oggetti, in modo che non possa
utilizzare l’ora di riferimento non corrente.

• La regola predefinita dovrebbe creare copie replicate.

Non utilizzare una regola che crea copie con codice di cancellazione come regola
predefinita per un criterio. Le regole di erasure coding devono utilizzare un filtro avanzato
per evitare che oggetti più piccoli vengano sottoposti a erasure coding.

• In generale, la regola predefinita deve conservare gli oggetti per sempre.

• Se si utilizza (o si intende attivare) l’impostazione globale S3 Object Lock (blocco oggetto S3), la regola
predefinita per il criterio attivo o proposto deve essere conforme.

Fasi

1. Selezionare ILM > regole.

Viene visualizzata la pagina ILM Rules (regole ILM).
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2. Selezionare Crea.

Viene visualizzata la fase 1 (Definisci le basi) della procedura guidata Crea regola ILM.

3. Immettere un nome univoco per la regola nel campo Nome.

4. Se si desidera, inserire una breve descrizione per la regola nel campo Descrizione.

5. Lasciare vuoto il campo account tenant.

La regola predefinita deve essere applicata a tutti gli account tenant.

6. Lasciare vuoto il campo Nome bucket.

La regola predefinita deve essere applicata a tutti i bucket S3 e ai container Swift.

7. Non selezionare Advanced Filtering

La regola predefinita non può specificare alcun filtro.

8. Selezionare Avanti.

Viene visualizzato il punto 2 (definizione delle posizioni).

9. Per Reference Time (ora di riferimento), selezionare qualsiasi opzione tranne Noncurrent Time (ora non
corrente).

La regola predefinita deve applicare tutte le versioni degli oggetti.

10. Specificare le istruzioni di posizionamento per la regola predefinita.

◦ La regola predefinita deve conservare gli oggetti per sempre. Quando si attiva un nuovo criterio, viene
visualizzato un avviso se la regola predefinita non conserva gli oggetti per sempre. Devi confermare
che questo è il comportamento che ti aspetti.

◦ La regola predefinita dovrebbe creare copie replicate.

Non utilizzare una regola che crea copie con codice di cancellazione come regola
predefinita per un criterio. Le regole di erasure coding devono includere il filtro avanzato
Object Size (MB) maggiore di 0.2 per evitare che oggetti più piccoli vengano sottoposti
a erasure coding.

◦ Se si utilizza (o si intende attivare) l’impostazione globale S3 Object Lock (blocco oggetto S3), la regola
predefinita deve essere conforme:

▪ Deve creare almeno due copie di oggetti replicate o una copia con codice di cancellazione.

▪ Queste copie devono esistere nei nodi di storage per l’intera durata di ciascuna riga nelle istruzioni
di posizionamento.

▪ Impossibile salvare le copie degli oggetti in un pool di storage cloud.

▪ Impossibile salvare le copie degli oggetti nei nodi di archiviazione.

▪ Almeno una riga delle istruzioni di posizionamento deve iniziare al giorno 0, utilizzando l’ora di
inizio come ora di riferimento.

▪ Almeno una riga delle istruzioni di posizionamento deve essere “forever”.

11. Selezionare Aggiorna per aggiornare il diagramma di conservazione e confermare le istruzioni per il
posizionamento.
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12. Selezionare Avanti.

Viene visualizzato il punto 3 (definire il comportamento di Ingest).

13. Selezionare l’opzione di protezione dei dati da utilizzare quando vengono acquisiti oggetti e selezionare
Salva.
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