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Concetti

Provisioning

Il provisioning in Astra Trident prevede due fasi principali. La prima fase associa una
classe di storage all’insieme di pool di storage di back-end adatti e si verifica come
preparazione necessaria prima del provisioning. La seconda fase include la creazione
stessa di un volume e richiede la scelta di un pool di storage tra quelli associati alla
classe di storage del volume in sospeso.

Associazione di classe storage

L’associazione dei pool di storage back-end a una classe di storage si basa sugli attributi richiesti dalla classe
di storage e su ITS storagePools, additionalStoragePools, e. excludeStoragePools elenchi.
Quando si crea una classe di storage, Trident confronta gli attributi e i pool offerti da ciascun backend con
quelli richiesti dalla classe di storage. Se gli attributi e il nome di un pool di storage corrispondono a tutti gli
attributi e i nomi dei pool richiesti, Astra Trident aggiunge tale pool di storage all’insieme di pool di storage
adatti per tale classe di storage. Inoltre, Astra Trident aggiunge tutti i pool di storage elencati in
additionalStoragePools di quel set, anche se i relativi attributi non soddisfano tutti o nessuno degli
attributi richiesti dalla classe di storage. Utilizzare il excludeStoragePools elenco per eseguire l’override e
rimuovere i pool di storage dall’utilizzo per una classe di storage. Astra Trident esegue un processo simile ogni
volta che si aggiunge un nuovo backend, verificando se i pool di storage soddisfano quelli delle classi di
storage esistenti e rimuovendo quelli contrassegnati come esclusi.

Creazione di volumi

Astra Trident utilizza quindi le associazioni tra classi di storage e pool di storage per determinare dove
eseguire il provisioning dei volumi. Quando si crea un volume, Astra Trident ottiene prima l’insieme di pool di
storage per la classe di storage di quel volume, Inoltre, se si specifica un protocollo per il volume, Astra Trident
rimuove i pool di storage che non possono fornire il protocollo richiesto (ad esempio, un backend NetApp
HCI/SolidFire non può fornire un volume basato su file mentre un backend NAS ONTAP non può fornire un
volume basato su blocchi). Astra Trident crea una sequenza casuale dell’ordine di questo set risultante, per
facilitare una distribuzione uniforme dei volumi e quindi lo itera, tentando di eseguire il provisioning del volume
su ciascun pool di storage a turno. Se riesce su uno, ritorna con successo, registrando gli eventuali errori
riscontrati nel processo. Astra Trident restituisce un errore solo se non riesce a eseguire il provisioning su tutti

i pool di storage disponibili per la classe di storage e il protocollo richiesti.

Snapshot dei volumi

Scopri di più su come Astra Trident gestisce la creazione di snapshot di volumi per i suoi
driver.

Scopri di più sulla creazione di snapshot di volumi

• Per ontap-nas, ontap-san, gcp-cvs, e. azure-netapp-files Driver, ogni volume persistente (PV)
viene mappato su un FlexVol. Di conseguenza, le snapshot dei volumi vengono create come snapshot
NetApp. La tecnologia NetApp Snapshot offre più stabilità, scalabilità, ripristinabilità e performance rispetto
alle tecnologie Snapshot concorrenti. Queste copie Snapshot sono estremamente efficienti sia nel tempo
necessario per crearle che nello spazio di storage.
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• Per ontap-nas-flexgroup Driver, ogni volume persistente (PV) viene mappato su un FlexGroup. Di
conseguenza, le snapshot dei volumi vengono create come snapshot NetApp FlexGroup. La tecnologia
NetApp Snapshot offre più stabilità, scalabilità, ripristinabilità e performance rispetto alle tecnologie
Snapshot concorrenti. Queste copie Snapshot sono estremamente efficienti sia nel tempo necessario per
crearle che nello spazio di storage.

• Per ontap-san-economy Driver, PVS mappano le LUN create su FlexVol condivisi. VolumeSnapshots di
PVS si ottengono eseguendo FlexClone del LUN associato. La tecnologia ONTAP FlexClone consente di
creare copie anche dei set di dati più estesi in maniera quasi istantanea. Le copie condividono i blocchi di
dati con i genitori, senza consumare storage ad eccezione di quanto richiesto per i metadati.

• Per solidfire-san Driver, ogni PV viene mappato su un LUN creato nel software NetApp
Element/cluster NetApp HCI. Le istantanee Volumesono rappresentate da snapshot degli elementi del LUN
sottostante. Queste snapshot sono copie point-in-time e occupano solo una piccola quantità di risorse e
spazio di sistema.

• Quando si lavora con ontap-nas e. ontap-san Driver, le snapshot ONTAP sono copie point-in-time del
FlexVol e occupano spazio sul FlexVol stesso. Ciò può comportare una riduzione dello spazio scrivibile nel
volume durante la creazione/pianificazione delle istantanee. Un modo semplice per risolvere questo
problema consiste nell’aumentare il volume ridimensionandolo tramite Kubernetes. Un’altra opzione
consiste nell’eliminare gli snapshot non più necessari. Quando un’istantanea Volumecreata tramite
Kubernetes viene eliminata, Astra Trident elimina l’istantanea ONTAP associata. È possibile eliminare
anche gli snapshot ONTAP non creati tramite Kubernetes.

Con Astra Trident, puoi utilizzare VolumeSnapshots per creare nuovi PVS da essi. La creazione di PVS da
queste snapshot viene eseguita utilizzando la tecnologia FlexClone per i backend ONTAP e CVS supportati.
Quando si crea un PV da uno snapshot, il volume di backup è un FlexClone del volume principale dello
snapshot. Il solidfire-san Il driver utilizza cloni di volumi software Element per creare PVS dalle snapshot.
Qui viene creato un clone dallo snapshot degli elementi.

Pool virtuali

I pool virtuali forniscono un livello di astrazione tra i backend di storage Astra Trident e
Kubernetes StorageClasses. Consentono a un amministratore di definire aspetti quali
posizione, performance e protezione per ciascun backend in modo comune e
indipendente dal backend senza creare un StorageClass specificare il tipo di backend
fisico, pool di backend o backend da utilizzare per soddisfare i criteri desiderati.

Informazioni sui pool virtuali

L’amministratore dello storage può definire pool virtuali su qualsiasi backend Astra Trident in un file di
definizione JSON o YAML.
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Qualsiasi aspetto specificato al di fuori dell’elenco dei pool virtuali è globale per il backend e verrà applicato a
tutti i pool virtuali, mentre ciascun pool virtuale potrebbe specificare uno o più aspetti singolarmente
(sovrascrivendo qualsiasi aspetto globale di backend).

• Quando si definiscono i pool virtuali, non tentare di riorganizzare l’ordine dei pool virtuali
esistenti in una definizione di back-end.

• Si consiglia di non modificare gli attributi per un pool virtuale esistente. È necessario definire
un nuovo pool virtuale per apportare modifiche.

La maggior parte degli aspetti è specificata in termini specifici del back-end. Fondamentalmente, i valori di
aspetto non sono esposti al di fuori del driver del backend e non sono disponibili per la corrispondenza in
StorageClasses. L’amministratore definisce invece una o più etichette per ogni pool virtuale. Ogni etichetta
è una coppia chiave:valore e le etichette potrebbero essere comuni tra backend univoci. Come per gli aspetti,
le etichette possono essere specificate per pool o globali per backend. A differenza degli aspetti, che hanno
nomi e valori predefiniti, l’amministratore può definire i valori e le chiavi dell’etichetta in base alle esigenze. Per
comodità, gli amministratori dello storage possono definire le etichette per ogni pool virtuale e raggruppare i
volumi per etichetta.

R StorageClass identifica il pool virtuale da utilizzare facendo riferimento alle etichette all’interno di un
parametro di selezione. I selettori del pool virtuale supportano i seguenti operatori:

Operatore Esempio Il valore dell’etichetta di un pool deve:

= performance=premium Corrispondenza

!= performance!=estrema Non corrisponde

in posizione in (est, ovest) Essere nel set di valori
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Operatore Esempio Il valore dell’etichetta di un pool deve:

notin performance notin (argento, bronzo) Non essere nel set di valori

<key> protezione Esiste con qualsiasi valore

!<key> !protezione Non esiste

Gruppi di accesso ai volumi

Scopri di più sull’utilizzo di Astra Trident "gruppi di accesso ai volumi".

Ignorare questa sezione se si utilizza CHAP, che è consigliabile per semplificare la gestione ed
evitare il limite di scalabilità descritto di seguito. Inoltre, se si utilizza Astra Trident in modalità
CSI, è possibile ignorare questa sezione. Astra Trident utilizza CHAP quando viene installato
come provisioning CSI avanzato.

Informazioni sui gruppi di accesso ai volumi

Astra Trident può utilizzare i gruppi di accesso ai volumi per controllare l’accesso ai volumi forniti dall’IT. Se
CHAP è disattivato, si aspetta di trovare un gruppo di accesso chiamato trident A meno che non si
specifichi uno o più ID gruppo di accesso nella configurazione.

Mentre Astra Trident associa nuovi volumi ai gruppi di accesso configurati, non crea o gestisce in altro modo
gli stessi gruppi di accesso. I gruppi di accesso devono esistere prima che il backend dello storage venga
aggiunto a Astra Trident e devono contenere gli IQN iSCSI da ogni nodo nel cluster Kubernetes che
potrebbero potenzialmente montare i volumi con provisioning da quel backend. Nella maggior parte delle
installazioni, che include ogni nodo di lavoro nel cluster.

Per i cluster Kubernetes con più di 64 nodi, è necessario utilizzare più gruppi di accesso. Ciascun gruppo di
accesso può contenere fino a 64 IQN e ciascun volume può appartenere a quattro gruppi di accesso. Con un
massimo di quattro gruppi di accesso configurati, qualsiasi nodo di un cluster di dimensioni fino a 256 nodi
potrà accedere a qualsiasi volume. Per gli ultimi limiti sui gruppi di accesso ai volumi, vedere "qui".

Se si sta modificando la configurazione da una che utilizza l’impostazione predefinita trident Il gruppo di
accesso a uno che utilizza anche altri, include l’ID per trident gruppo di accesso nell’elenco.
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