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Unified Manager REST API

ここでは、 Active IQ Unified Manager 用の REST API をカテゴリ別に示します。

Unified Manager インスタンスから、すべての REST API 呼び出しの詳細を含むオンラインドキュメントペー
ジを表示できます。このドキュメントでは、オンラインドキュメントの詳細については説明しません。このド
キュメントに記載または説明されている各 API 呼び出しには、ドキュメントページで呼び出しを検索するた
めに必要な情報のみが含まれています。特定の API 呼び出しを検索すると、入力パラメータ、出力形式、
HTTP ステータスコード、要求処理タイプなど、その呼び出しのすべての詳細を確認できます。

ワークフロー内の各 API 呼び出しについて、ドキュメントページで検索するのに役立つ次の情報が含まれて
います。

• カテゴリ

ドキュメントページでは、機能的な関連領域またはカテゴリ別に API 呼び出しが分類されています。特定
の API 呼び出しを検索するには、ページの一番下までスクロールし、該当する API カテゴリをクリックし
ます。

• HTTP 動詞（呼び出し）

HTTP 動詞は、リソースに対して実行する操作を示します。各 API 呼び出しは、単一の HTTP 動詞を使用
して実行されます。

• パス

パスは、呼び出しの実行時に操作が使用する特定のリソースを指定します。パス文字列がコア URL に追
加され、リソースを識別する完全な URL が形成されます。

データセンターを管理するためのAPI

のREST API datacenter カテゴリによって、クラスタ、ノード、アグリゲート、ボリ
ューム、LUNに関する情報が提供されます。データセンター内のファイル共有、名前空
間、およびその他の要素。これらのAPIは、データセンターの設定の照会、追加、削除、
変更に使用できます。

これらの API のほとんどはクラスタをまたいだ集計値を提供する GET 呼び出しで、フィルタ、ソート、およ
びページ付けをサポートします。これらの API を実行すると、データベースからデータが返されます。した
がって、新たに作成されたオブジェクトは、次の取得サイクルで検出されるまで応答に表示されません。

特定のオブジェクトの詳細を照会するには、そのオブジェクトの一意の ID を入力する必要があります。例：

curl -X GET "https://<hostname>/api/datacenter/cluster/clusters/4c6bf721-

2e3f-11e9-a3e2-00a0985badbb" -H "accept: application/json" -H

"Authorization: Basic <Base64EncodedCredentials>"
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cURL コマンド、例、要求、および API への応答は、 Swagger API インターフェイスで参照で
きます。Swagger にも記載されているとおり、結果を特定のパラメータでフィルタおよび順序
付けすることができます。これらの API を使用して、クラスタ、ボリューム、 Storage VM な
どの特定のストレージオブジェクトについての結果をフィルタリングできます。

HTTP動詞 パス 説明

GET /datacenter/

cluster/clus

ters

/datacenter/

cluster/clus

ters/{key}

このメソッドを使用して、データセンター全体の ONTAP クラスタの詳
細を表示できます。

GET /datacenter/

cluster/node

s

/datacenter/

cluster/node

s/{key}

このメソッドを使用して、データセンター内のノードの詳細を表示でき
ます。

GET /datacenter/

protocols/ci

fs/shares

/datacenter/

protocols/ci

fs/shares/{k

ey}

このメソッドを使用して、データセンター内の CIFS 共有の詳細を表示
できます。

GET /datacenter/

protocols/nf

s/export-

policies

/datacenter/

protocols/nf

s/export-

policies/{ke

y}

このメソッドを使用して、サポートされている NFS サービスのエクス
ポートポリシーの詳細を表示できます。

このメソッドを使用して、クラスタまたは Storage VM のエクスポート
ポリシーを照会し、 NFS ファイル共有のプロビジョニングに使用でき
ます。ワークロードでのエクスポートポリシーの割り当てと再利用の詳
細については、「 CIFS および NFS ファイル共有のプロビジョニン
グ」を参照してください。
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HTTP動詞 パス 説明

GET /datacenter/

storage/aggr

egates

/datacenter/

storage/aggr

egates/{key}

このメソッドを使用して、データセンター全体のすべてのアグリゲート
を表示し、ワークロードのプロビジョニングや監視を行うことができま
す。

GET /datacenter/

storage/luns

/datacenter/

storage/luns

/{key}

このメソッドを使用して、データセンター全体のすべての LUN を表示
できます。

GET /datacenter/

storage/qos/

policies

/datacenter/

storage/qos/

policies/{ke

y}

このメソッドを使用して、データセンター内のすべてのQoSポリシーの
詳細を表示し、必要に応じてポリシーを適用できます。

GET /datacenter/

storage/qtre

es

/datacenter/

storage/qtre

es/{key}

このメソッドを使用して、データセンター全体のqtreeの詳細を表示で
きます。

GET /datacenter/

storage/volu

mes

/datacenter/

storage/volu

mes/{key}

このメソッドを使用して、データセンター内のすべてのボリュームを表
示できます。
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HTTP動詞 パス 説明

GET

POST

DELETE

PATCH

/datacenter/

protocols/sa

n/igroups

/datacenter/

protocols/sa

n/igroups/{k

ey}

特定の LUN ターゲットへのアクセスを許可されたイニシエータグルー
プ（ igroup ）を割り当てることができます。既存の igroup がある場合
は、その igroup を割り当てることができます。igroup を作成して、
LUN に割り当てることもできます。

これらのメソッドを使用して、 igroup の照会、作成、削除、および変
更を実行できます。

注意事項：

• POST：igroupの作成中に、アクセスを割り当てるStorage VMを指
定できます。

• DELETE：特定のigroupを削除するには、入力パラメータとし
てigroupキーを指定する必要があります。すでに LUN に割り当てら
れている igroup は削除できません。

• PATCH：特定のigroupを変更するには、入力パラメータとし
てigroupキーを指定する必要があります。また、更新するプロパテ
ィとその値を入力する必要があります。
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HTTP動詞 パス 説明

GET

POST

DELETE

PATCH

/datacenter/

svm/svms

/datacenter/

svm/svms/{ke

y}

これらのメソッドを使用して、 Storage Virtual Machine （ Storage VM

）を表示、作成、削除、および変更できます。

注意事項：

• POST：作成するStorage VMオブジェクトを入力パラメータとして
指定する必要があります。カスタムの Storage VM を作成して、必
要なプロパティを割り当てることができます。

環境でSLOベースのワークロードプロビジョニング
を有効にしている場合、Storage VMを作成する際に
は、SMB / CIFS、NFS、FCPなど、LUNとファイル
共有のプロビジョニングに必要なすべてのプロトコ
ルがこの環境でサポートされていることを確認して
ください。およびiSCSIなどです。Storage VM が必
要なサービスをサポートしていないと、プロビジョ
ニングワークフローが失敗することがあります。対
応するワークロードタイプのサービスも有効にする
ことを推奨します。

• DELETE：特定のStorage VMを削除するには、Storage VMキーを指
定する必要があります。

環境で SLO ベースのワークロードプロビジョニング
を有効にしている場合、ストレージワークロードが
プロビジョニングされている Storage VM は削除でき
ません。CIFS / SMBサーバが設定されているStorage

VMを削除すると、そのCIFS / SMBサーバとローカル
のActive Directory設定も削除されます。ただ
し、CIFS / SMBサーバ名はActive Directory設定に残
っているため、Active Directoryサーバから手動で削
除する必要があります。

• PATCH：特定のStorage VMを変更するには、Storage VMキーを指
定する必要があります。また、更新するプロパティとその値を入力
する必要があります。

ゲートウェイのAPI

ゲートウェイ API を使用すると、 Active IQ Unified Manager クレデンシャルを使用して
ONTAP REST API を実行し、ストレージオブジェクトを管理するという利点が得られま
す。これらの API は、 Unified Manager Web UI から API ゲートウェイ機能を有効にす
ると使用できます。

Unified Manager REST API では、 ONTAP クラスタである Unified Manager データソースで実行する一連の
操作のみがサポートされます。その他の機能は、 ONTAP API を使用して利用できます。ゲートウェイ API を
使用すると、各データセンタークラスタに個別にログインしなくても、 ONTAP クラスタですべての API 要求
をトンネリングするパススルーインターフェイスに Unified Manager を使用できます。単一の管理ポイントと
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して機能し、 Unified Manager インスタンスで管理される ONTAP クラスタ全体で API を実行できます。API

ゲートウェイ機能を使用すると、個別にログインしなくても、複数の ONTAP クラスタを一元的に管理できま
す。ゲートウェイ API を使用すると、 ONTAP REST API 処理を実行して Unified Manager にログインしたま
ま ONTAP クラスタを管理できます。

すべてのユーザは、を使用してクエリを実行できます GET 操作。アプリケーション管理者は、
すべての ONTAP REST 処理を実行できます。

ゲートウェイは、ヘッダーと本文の形式を ONTAP API と同じにすることで、 API 要求をトンネリングするプ
ロキシとして機能します。Unified Manager のクレデンシャルを使用して特定の処理を実行することで、個々
のクラスタのクレデンシャルを渡すことなく ONTAP クラスタにアクセスして管理することができます。クラ
スタ認証とクラスタ管理は引き続き管理されますが、 API 要求は特定のクラスタで直接実行されます。API か
ら返される応答は、対応する ONTAP REST API を ONTAP から直接実行した場合と同じです。

HTTP動詞 パス（ URL ） 説明

GET /gateways この取得メソッドは、 ONTAP

REST 呼び出しをサポートする
Unified Manager で管理されている
すべてのクラスタのリストを取得
します。クラスタの詳細を確認
し、クラスタ UUID または
Universal Unique Identifier （ UUID

）に基づいて他の方法を実行する
ように選択できます。

ゲートウェイ API

は、 ONTAP 9.5 以
降でサポートされて
いるクラスタのみを
取得し、 HTTPS を
使用して Unified

Manager に追加しま
す。
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HTTP動詞 パス（ URL ） 説明

GET

POST

DELETE

PATCH

OPTIONS （Swaggerでは提供され
ていません）

HEAD （Swaggerでは提供されてい
ません）

/gateways/{uuid}/{path}

の値 {uuid} REST

処理を実行するクラ
スタUUIDに置き換
える必要がありま
す。また、UUID

がONTAP 9.5以降で
サポートされている
クラスタのものであ
ること、およ
びUnified Manager

にHTTPS経由で追加
されていることを確
認してください。

{path} ONTAP

REST URLに置き換
える必要がありま
す。削除する必要が

あります /api/

URLから。

これは単一ポイントのプロキシ
API で、 POST 、削除、パッチ処
理がサポートされ、すべての
ONTAP REST API に対応していま
す。ONTAP でサポートされている
場合は、 API に制限は適用されま
せん。トンネリングまたはプロキ
シ機能をディセーブルにすること
はできません。

。 OPTIONS メソッドは、ONTAP

REST APIでサポートされているす
べての処理を返します。たとえ
ば、ONTAP APIでのみがサポート

されている場合などです GET を実

行します OPTIONS このゲートウェ
イAPIの戻り値を使用するメソッド

GET をクリックします。Swagger

ではサポートされていませんが、
他の API ツールで実行することも
できます。

。 OPTIONS メソッドは、リソース
が使用可能かどうかを決定しま
す。この処理を使用すると、
HTTP 応答ヘッダー内のリソース
に関するメタデータを表示できま
す。Swagger ではサポートされて
いませんが、他の API ツールで実
行することもできます。

API ゲートウェイトンネリングの概要

ゲートウェイ API を使用すると、 Unified Manager を介して ONTAP オブジェクトを管理できます。Unified

Manager はクラスタと認証の詳細を管理し、 ONTAP REST エンドポイントに要求をリダイレクトします。ゲ
ートウェイ API は、ヘッダーおよび応答本文内の Engine of Application State （ HATEOAS ）リンクとして、
URL および Hypermedia を API ゲートウェイベース URL で変換します。ゲートウェイ API は、 ONTAP

REST URL を追加して必要な ONTAP REST エンドポイントを実行するプロキシのベース URL として機能し
ます。

この例では、ゲートウェイAPI（プロキシベースURL）は次のようになります。 /gateways/{uuid}/

取得されるONTAP APIは次のとおりです。 /storage/volumes。の値としてONTAP API REST URLを追加

する必要があります path パラメータ

パスを追加する際には、「」が削除されていることを確認してください/" symbol at the

beginning of the URL. For the API `/storage/volumes、を追加します

storage/volumes。
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追加されるURLは次のとおりです。 /gateways/{uuid}/storage/volumes

を実行している GET 処理の場合、生成されるURLは次のとおりです。

GEThttps://<hostname>/api/gateways/<cluster_UUID>/storage/volumes

。 /api ONTAP REST URLのタグが付加されたURLから削除され、ゲートウェイAPIのタグは保持されま
す。

• cURL コマンドの例 *

curl -X GET "https://<hostname>/api/gateways/1cd8a442-86d1-11e0-ae1c-

9876567890123/storage/volumes" -H "accept: application/hal+json" -H

"Authorization: Basic <Base64EncodedCredentials>"

API は、クラスタ内のストレージボリュームのリストを返します。応答形式は、 ONTAP から同じ API を実行
した場合と同じです。ONTAP REST ステータスコードが返されます。

API スコープを設定します

すべての API には、クラスタのスコープ内にコンテキストセットがあります。Storage VM ベースで動作する
API のスコープはクラスタでもあります。つまり、 API 処理は管理対象クラスタ内の特定の Storage VM に対

して実行されます。を実行すると /gateways/{uuid}/{path} APIを使用して、処理を実行するクラスタの
クラスタUUID（Unified ManagerデータソースUUID）を入力していることを確認してください。そのクラス

タ内の特定のStorage VMにコンテキストを設定する場合は、Storage VMキーをとして入力します X-Dot-

SVM-UUID を使用するStorage VMの名前 X-Dot-SVM-Name パラメータパラメータが文字列ヘッダーのフィ
ルタとして追加され、そのクラスタ内の Storage VM の範囲内で処理が実行されます。

• cURL コマンドの例 *

curl -X GET "https://<hostname>/api/gateways/e4f33f90-f75f-11e8-9ed9-

00a098e3215f/storage/volume" -H "accept: application/hal+json" -H "X-Dot-

SVM-UUID: d9c33ec0-5b61-11e9-8760-00a098e3215f"

-H "Authorization: Basic <Base64EncodedCredentials>"

ONTAP REST APIの使用方法の詳細については、を参照してください "ONTAP REST API の自動化"。

管理API

のAPIを使用できます administration バックアップ設定を変更するカテゴリで、バッ
クアップファイル情報とクラスタ証明書を確認し、ONTAP クラスタをActive IQ Unified

Manager データソースとして管理する。

これらの処理を実行するには、アプリケーション管理者ロールが必要です。また、 Unified

Manager Web UI を使用してこれらの設定を行うこともできます。
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HTTP動詞 パス 説明

GET

PATCH

/admin/backup-settings

/admin/backup-settings

を使用できます GET デフォルト
でUnified Managerで設定されてい
るバックアップスケジュールの設
定を表示する方法。次のことを確
認できます。

• スケジュールが有効か無効か

• スケジュールされたバックアッ
プの頻度（日単位または週単位
）

• バックアップの時刻

• アプリケーションに保持するバ
ックアップファイルの最大数

バックアップの時刻はサーバのタ
イムゾーンにあります。

データベースのバックアップ設定
は、 Unified Manager ではデフォ
ルトで有効になっており、バック
アップスケジュールを作成するこ
とはできません。ただし、を使用

することはできます PATCH メソッ
ドを使用して、デフォルト設定を
変更します。

GET /admin/backup-file-info バックアップダンプファイルは、
Unified Manager のバックアップス
ケジュールが変更されるたびに生
成されます。このメソッドを使用
すると、変更したバックアップ設
定に従ってバックアップファイル
が生成されているかどうか、およ
びファイルの情報が変更した設定
と一致するかどうかを確認できま
す。

GET /admin/datasource-

certificate

このメソッドを使用して、信頼ス
トアからデータソース（クラスタ
）証明書を表示できます。ONTAP

クラスタを Unified Manager デー
タソースとして追加する前に、証
明書を検証する必要があります。
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HTTP動詞 パス 説明

GET

POST

PATCH

DELETE

/admin/datasources/cluster

s

/admin/datasources/cluster

s/{key}

を使用できます GET Unified

Managerで管理されているデータ
ソース（ONTAP クラスタ）の詳細
を取得する方法。

新しいクラスタを Unified Manager

にデータソースとして追加するこ
ともできます。クラスタを追加す
るには、ホスト名、ユーザ名、パ
スワードが必要です。

Unified Manager のデータソースと
して管理されるクラスタを変更お
よび削除するには、 ONTAP クラ
スタキーを使用します。

セキュリティAPI

のAPIを使用できます security Active IQ Unified Manager で選択したクラスタオブジ
ェクトへのユーザアクセスを制御するカテゴリ。ローカルユーザまたはデータベースユ
ーザを追加できます。また、認証サーバに属するリモートユーザやリモートグループを
追加することもできます。ユーザに割り当てたロールの権限に基づいて、ストレージオ
ブジェクトを管理したり、 Unified Manager でデータを表示したりできます。

これらの処理を実行するには、アプリケーション管理者ロールが必要です。また、 Unified

Manager Web UI を使用してこれらの設定を行うこともできます。

のAPI security カテゴリ：を使用します users パラメータ。はユーザ名であり、は含まれません key ユー
ザエンティティの一意の識別子としてパラメータを指定します。

HTTP動詞 パス 説明

GET

POST

/security/users

/security/users

これらのメソッドを使用して、ユ
ーザの詳細を取得したり、 Unified

Manager に新しいユーザを追加し
たりできます。

ユーザのタイプに基づいて、ユー
ザに特定のロールを追加できま
す。ユーザを追加する際には、ロ
ーカルユーザ、メンテナンスユー
ザ、およびデータベースユーザの
パスワードを指定する必要があり
ます。
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HTTP動詞 パス 説明

GET

PATCH

DELETE

/security/users/{name} 。 GET メソッドを使用すると、名
前、Eメールアドレス、ロール、認
証タイプなど、ユーザのすべての

詳細を取得できます。。 PATCH メ
ソッドを使用すると、詳細を更新

できます。。 DELETE メソッドを
使用すると、ユーザを削除できま
す。

ジョブオブジェクト API と非同期プロセス

management-serverカテゴリには、Active IQ Unified Manager APIの実行中に実行された
ジョブに関する情報を提供するジョブAPIが含まれます。非同期処理がジョブオブジェク
トを使用してどのように動作するかを理解しておく必要があります。

一部の API 呼び出し、特にリソースの追加や変更に使用される API 呼び出しは、他の呼び出しよりも完了に
時間がかかることがあります。Unified Manager は、これらの長時間実行されている要求を非同期的に処理し
ます。

ジョブオブジェクトを使用して記述された非同期要求

非同期的に実行される API 呼び出しを行うと、 HTTP 応答コード 202 が返されます。この応答コードは、要
求が正常に検証され受け入れられたものの、まだ完了していないことを示します。要求はバックグラウンドタ
スクとして処理され、クライアントへの最初の HTTP 応答後も引き続き実行されます。応答には、要求に対
応するジョブオブジェクトと、その一意の識別子が含まれます。

API 要求に関連付けられたジョブオブジェクトの照会

HTTP 応答で返されるジョブオブジェクトには、いくつかのプロパティが含まれています。状態プロパティを
照会して、要求が正常に完了したかどうかを確認できます。ジョブオブジェクトは次のいずれかの状態になり
ます。

• NORMAL

• WARNING

• PARTIAL_FAILURES

• ERROR

ジョブオブジェクトをポーリングするときに、タスクの終了状態（成功または失敗）を検出するために使用で
きる 2 つの方法があります。

• 標準のポーリング要求：現在のジョブの状態がすぐに返されます。

• ロングポーリング要求：ジョブの状態がになったとき NORMAL、 ERROR`または

`PARTIAL_FAILURES。
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非同期要求の手順

非同期 API 呼び出しを完了する大まかな手順を次に示します。

1. 問題：非同期 API 呼び出し。

2. 要求が正常に受け取られたことを示す HTTP 応答 202 を受信します。

3. 応答の本文からジョブオブジェクトの識別子を抽出します。

4. ループ内で、ジョブオブジェクトが終了状態になるまで待ちます NORMAL、 ERROR`または

`PARTIAL_FAILURES。

5. ジョブの終了状態を確認し、ジョブの結果を取得します。

ジョブの表示

Active IQ Unified Manager では、リソースの追加や変更などの処理は、同期および非同
期のAPI呼び出しによって実行されます。非同期で実行されるようにスケジュールされて
いる呼び出しは、その呼び出しに対して作成されたジョブオブジェクトによって追跡で
きます。各ジョブオブジェクトには、識別用の一意のキーがあります。各ジョブオブジ
ェクトはジョブオブジェクト URI を返し、ジョブの進捗状況を確認および追跡できま
す。この API を使用して、各実行の詳細を取得できます。

すべてのジョブオブジェクトを照会できます。ジョブキーとジョブオブジェクトの詳細情報を使用して、リソ
ースに対して次の一連の処理を実行することもできます。

ジョブを表示します

このメソッドを使用すると、すべてのジョブのリストを取得できます。応答の本文は、すべてのジョブに関す
るジョブの詳細で構成されます。URIでジョブキーを指定して、特定のジョブオブジェクトの詳細を表示する
こともできます。応答の本文は、ジョブキーで特定された詳細で構成されます。応答では、最新のジョブオブ
ジェクトが一番上に返されます。特定のジョブオブジェクトを照会する場合は、ジョブのジョブIDを入力しま
す。

カテゴリ HTTP動詞 パス

management-server 取得 /management-server/jobs

/management-

server/jobs/{key}

ワークロードを管理するためのAPI

ここで説明する API は、ストレージワークロードの表示、 LUN とファイル共有の作
成、パフォーマンスサービスレベルとストレージ効率化ポリシーの管理、ストレージワ
ークロードに対するポリシーの割り当てなど、ストレージ管理のさまざまな機能に対応
しています。
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ストレージワークロードの表示

ここに記載されている API を使用すると、データセンター内のすべての ONTAP クラス
タのストレージワークロードをまとめて表示できます。また、 Active IQ Unified

Manager 環境でプロビジョニングされているストレージワークロードの数と、その容量
とパフォーマンス（ IOPS ）の統計情報も表示されます。

ストレージワークロードを表示します

データセンター内のすべてのクラスタのすべてのストレージワークロードを表示するには、次のメソッドを使
用します。特定の列で応答をフィルタリングする方法については、 Unified Manager インスタンスで使用可能
な API のリファレンスドキュメントを参照してください。

カテゴリ HTTP動詞 パス

ストレージプロバイダ 取得 /storage-

provider/workloads

ストレージワークロードの概要を表示します

使用済み容量、使用可能容量、使用済み IOPS 、使用可能 IOPS 、各パフォーマンスサービスレベルで管理さ
れているストレージワークロードの数を評価するには、次のメソッドを使用します。任意の LUN 、 NFS フ
ァイル共有、または CIFS 共有のストレージワークロードを表示できます。この API は、ストレージワークロ
ードの概要、 Unified Manager でプロビジョニングされたストレージワークロードの概要、データセンターの
概要、データセンターの合計、使用済み、使用可能なスペースと IOPS の概要を、割り当てられたパフォーマ
ンスサービスレベル別に表示します。この API の応答として受信した情報を使用して、 Unified Manager UI

のダッシュボードにデータが表示されます。

カテゴリ HTTP動詞 パス

ストレージプロバイダ 取得 /storage-

provider/workloads-summary

アクセスエンドポイントの管理

Storage Virtual Machine （ SVM ）、 LUN 、およびファイル共有のプロビジョニングに
必要なアクセスエンドポイントまたは論理インターフェイス（ LIF ）を作成する必要が
あります。Active IQ Unified Manager 環境内の SVM 、 LUN 、またはファイル共有のア
クセスエンドポイントを表示、作成、変更、および削除できます。

アクセスエンドポイントを表示します

Unified Manager 環境のアクセスエンドポイントのリストを表示するには、次のメソッドを使用します。特定
の SVM 、 LUN 、またはファイル共有のアクセスエンドポイントのリストを照会するには、 SVM 、 LUN 、
またはファイル共有の一意の識別子を入力する必要があります。一意のアクセスエンドポイントキーを入力し
て、特定のアクセスエンドポイントの詳細を取得することもできます。
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カテゴリ HTTP動詞 パス

ストレージプロバイダ 取得 /storage-provider/access-

endpoints

/storage-provider/access-

endpoints/{key}

アクセスエンドポイントを追加する

カスタムのアクセスエンドポイントを作成して、必要なプロパティを割り当てることができます。作成するア
クセスエンドポイントの詳細を、入力パラメータとして指定する必要があります。この API 、または System

Manager または ONTAP CLI を使用して、各ノードにアクセスエンドポイントを作成できます。アクセスエン
ドポイントの作成では、 IPv4 アドレスと IPv6 アドレスの両方がサポートされます。

LUN とファイル共有をプロビジョニングするためには、 SVM にノードあたりの最小アクセス
エンドポイント数を設定する必要があります。SVM には、ノードごとに少なくとも 2 つのアク
セスエンドポイントを設定する必要があります。 1 つは CIFS プロトコルおよび / または NFS

プロトコルをサポートし、もう 1 つは iSCSI プロトコルまたは FCP プロトコルをサポートし
ます。

カテゴリ HTTP動詞 パス

ストレージプロバイダ 投稿（ Post ） /storage-provider/access-

endpoints

アクセスエンドポイントを削除する

特定のアクセスエンドポイントを削除するには、次のメソッドを使用します。特定のアクセスエンドポイント
を削除するには、入力パラメータとしてアクセスエンドポイントキーを指定する必要があります。

カテゴリ HTTP動詞 パス

ストレージプロバイダ 削除 /storage-provider/access-

endpoints/{key}

アクセスエンドポイントを変更します

アクセスエンドポイントを変更し、そのプロパティを更新するには、次のメソッドを使用します。特定のアク
セスエンドポイントを変更するには、アクセスエンドポイントキーを指定する必要があります。また、更新す
るプロパティとその値を入力する必要があります。

カテゴリ HTTP動詞 パス

ストレージプロバイダ パッチ /storage-provider/access-

endpoints/{key}
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Active Directory マッピングの管理

ここに記載された API を使用して、 SVM 上の CIFS 共有のプロビジョニングに必要な
SVM の Active Directory マッピングを管理できます。ONTAP を備えた SVM をマッピン
グするには、 Active Directory マッピングを設定する必要があります。

Active Directory マッピングを表示します

SVM の Active Directory マッピングの設定の詳細を表示するには、次のメソッドを使用します。SVM の
Active Directory マッピングを表示するには、 SVM キーを入力する必要があります。特定のマッピングの詳細
を照会するには、マッピングキーを入力する必要があります。

カテゴリ HTTP動詞 パス

ストレージプロバイダ 取得 /storage-provider/active-

directories-mappings

/storage-provider/active-

directories-mappings/{key}

Active Directory マッピングを追加します

SVM に Active Directory マッピングを作成するには、次のメソッドを使用します。マッピングの詳細を入力パ
ラメータとして指定する必要があります。

カテゴリ HTTP動詞 パス

ストレージプロバイダ 投稿（ Post ） /storage-provider/active-

directories-mappings

ファイル共有の管理

ここに記載されたAPIを使用して、CIFS共有とNFSファイル共有を表示、追加、および
削除できます。これらのAPIを使用して、ファイル共有のパフォーマンスサービスレベル
ポリシーとストレージ効率化ポリシーを割り当てたり変更したりすることもできます。

ストレージを割り当てる前に、仮想マシンを作成し、サポートされるプロトコルでプロビジョニングしておく
必要があります。同様に、ファイル共有にストレージ効率化ポリシーを割り当てる場合は、ファイル共有を作
成する前にストレージ効率化ポリシーを作成する必要があります。

ファイル共有を表示します

Unified Manager環境で使用可能なすべてのストレージワークロードを表示するには、次のメソッドを使用し
ます。Active IQ Unified Manager のデータソースとして ONTAP クラスタを追加すると、それらのクラスタの
ストレージワークロードが Unified Manager インスタンスに自動的に追加されます。このAPIは、Unified

Managerインスタンスに自動および手動で追加されたすべてのファイル共有を取得します。特定のファイル共
有の詳細を表示するには、ファイル共有キーを指定してこの API を実行します。
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カテゴリ HTTP動詞 パス

ストレージプロバイダ 取得 /storage-provider/file-

shares

/storage-provider/file-

shares/{key}

ファイル共有を追加

SVM に CIFS および NFS ファイル共有を追加するには、次のメソッドを使用します。作成するファイル共有
の詳細を入力パラメータとして指定する必要があります。このAPIを使用してFlexGroupを作成することはで
きません。

カテゴリ HTTP動詞 パス

ストレージプロバイダ 投稿（ Post ） /storage-provider/file-

shares

アクセス制御リスト（ ACL ）パラメータまたはエクスポートポリシーパラメータのどちらを指
定するかに応じて、 CIFS 共有または NFS ファイル共有が作成されます。ACL パラメータの値
を指定しない場合、 CIFS 共有は作成されず、デフォルトで NFS 共有が作成され、すべてのア
クセスが提供されます。

ファイル共有を削除します

特定のファイル共有を削除するには、次のメソッドを使用します。特定のファイル共有を削除するには、入力
パラメータとしてファイル共有キーを入力する必要があります。

カテゴリ HTTP動詞 パス

ストレージプロバイダ 削除 /storage-provider/file-

shares/{key}

ファイル共有を変更する

ファイル共有を変更し、そのプロパティを更新するには、次のメソッドを使用します。

特定のファイル共有を変更するには、ファイル共有キーを指定する必要があります。また、更新するプロパテ
ィとその値を入力する必要があります。

この API の 1 回の呼び出しで更新できるプロパティは 1 つだけです。更新が複数ある場合は、
この API を何度でも実行する必要があります。
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カテゴリ HTTP動詞 パス

ストレージプロバイダ パッチ /storage-provider/file-

shares/{key}

LUN の管理

ここに記載されたAPIを使用して、Storage Virtual Machine（Storage VM）のLUNを表
示、追加、および削除できます。LUNのパフォーマンスサービスレベルポリシーとスト
レージ効率化ポリシーを割り当ておよび変更することもできます。

ストレージを割り当てる前に、SVMが作成され、サポートされるプロトコルでプロビジョニングされている
ことを確認する必要があります。同様に、LUNにパフォーマンスサービスレベルを割り当てる場合は、LUNを
作成する前にパフォーマンスサービスレベルを作成する必要があります。

LUN を表示します

Unified Manager環境のすべてのLUNを表示するには、次のメソッドを使用します。Active IQ Unified Manager

のデータソースとして ONTAP クラスタを追加すると、それらのクラスタのストレージワークロードが
Unified Manager インスタンスに自動的に追加されます。このAPIは、Unified Managerインスタンスに自動お
よび手動で追加されたすべてのLUNを取得します。特定の LUN の詳細を表示するには、 LUN キーを指定し
てこの API を実行します。

カテゴリ HTTP動詞 パス

ストレージプロバイダ 取得 /storage-provider/luns

/storage-

provider/luns/{key}

LUN を追加します

SVM に LUN を追加するには、次のメソッドを使用します。

カテゴリ HTTP動詞 パス

ストレージプロバイダ 投稿（ Post ） /storage-provider/luns

cURL要求で、オプションのパラメータの値を指定する場合 volume_name_tag 入力では、こ
の値に基づいてLUNの作成時にボリューム名が付けられます。このタグにより、ボリュームを
簡単に検索できます。要求にボリュームキーを指定した場合、このタギングはスキップされま
す。

LUN を削除します

特定の LUN を削除するには、次のメソッドを使用します。特定の LUN を削除するには、 LUN キーを指定す
る必要があります。
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ONTAP でボリュームを作成し、そのボリュームで Unified Manager を使用して LUN をプロビ
ジョニングした場合、この API を使用してすべての LUN を削除すると、ボリュームも ONTAP

クラスタから削除されます。

カテゴリ HTTP動詞 パス

ストレージプロバイダ 削除 /storage-

provider/luns/{key}

LUNs を変更する

LUN を変更してそのプロパティを更新するには、次のメソッドを使用します。特定の LUN を変更するには、
LUN キーを指定する必要があります。また、更新する LUN プロパティとその値を入力する必要があります。
この API を使用して LUN アレイを更新する場合は ' API の使用に関する推奨事項を確認する必要があります

この API の 1 回の呼び出しで更新できるプロパティは 1 つだけです。更新が複数ある場合は、
この API を何度でも実行する必要があります。

カテゴリ HTTP動詞 パス

ストレージプロバイダ パッチ /storage-

provider/luns/{key}

パフォーマンスサービスレベルの管理

Active IQ Unified Manager でストレージプロバイダ API を使用して、パフォーマンスサ
ービスレベルを表示、作成、変更、および削除できます。

パフォーマンスサービスレベルを表示します

ストレージワークロードに割り当てる際にパフォーマンスサービスレベルを表示するには、次のメソッドを使
用します。この API は、システム定義およびユーザ作成のすべてのパフォーマンスサービスレベルを表示
し、すべてのパフォーマンスサービスレベルの属性を取得します。特定のパフォーマンスサービスレベルを照
会する場合は、パフォーマンスサービスレベルの一意の ID を入力して詳細を取得する必要があります。

カテゴリ HTTP動詞 パス

ストレージプロバイダ 取得 /storage-

provider/performance-

service-levels

/storage-

provider/performance-

service-levels/{key}
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パフォーマンスサービスレベルを追加

システム定義のパフォーマンスサービスレベルがストレージワークロードに必要なサービスレベル目標（
SLO ）を満たしていない場合は、次のメソッドでカスタムパフォーマンスサービスレベルを作成し、ストレ
ージワークロードに割り当てることができます。作成するパフォーマンスサービスレベルの詳細を入力しま
す。IOPS プロパティには、有効な値の範囲を入力してください。

カテゴリ HTTP動詞 パス

ストレージプロバイダ 投稿（ Post ） /storage-

provider/performance-

service-levels

パフォーマンスサービスレベルを削除します

特定のパフォーマンスサービスレベルを削除するには、次のメソッドを使用します。ワークロードに割り当て
られている場合、または他に使用可能なパフォーマンスサービスレベルがない場合、そのパフォーマンスサー
ビスレベルは削除できません。特定のパフォーマンスサービスレベルを削除するには、パフォーマンスサービ
スレベルの一意の ID を入力パラメータとして指定する必要があります。

カテゴリ HTTP動詞 パス

ストレージプロバイダ 削除 /storage-

provider/performance-

service-levels/{key}

パフォーマンスサービスレベルの変更

パフォーマンスサービスレベルを変更してそのプロパティを更新するには、次のメソッドを使用します。シス
テム定義のパフォーマンスサービスレベル、またはワークロードに割り当てられているパフォーマンスサービ
スレベルは変更できません。特定のパフォーマンスサービスレベルを変更するには、の一意の ID を指定する
必要があります。また、更新する IOPS プロパティと有効な値も入力する必要があります。

カテゴリ HTTP動詞 パス

ストレージプロバイダ パッチ /storage-

provider/performance-

service-levels/{key}

パフォーマンスサービスレベルに基づくアグリゲート機能の表示

パフォーマンスサービスレベルに基づいてアグリゲート機能を照会するには、次のメソッドを使用します。こ
の API は、データセンターで使用可能なアグリゲートのリストを返し、それらのアグリゲートでサポート可
能なパフォーマンスサービスレベルに関する機能を示します。ボリュームでワークロードをプロビジョニング
する際に、特定のパフォーマンスサービスレベルをサポートするアグリゲートの機能を表示し、その機能に基
づいてワークロードをプロビジョニングできます。アグリゲートを指定できるのは、 API を使用してワーク
ロードをプロビジョニングする場合のみです。この機能は Unified Manager Web UI では使用できません。
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カテゴリ HTTP動詞 パス

ストレージプロバイダ 取得 /storage-

provider/aggregate-

capabilities

/storage-

provider/aggregate-

capabilities/{key}

ストレージ効率化ポリシーの管理

ストレージプロバイダ API を使用して、ストレージ効率化ポリシーを表示、作成、変
更、および削除できます。

次の点に注意してください。

• Unified Manager でワークロードを作成する場合、ストレージ効率化ポリシーの割り当ては
必須ではありません。

• ポリシーが割り当てられたあとで、ワークロードからストレージ効率化ポリシーの割り当
てを解除することはできません。

• 重複排除や圧縮など、 ONTAP で指定されたストレージ設定がワークロードに含まれてい
る場合、 Unified Manager でストレージワークロードを追加するときに適用するストレージ
効率化ポリシーの設定で、その設定を上書きすることができます。

ストレージ効率化ポリシーを表示します

ストレージワークロードに割り当てる前にストレージ効率化ポリシーを表示するには、次のメソッドを使用し
ます。この API は、システム定義およびユーザ作成のすべてのストレージ効率化ポリシーを表示し、すべて
のストレージ効率化ポリシーの属性を取得します。特定のストレージ効率化ポリシーを照会するには、ポリシ
ーの一意の ID を入力して詳細を取得する必要があります。

カテゴリ HTTP動詞 パス

ストレージプロバイダ 取得 /storage-provider/storage-

efficiency-policies

/storage-provider/storage-

efficiency-policies/{key}

ストレージ効率化ポリシーを追加します

システム定義のポリシーがストレージワークロードのプロビジョニング要件を満たしていない場合は、次のメ
ソッドでカスタムのストレージ効率化ポリシーを作成し、ストレージワークロードに割り当てることができま
す。作成するストレージ効率化ポリシーの詳細を入力パラメータとして指定します。
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カテゴリ HTTP動詞 パス

ストレージプロバイダ 投稿（ Post ） /storage-provider/storage-

efficiency-policies

ストレージ効率化ポリシーを削除します

特定のストレージ効率化ポリシーを削除するには、次のメソッドを使用します。ワークロードに割り当てられ
ている場合、または他に使用可能なストレージ効率化ポリシーがない場合、そのストレージ効率化ポリシーは
削除できません。特定のストレージ効率化ポリシーを削除するには、ストレージ効率化ポリシーの一意の ID

を入力パラメータとして指定する必要があります。

カテゴリ HTTP動詞 パス

ストレージプロバイダ 削除 /storage-provider/storage-

efficiency-policies/{key}

ストレージ効率化ポリシーの変更

ストレージ効率化ポリシーを変更し、そのプロパティを更新するには、次のメソッドを使用します。システム
定義のストレージ効率化ポリシー、またはワークロードに割り当てられているストレージ効率化ポリシーは変
更できません。特定のストレージ効率化ポリシーを変更するには、ストレージ効率化ポリシーの一意の ID を
指定する必要があります。また、更新するプロパティとその値を指定する必要があります。

カテゴリ HTTP動詞 パス

ストレージプロバイダ パッチ /storage-provider/storage-

efficiency-policies/{key}
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