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SNMPの管理

SNMPの詳細

クラスターで簡易ネットワーク管理プロトコル (SNMP) を構成できます。

SNMP リクエスタを選択し、使用する SNMP のバージョンを選択し、SNMP ユーザーベース セキュリティ
モデル (USM) ユーザーを識別し、 SolidFireクラスターを監視するためのトラップを設定できます。管理情報
ベース ファイルを表示したりアクセスしたりすることもできます。

IPv4 アドレスと IPv6 アドレスの両方を使用できます。

SNMP の詳細

クラスター タブの SNMP ページでは、次の情報を表示できます。

• SNMP MIB

表示またはダウンロードできる MIB ファイル。

• 一般的なSNMP設定

SNMP を有効または無効にすることができます。 SNMP を有効にした後、使用するバージョンを選択で
きます。バージョン 2 を使用する場合はリクエスタを追加でき、バージョン 3 を使用する場合は USM ユ
ーザーを設定できます。

• SNMPトラップ設定

捕獲したいトラップを識別できます。トラップ受信者ごとにホスト、ポート、コミュニティ文字列を設定
できます。

SNMPリクエスタを構成する

SNMP バージョン 2 が有効になっている場合は、リクエスタを有効または無効にした
り、承認された SNMP 要求を受信するようにリクエスタを構成したりできます。

1. メニュー：クラスタ[SNMP]をクリックします。

2. *一般SNMP設定*で*はい*をクリックしてSNMPを有効にします。

3. *バージョン*リストから*バージョン 2*を選択します。

4. *リクエスタ*セクションで、*コミュニティ文字列*と*ネットワーク*の情報を入力します。

デフォルトでは、コミュニティ文字列は public で、ネットワークは localhost です。これら
のデフォルト設定を変更できます。

5. オプション: 別のリクエスタを追加するには、[リクエスタの追加] をクリックし、[コミュニティ文字列] と
[ネットワーク] 情報を入力します。
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6. *変更を保存*をクリックします。

詳細情報の参照

• SNMPトラップを設定する

• 管理情報ベースファイルを使用して管理対象オブジェクトデータを表示する

SNMP USMユーザーを構成する

SNMP バージョン 3 を有効にする場合は、承認された SNMP 要求を受信するように
USM ユーザーを構成する必要があります。

1. クラスター > SNMP をクリックします。

2. *一般SNMP設定*で*はい*をクリックしてSNMPを有効にします。

3. *バージョン*リストから*バージョン 3*を選択します。

4. USM ユーザー セクションで、名前、パスワード、パスフレーズを入力します。

5. オプション: 別の USM ユーザーを追加するには、[USM ユーザーの追加] をクリックし、名前、パスワー
ド、パスフレーズを入力します。

6. *変更を保存*をクリックします。

SNMPトラップを設定する

システム管理者は、通知とも呼ばれる SNMP トラップを使用して、 SolidFireクラスタ
ーの健全性を監視できます。

SNMP トラップが有効になっている場合、 SolidFireクラスターはイベント ログ エントリとシステム アラー
トに関連付けられたトラップを生成します。 SNMP 通知を受信するには、生成するトラップを選択し、トラ
ップ情報の受信者を特定する必要があります。デフォルトでは、トラップは生成されません。

1. クラスター > SNMP をクリックします。

2. SNMP トラップ設定 セクションで、システムが生成するトラップの種類を 1 つ以上選択します。

◦ クラスター障害トラップ

◦ クラスター解決障害トラップ

◦ クラスターイベントトラップ

3. *トラップ受信者*セクションで、受信者のホスト、ポート、およびコミュニティ文字列情報を入力しま
す。

4. オプション: 別のトラップ受信者を追加するには、[トラップ受信者の追加] をクリックし、ホスト、ポー
ト、およびコミュニティ文字列の情報を入力します。

5. *変更を保存*をクリックします。
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管理情報ベースファイルを使用して管理対象オブジェクトデー
タを表示する

各管理対象オブジェクトを定義するために使用される管理情報ベース (MIB) ファイルを
表示およびダウンロードできます。 SNMP 機能は、 SolidFire-StorageCluster-MIB で定
義されたオブジェクトへの読み取り専用アクセスをサポートします。

MIB で提供される統計データは、次のシステム アクティビティを示します。

• クラスター統計

• ボリューム統計

• アカウント統計別の取引量

• ノード統計

• レポート、エラー、システムイベントなどのその他のデータ

システムは、SF シリーズ製品への上位レベル アクセス ポイント (OIDS) を含む MIB ファイルへのアクセス
もサポートします。

手順

1. クラスター > SNMP をクリックします。

2. SNMP MIB の下で、ダウンロードする MIB ファイルをクリックします。

3. 表示されるダウンロード ウィンドウで、MIB ファイルを開くか保存します。
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