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SNMP を管理します

SNMPの詳細

クラスタに簡易ネットワーク管理プロトコル（ SNMP ）を設定できます。

SNMP リクエスタの選択、使用する SNMP のバージョンの選択、 SNMP User-based Security Model （ USM

；ユーザベースのセキュリティモデル）ユーザの識別、 SolidFire クラスタを監視するためのトラップの設定
を行うことができます。また、管理情報ベースファイルを表示してアクセスすることもできます。

IPv4 アドレスと IPv6 アドレスの両方を使用できます。

SNMP の詳細

クラスタタブの SNMP ページでは、次の情報を表示できます。

• * SNMP MIB*

表示またはダウンロード可能な MIB ファイル。

• * 一般的な SNMP 設定 *

SNMP を有効または無効にすることができます。SNMP を有効にしたら、使用するバージョンを選択でき
ます。バージョン 2 を使用する場合はリクエスタを追加できます。バージョン 3 を使用する場合は USM

ユーザをセットアップできます。

• * SNMP トラップ設定 *

キャプチャするトラップを指定できます。トラップ受信者ごとにホスト、ポート、およびコミュニティス
トリングを設定できます。

SNMP リクエスタを設定します

SNMP バージョン 2 が有効な場合は、リクエスタを有効または無効にできるほか、許可
された SNMP 要求を受信するリクエスタを設定できます。

1. [Menu] ( メニュー ) 、 [Cluster] [SNMP] の順にクリックします

2. [General SNMP Settings]( 一般的な SNMP 設定 ) で、 [Yes]( はい ) をクリックして SNMP を有効

3. [* バージョン ] リストから、 [* バージョン 2*] を選択します。

4. 「 * Requeeors * 」セクションに「 * Community String * 」および「 * Network * 」情報を入力します。

デフォルトでは、コミュニティストリングは public に、ネットワークは localhost に設定さ
れます。これらのデフォルト設定は変更できます。

5. * オプション： * 別のリクエスタを追加するには、 * リクエスト者の追加 * をクリックし、 * コミュニテ
ィストリング * および * ネットワーク * 情報を入力します。
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6. [ 変更の保存 *] をクリックします。

詳細については、こちらをご覧ください

• SNMP トラップを設定する

• 管理情報ベースファイルを使用して管理対象オブジェクトデータを表示します

SNMP USM ユーザを設定します

SNMP バージョン 3 を有効にした場合は、許可された SNMP 要求を受信する USM ユー
ザを設定する必要があります。

1. [Cluster>*SNMP*] をクリックします。

2. [General SNMP Settings]( 一般的な SNMP 設定 ) で、 [Yes]( はい ) をクリックして SNMP を有効

3. [* バージョン ] リストから、 [* バージョン 3*] を選択します。

4. [* usm users*] セクションで、名前、パスワード、およびパスフレーズを入力します。

5. * オプション： * 別の USM ユーザを追加するには、 * USM ユーザの追加 * をクリックし、名前、パスワ
ード、およびパスフレーズを入力します。

6. [ 変更の保存 *] をクリックします。

SNMP トラップを設定する

システム管理者は、 SNMP トラップ（通知とも呼ばれる）を使用して SolidFire クラス
タの健常性を監視できます。

SNMP トラップが有効になっている場合、 SolidFire クラスタは、イベントログエントリとシステムアラート
に関連するトラップを生成します。SNMP 通知を受信するには、生成するトラップを選択し、トラップ情報
の受信者を指定する必要があります。デフォルトでは、トラップは生成されません。

1. [Cluster>*SNMP*] をクリックします。

2. システムが生成する必要がある 1 つまたは複数のタイプのトラップを [* SNMP トラップ設定 * （ SNMP

Trap Settings ） ] セクションで選択します。

◦ クラスタ障害トラップ

◦ クラスタ解決済み障害トラップ

◦ クラスタイベントトラップ

3. [* Trap Recipients] セクションで、受信者のホスト、ポート、およびコミュニティストリング情報を入力
します。

4. * オプション * ：別のトラップ受信者を追加するには、 * トラップ受信者の追加 * をクリックして、ホス
ト、ポート、およびコミュニティストリング情報を入力します。

5. [ 変更の保存 *] をクリックします。
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管理情報ベースファイルを使用して管理対象オブジェクトデー
タを表示します

個々の管理対象オブジェクトの定義に使用されている管理情報ベース（ MIB ）ファイル
を表示およびダウンロードできます。SNMP 機能では、 SolidFire-StorageCluster-MIB

で定義されているオブジェクトへの読み取り専用アクセスがサポートされます。

MIB には、以下のシステムアクティビティの統計データが含まれています。

• クラスタの統計

• ボリュームの統計

• アカウント別ボリュームの統計情報

• ノード統計

• レポート、エラー、システムイベントなどのその他のデータ

また、 SF シリーズ製品への上位のアクセスポイント（ OID ）を含んでいる MIB ファイルへのアクセスもサ
ポートされます。

手順

1. [Cluster>*SNMP*] をクリックします。

2. [*SNMP MIBs] で、ダウンロードする MIB ファイルをクリックします。

3. 表示されたダウンロードウィンドウで、 MIB ファイルを開くか、または保存します。
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