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SnapCenter_10-18- . 10/1872019 10:0:0 No Hourly Yes
SnapCenter_10-18- 1011872018 9:0:0 AM  No Hourly Yes
SnapCenter_10-18- 10/1872019 8:0.0 AM | No Hourty Yes
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Restore volume from this Snapshot copy.
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2 (CSP) "7 ItER%=PRELESELET,

LN 3 TRELINBAMENBREX 2V T XAZI LI, MIBNGT 7R FRIFESEY 2

—IIOERTBEBEDOHAZIEE L THET SAEMENEVC CZBNE L TVET, LI
BMABIYIO-Y v, HETARE., BRERBGEHHD. BSEI 21— IILOWMDS LAsERN/N—
ZRVCEEZICITRTOTL—>THF XM CSPZzEOICLE T,

c LN 2 TIEESINIRBAC XHZXLDEF 2T %@L TBRHDIC. IDR—IDERHFAHZ
ZALDWNRETT, BEETSa—)Lid. AXRL—4D ID ZRE L. AXRL—4H &2 =2 FH L TERED
KREZ R1T T HHEEEZF > TV I xR LE T,

cr*tExal)TFaoLLRNJL4*
° FIPS 140-2 TREELANILDEFa U T+,
o WIIBMICREIN TLVAVWREBETONEBICRDEWNERLARILTY,

c ZOLANILTIE MENAEX 2T XAZILIE. MEBENGT I/ EITORELHAZREL T
RETZEREZHD BSEZ 21— ILICBAT 372w REZRHIZCZBNELTVET,

cESEDaA-IILOBACEHIIREOAREELNE. EF 2T TRUVWCSP P FL—>FTF Xk CSP
NIRTHEHE SN B AR R < BRD T,

RIC, A bhO=-ILTFL—2eT—3TL—>%HBLET, "
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> bO-ILTL—2ET—2TL—2DhR
"BUET © FIPS 140-2 DR, "

FIPS 140-2 Hi8Z RE T 355 F. FRENRZIEE I DI CHNEETY, ik dv
fO—IILTL—2T—327L—202 DOEEHICEEREICDEITE XY, I>bO—)
TL—>rld. 2y b7y AL —2O FAO—5. Cisco Nexus X1 wF. Cisco
UCS H—NADEBBT7 It XRYE. FlexPod X T LADIAVR—2%> hDFHIH EF
ICHEITBIERDIETY, COLAVTOREIX. BIEBDT/NA ANDEHRVCEE
E“5kaﬁmf%é7mh:wt ettt AR ZFIET 5 i
SOoTIREINET, T—2 L —>2kiE. FlexPod X T LROD PHI R EDEEBDIE
el Exd, I, RET—XERES(LTEZICTHRESINE T, FIPS TlE. fiF
}EHEP@E:E"?:E/J_)Lh\*ﬁ—%h——%}kb—tb\% t%ﬁEmuTina—o

"SR, FlexPod @ Cisco UCS OV Fa—F+« >J & FIPS 1402 #E2TL 3, "

FlexPod CiscoUCS O > Ea—F 1 >2 & FIPS 140-2
gi: A bO=ILFL—2T—2TL—2D R, "

FlexPod 7—F 77 F ¥ |d. FIPS 140-2 |Z#H#LL 7= Cisco UCS H—/N\%Z{ER L TRt
TEEJd, KEICEHL TWLWETJ...NIST. Cisco UCS H—/\i&. FIPS 140-2 L X)L 1
EIE— RTHELE T, FIPS #EHD Cisco AVR—> FO—EICDWVWTIX. =
LTLAETWV "> XD FIPS 140 X—2", Cisco UCS Manager (& FIPS 140-2 587 E &
AT,

CiscoUCS £ 777U woA>R—0%U k
Cisco UCS Manager I&. Cisco Fabric Interconnect (FI) h5EATh, RTTNhET,

Cisco UCS £ & U FIPS 2 HRICT 3 AEDEHMIC OV TIE. BB LT T "Cisco UCS Manager DY
=27

BI77TUvIABLUBTCisco 77TV wIAYA—AFXYI M ETFIPS E—REAX—TILICTBIC
. XOOAY >V R%EERITLED,

fp-health-fabric-A# connect local-mgmt
fp-health-fabric-A(local-mgmt) # enable fips-mode
FIPS mode is enabled

Cisco UCS Manager Release 3.2(3) &K DFID) ) —XDIZXAXZD Fl Z FI ICEZTH#Z BIC

C) (& HABD Fl 20 5 XZITEMY A1IC. BIFDOFITFIPS E—RZzTost—TI)L (T
FIPS-mode | #5714 t—7JL) ICLET, V5 RAEHFHINS . Cisco UCS Manager M
T— b7y 7O—ERE LT, FIPS E— RHOBENICEMICAED T,

2. AV aA—FTa T FET IV —2 a3y LA VICEET EAGROFERRFIRHELTVET,
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** T RRA> ;EIFTOD Cisco Advanced Malware Protection (AMP ) . * Microsoft Windows & & O

Linux ZRL—7 4 YIS AT LTHR—FEINTWE ZOERE (. FHlE. BH. B LUIEEHEET K
BLTVWEYT, COEXFaUTFTsV I I 7IE EXa T4 BEDOHLLE. BAKRSA Y FTOVILY T
TO7AvT. 77ALNELVCTOCRDT7 I T4 ET 1 DG ARERESZITV. ZAY 1>
BhfE % B8 T E 2B/ ARICIERE. PEIE. BB L £9. AMP @ Malicious Activity Protection ( MAP )
AVER—FR2ME TRTOIVRRAV TPV T ET 1 ZHEMICERL. TV RERAY M EDOET
FOTOJS LD VR LBECEEREBMEO 7O I ZRMELET, 12 ZXIF. IVRRAY FOF
RSB LTI 7ERLTVWSEE. HEORRCA>TWSTOERIFHT L. TV RKR1 Y hOBS
BbEBE. WEZFELELET,

*EBFX—INEF2)TADEHDAMP, *EFA—ILIETILT T 7EILEIE. YA N—"KEEZRTT
BImODEBERFREBR>TWVWET, FHLT. 1HIZK 1. 000 BEOEFXA—ILHATBEEINE T,

ChICED. HBEEI—T—DI AT LISBERICENIBARI MLZE5X 28N TEFRT, ED
. COBOKE%MHET S CISEFICAARNTS, AMP 3. POTARECEZEDHZMI 771
JVCEREINTEARBBIILD I T REDBRZEFA—ILTORLET, £, #R%EZU—KFT3URL T
DTSV REFERLT. BEOHB )V UICHMLET,. RAET7 70 vy SOV LUTT. %
DHDBERRENSESERFRETIRBELE T,

* KHARBABFHES X T L (NGIPS) o *Cisco firepower NGIPS |&. T—2 >4 —DYIET7 IS4 7
V2R LT, £7=lE VMware (NGIPSv for VMware ) OIRE7 7547 A L TEATEEX S, 2D
EBICHRMBBABES 2T LXK, EEMEOEVNTA—IVACBVEREIR MNERRLET, 7
T ot IRV T OSAE O ITERD S DREZIGRL T, AMP. 7 XU —2 3> DA
FECHE,. BELTPURL 7o ILR) D IERERIRETET £, REILIN NGIPS (F. RET> > (
VM) OGRS T v o%EEL. YUY —XDRERSNIHA ETNGIPS V) 2a—23 > 0BEA X ERER
BRICLT. MEEECREBEEOMADREZRILLE T,

"Dt 3> TlE. FlexPod DY X%y kT —2 ¢ FIPS 140-2 ICDWTEHBAL £, "

FlexPod > X D=y T =7 & KT FIPS 140-2

"BID ') ') —X : FlexPod Cisco UCS @AY E a—7F« > & FIPS 140-2"

Cisco MDS

V77 b7 84x Z#E L7 CiscoMDS 9000 > —XFZw b7+ —Lld. TY "FIPS 140-2 ([CEHL T
LW&ETJ" Cisco MDS I&. SNMPV3 & U SSH DS EY 2 —IILELVPRDOY—ERZRELTWVET,

BY—ERZzYR—-—bT2EvIa L

* BY—EXROXELIREREZ T R— b2, BERBLLZINTORESLT7ILI) LA

EH—EZ2D/N\vait

* BY—EXDOXTESL

FIPS E— RZA%—TJILICTBHIC. MDS X1 v F TROEEZETLET,

1.
2.
3.
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INZAT—RIF 8 XZEULICTRHNERHD £,
Telnet #EMICLEF T, I—HIISSH OAEFERLTOTA >V TIHRELAHD XTI,

RADIUS/TACACS+ IC&K B E—FERSEA T E—TILICLE T, FREETTZDIFE. X1y FicxLTd
—ALBI—HFEF T,

.SNMP V1 LU V2 ZEMICLET. SNMPV3 BICERESNI- XM v FLOBEFEOI—HFT7HT> M.

FOaElC SHA. 754N\ —ICId AES/3DES 12T ZBRE T DHENH D £,
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5. VRRP ##MICL £ 9,

6. RS M MD5  7-I3BES{LF® DES #FHDITATD IKE RS —%HIBE L X §, REFIC SHA ZEHB
L. BE21LIC 3DES/AES AT LS IR —%2ZEBLF T,

7. $/RTD SSH Server RSA1 F—R7%=HIBRL X T,
MDS X1 v FTCFIPS E—REZBMZLTFIPS AT—XXA%ERTITBICIF. ROFIE=FETLE T,

1. FIPSDXT—2X%=RKLET,

MDSSwitch# show fips status

FIPS mode is disabled

MDSSwitch# conf

Enter configuration commands, one per line. End with CNTL/Z.

2.2048Ey FD SSH ¥—%ZREL £,

MDSSwitch (config)# no feature ssh

XML interface to system may become unavailable since ssh is disabled
MDSSwitch (config)# no ssh key

MDSSwitch (config)# show ssh key

R IR b b b b b b b b b b b b b I b I b ab b b db b b Ib db Ib Sb Ib Ib (Sb S Ib Sb (ab b 4

could not retrieve rsa key information

bitcount: 0

R R b b b b b b b b b b b b b b Ib I b ab b b b b b Ib b Ib db Ib db (Sb Sb db Sb (Sb b 4

could not retrieve dsa key information

bitcount: 0

KAKR KAk A KR A AN A AN A KNI AR AR AR A AR A A AR A ARk kK

no ssh keys present. you will have to generate them

KA A A A A A A A A A A A A A A A A A A A AR A AR A A A AR AKX KKK

MDSSwitch (config) # ssh key

dsa rsa

MDSSwitch (config)# ssh key rsa 2048 force
generating rsa key (2048 bits).....

generated rsa key

3. FIPS E— REB®ICT S,



MDSSwitch (config)# fips mode enable
FIPS mode is enabled

System reboot is required after saving the configuration for the system
to be in FIPS mode

Warning: As per NIST requirements in 6.X, the minimum RSA Key Size has
to be 2048

4 FIPS DRXT—RR%=RRLET,

MDSSwitch (config)# show fips status

FIPS mode is enabled

MDSSwitch (config)# feature ssh

MDSSwitch (config)# show feature | grep ssh
sshServer 1 enabled

S. AV T74Fal—23 ERTAV T« Fal—2aVIilFKEFLEFT,

MDSSwitch (config) # copy ru st

[HAfHHHHSH A H A AR HH] 1003
exitCopy complete.
MDSSwitch (config) # exit

6. MDS X1 v F=BikaL £9

MDSSwitch# reload
This command will reboot the system. (y/n)? [n] y

7. FIPSODRT—R2AERLRLET,

Switch (config)# fips mode enable
Switch (config)# show fips status

SEHICDWTIE. ZBBLTLIETVFIPS E— FOEMIE"

Cisco Nexus DiE&

Cisco Nexus 9000 1) — X XA wF (JN\—3>93) 1T "FIPS 140-2 [CEHLL TLVE T, Cisco
Nexus IZ. SNMPv3 LU SSH DEEEES a—JLERDY—EXZHREL £,

*BY—EXRZYR—+TBEYI 3 URIL
* BY—EXROXBRREMEZ T R— T2, BEREBRBZIRNTORESETILIUIL
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s BY—EZXD/Nv a1t
* B —EXOWTEES1L

FIPS E— RZHBMICT BHIIC. Cisco Nexus X1 v F TCRDEEEZEITLET,

1. Telnet ZEMICLE T, 1—1I% Secure Shell (SSH) DAEFERALTCOT A VT IHELRHD FT,

2. SNMPV1 XU V2 ZEMICLE T, SNMPV3 BICERESNITNA A LB EFEOI—FT7HD Y ME.
EREFIC SHA. S5 A /N> —ICI& AES/3DES 12 3% BETAMNELRDH D £,

3. IARTDSSHH—/VRSAT1 F— - X7ZHIBRLET

4. Cisco TrustSec ¥ a7+ 7Y I—>a>/OrIL (SAP) X2 I—> a3 ARICERTS
HMAC-SHA1 X vt —CBEMF v (MIC) ZAR—TILICLET, CNZxfT5ICIE. Tots-
manual' | £7z1& T cts-dot1x' ;| £— KH'5 sap hash-calgorithm [ HMAC-sha-1 1 <Y > REAALF
ER

Nexus X1 F T FIPS E—RZEMICTRICIE. XOFIEZETLET,

1.2048 Ew b SSHBEHZRELF I,

NexusSwitch# show fips status

FIPS mode is disabled

NexusSwitch# conf

Enter configuration commands, one per line. End with CNTL/Z.

2.2048 Y D SSH ¥—%#F{/EL F 9,

NexusSwitch (config)# no feature ssh

XML interface to system may become unavailable since ssh is disabled
NexusSwitch (config) # no ssh key

NexusSwitch (config) # show ssh key

R b b b b b b b I b b b b b b A b b g b b b b A b b b A b b 2 b b b e

could not retrieve rsa key information

bitcount: 0

R b b b b b b b b b b b b b b b dh b b g b b b b d b b b A b b 2 b b b e

could not retrieve dsa key information

bitcount: 0

R b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b b 4

no ssh keys present. you will have to generate them
Ak hkhkhkhkhkhkhkhkhkhkhkhkhhkhkhkhhkhhkhhkhhhhkhhhkhhkhhhirk

NexusSwitch (config)# ssh key

dsa rsa

NexusSwitch (config) # ssh key rsa 2048 force
generating rsa key (2048 bits).....

generated rsa key
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3. FIPS E— R ZB®ICT B,

NexusSwitch (config) # fips mode enable

FIPS mode is enabled

System reboot is required after saving the configuration for the system
to be in FIPS mode

Warning: As per NIST requirements in 6.X, the minimum RSA Key Size has
to be 2048

Show fips status

NexusSwitch (config)# show fips status

FIPS mode is enabled

NexusSwitch (config) # feature ssh

NexusSwitch (config)# show feature | grep ssh

sshServer 1 enabled

Save configuration to the running configuration

NexusSwitch (config)# copy ru st
[HAfHHHHSHHH A H A H A H AR H S HHAHHHH] 1009

exitCopy complete.

NexusSwitch (config)# exit

4. Nexus X1 v FE=BESHLFI,

NexusSwitch# reload
This command will reboot the system. (y/n)? [n] vy

S. FIPS DRT—RRZRRLET,

NexusSwitch (config) # fips mode enable
NexusSwitch (config)# show fips status

T5IC. CiscoNX-OS YT hDUx7ld. XY D=0 EBEEHELV0tEF 2 T1 DiEE %58 {95 NetFlow #
gEEHR—FLTWET, NetFlow IE. XY RT—JLDIRTOAYNE—2 3>, BEICERTZE.
BEnTwaZ7Ordl. 8LV S oH IS a3 VOEBOX R T—2%ZF v 7F v LET, BHREEHVLT
DHTDE. ERERIMEICETIRAEREBZ2eNTETET, NWESNI-T—2%2FEHTIE. EHLWT Y
TAETADNEZ—2%BAN TR EHTEET, e zlE YLD T7HRY hT—0L2EICIHBL. Th
HREADEVGEDH D £9, NetFlow TlE. 7O—%2FHELTHRY FTO—0F=R ) I OfGEHBER % 124
Lxd, 70—, FETA X —T AR (F1IFVLAN) ICBEL. F—DEHDNRLC/NT Y FOBEAE
ARM)—=LTY, F—IlF. NTY FHDT s —ILRDFHEIN/ETY, 7O0—LI—FRZzEFEHELTT7O0—%
B L. 70—ICEABODFXF—%2E&HLFT, 7JO—ITURR—2%EFEHALT. Cisco StealthWatch ¥ M)
E— bk NetFlow JL 2 %IC NetFlow D'N&ET BT —2% LU XA R—hTE £, StealthWatch Tld. DB
WEGFALTRY NT—UFBERNICERL. SUYLTTTORENBRELILIBEIC) TILEZA LDOERR
HELUVA VIO TFURSE I ALYy IBERELET,

"RDt U 3> TlE. FlexPod ® ONTAP X L —V ¥ FIPS 140-2 ICDWTCERBAL £ 9, "

30



FlexPod @ NetApp ONTAP X kL —° X FIPS 140-2

"BID') 1) —X : FlexPod > X%y kT —2 & FIPS 140-2"

Yy b7y FlE. SEIEBRN—RIT. VIO T. Y —EXEZRHLTVE
To cNHDH—EXRICIE. COEBETKRIEBEADEBSES 2—I)LOIEFITXHOVR
— X EEDHBCHTEEXY, ZDH. Xy 7y Tk, I hO—IILFL—
DET—RTL—ICEAL T, FIPS 1402 NDEMUC I FIF R 7 TO—F=RALT
W£d,

c Xy AT YTHRHIIZIBESES 2 —I)LICIF. EXFROT—REREFOT—ZDOESLICDOVWTLARIL
1 DBIZEEHELIEEEES 2 —IILAAEFENTVETD,

c XY rTYv I CTNSDAVR—RY DY TSAVICL>TFIPS 140-2 BEZZIFTT-/N\—Ro 7
EDa-IIeVIRIITED2a-IILOEMAEZERIEBLE T, 7z, NetApp Storage Encryption R
FlE. FIPS LRI 2 DEEEEARSA T=FBLET,

Xy b7y TRETIE. BRCEENRIIOERNTH > TH, BEICENLLREEEAES 2 —IL%E
ATE%d, fcxZIlE. NetApp Volume Encryption (NVE) [Z FIPS 140-2 [CE#MIL TWE T, B&E
EEENZDITTIEHD FEAD. LRI 1 THREEEAD NetApp BSLED 2 —IILHMFEHESINE T, TfFF
BO/N—2 3 >0 ONTAP ICX 9 2 EHDFMIC DV TIE. FlexPod SME ICEREIVLWVEHELLTET LY,

* NetApp Cryptographic €2 2 —JLIE FIPS 140-2 LAJL 1 [CEHMLTWVWE T *
* NetApp Cryptographic Security Module ( NCSM) & FIPS 140-2 LRJL 1 [CEMLTWVWE T,
* XY Ty TOBECESIER S TIEFIPS 140-2 LAJL 2 [ICEMLTVWET *

W k7w lE. TTOEBEX—H— (OEM) M FIPS 140-2 RE#EELT-EHEES{LRS1J (SED) #*
BALTWEYd, CNBHDORSATERDDEERIT. ETXEFIC SED #iBE T AIMNELHDFT, K517
IFLARI 2 THREESNE T, XORY 7w TRIRTIE. &REEEH SED #FATE X9,

*AFFAY—XBELUVFAS R NL—D YR T L
*EVU—XBLVEF)—XRAML—YPRT LA
* NetApp Aggregate Encryption & & T NetApp Volume Encryption *

NVE 772 /O ¥ NetApp Aggregate Encryption (NAE) 72 ./ 0O %EET5E. R a—LLRILET
TJTF—RLRILTENENT —RZRBELTITZ-D. BREIIMER A TICKEFELEE A

NVE (3. ONTAP 9.1 U TERAIRERY 7 R I T PR—IADRET — XBES{LIRE T. ONTAP 9.2 LI
T FIPS 140-2 ICEHL TWET, NVE ZEAHTDE. ONTAP TRU a—LZIcT—2 =St L T
ICIEETEFF9, NAE [ ONTAP 9.6 THIETE. NVE D2 ETY, ONTAP [ZRR) a—LDT—42%
ESILTE. A a—LE 77V 5 — b2 TEF—ZHETEF XTI, NVE & NAE IFV\WTNH AES 256 £ v
FESILEFERLET, T—XIE. SED ZERAETICT A AVICRETZCHTEEI, NVEEB LU
NAE ZfEE T % & BBE{EHABERICER > TLWBIHETH Storage Efficiency #aezFHETE£d, 7 U7 —
2arvLAIYDAHDESILTIL. Storage Efficiency DI ARTDX ) w FHERDONTWVWE T, NVE LU
NAE Tlx. T—42Hh %Ry kT —2H5 NetApp WAFL ZNLTRAID LA VICBIBZET 370, AL —2%
RHMIFINE T, CNICED. T—REZBEBEILTINESHDRED £T, NAE Tld. A L —J9FR%
SOB3OICTT )T — NEEHIBREFERTEE I, NVERY a—L Y NAERY a2—LALIEELC NAE 7451
T—hrATHETETXT, NAE 7T VS — Tl BTN TUVWARWVWRY a—AlFYR—FE

T7OtXADHEAFROEEDTT, T—2HESLEINB L. FIPS 140-2 LNIL 1 REDESILES 21—
WX ESThET, BSEZ2—ILIET—42ZBS{LLTRAD LAVICRLF T, BS{LEINLT—2HT
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4 AVICEKEBEEINE T, FD/®H. NVE & NAE ZHABRDHEZ T, T—EAW T4 X VICEEXINS
BRHRTITICER LI TVE T, iAIDIE. FONRICRWVWET, DFED. T RIHEDT—RIIES
LETNIZREET RAID ICEXES . BEBILED a—IILICE>TES{EIN. XOBICRTESIC. REZVID
BODEAHEEINET,

Write (Encrypt)/Read (Decrypt)

Request J, T Response
e
( TR

G war. 9

G
S5

{Cryptographic} —
() NVEWR. FIPS 1402 LAJL 1 ICERLEY 7 b PRESES 2 — L EEALET.

Module
6

NVEDEFMICDOWTIE. ZBBLT'NVE DT —4>— L' <EE0,

NVE TV ST RRDT—2%1R#E T %, Cloud Volumes ONTAP ¥ Azure NetApp Files |Z. FIPS 140-2 ZE#L
DRET—XESEEZIRETET XY,

ONTAP 9.7 LUBETld. NVE SA YR THYR—REFIINSBF—BBEZFEHEINE. FTLIERLIETY
a7 —RER) a—LDT T AL b TEBSILINET, ONTAP 9.6 LIETIE. 7T UT—FLARILDESIE
EERALT. BStdT3R)2a—LOEBET7ITIVF—MIF—%2EDHTEZIENTETEY, 7IU45—KIC
BT B3R a—LIET74ILETESIELEINET, COT T4 MDEREIF. R a—LEESLTIEE
ICEMICTDENTEED,

ONTAP NAE CLI VY > R
RO CLI OAX Y REERTITBAINC. VFTRARIHBRNVE STV INHBZ e zRBLTLLETI L,

TS — R EERLTESIET2ICIF. ROOTYY REZRITLET (ONTAP 9.6 LIEDY 5 XA CLI TRX
TLIEES) o
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fp-health::> storage aggregate create -aggregate aggregatename -encrypt
-with-aggr-key true

JENAE 7H U — k% NAE 7H ) — MCE#T3I1ICIE. ROOYY REERITLET (ONTAP 9.6 LIED
7S XA CLI TEITLEBSE) o

fp-health::> storage aggregate modify -aggregate aggregatename -node
svmname -encrypt-with-aggr-key true

NAE 77 U4 —r%IENAE 7O DS — NI BICIE. KOO REERITLET (ONTAP 9.6 LED
75 2A CLI TETLTWLWBBE) -

fp-health::> storage aggregate modify -aggregate aggregatename -node
svmname -encrypt-with-aggr-key false

ONTAP NVE CLI OY >k

ONTAP 9.6 UETIZ. 7 U7 —hLANILOESLZERALT. BSLT2R)a—LDEET7I VT —h
ICF—ZBODETRIENTEET, 7IUT—MIERT B3R 2a—LIFT T+ TESEINE T,

NAE D' ERNCHE > TWB 7T VS — TR a—L%EERTZICIE. ROOATY RERITLEY (ONTAP
9.6 LIfEDU S XA CLI TEITLIBESR) »

fp-health::> volume create -vserver svmname -volume volumename -aggregate

aggregatename -encrypt true

R a—LB#HETHTICEGFER)2—LD T4 —XR) BELEBEHICTIICIE. ROIAYY RERT
LEd (ONTAP 9.6 UPEMD U S5 X4 CLI TEITLTWLWBIER) -

fp-health::> volume encryption conversion start -vserver svmname -volume
volumename

R a—LTHESIEAEMICHE>TVWBR I EEHERTBICIE. RO CLI ATV REERITLET,

fp-health::> volume show -is-encrypted true

NSE D3%E
NSE I&. SED ZEAL T. N—RIUTT7T7IE5L—>a Y XAZXLTT—2BESIERITLET,

NSE (&, FIPS 140-2 L)L 2 BCBES{L RS 2 EHRAL. AES 256 £ v @B T« R VBEBLICK -
TRET—2%ZRETEZHD. AVTTA TV RAODBREARTORNMDPBHICHEDEFT, R0 BE

33



FEF—DERZEDH. ROMICTRT LIS, IRTOT—XESLNIBZNEPHICEITLET. T—FZA\D
RETOERZRLET B7DIC. AML—=US X T L. BS540 T OYEEREICHEI S NERE+ — = £
LT RIATBGRZRATI2HEDNDD XT,

Write (Encrypt)/Read (Decrypt)

Request Response
+ 1

e
> TN

G
S5

Storage

Cryptographic Module

CD NSE i, ERSATTN—FUIT7HESILZEALEI. FIPS 140-2 LN 2 BEEAT
ER

NSEDFFHICDOWVWTIE. ZBRBL T 'NSE DT —2 > — F" <&,

+—EiE

FIPS 140-2 Fi& (3. ROMICTRT LIS, BRICK > TEERESNIBSED 2 —ILZRE ICLE T,
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2.1.1 Cryptographic Boundary
The logical cryptographic boundary of the CryptoMod module is the cryptomod_fips.ko component of
ONTAP OS kernel. The logical boundary is depicted in the block diagram below. The Approved DRBG is
used to supply the module's cryptographic keys. The physical boundary for the module is the enclosure of
the NetApp controller.
fiog = il = S S S SN S S ie— 'i
1 ONTAP| |
|
] l
I Key manager User Space components |
|
|
|
I
|
|
|
: |
| Kernel Space components |
' |
| cryptomod |
Key cryptomod_fips |
: table l SHA KWP |
| | | HMAC KDF AES | |
cryptomod._fips l
1 cypiomadtes ] | [PosT | [DRBG | [xts-aes| | :
] —e— e o e e . e e e
|
' |
L ————————————— T — — — — — —\——
Figure 1 - Block Diagram

F—EIEY—)LIE. ONTAP THEAINZ INRTOESIEF—ZEBHL £, NSESED i&. ¥—EEY—)

L

ZfEA L TNSE SED OFGEF—ZREL X I F—BIEY I ZEAT 3%EIE. NVE & NAE BERE H

HAEHLEIN. VI VI TVESEED 21—/l BSt¥—. ELUF—EEY-ILTEBRINE T, NVE

Fe R a—LTEIC, F—BEY—ILHEINT 5 —ED XTS-AES 256 T —HHES{LF—ZEALET. 7

— 2R 2a—LIERATZF—F. EDITXAIADT—RR) 2a—LIC—BDF—T. BSLIhIiRY

a

— LDERBICERINE T, BRI NAE R a—LIFT7F )X — T 2IC—=0 XTS-AES 256 7 —4
et —%2FEALET, COF—BEY—ILICHBREREINE T, NAE F—II. BESlLESNT7IU5—F
PMERENZ EEMTINET, ONTAP I, F—Z=HS5HLOHBELEED. BRFAEALED, 7L—>FFX b+

TRARLEDTBZIEEF B, F—BEBY-IIIIEL > TRES L VFREINE T,

AEBF—EEY—ILOYR—k

ONTAP 93 MU TId. NVEY ) a—> 3> ENSEV Y a—> 3>y OmATHARF —SEEEN Y R— S

NEJ, FIPS 1402 RBORIFE RFEDR VA —DEETHERAINBIBESET 2—)l. FEALDIHFE.
FlexPod & ONTAP O & E#kIL. (D) ROWITNHDERIEEAY ) a—> 3 v EFERALTULWET "NetApp
Interoperability Matrix Z 28 L T EE W) F—EEY—JL:

* Gemalto £7-ld SafeNet AT DWIFNHAZEIEEL T
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* Vormetric ( Thales )
* IBM SKLM
* Utimaco (|B#F Microfocus . HPE )

NSE & NVMe SED DFREEF —Id. EFRIZED OASIS Key Management Interoperability Protocol ( KMIP )
ZHEALTABF IR VNI Ty TENET, ANL=—UD T L RSA4T0 BLUF—BEY
—INDAIDF—ICTIEITE. EFXa) T4 RAXAHIIBEL TT—R2RREHLLET 2581E. RS17
DOy I ZBBRTETELA. NEBF—BIEY—ILTIE. NVERY 2a—LOBS{EF—BLUNAE 7T V7T
— rOBSLF—BLREEINEFT, A bO-FETr RV ZBEBL THABF—BEY—ILICTIERATER
KBo7135E1F NVERY 2a—LENAERY 2—LICTIEXTET, ESHLTETHEEA

XDOFITIE. store virtual machine (SVM) [ svmname1 | ONEPF—BIEY — )L TEHRINZIH—/1ND
A M. 2D00F—BEY—NZEMNLFEFT,

fp-health::> security key-manager external add-servers -vserver svmnamel
-key-servers 10.0.0.20:15690, 10.0.0.21:15691

FlexPod 7=t >R —%RINFTF+ 2o —2FUATHEALTULWSIHEE. ONTAP Tk, EFal)7s kD
HAHDS SVM LNV TT =R 2—%T7F V0 —RIEHNSDBETET T,

AF—BEY—ILDJ X ZHEERTBICIF RO CLI ARV RZERTLET,

fp-health::> security key-manager external show

Es{tzlAEahE S TIERSL (ZEMHE) =XR

T—ANDT IR Z2nML. T—EDBIRESNDLSICTIHENHBI5EIF. NSESED Zxvy b7
—ILRIVERIEET 7Ty I LRNILOBESLEHEAEDESZ N TET XY, NSESED 3. BEEENSL
NILDES L ZREXCIIREI XAZTNTLE2HEIC. Ny IXA Y TDXSICHELET T, 2 DDE
B3 LA VYDESLTIE. NSESED Z NVE LU NAE LHABGHOEBZCENTEET,

NetApp ONTAP 7 5 X4 &A1Y ~O—J)LFL—> FIPS €—F

NetApp ONTAP 7—&REBIBY 7 b Uz 7ICId. BBEFRAIFICEEREF 2 VT4 ZA YA F 2V R{LT B,
FIPS E— ROBRHAEEINTVWEY, COFIPS E—RTE. A bO—ILT7L—2DRE OAHAHDERITS
NET, FIPSETE—RZAMCT S L. FIPS 140-2 DFELRERICE DV T, Transport Layer Security v1  (
TLSv1) & SSLv3 IFERICA D, TLSv1.1 & TLS V12 DA BERABEFICKRD E T,

FIPS €— R®D ONTAP 7 S XX 2ED > bO—ILRA 2id. FIPS 140-2 LANJL 1 (ZEEHLL
TWEY, IJFRXRLED FIPS E— FTIE. NCSM AMEETBZY 7 FUx 7R—XDIES{E
EVa-I)LzZERBLE Y,

ISRZL2EOAY FO—IILTL—>D FIPS 140-2 Z#HE— FiE. ONTAP O IR TOHIEH > E2—T A
2ERELET, T7 4 LTIE FIPS 140-2 DAHDE— RIFEMICHR>TVWEIH. security config
modify A > R® 'is-fips-enabled ' /NT X—4&% 'true' ICRETDE. COE—REBMICTETET,

ONTAP Y S XA TFIPS E—REBHICTBICIZ. XOOAY Y REZETLET,
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fp-health::> security config modify -interface SSL -is-fips-enabled true

SSL FIPS E— RO EFHLIESIE. ONTAP iS5 ONTAP AZLD I SA 7V M FT-ld3H—NaAVR—%> kA
@ SSLEEIC. FIPS ##lo SSL BBt iMER TN E T,

TS RAZEED FIPS A7 —RRA%ZRTRI BICIF. ROIAYY FZRTLET,

fp-health::> set advanced
fp-health::*> security config modify -interface SSL -is-fips-enabled true

"RDZASA R . ERE D FlexPod i85 1> T7 5D X w kmigitr

FlexPod JIVN—C RAVITISORBRE DX w K
"WEgd ) ') — X : FlexPod NetApp ONTAP X FL—UE KU FIPS 140-2 0 "

EEMEEICIE. W<DODDZI v a>yI VT AINBRIATLDHDET, RDEER
SXTLD2DIE. EFAILT (EHR) Y RTLEEERERS AT L TY, FlexPod
SRATLICHITB FIPS DEREERILETDHIC. =TV —XODEHR 8L UA—T
OV —ADERT—HATELVEECXTL (PACS) Y XFLEFERALT.
FlexPod X T LDZHREy b 7w T T7—o0O—RigiE%xEML £ L7-. EHR BEE.
EHREIE7Z 7 r—>3>aVR—3%> b, LU FlexPod & X7 LICKELZHED
EHR X T LDX Yy FO—EIZDWTIE, ZBBLTLEEIVWTR4881 @ [
FlexPod for Electronic Health Record Systems J ", EEERS X T LDERE. RIET7 S
r—oa >y AVR—2%2 b, LU FlexPod ICREINIEEFBEHRY AT LDOFISIC
DWVWTIE. ZBBBLTLEE L "TR-4865 © FlexPod for Medical Imaging”s

FIPS Dty b7y 7 —200— ROKIETId. BENAEREKBEORRNAT—o0— REFEZTEL F
LTco TRERIF RENBRET —RDTIVELABLVEES TV FZELA—TYY—ZADEHR ¥ X7 L4
FTAMLEFELT, E5IC. EEREGRT7—I70—REERTLELE, COT7—270—RIZIE. EEB (
DICOM) #72xzV bOTPHRIINBBRLIBEBENZENTVWE L dom 777 IIERXEZT—2Z 8L
DICOM A7z biE. 77N AL =28 TAOV I ML—CO@AICHRESNATVET, 510 1R
#8{t 7= RedHat Enterprise Linux (RHEL) H—/NICRILF/NIEEEDHREL TWVWE T, DICOM AT
TV hE. NFS. iISCSIZFEAHALTIY VY FEINTLUN. BLUFCZFEALTY YUY FENT LUN IR
ZLFE LT FIPSOtEY b7 v FERREET. FlexPod AVN—Y RA VT SHEAFULEDN T #—< > %
S—LLRIZERBLEEZECH DD FL T

RDOEIE. FIPS Dty b7y FERKRIEICERTEND FlexPod 2 X7 LZRLTWVWET, Ry b7y idziE

AL & L7 "FlexPod 7 — %> % — X VMware vSphere 7.0 & & U NetApp ONTAP 9.7 Cisco Validated
Design (CVD) "tv b7y FTOELRDRITHTY,
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