
VMware VMFSおよびNetApp
ASAシステムを使用したSnapCenterによるS
AP HANAデータ保護
NetApp solutions for SAP
NetApp
December 10, 2025

This PDF was generated from https://docs.netapp.com/ja-jp/netapp-solutions-sap/backup/hana-sc-vmfs-
asar2-scope.html on December 10, 2025. Always check docs.netapp.com for the latest.



目次

VMware VMFSおよびNetApp ASAシステムを使用したSnapCenterによるSAP HANAデータ保護 . . . . . . . . . .  1

VMware VMFSおよびNetApp ASAシステムを使用したSnapCenterによるSAP HANAデータ保護 . . . . . . . .  1

本ドキュメントの内容 . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  1

このドキュメントで使用したラボのセットアップ . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  1

HANAシステムのプロビジョニングとインストール . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  2

ストレージ構成 . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  2

VMディスク構成 . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  3

VMパラメータdisk.EnableUUID . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  6

Linuxホストテノフアイルシステムノシユンヒ . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  6

HANAのインストール . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  9

HANA構成 . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  9

SnapCenterデータベースユーザーを構成する . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  9

HDBユーザーストアキーを設定する . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  10

SnapCenter 構成 . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  10

前提条件. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  10

SnapCenterにVMwareプラグインを追加する . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  16

HANAホストを追加する . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  16

ポリシーとリソース保護の構成. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  17

バックアップ処理 . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  17

リストア処理とリカバリ処理 . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  20

SAP システムリフレッシュ . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  24

追加情報とバージョン履歴 . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  34



VMware VMFSおよびNetApp ASAシステムを使用
したSnapCenterによるSAP HANAデータ保護

VMware VMFSおよびNetApp ASAシステムを使用し
たSnapCenterによるSAP HANAデータ保護

このドキュメントでは、VMware 上で実行され、VMFS を使用するデータストア
とNetApp ASAシステムに保存された LUN を備えた HANA システムに対し
てSnapCenterを使用したデータ保護のベスト プラクティスについて説明します。

作成者：Nils Bauer、NetApp

本ドキュメントの内容

これは、環境全体を構成するためのステップバイステップのガイドではありませんが、次のような VMFS 上
のSnapCenterおよび HANA に固有の詳細に重点を置いています。

• VMware VMFS を使用した SAP HANA システムのセットアップ

• VMFS を使用した VMware 上の HANA 向けの特定のSnapCenter構成

• VMFS を使用した VMware 上の HANA のSnapCenterバックアップ、リストア、リカバリ操作

• VMFS を使用した VMware 上の HANA 向けSnapCenter SAP システム更新操作

詳細情報および詳細な設定手順については、 ""追加情報""章。

このドキュメントで使用したラボのセットアップ

下の図は、使用したラボのセットアップの概要を示しています。2つの単一ホストHANA MDCシステムを使用
して、様々な操作をデモンストレーションしています。HANAシステムVFSはバックアップ、リストア、リカ
バリ操作の実行用に指定され、HANAシステムQFSはSAPシステムリフレッシュ操作のターゲットシステムと
して機能します。VMware向けSnapCenterプラグインは、VMware VMFSで構成されたHANAリソース
をSnapCenterで管理するために不可欠です。HANAシステムのストレージユニットのプロビジョニングに
はVMware向けONTAPツールを使用しましたが、必須コンポーネントではありません。
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ソフトウェアバージョン

ソフトウェア バージョン

ONTAP ASA A70 ONTAP 9.16.1

vSphereクライアント 8.0.3

ESXi 8.0.3

vSphere用SnapCenterプラグイン 6.1.0

ONTAP tools for VMware vSphere 10.4

Linux OS SLES for SAP 15 SP6

SAP HANA のサポート 2.0 SPS8

SnapCenter 6.1P1

HANAシステムのプロビジョニングとインストール

この章では、VMFSを使用するVMware環境に固有のSAP HANAシステムのインストールと設定について説明
します。その他の一般的なベストプラクティスについては、を参照してください "『 SAP HANA on NetApp

ASA Systems with Fibre Channel Protocol 』を参照してください"。

ストレージ構成

SAPが本番環境のHANAシステム向けに定義したストレージパフォーマンスKPIを満たすには、HANAシステ
ムのデータおよびログファイルシステム用に専用のLUNとデータストアを構成する必要があります。データス
トアは、複数のHANAシステムや他のワークロード間で共有しないでください。
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HANA システム VFS の 3 つのデータストアをプロビジョニングするために、 ONTAP Tools for VMware

(OTV) が使用されています。

• ハナ+_データ+___VFS

• hana+_log++VFS

• hana+_共有++VFS

HANA 共有ファイルシステムのデータストアは、複数の HANA システム間で共有することもで
きます。

ストレージ システムでは、OTV によって 3 つの LUN が作成されています。

VMディスク構成

HANA VMに3つの新しいディスク（VMDK）を追加する必要があります。各ディスクは、下図に示すように、
以前に作成されたデータストアのいずれかに格納されます。
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3 つのディスクが VM に追加されると、OS レベルでリストできるようになります。

hana-8:~ # lsblk

NAME MAJ:MIN RM SIZE RO TYPE MOUNTPOINTS

sda 8:0 0 100G 0 disk

├─sda1 8:1 0 256M 0 part /boot/efi
└─sda2 8:2 0 82G 0 part
├─system-root 254:0 0 60G 0 lvm /root
│ /var
│ /usr/local
│ /tmp
│ /srv
│ /opt
│ /home
│ /boot/grub2/x86++_++64-efi
│ /boot/grub2/i386-pc
│ /.snapshots
│ /
└─system-swap 254:1 0 2G 0 lvm [SWAP]
sdb 8:16 0 95G 0 disk

sdc 8:32 0 95G 0 disk

sdd 8:48 0 95G 0 disk

sr0 11:0 1 17.1G 0 rom
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VMパラメータdisk.EnableUUID

このパラメータを適切に設定する必要があります。そうしないと、 SnapCenterデータベースの自動検出は失
敗します。

1. VMのシャットダウン

2. 新しいパラメータ「disk.EnableUUID」を追加し、「TRUE」に設定します

3. Start VM

Linuxホストテノフアイルシステムノシユンヒ

新しいディスクでのxfsファイルシステムの作成

3つの新しいディスクそれぞれにxfsファイルシステムが作成されている。
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hana-8:~ # mkfs.xfs /dev/sdb

meta-data=/dev/sdb isize=512 agcount=4, agsize=6225920 blks

= sectsz=512 attr=2, projid32bit=1

= crc=1 finobt=1, sparse=1, rmapbt=1

= reflink=1 bigtime=1 inobtcount=0 nrext64=0

data = bsize=4096 blocks=24903680, imaxpct=25

= sunit=0 swidth=0 blks

naming =version 2 bsize=4096 ascii-ci=0, ftype=1

log =internal log bsize=4096 blocks=16384, version=2

= sectsz=512 sunit=0 blks, lazy-count=1

realtime =none extsz=4096 blocks=0, rtextents=0

Discarding blocks...Done.

hana-8:~ # mkfs.xfs /dev/sdc

meta-data=/dev/sdc isize=512 agcount=4, agsize=6225920 blks

= sectsz=512 attr=2, projid32bit=1

= crc=1 finobt=1, sparse=1, rmapbt=1

= reflink=1 bigtime=1 inobtcount=0 nrext64=0

data = bsize=4096 blocks=24903680, imaxpct=25

= sunit=0 swidth=0 blks

naming =version 2 bsize=4096 ascii-ci=0, ftype=1

log =internal log bsize=4096 blocks=16384, version=2

= sectsz=512 sunit=0 blks, lazy-count=1

realtime =none extsz=4096 blocks=0, rtextents=0

Discarding blocks...Done.

hana-8:~ # mkfs.xfs /dev/sdd

meta-data=/dev/sdd isize=512 agcount=4, agsize=6225920 blks

= sectsz=512 attr=2, projid32bit=1

= crc=1 finobt=1, sparse=1, rmapbt=1

= reflink=1 bigtime=1 inobtcount=0 nrext64=0

data = bsize=4096 blocks=24903680, imaxpct=25

= sunit=0 swidth=0 blks

naming =version 2 bsize=4096 ascii-ci=0, ftype=1

log =internal log bsize=4096 blocks=16384, version=2

= sectsz=512 sunit=0 blks, lazy-count=1

realtime =none extsz=4096 blocks=0, rtextents=0

Discarding blocks...Done.

hana-8:~ #

マウントポイントの作成
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hana-8:/ # mkdir -p /hana/data/VFS/mnt00001

hana-8:/ # mkdir -p /hana/log/VFS/mnt00001

hana-8:/ # mkdir -p /hana/shared

hana-8:/ # chmod –R 777 /hana/log/SMA

hana-8:/ # chmod –R 777 /hana/data/SMA

hana-8:/ # chmod -R 777 /hana/shared

/etc/fstabの設定

hana-8:/ # cat /etc/fstab

/dev/system/root / btrfs defaults 0 0

/dev/system/root /var btrfs subvol=/@/var 0 0

/dev/system/root /usr/local btrfs subvol=/@/usr/local 0 0

/dev/system/root /tmp btrfs subvol=/@/tmp 0 0

/dev/system/root /srv btrfs subvol=/@/srv 0 0

/dev/system/root /root btrfs subvol=/@/root 0 0

/dev/system/root /opt btrfs subvol=/@/opt 0 0

/dev/system/root /home btrfs subvol=/@/home 0 0

/dev/system/root /boot/grub2/x86++_++64-efi btrfs

subvol=/@/boot/grub2/x86++_++64-efi 0 0

/dev/system/root /boot/grub2/i386-pc btrfs subvol=/@/boot/grub2/i386-pc 0

0

/dev/system/swap swap swap defaults 0 0

/dev/system/root /.snapshots btrfs subvol=/@/.snapshots 0 0

UUID=FB79-24DC /boot/efi vfat utf8 0 2

### SAPCC_share

192.168.175.86:/sapcc_share /mnt/sapcc-share nfs

rw,vers=3,hard,timeo=600,rsize=1048576,wsize=1048576,intr,noatime,nolock 0

0

/dev/sdb /hana/data/VFS/mnt00001 xfs relatime,inode64 0 0

/dev/sdc /hana/log/VFS/mnt00001 xfs relatime,inode64 0 0

/dev/sdd /hana/shared xfs defaults 0 0

hana-8:/ #

hana-8:/ # df -h

Filesystem Size Used Avail Use% Mounted on

/dev/mapper/system-root 60G 4.4G 54G 8% /

devtmpfs 4.0M 0 4.0M 0% /dev

tmpfs 49G 0 49G 0% /dev/shm

efivarfs 256K 57K 195K 23% /sys/firmware/efi/efivars

tmpfs 13G 18M 13G 1% /run

tmpfs 1.0M 0 1.0M 0% /run/credentials/systemd-tmpfiles-setup-dev-

early.service
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tmpfs 1.0M 0 1.0M 0% /run/credentials/systemd-sysctl.service

tmpfs 1.0M 0 1.0M 0% /run/credentials/systemd-tmpfiles-setup-dev.service

tmpfs 1.0M 0 1.0M 0% /run/credentials/systemd-vconsole-setup.service

/dev/mapper/system-root 60G 4.4G 54G 8% /.snapshots

/dev/mapper/system-root 60G 4.4G 54G 8% /boot/grub2/i386-pc

/dev/mapper/system-root 60G 4.4G 54G 8% /boot/grub2/x86++_++64-efi

/dev/mapper/system-root 60G 4.4G 54G 8% /home

/dev/mapper/system-root 60G 4.4G 54G 8% /opt

/dev/mapper/system-root 60G 4.4G 54G 8% /srv

/dev/mapper/system-root 60G 4.4G 54G 8% /tmp

/dev/mapper/system-root 60G 4.4G 54G 8% /usr/local

/dev/mapper/system-root 60G 4.4G 54G 8% /var

/dev/sda1 253M 5.9M 247M 3% /boot/efi

/dev/mapper/system-root 60G 4.4G 54G 8% /root

tmpfs 1.0M 0 1.0M 0% /run/credentials/systemd-tmpfiles-setup.service

tmpfs 6.3G 72K 6.3G 1% /run/user/464

tmpfs 1.0M 0 1.0M 0% /run/credentials/getty@tty1.service

tmpfs 6.3G 52K 6.3G 1% /run/user/0

192.168.175.86:/sapcc_share 1.4T 840G 586G 59% /mnt/sapcc-share

/dev/sdb 95G 1.9G 94G 2% /hana/data/VFS/mnt00001

/dev/sdc 95G 1.9G 94G 2% /hana/log/VFS/mnt00001

/dev/sdd 95G 1.9G 94G 2% /hana/shared

hana-8:/ #

HANAのインストール

これで、HANAのインストールを実行できます。

上記の設定では、/usr/sap/VFS ディレクトリは OS VMDK 上に配置されます。/usr/sap/VFS を
共有 VMDK 上に保存する必要がある場合は、hana 共有ディスクをパーティション分割し
て、/usr/sap/VFS 用の別のファイルシステムを提供することができます。

HANA構成

SnapCenterデータベースユーザーを構成する

システムデータベースユーザのユーザストアを作成し、SnapCenterで使用する必要があります。
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HDBユーザーストアキーを設定する

ユーザーvfsadmのユーザーストアキーを作成する必要があります。ポート通信のために、HANAインスタンス
番号を適切に設定する必要があります。セットアップでは、インスタンス番号「45」が使用されます。

vfsadm@hana-8:/usr/sap/VFS/HDB45> hdbuserstore SET VFSKEY hana-8:34513

SNAPCENTER <password>

Retroactive report: Operation succeed.

アクセスを確認するには:

vfsadm@hana-8:/usr/sap/VFS/HDB45> hdbsql -U VFSKEY

Welcome to the SAP HANA Database interactive terminal.

Type: \h for help with commands

\q to quit

hdbsql SYSTEMDB=> exit

vfsadm@hana-8:/usr/sap/VFS/HDB45>

SnapCenter 構成

前提条件
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SnapCenter HANAリソースを自動検出する必要があります

VMware VMFS で構成されたリソースは、これらの構成に必要な特定の操作を有効にするために、
SnapCenterによって自動検出される必要があります。

HANA 非データ ボリュームはSnapCenterで常に手動で構成されるリソースであるため、VMFS を使用し
たSnapCenterではサポートされません。

SAP HANAのマルチホストシステムは、中央のHANAプラグインを使用して設定する必要があるため、デフォ
ルトでは手動で設定されます。また、VMware VMFSを使用する場合、このようなシステムはSnapCenterでは
サポートされません。

SnapCenter for VMware vSphereプラグイン

SnapCenter for VMware vSphereプラグインをVMware環境に導入する必要があります。

Storage SVM 管理 IP

LUN をホストするストレージ SVM には管理インターフェイスが設定されている必要があります。そうでない
と、「クラスターの追加」オプションを使用してストレージを追加したときに SVM がSnapCenterにリストさ
れず、自動検出操作が失敗します。
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VMディスクパラメータ

パラメータは、章で説明されているように設定する必要があります。 "「VMパラメータdisk.EnableUUID」"そ
うしないと、 SnapCenterデータベースの自動検出は失敗します。

ストレージ通信にREST APIを使用するようにSnapCenterを構成する

SnapCenterは、ストレージ通信にREST APIを使用するように設定する必要があります。設定されていない場
合、スナップショット作成操作は失敗し、以下のエラーメッセージが表示されます。
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構成ファイル + C:\Program Files\NetApp\SMCore\SMCoreServiceHost.dll.config 内のパラメータ
ー「IsRestEnabledForStorageConnection」を「true」に設定する必要があります。

<キー="IsRestEnabledForStorageConnection" 値="true" を追加 />
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変更を行った後、 SnapCenter SMCore サービスを停止して起動する必要があります。
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SnapCenterにVMwareプラグインを追加する

ホストをSnapCenterに追加する前に、VMware vSphere用SnapCenterプラグインをVMware環境に導入する必
要があります。も参照してください "SnapCenter Plug-in for VMware vSphereの導入"。

クレデンシャルはホスト追加ワークフローで設定する必要があります。ホストタイプとし
てvSphereを選択できます。

HANAホストを追加する

具体的な要件はありません。プラグインの導入と自動検出は通常どおり実行されます。

自動検出プロセスにより、 SnapCenter はHANA リソースが VMFS で仮想化されて実行されていることを検
出します。
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ポリシーとリソース保護の構成

VMFS を使用する VMware に固有のものはありません。

バックアップ処理

VMFS を使用する VMware に固有のものはありません。
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SnapCenterはコンシステンシーグループ（CG）を作成し、ストレージユニットhana++data+++VFSをCGに
追加します。スナップショットはCGレベルで作成されます。

19



リストア処理とリカバリ処理

VMFS/VMDK のSnapCenterに保存された仮想リソースの場合、復元操作は常にクローン、マウント、コピー
操作によって実行されます。

1. SnapCenterは選択したスナップショットに基づいてストレージクローンを作成します

2. SnapCenterはLUNを新しいデータストアとしてESXホストにマウントします。

3. SnapCenterは、データストア内のVMDKを新しいディスクとしてHANA VMに追加

4. SnapCenterが新しいディスクをLinux OSにマウント

20



5. SnapCenterは、新しいディスクから元の場所にデータをコピーします。

6. コピー操作が終了すると、上記のリソースはすべて再度削除されます。

7. SnapCenterはHANAシステムデータベースのリカバリを実行します

8. SnapCenterはHANAテナントデータベースのリカバリを実行します

リストア操作の全体的な実行時間は、データベースのサイズと、ストレージクラスターとESXホスト間のFC

接続のスループットに依存します。当社のラボ環境（初期HANAインストール時）では、実行時間は約12分で
した。

復元およびリカバリ操作の実行中に、新しいクローン ストレージ ユニットが表示されます。
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クローン作成されたストレージ ユニットに基づく新しい LUN (データストア) が ESX クラスターに接続され
ます。

データストア内の VMDK はターゲットの HANA VM にマップされ、HANA システムにマウントされます。
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hana-8:~ # df -h

Filesystem Size Used Avail Use% Mounted on

/dev/mapper/system-root 60G 5.3G 54G 9% /

devtmpfs 4.0M 8.0K 4.0M 1% /dev

tmpfs 49G 0 49G 0% /dev/shm

efivarfs 256K 57K 195K 23% /sys/firmware/efi/efivars

tmpfs 13G 26M 13G 1% /run

tmpfs 1.0M 0 1.0M 0% /run/credentials/systemd-tmpfiles-setup-dev-

early.service

tmpfs 1.0M 0 1.0M 0% /run/credentials/systemd-sysctl.service

tmpfs 1.0M 0 1.0M 0% /run/credentials/systemd-sysusers.service

tmpfs 1.0M 0 1.0M 0% /run/credentials/systemd-tmpfiles-setup-dev.service

/dev/mapper/system-root 60G 5.3G 54G 9% /.snapshots

/dev/mapper/system-root 60G 5.3G 54G 9% /boot/grub2/i386-pc

/dev/mapper/system-root 60G 5.3G 54G 9% /boot/grub2/x86++_++64-efi

/dev/mapper/system-root 60G 5.3G 54G 9% /home

/dev/mapper/system-root 60G 5.3G 54G 9% /opt

/dev/mapper/system-root 60G 5.3G 54G 9% /root

/dev/mapper/system-root 60G 5.3G 54G 9% /srv

/dev/mapper/system-root 60G 5.3G 54G 9% /usr/local

/dev/mapper/system-root 60G 5.3G 54G 9% /tmp

/dev/mapper/system-root 60G 5.3G 54G 9% /var

tmpfs 1.0M 0 1.0M 0% /run/credentials/systemd-vconsole-setup.service

/dev/sdc 95G 8.9G 87G 10% /hana/log/VFS/mnt00001

/dev/sdb 95G 7.6G 88G 8% /hana/data/VFS/mnt00001

/dev/sdd 95G 15G 81G 16% /hana/shared

/dev/sda1 253M 5.9M 247M 3% /boot/efi

tmpfs 1.0M 0 1.0M 0% /run/credentials/systemd-tmpfiles-setup.service

192.168.175.86:/sapcc_share 1.4T 858G 568G 61% /mnt/sapcc-share

tmpfs 6.3G 72K 6.3G 1% /run/user/464

tmpfs 1.0M 0 1.0M 0% /run/credentials/getty@tty1.service

tmpfs 6.3G 52K 6.3G 1% /run/user/0

/dev/sde 95G 9.2G 86G 10%

/var/opt/snapcenter/scu/clones/hana_data_VFS_mnt00001_142592_scu_clone_1

hana-8:~ #
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SAP システムリフレッシュ

SnapCenterを使用したSAPシステムリフレッシュ操作の詳細については、以下を参照してください。 "TR-
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4667：『Automating SAP HANA System Copy and Clone Operations with SnapCenter 』" 。

2番目のHANAシステムのQFSは、第1章で説明したのと同じ方法でプロビジョニングされています。 "

「HANAシステムのプロビジョニングとインストール」" 。

前提条件

SnapCenterの現在のバージョン (6.1P1) にはいくつかの制限がありますが、次のリリースで修正される予定
です。

1. 各「クローン作成」および「クローン削除」ワークフローの後に、ターゲット HANA ホストでコマン
ド「systemctl restart spl」を使用して spl プロセスを再起動する必要があります。

2. SAP システム更新操作のソースとターゲットとして使用される HANA VM は、同じ ESX ホスト上で実行
する必要があります。

ワークフローの概要

最初の SAP システム更新処理を実行する前に、ターゲット HANA システムをインストールし、ホストを
SnapCenter に追加する必要があります。次に、HANA システムをシャットダウンし、HANA データ ディスク
をホストからアンマウントする必要があります。

SnapCenter クローン作成ワークフロー

1. ストレージクローンを作成

2. ストレージクローンのホストマッピングを設定します

3. ストレージクローン(データストア)をESXホストに接続します

4. データストアからターゲットHANA VMに新しいディスクを追加する

5. HANA VM OS へのディスクのマウント

6. 事後スクリプトを使用したHANAシステムの回復

上映時間:12分

リストア処理と比較すると、クローン処理の実行時間は HANA データベースのサイズに依存し
ません。ステップ 1 から 5 の実行時間は、非常に大規模なデータベースでも同様です。もちろ
ん、大規模なHANAシステムでは回復に時間がかかります。

SnapCenter クローン削除ワークフロー

1. 事前スクリプトを使用したHANAシステムのシャットダウン

2. HANA VM OS からディスクをアンマウントする

3. HANA VM からディスクを削除する

4. ESX ホストからデータストアを削除する

5. ストレージクローンの削除

上映時間:11分
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SnapCenter クローン作成ワークフロー

クローン作成ワークフローは、目的のスナップショットを選択し、クローン・ボタンをクリックすると開始さ
れます。

ターゲット ホストと SID を指定する必要があります。
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この例では、ポストスクリプトを使用して、ターゲットホストでリカバリを実行しています。

ワークフローが開始されると、 SnapCenter は選択した Snapshot に基づいてクローニングされたストレージ
ユニットを作成します。

その後、 SnapCenter は、ターゲット HANA VM が実行されている ESX ホストに LUN (データストア)を接続
します。
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その後、新しいデータストア内の VMDK が HANA VM に追加されます。

その後、 SnapCenter は新しいディスクを HANA Linux システムに設定してマウントします。

hana-9:/mnt/sapcc-share/SAP-System-Refresh # df -h

Filesystem Size Used Avail Use% Mounted on

/dev/mapper/system-root 60G 5.2G 52G 10% /

devtmpfs 4.0M 4.0K 4.0M 1% /dev

tmpfs 49G 0 49G 0% /dev/shm
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efivarfs 256K 57K 195K 23% /sys/firmware/efi/efivars

tmpfs 13G 26M 13G 1% /run

tmpfs 1.0M 0 1.0M 0% /run/credentials/systemd-tmpfiles-setup-dev-

early.service

tmpfs 1.0M 0 1.0M 0% /run/credentials/systemd-sysctl.service

tmpfs 1.0M 0 1.0M 0% /run/credentials/systemd-sysusers.service

tmpfs 1.0M 0 1.0M 0% /run/credentials/systemd-tmpfiles-setup-dev.service

/dev/mapper/system-root 60G 5.2G 52G 10% /.snapshots

/dev/mapper/system-root 60G 5.2G 52G 10% /boot/grub2/i386-pc

/dev/mapper/system-root 60G 5.2G 52G 10% /boot/grub2/x86++_++64-efi

/dev/mapper/system-root 60G 5.2G 52G 10% /home

/dev/mapper/system-root 60G 5.2G 52G 10% /opt

/dev/mapper/system-root 60G 5.2G 52G 10% /srv

/dev/mapper/system-root 60G 5.2G 52G 10% /root

/dev/mapper/system-root 60G 5.2G 52G 10% /tmp

/dev/mapper/system-root 60G 5.2G 52G 10% /usr/local

/dev/mapper/system-root 60G 5.2G 52G 10% /var

tmpfs 1.0M 0 1.0M 0% /run/credentials/systemd-vconsole-setup.service

/dev/sdc 95G 8.9G 87G 10% /hana/log/QFS/mnt00001

/dev/sdd 95G 14G 82G 14% /hana/shared

/dev/sda1 253M 5.9M 247M 3% /boot/efi

tmpfs 1.0M 0 1.0M 0% /run/credentials/systemd-tmpfiles-setup.service

192.168.175.86:/sapcc++_++share 1.4T 858G 568G 61% /mnt/sapcc-share

tmpfs 6.3G 72K 6.3G 1% /run/user/464

tmpfs 1.0M 0 1.0M 0% /run/credentials/getty@tty1.service

tmpfs 6.3G 52K 6.3G 1% /run/user/0

/dev/sde 95G 9.2G 86G 10% /hana/data/QFS/mnt00001

tmpfs 6.3G 56K 6.3G 1% /run/user/1001

hana-9:/mnt/sapcc-share/SAP-System-Refresh #

hana-9:/mnt/sapcc-share/SAP-System-Refresh # cat /etc/fstab

/dev/system/root / btrfs defaults 0 0

/dev/system/root /var btrfs subvol=/@/var 0 0

/dev/system/root /usr/local btrfs subvol=/@/usr/local 0 0

/dev/system/root /tmp btrfs subvol=/@/tmp 0 0

/dev/system/root /srv btrfs subvol=/@/srv 0 0

/dev/system/root /root btrfs subvol=/@/root 0 0

/dev/system/root /opt btrfs subvol=/@/opt 0 0

/dev/system/root /home btrfs subvol=/@/home 0 0

/dev/system/root /boot/grub2/x86++_++64-efi btrfs

subvol=/@/boot/grub2/x86++_++64-efi 0 0

/dev/system/root /boot/grub2/i386-pc btrfs subvol=/@/boot/grub2/i386-pc 0

0

/dev/system/swap swap swap defaults 0 0

/dev/system/root /.snapshots btrfs subvol=/@/.snapshots 0 0

UUID=FB79-24DC /boot/efi vfat utf8 0 2
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192.168.175.86:/sapcc++_++share /mnt/sapcc-share nfs

rw,vers=3,hard,timeo=600,rsize=1048576,wsize=1048576,intr,noatime,nolock 0

0

#/dev/sdb /hana/data/QFS/mnt00001 xfs relatime,inode64 0 0

/dev/sdc /hana/log/QFS/mnt00001 xfs relatime,inode64 0 0

/dev/sdd /hana/shared xfs defaults 0 0

# The following entry has been added by NetApp (SnapCenter Plug-in for

UNIX)

/dev/sde /hana/data/QFS/mnt00001 xfs

rw,relatime,attr2,inode64,logbufs=8,logbsize=32k,noquota 0 0

hana-9:/mnt/sapcc-share/SAP-System-Refresh #

次のスクリーンショットは、 SnapCenter によって実行されるジョブステップを示しています。
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で説明したように "前提条件" セクションでは、適切なクリーンアップを開始するには、 HANA ホストの
SnapCenter spl サービスを「 systemctl restart spl 」コマンドを使用して再起動する必要があります。これ
は、ジョブが終了したときに行う必要があります。

クローンワークフローが完了したら、リソース QFS をクリックして自動検出を開始できます。自動検出プロ
セスが完了すると、新しいストレージフットプリントがリソースの詳細ビューに一覧表示されます。
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SnapCenter クローン削除ワークフロー

クローン削除ワークフローは、ソース HANA リソースでクローンを選択し、削除ボタンをクリックして開始
します。

この例では、事前スクリプトを使用してターゲットHANAデータベースをシャットダウンしています。
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次のスクリーンショットは、 SnapCenter によって実行されるジョブステップを示しています。

33



で説明したように "前提条件" セクションでは、適切なクリーンアップを開始するには、 HANA ホストの
SnapCenter spl サービスを「 systemctl restart spl 」コマンドを使用して再起動する必要があります。

追加情報とバージョン履歴

HANA のベストプラクティス:

34



• "『 SAP HANA on NetApp ASA Systems with Fibre Channel Protocol 』を参照してください"です。

SnapCenter ：

• "SnapCenter を使用した SAP HANA のバックアップとリカバリ"

• "TR-4719 ：『 SAP HANA System Replication - Backup and Recovery with SnapCenter 』"

• "TR-4667：『Automating SAP HANA System Copy and Clone Operations with SnapCenter 』"

• "SnapCenter SnapMirror Active Sync と VMware Metro Storage Cluster による SAP HANA のデータ保護
と高可用性"

• "SnapCenter ソフトウェアのドキュメント"

バージョン履歴：

バージョン 日付 コメント

バージョン 1.0 以降 07/2025 初版
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