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cognos_archive L

Acquisition Vault
S mL

BEIANTDONRT—F F=ArT7ZHLVWNRT—R (FEITZHE) TEIBRIZET,
-acg/conf/cert/client.keystore

Security AdminY —)LDEIT-AY >R T 1 >

ARV RSAVE—RTSAY —IILEZRTTRIEXIXRODEED TT,

securityadmin [-s | -au] [-db] [-1lu <user> [-1lp <password>]] <additional-
options>

where

-s selects server vault

-au selects acquisition vault

-db selects direct operation mode

-1lu <user> user for authentication

-1lp <password> password for authentication

<addition-options> specifies command and command arguments as

described below

p
CORYRZAVIC M- AT 30D BVEEDHBDFT (REE— RABIRSNBZ D) o
* Ts) LY T-au) 7723 >05BE
o Is] IFRAUTIIERTE FEA
° DWHTI& T-aul IZERATETEEA
c EELHLFELBRVGEEIF.
* H—N—RIL bE. B —/N— (Server) . DWH. 8&U7a7J)L (Dual) TEIRINTWLET,
" RAUTUVER—IL FASEIRTNTWS
 A—HEEECIE- A T avepA T a v EFERLET,

° <user>HEE I 1. <password>HFEEINTVAWEEIZ. I—HIINRT—ROANZROSNFE
ED



° <user>%FIEEH Y. FREENMUEARISZEIX. <user>¥ <password>DEADASTERDSNF T,

=ENE
av>k R
correct-stored-password
securityadmin [-s
-au] [-db] -pt <key> NI Ty T-Tx—IL b
[<value>]
where

-pt specifies the command
("put") <key> is the key
<value> is the value. If not
present, user will be
prompted for value

-au] [-db] -b [<backup-dir>]
securityadmin
[-s where

-b specified command <backup-dir> is the output directory. If not present, default
location of SANscreen/backup/vault is used The backup file will be named
ServerSecurityBackup-yyyy-MM-dd-HH-mm.zip

NI TywT-Tx—)L bk

securityadmin [-s



-au] [-db] -ub <backup- X bF—
file>

where

-ub specified command
("upgrade-backup")
<backup-file> The
location to write the

backup file
-au] [-db] -l
securityadmin
[-s where
-| specified command
FryviF—
securityadmin [-s
-au] [-db] -ck verify-keystore (H—/\)
where
-ck specified command
exit code: 1 error 2 default
key(s) 3 unique keys
Ty IFIL—R
securityadmin
[-s] [-db] -v
where
v
specified
command



securityadmin
S

-au] [-db] [-lu <user>] [-Ip
<password>] -rk

where

-rk specified command

securityadmin
[—-s

change-password (t—
IN)

-au] [-db] [-lu <user>] [-Ip <password>] -u

where

-u specified command

For server vault, if -lu is not present, then authentication will be performed for

<user> =_internal and <password> = _internal’s password from vault. For
acquisition vault, if -lu is not present, then no authentication will be attempted

securityadmin [-s

restore-vault-backup

-au] [-db] [-lu <user>] [-Ip <password>] -r <backup-file>
where

-r specified command <backup-file> the backup file location

securityadmin [-s] [-db] [-1lu <user>] [-1lp <password>]
-up -un <user> -p [<password>] [-sh]

where

-up specified command ("update-password")
-un <user> entry ("user") name to update

-p <password> new password. If <password not
supplied, user will be prompted.
-sh for mySQL user, use strong hash



change - acquisition1—

# (acquisition) M/YX securityadmin [-au] [-db] [-lu <user>] [-lp
J—RK <password>] -up -p [<password>]
where
-up specified command ("update-password")

-p <password> new password. If <password not
supplied, user will be prompted.

change-password for

truststore - _password securityadmin [-au] [-db] [-lu <user>] [-1lp
(acquisition) <password>] -utp -p [<password>]
where
-utp specified command ("update-truststore-
password")

-p <password> new password. If <password not
supplied, user will be prompted.

synchronize-with-vault (
H—/N—) securityadmin [-s] [-db] [-1lu <user>] [-1lp <password>]

-sv <backup-file>
where

-sv specified command

Security Admin ToolDE{T-1 > X507+« TE—F
AYBRSOTF AT ALY A2~
SAY — )L ZRFEREE— R TETTBICIF. ROOAIYYFZAALET,

securityadmin -1
H—NFETa27IA VX M=IILDGEIE. SecurityAdminic &k 2 TH—/NF/=ldLocal
Acquisition UnitDEBELHDZTEIRTDILDICKOENET,

Server$ &K *Acquisition Unit./ — RHABEHINFE LT X2 )T ZBREIINENH S/ —RFZ&ERL
9,
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1 - Server
2 - Local Acquisition Unit
9 - Exit

Enter your choice:

DWHTId. [ServerlhBEINICEIRSNE T, UE— FAUTIE. TAcquisition Unity H'EEIRISEIRENE
ED

Interactive Server : root/NXXTJ—K®D!) A/\1)

H—/N\—F— R Tld. SecurityAdminY —LIFRANCFFINTVDIL—ENRT—RAELWVWC EZHEERL
9, E5THWEE. V—ILIZroot/ XX —ROEEEEEZRTLE T,

ERROR: Database is not accessible

1 - Enter root password
2 - Get root password from vault backup
9 - Exit

Enter your choice:

F7Fa1EBERTBZE. ELLWART—RFOANZRDSNE T,

Enter password (blank = don't change)
Enter correct password for 'root':

ELWNRRT—REAADTRE. RDELSICKRTREINE T,

Password verified. Vault updated

ENTERF—Z# T L. U—N—DEFIRAZ 1 —-HRFINET,

BESTENAT—RFZANTBE. ROXYyE—IDNRREINET,

Password verification failed - Access denied for user 'root'Q@'localhost'

(using password: YES)

ENTERF—%# 3. UANUXZa—ICED XY,

T3 2&ERTBE ELWNRT—RFZ2HmAWENY I Ty T T 71 DRBEDANZROZTOY

11



TEDRRREINET,

Enter Backup File Location:

NV ITYTDNIT—RHBELWVFEIF. RDOLIICRTRENE T,

Password verified. Vault updated

ENTERF—Z# T . H—N—DEFHIREX =1 —DIKRRENET,

Ny IT v TDONRIT—RHRELLBWEE. ROXyE—IDNRRENET,

Password verification failed - Access denied for user 'root'@'localhost'
(using password: YES)

ENTERF—ZH T . UANUAXAZa—ICEDF T,

Interactive-Server:1IE L LV/NX AT — R

MELWART =R 7723 >id RILMIFRESNTLWANRIT—RZZBL. 1V A ML THRELT
NBZERBONZAT—RE—BEIEZHIERINE T, DT RIE. securityadminy —JLASMZ K -
TAYRM=LUZEEDMZ SNIHZEICEFR T, 7z xlE ROLSBHD

* SQLA—HD/NRXT—RHMySQLICEEZR 77 ALTEEINE LT

cF—XNTHEBIRISNID. F—X T D/INZXT—RHkeytoolZERALTEEINE LT

*OCIT—AR—ZANYZARTIN, EDOT—ER—ADOAEI—HHICELRBZ/INAT—RAFESNTL
3

[Correct Password] Tld. S#ICEELWMEZRET BZ/NRAT—REZERTBZESIKOENET,
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Replace incorrect stored password with correct password.

the required password)

Select User: (Enter 'b'
1 - internal

2 - acquisition

3 - cognos_admin

4 - cognos keystore

5 - dwh

6 - dwh internal

7 - dwhuser

8 - hosts

9 - inventory

10 - sso keystore

11 - server keystore
12 - root

13 - server truststore

14 - AU truststore

Enter your choice:

BETAHIY I ZERT B L. EDEEREZKRDZ TOV T AHRREINE T,

1 - Enter {user} password
2 - Get {user} password from vault backup
9 - Exit

Enter your choice:

to go Back)

(Does not change

13



FToaV1EBBIRTZE. ELLWANRT—ROADERDSNF T,

Enter password (blank = don't change)

Enter correct password for '{user}':

ELWART—RZANTRE. RDELSICRTENET,

Password verified. Vault updated

ENTERF—ZH T L, H—N—DEHPRX -2 —IZED X7,

MESTENRT—RZANTBE. RDXyE—IHRREINE T,

Password verification failed - {additional information}
Vault entry not updated.

ENTERF—%Bd . H—N—DESPEX -2 —ICED 7,

FT2 3 2&ERTBE. ELWNRT—RFZ2HAWMENY I Ty T T 7AIINDRBEDANZROZTOY
TEDRRREINET,

Enter Backup File Location:

NV ITYyTDNIT—RHBELWVFEIF. ROLIICRTENET,

Password verified. Vault updated

ENTERF—Z#J . H—N—DEFIREXA =1 —DIKRRENFET,

NI Ty TDONRIT—RHRELLBWEE. ROXyE—IDNRRENET,

Password verification failed - {additional information}
Vault entry not updated.

ENTER¥—Z# 3. U—N—DEHIRA -1 —DRIRINFT,

WEERH — /N D AR— L F OB DRESE

NIV~ DRBZHRESE (Verify Vault Contents) Tl MURID/N—23 > DOCITE A INIT 7 #)L bORIL b
E—HTBF—DNRILMMIHBZHDESHDEF v IIN. RILFADBRELRM VA M—ILRBE—HTEIHE
SHHRFIvIETNET,

BEXE—DERIIRDEED T,

OK RILEDEDEL W
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RKFTvo COEIRFA YA =LICRHLTF IV ITEEEA
R BN VA M—ILRIRE—RLFEA
EH BESNBZ3IVRUDHBD EHA

Encryption keys secure: unique, non-default encryption keys detected

cognos_admin: OK
hosts: OK

dwh internal: OK
inventory: OK
dwhuser: OK

keystore password: OK

dwh: OK
truststore password: OK
root: OK

_internal: OK
cognos_internal: Not Checked
key password: OK
acquisition: OK
cognos_archive: Not Checked
cognos_keystore password: Missing

Press enter to continue

WEERIH — )N - Ny I Ty S

Backupld. Ny I TF7wTzip7 7AW EREFETZTA LI MNIDANERDET, T4 LI NUDNTTICEFE
LTWBRELRHD. 7 71 J)L%lEServerSecurityBackup-yyyy-mm-dd-hh-mm.ziplZ 2 D £,

Enter backup directory location [C:\Program Files\SANscreen\backup\vault]

Backup Succeeded! Backup File: C:\Program
Files\SANscreen\backup\vault\ServerSecurityBackup-2024-08-09-12-02.zip

WEERI— /N - O 1 >
OJ4Y7ooavid. 1—HETIEL. A VA =L ETETBREICT IR TR EOICERINET,

I—HICIZEEPrivilegeshIbETY, T—/N\TEITITIHEIE. FROEEEI—HZFEHATET XY, B
E—RTRITI3HE1E. LDAPA—HTIEHRLLO—AILA—HYTHINELHD I,
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Authenticating via server. Enter user and password

UserName: admin

Password:
F7=lE

Authenticating via database. Enter local user and password.

UserName: admin

Password:

NZT—RFHELL, A—PHEEBZEI - THIHEIE. FIRSNIcXZ 2 —DNREENET,

NRT=RHAELLBWEEIE. ROXyE—IDHRRENET,
Authenticating via database. Enter local user and password.
UserName: admin
Password:

Login Failed!
IA—HHEEETHVESIE. DA vE—IHRREINET,

Authenticating via server. Enter user and password
UserName: user

Password:

User 'user' does not have 'admin' role!

Interactive-Server:FI[BfI X =1 —

I —HOT1 VTR V—LUHRE X = 2 —ARFENET,
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Logged in as: admin
Select Action:

2 - Change Password

3 - Verify Vault Contents

4 - Backup

5 - Restore

6 - Change Encryption Keys

7 - Fix installation to match wvault
9 - Exit

Enter your choice:

Interactive-Server:/N\XJ— RDZEE
TINZTD—ROZEE] 7ooavide 1A =—ILINZAT—RZHLWMEICEETB-HICERLE T,

INZRD—FRDEE| 2TV v I3 RIICEETZINAT—FZRRTBZLSICKRODSNET,
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Change Password

Select User: (Enter 'b' to go Back)
1 - internal

2 - acquisition

3 - cognos_admin

4 - cognos keystore

5 - dwh

6 - dwh internal

7 - dwhuser

8 - hosts

9 - inventory

10 - sso keystore

11 - server keystore
12 - root

13 - server truststore

14 - AU truststore

Enter your choice:

I—HHMySQLA—HDHFE. BIETZI Y M) ZERTZ 8. NAT—RZBDICNY>2TEIHESH
BRI IXAvE—INRREINET,

MySQL supports SHA-1 and SHA-256 password hashes. SHA-256 is stronger but
requires all clients use SSL connections

Use strong password hash? (Y/n): y

TIZ FILWANRT—ROANERDSNE T,
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New Password for '{user}':
If the password is empty, the operation is cancelled.

Password is empty - cancelling operation

ZETHRWANRT—RZANTBE. NRT—FROERZKRHZ 7OV T EHRRTEINET,

New Password for '{user}':
Confirm New Password for '{user!}':

Password successfully updated for 'dwhuser'!

LEICKKRT L. TS—FRBAANRRINET,
MEERT—/N T URRT

Interactive Server : IEE2{tF—DZEE

EEStXF—DZEET7IaviE. R—ILbIZ Y M) OBESICERAINIEBESLF—%Z2BIHEZ. RA—=ILLD
EEtt—EXICERTNIESLTF—ZEBIHIFT, Bt —EXDF—HIHETEINDZ=H. T—EN
—ANDOEStEINEIZBRES{LENE T, cNE5DfEIR. IREDF—THmAESN. ES{LENn. FrLWL
F—THERBS{tEIN. T—ER—XITREFEINET,
H—=NE—BDT—ER—X AT VI L TBESILUB%EE TSI /-H. 41 LI N E—RTIEXZDT
goavidtR—brEINTULEE A

Replace encryption key with new key and update encrypted database wvalues
Confirm (y/N): y

Change Encryption Keys succeeded! Restart 'Server' Service!

ARZ9T4TH—N—1 > = ILDELE

[MTYRM=ILDEIE|7 O3> ERTIBDE. A VRAM—ILDEFREINE T, securityadminy —ILZFERL
TEEABEBRIRTDA YA —ILINZT—=F (rootZPRr<) & RILEADNRT—RICREINET,

* OCIOARZBLI—HDNAT—RHBBEHFINE T,
* root AN DMySQLA—HD/INRAT— RHAEHFINE T,
X —RANTONRT—RHBEHINE T,
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Fix installation - update installation passwords to match values in vault
Confirm: (y/N): vy

Installation update succeeded! Restart 'Server' Service.
BUIDEFICKBMLIEBRTT oo aryhiMEE L. IS5 —FRBFAADNRTINE T,

Insight ServerCtxa2) 74 2EET 3

o securityadmin VY—IL%ZERT B L. InsightServerCtEFal) T4 AT a3 %xE
BTEEY, EFal70DBEICIE. NAT—RODOEE, :ILLWF—DXER. EBL
lcF a2V T4 HREDFRFEVANT. T7FILEREADHEED) AN THEFENE
ER

CDRRATICDOWT
HEALEXY securityadmin TF a7 BEY—IL ¢

* Windows - C:\Program Files\SANscreen\securityadmin\bin\securityadmin.bat

* Linux - /bin/oci-securityadmin.sh

FMICOVWTIE. ORFaXY bZBRBRL T EE W securityadmin's

Local Acquisition UnitEDtF* a2 571 DEIE

o securityadmin ‘Y —/)L%Z{FEHY % . Local Acquisition User (LAU ; O—7JLUNE
d—Y) OtEFalT4 A7 a>zEBETEET, EXa) 7 DEEICIF. F—&
NZAT—FDEE. ERLTcEFa VT4 REDRFLVIANT. FLETT 4L MR
EANDBREDI)ZATHEENET T,

fER7Z Ftad SR0IC
WYUETT admin £F21U T 1 REZXIERITT 3120 DHER.

CDRIATIZDOWT
ZERAL XY securityadmin ¥ a ) BEY—)L !

* Windows - C:\Program Files\SANscreen\securityadmin\bin\securityadmin.bat

* Linux - /bin/oci-securityadmin. sh

FICDOWVWTIE. FIEZEBER L T'securityadmin®y —JL"< 2 &L\,
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../config-admin/securityadmin-tool.html
../config-admin\/security-management.html
../config-admin\/security-management.html
../config-admin\/security-management.html
../config-admin\/security-management.html
../config-admin\/security-management.html
../config-admin\/security-management.html
../config-admin\/security-management.html

RAUTOtExal) T4 DEIE

o securityadmin V—IZEHATZ L. RAUDTF 2T AT a3 aEETEX
To BRICEDTIE. TA—ILEREDNY I 7Y TIRIRA LT, BELF—DE

. Acquisition Unit/NX T — RDEFHHREICRZ CHHD XY,
CDRATIZDOWT

HFEHALEY securityadmin ¥ al) 7o BEY—IL:

* Windows - C: \Program Files\SANscreen\securityadmin\bin\securityadmin.bat

* Linux - /bin/oci-securityadmin.sh

LAU/RAUDEF 2 ) T4 REZBFHIT31200>FUFIE. H—NTEOI—HFDONZXT—RHEEINT:
& EFIZ Tacquisition] A—HDNZAT—REZFHITZETTo LAUBKUVITARTORAUIE. H—/NED&EE
ICH—/\ Tacquisition] 2—HDNZAT—REBLENRT—REFHLET,

Facquisition] 1 —HHFEET 2 Didinsight ServerfZiF T RAUXIFLAUIK. H—NICERIT D SICE
oa1—HrlLTaod1>rLET,

FHICDOWVWTIE. FIEZEEE L T'securityadmin'y —)L"< 2 E LY,

Data Warehouse Ttz a1l 74 2 EBIBT 3

o securityadmin VY —JL%Z{FRH 9 % . Data WarehouseF—/\DtFxal) 714~

D vEEETEEI, Exa)T DEEICIE. DWHY —/N\TRHIBI—HFDARER/N R
T—REBHFLED, EXaVT4REDNY I Ty TZ2ERLT=D. BREZT 7 £/l

FDEREICVDRART7 LD TB3EEDRHD £9,

CDERATICDOWVWT

HEALEXT securityadmin Fal) T BEY—)L ¢

* Windows - C:\Program Files\SANscreen\securityadmin\bin\securityadmin.bat

* Linux - /bin/oci-securityadmin.sh

FMICOVWTIE. ORFa XY bZBRL T E W securityadmin's

OnCommand Insight DREPI—FDNXT—RFZZEELTL
X9

X2 TR >—IZ&>TIE OnCommand Insight ITRIBET/N AT — R DEENNE
ICBBHEEDHD ET, 180T —/ND/NRT— RFO—EIE. REBEADRDOH —/NICEE

TRH MADY—NTNRAT—RZEEITZIVELHD T, 1o ZIE. Insight
ServerT1—H#®/{X7— R Tinventory) ZZE ¥ 551k, € Dinsight Serverfa I

21


../config-admin\/security-management.html
../config-admin\/security-management.html
../config-admin\/security-management.html
../config-admin\/security-management.html
../config-admin\/security-management.html
../config-admin\/security-management.html
../config-admin\/security-management.html
../config-admin/securityadmin-tool.html

TE & f17=Data Warehouse Server ConnectorC1—H® /Y27 — K Tinventory) &—%
LTWBRERHBD XY,

FRZRIR Y 5aIIC

NZT—REZEET BHIC. 1—F TN OREEHREERELTH < RBNBD ET, K
(D  BEIRTOT—NTART—REBHFLANL. InsightT > HK—% > FEOBEICKHKL E
7.

CDRATICDOWT

RDFKIC. Insight ServerOREFI—H /NI T— R, KIFTEINAT—RBFLLWNRT—RE—KT 24
ENHBInsight AV R—R> b ERLET,

Insight Server® /Y X7 — R WEBIREE
_internal

g B S 7
dwh_internal M B& Data Warehouse
R b

= Data Warehouse
JL—k

RODOFTIC. Data WarehouseDREFL—H/INAT—R &, KIFTBD/NAT—RHBPFHLULUNIT—RE—EHT 3
WRENLHBInsigt AV R—%> bZRLEFT,

Data Warehouse® /XX 7 — R WEREE
cognos_adminzZ ) w I LEXT

DWH

dwh_internal (Server Connector®s&EUIZ/ERA L T Insightty—/\
ZHE)

E: I

KAk
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14 >R k1) (Server Connectors8 EUIZEA L TZE Insightth—/\
B)

IL—F

* DWHY —N\EFREUITD/NZT— FDEE*

MOFKIC LAUDIA—HYNRT—RE IFETEZNAT—RHBHFLWNRT— R E—T ZRBEHH B Insight
AvKR—x> bERLED,

LAU/X XD — R WVEREE
g Insight Server. RAU

Server Connection Configuration UIZ £ L T Tlinventory] /X7 —FR
Y Tdwh_internal] NXXT—REZZELXT

linventory) F7zi& Tdwh_internaly M/\YX 7T — R ZInsight Server& B /N T — R{Z
ZTEIZ2UENH B5E1%. Data Warehouse UIEERL £,

FRZRm Y 3ailc
CDRRAVZRITIBICIE. EEBELLTOTA VI BIREDNHDET,

FIIE

1. Data Warehouse’R—& JLICAY 1 > L £ ¢ https://hostname/dwhhostnameld. OnCommand Insight Data
Warehouseh' 1 VX b= )LENTWVWBE L X T LDEAFITY,

2 ERDFTES—2a>RAVT ARV R Z I Vv I LFET,

[Edit Connector] (O%7 X DIRE) *BEHINFRRINE T,
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https://hostname/dwh

3.
4.
5.

24

Edit Connector

I 1
Encryption: Enabled j
Mame: Oci-stglE-s12r2.nane.netapp.com
Haost: Oci-5tg06-512r2 nane.netapp.com
Database username: inventary
Database passwaord: sssssnnee
Advanced w
Save Cancel Test Remove

™ Database password *| 7« —JLRIZH LUV Tinventoryl /NAT—REZAHNLET,
[fR7F (Save) 22U YOI LZET,
fdwh_internall NRT—RZEET I FHEREI 27V vILET

[Edit Connector Advanced|BIEIN'RRENE 9,



10 1
Encryption: Enabled j
Mame: Oci-stg06-512r2 nane.netapp.com

Host: Dci-stg06-512r2 nane.netapp.com

Database user name: inventory

Database password: I
Senver user name: dwh_internal
Sernver passwaord: YT

HTTPS port: 443

TCP port: 3306

Basic ~
Save Cancel Test Remaove

6. :TLL\/YX T — R%* Server password *7 «+ —JL RICAHL £ 7,
T [RE1ZVVvILET.

ODBC Administration'y —J)LZfEH L7-=DWH/\X 7 — RDZE

Insight Server CDWHI—H' D /NX T — R % TEE L 1355 1&. Data Warehousetf —/\
THNAT—RZEEITIHNEHNHD 9, ODBC Data Source Administrator’y — )L %
fEF L T. Data Warehouse®D/NXTJ—RZZEL T,

EZEZ BRI 280l

EIREMERNH DT HT > hEFERL TData Warehouse  — /XD E— FOT A >V ETTIRELHD
9,

FIE

1. Data WarehouseZ7RX b L TWBH—NADDE—+OTA>ERTLET,

2. ODBC Administration'y —JLIC7 72 XA L £¥ C:\Windows\SysWOW64\odbcad32.exe

[ODBC Data Source Administrator]BIEIHD R RSN E T,
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User DSN | System DSN | File DSN | Drivers | Tracing | Connection Pooling | About |

IJzer Data Sources:

Mame Platform  Driver Add...

Remove

Corfigure...

An QDBC User data source stores information about how to connect to the indicated data provider. A
g |User data source is onby visible to you, and can only be used on the cument machine.

OK || cCancel ||

3B [ZAFTLDSN*2 Uy LET

SRFLTF—BY —ARRREINET,

= ODBC Data Source Administrator (32-bit) Iil

User DSN | System DSN | File DSN | Drivers | Tracing | Connection Pocling | About |

System Data Sources:

MName Platform  Driver Add
dwh_capacity 32+t MySCGL ODBC 5.1 Driver

dwh_capacity_efficiency 32-bit MySGL QODBC 5.1 Diiver Remove
dwh_cloud_cost A2-hit MySCGL ODBC 5.1 Driver

dwh_fs_util A2-hit MySQLODBC 5.1 Driver

dwh_inventary 32t MySGL ODBC 5.1 Driver Configure...
dwh_performance 32bit MySGL ODBC 5.1 Driver

dwh_ports 32+bit MySQL ODBC 5.1 Driver

An QDBC System data source stores information about how to connect to the indicated data prowvider.
g A System data source is visible to all users of this computer, including NT services.

OK || Cancel || Aopy || Hep |
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4. 1) Z kH50nCommand Insight 7 —4%Y — X ZFIRL £ 95
S [BREPZEVIVVILET

[Data Source Configuration]BIEIN' TR NE T,

AN

My SOl
Connector/ODBC

Connection Parameters

Data Source Mame: |

Description: |

3 | localhost

: |dwh

. | dwh_capadity

6. INXT—RP 714 —ILRICHLWUWNRT—FZAALET,
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